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SA 3884. Mr. SESSIONS submitted an 

amendment intended to be proposed to 
amendment SA 3705 proposed by Ms. COLLINS 
(for herself, Mr. CARPER, and Mr. LIEBERMAN) 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3885. Mr. BIDEN submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3886. Mr. FEINGOLD submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3887. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3888. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3889. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3890. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3891. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3892. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3893. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3894. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra. 

SA 3895. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3896. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3897. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3898. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3899. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3900. Mr. FRIST submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3901. Mr. HOLLINGS submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3902. Mr. CARPER submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3903. Mr. STEVENS (for himself, Mr. 
INOUYE, and Mr. WARNER) submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3904. Mr. STEVENS (for himself and 
Mr. INOUYE) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3905. Mr. LAUTENBERG submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3906. Mr. MCCAIN (for himself, Mr. 
LIEBERMAN, and Mr. BAYH) submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3907. Mr. REID (for Mr. LAUTENBERG) 
submitted an amendment intended to be pro-
posed by Mr. REID to the bill S. 2845, supra; 
which was ordered to lie on the table. 

SA 3908. Mr. REED (for himself, Mr. SAR-
BANES, Mr. SCHUMER, Mrs. BOXER, and Mr. 
CORZINE) submitted an amendment intended 
to be proposed by him to the bill S. 2845, 
supra; which was ordered to lie on the table. 

SA 3909. Ms. SNOWE (for herself, Mr. ROB-
ERTS, Ms. MIKULSKI, and Mrs. FEINSTEIN) 
submitted an amendment intended to be pro-
posed by her to the bill S. 2845, supra; which 
was ordered to lie on the table. 

SA 3910. Ms. SNOWE submitted an amend-
ment intended to be proposed by her to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3911. Ms. SNOWE submitted an amend-
ment intended to be proposed by her to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3912. Ms. SNOWE submitted an amend-
ment intended to be proposed by her to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3913. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3914. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3915. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3916. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3917. Mr. LEAHY (for himself and Mr. 
GRASSLEY) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3918. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3919. Mr. LEAHY (for himself and Mr. 
GRASSLEY) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3920. Mr. LEAHY (for himself and Mr. 
GRASSLEY) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3921. Mr. LEAHY submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3922. Mr. DURBIN submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3923. Mr. DURBIN (for himself, Mr. 
LEAHY, and Mr. SARBANES) submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3924. Mr. ROBERTS (for himself and 
Mr. DEWINE) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3925. Mr. KYL submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3926. Mr. KYL submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3927. Mr. INHOFE submitted an amend-
ment intended to be proposed by him to the 

bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3928. Mr. SESSIONS submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3929. Mr. CORNYN submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3930. Mr. MCCONNELL (for himself and 
Mr. CORNYN) submitted an amendment in-
tended to be proposed by him to the bill S. 
2845, supra; which was ordered to lie on the 
table. 

SA 3931. Mr. MCCONNELL (for himself, Mr. 
SANTORUM, and Mr. CORNYN) submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3932. Ms. SNOWE submitted an amend-
ment intended to be proposed by her to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3933. Ms. CANTWELL (for herself, Mr. 
SESSIONS, Mr. SCHUMER, and Mr. KYL) sub-
mitted an amendment intended to be pro-
posed by her to the bill S. 2845, supra; which 
was ordered to lie on the table. 

SA 3934. Mr. GREGG submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3935. Mr. WARNER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3936. Mr. HATCH submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3937. Mr. HATCH submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3938. Mr. HATCH (for himself and Mr. 
KYL) submitted an amendment intended to 
be proposed by him to the bill S. 2845, supra; 
which was ordered to lie on the table. 

SA 3939. Mr. HARKIN submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3940. Mr. HATCH submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

SA 3941. Mr. GRAHAM, of Florida sub-
mitted an amendment intended to be pro-
posed by him to the bill S. 2845, supra; which 
was ordered to lie on the table. 

SA 3942. Mr. LIEBERMAN (for Mr. MCCAIN 
(for himself, Mr. LIEBERMAN, and Mr. BAYH)) 
proposed an amendment to the bill S. 2845, 
supra. 

SA 3943. Mr. INHOFE (for Mr. GREGG (for 
himself, Mr. HARKIN, Mr. KENNEDY, Mr. ENZI, 
Mr. REED, Mr. DEWINE, Mrs. CLINTON, Mr. 
ROBERTS, Mr. BINGAMAN, Mrs. MURRAY, Mr. 
DASCHLE, and Mr. DODD)) submitted an 
amendment intended to be proposed by Mr. 
INHOFE to the bill H.R. 4278, to amend the As-
sistive Technology Act of 1998 to support 
programs of grants to States to address the 
assistive technology needs of individuals 
with disabilities, and for other purposes. 

SA 3944. Mr. INHOFE (for Mr. LEAHY (for 
himself and Mr. HATCH)) proposed an amend-
ment to the bill H.R. 2714, to reauthorize the 
State Justice Institute. 

f 

TEXT OF AMENDMENTS 

SA 3794. Mr. GRAHAM of Florida 
submitted an amendment intended to 
be proposed by him to the bill S. 2845, 
to reform the intelligence community 
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and the intelligence and intelligence- 
related activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 94, line 14, insert before the period 
the following: ‘‘, whether expressed in terms 
of geographic region, in terms of function, or 
in other terms’’. 

On page 95, line 3, insert after the period 
the following: ‘‘Each notice on a center shall 
set forth the mission of such center, the area 
of intelligence responsibility of such center, 
and the proposed structure of such center.’’. 

On page 96, line 7, insert ‘‘of the center and 
the personnel of the center’’ after ‘‘control’’. 

On page 96, between lines 8 and 9, insert 
the following: 

(5) If the Director of a national intel-
ligence center determines at any time that 
the authority, direction, and control of the 
Director over the center is insufficient to ac-
complish the mission of the center, the Di-
rector shall promptly notify the National In-
telligence Director of that determination. 

On page 96, strike line 15 and all that fol-
lows through page 97, line 2, and insert the 
following: 

(1) develop and unify a strategy for the col-
lection and analysis of all-source intel-
ligence; 

(2) integrate intelligence collection and 
analysis, both inside and outside the United 
States; 

(3) develop interagency plans for the inte-
gration of the collection and analysis of all- 
source intelligence, which plans shall— 

(A) involve more than one department, 
agency, or element of the executive branch 
(unless otherwise directed by the President); 
and 

(B) include the mission, objectives to be 
achieved, courses of action, coordination of 
agencies operational activities, parameters 
for such courses of action, recommendations 
for operational plans, and assignment of de-
partmental or agency responsibilities; 

(4) ensure that the collection of all-source 
intelligence and the conduct of operations 
are informed by the analysis of all-source in-
telligence; and 

On page 99, between lines 20 and 21, insert 
the following: 

(g) REVIEW AND MODIFICATION OF CEN-
TERS.—(1) Not less often than once each 
year, the National Intelligence Director 
shall review the area of intelligence respon-
sibility assigned to each national intel-
ligence center under this section in order to 
determine whether or not such area of re-
sponsibility continues to meet intelligence 
priorities established by the National Secu-
rity Council. 

(2) Not less often than once each year, the 
National Intelligence Director shall review 
the staffing and management of each na-
tional intelligence center under this section 
in order to determine whether or not such 
staffing or management remains appropriate 
for the accomplishment of the mission of 
such center. 

(3) The National Intelligence Director may 
at any time recommend to the President a 
modification of the area of intelligence re-
sponsibility assigned to a national intel-
ligence center under this section. The Na-
tional Intelligence Director shall make any 
such recommendation through, and with the 
approval of, the National Security Council. 

(h) SEPARATE BUDGET ACCOUNT.—The Na-
tional Intelligence Director shall, in accord-
ance with procedures to be issued by the Di-
rector in consultation with the congressional 
intelligence committees, include in the Na-
tional Intelligence Program budget a sepa-
rate account for each national intelligence 
center under this section. 

On page 99, line 21, strike ‘‘(g)’’ and insert 
‘‘(i)’’. 

SA 3795. Mr. HOLLINGS (for himself, 
Mr. STEVENS, Mr. INOUYE, and Mr. 
COCHRAN) submitted an amendment in-
tended to be proposed by him to the 
bill S. 2845, to reform the intelligence 
community and the intelligence and 
intelligence-related activities of the 
United States Government, and for 
other purposes; as follows: 

Strike all after the enacting clause and in-
sert the following: 
SECTION 1. NATIONAL INTELLIGENCE COORDI-

NATOR. 
(a) NATIONAL INTELLIGENCE COORDINATOR.— 

There is a National Intelligence Coordinator 
who shall be appointed by the President. 

(b) RESPONSIBILITY.—Subject to the direc-
tion and control of the President, the Na-
tional Intelligence Coordinator shall have 
the responsibility for coordinating the per-
formance of all intelligence and intelligence- 
related activities of the United States Gov-
ernment, whether such activities are foreign 
or domestic. 

(c) AVAILABILITY OF FUNDS.—Funds shall be 
available to the National Intelligence Coor-
dinator for the performance of the responsi-
bility of the Coordinator under subsection 
(b) in the manner provided by law or as di-
rected by the President. 

(d) MEMBERSHIP ON NATIONAL SECURITY 
COUNCIL.—The National Intelligence Coordi-
nator shall be a member of the National Se-
curity Council. 

(e) SUPPORT.—(1) Any official, office, pro-
gram, project, or activity of the Central In-
telligence Agency as of the date of the enact-
ment of this Act that supports the Director 
of Central Intelligence in the performance of 
responsibilities and authorities as the head 
of the intelligence community shall, after 
that date, support the National Intelligence 
Coordination in the performance of the re-
sponsibility of the Coordinator under sub-
section (b). 

(2) Any powers and authorities of the Di-
rector of Central Intelligence under statute, 
Executive order, regulation, or otherwise as 
of the date of the enactment of this Act that 
relate to the performance by the Director of 
responsibilities and authorities as the head 
of the intelligence community shall, after 
that date, have no further force and effect. 

(f) ACCOUNTABILITY.—The National Intel-
ligence Coordinator shall report directly to 
the President regarding the performance of 
the responsibility of the Coordinator under 
subsection (b), and shall be accountable to 
the President regarding the performance of 
such responsibility. 

SA 3796. Mr. KYL (for himself, Mr. 
CHAMBLISS, and Mr. DOMENICI) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 52, strike beginning with line 21 
through page 56, line 8. 

On page 154, strike beginning with line 8 
through page 160, line 11 and insert the fol-
lowing: 

(d) FUNCTIONS.— 
(1) ADVICE AND COUNSEL ON POLICY DEVELOP-

MENT AND IMPLEMENTATION.—The Board 
shall— 

(A) review proposed legislation, regula-
tions, and policies related to efforts to pro-

tect the Nation from terrorism, including 
the development and adoption of informa-
tion sharing guidelines under section 205(g); 

(B) review the implementation of new and 
existing legislation, regulations, and policies 
related to efforts to protect the Nation from 
terrorism, including the implementation of 
information sharing guidelines under section 
205(g); and 

(C) advise the President and the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are appropriately considered in the 
development and implementation of such 
legislation, regulations, policies, and guide-
lines. 

(2) OVERSIGHT.—The Board shall contin-
ually review— 

(A) the regulations, policies, and proce-
dures, and the implementation of the regula-
tions, policies, and procedures, of the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are protected; 

(B) the information sharing practices of 
the departments, agencies, and elements of 
the executive branch to determine whether 
they appropriately protect privacy and civil 
liberties and adhere to the information shar-
ing guidelines prescribed under section 205(g) 
and to other governing laws, regulations, 
and policies regarding privacy and civil lib-
erties; and 

(C) other actions by the executive branch 
related to efforts to protect the Nation from 
terrorism to determine whether such ac-
tions— 

(i) appropriately protect privacy and civil 
liberties; and 

(ii) are consistent with governing laws, 
regulations, and policies regarding privacy 
and civil liberties. 

(3) TESTIMONY.—The Members of the Board 
shall appear and testify before Congress upon 
request. 

(e) REPORTS.— 
(1) IN GENERAL.—The Board shall periodi-

cally submit, not less than semiannually, re-
ports— 

(A)(i) to the appropriate committees of 
Congress, including the Committees on the 
Judiciary of the Senate and the House of 
Representatives, the Committee on Govern-
mental Affairs of the Senate, the Committee 
on Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives; and 

(ii) to the President; and 
(B) which shall be in unclassified form to 

the greatest extent possible, with a classified 
annex where necessary. 

(2) CONTENTS.—Not less than 2 reports sub-
mitted each year under paragraph (1)(B) 
shall include— 

(A) a description of the major activities of 
the Board during the preceding period; and 

(B) information on the findings, conclu-
sions, and recommendations of the Board re-
sulting from its advice and oversight func-
tions under subsection (d). 

(f) ACCESS TO INFORMATION.— 
(1) AUTHORIZATION.—If determined by the 

Board to be necessary to carry out its re-
sponsibilities under this section, the Board is 
authorized to— 

(A) have access from any department, 
agency, or element of the executive branch, 
or any Federal officer or employee, to all rel-
evant records, reports, audits, reviews, docu-
ments, papers, recommendations, or other 
relevant material, including classified infor-
mation consistent with applicable law; 

(B) interview, take statements from, or 
take public testimony from personnel of any 
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department, agency, or element of the execu-
tive branch, or any Federal officer or em-
ployee; and 

(C) request information or assistance from 
any State, tribal, or local government. 

(2) AGENCY COOPERATION.—Whenever infor-
mation or assistance requested under sub-
paragraph (A) or (B) of paragraph (1) is, in 
the judgment of the Board, unreasonably re-
fused or not provided, the Board may submit 
a request directly to the head of the depart-
ment, agency, or element concerned. 

On page 164, strike beginning with line 21 
through page 170, line 8. 

SA 3797. Mr. GRAHAM of Florida 
proposed an amendment to the bill S. 
2845, to reform the intelligence commu-
nity and the intelligence and intel-
ligence-related activities of the United 
States Government, and for other pur-
poses; as follows: 

On page 94, line 14, insert before the period 
the following: ‘‘, whether expressed in terms 
of geographic region, in terms of function, or 
in other terms’’. 

On page 95, line 3, insert after the period 
the following: ‘‘Each notice on a center shall 
set forth the mission of such center, the area 
of intelligence responsibility of such center, 
and the proposed structure of such center.’’. 

On page 96, line 7, insert ‘‘of the center and 
the personnel of the center’’ after ‘‘control’’. 

On page 96, between lines 8 and 9, insert 
the following: 

(5) If the Director of a national intel-
ligence center determines at any time that 
the authority, direction, and control of the 
Director over the center is insufficient to ac-
complish the mission of the center, the Di-
rector shall promptly notify the National In-
telligence Director of that determination. 

On page 97, between lines 2 and 3 insert the 
following: 

(5) develop and unify strategy for the col-
lection and analysis of all-source intel-
ligence; 

(6) integrate intelligence collection and 
analysis, both inside and outside the United 
States; 

(7) at the discretion of the NID develop 
interagency plans for the collection of all- 
source intelligence, which plans shall— 

(A) involve more than one department, 
agency, or element of the executive branch 
(unless otherwise directed by the President); 
and 

(B) include the mission, objectives to be 
achieved, courses of action, parameters for 
such courses of action, coordination of agen-
cies intelligence collection activities, rec-
ommendations for intelligence collection 
plans, and assignment of departmental or 
agency responsibilities; 

(4) ensure that the collection of all-source 
intelligence and the conduct of operations 
are informed by the analysis of all-source in-
telligence; and 

On page 99, between lines 20 and 21, insert 
the following: 

(g) REVIEW AND MODIFICATION OF CEN-
TERS.—(1) Not less often than once each 
year, the National Intelligence Director 
shall review the area of intelligence respon-
sibility assigned to each national intel-
ligence center under this section in order to 
determine whether or not such area of re-
sponsibility continues to meet intelligence 
priorities established by the National Secu-
rity Council. 

(2) Not less often than once each year, the 
National Intelligence Director shall review 
the staffing and management of each na-
tional intelligence center under this section 
in order to determine whether or not such 
staffing or management remains appropriate 
for the accomplishment of the mission of 
such center. 

(3) The National Intelligence Director may 
at any time recommend to the President a 
modification of the area of intelligence re-
sponsibility assigned to a national intel-
ligence center under this section. The Na-
tional Intelligence Director shall make any 
such recommendation through, and with the 
approval of, the National Security Council. 

(h) SEPARATE BUDGET ACCOUNT.—The Na-
tional Intelligence Director shall, in accord-
ance with procedures to be issued by the Di-
rector in consultation with the congressional 
intelligence committees, include in the Na-
tional Intelligence Program budget a sepa-
rate line item for each national intelligence 
center under this section. 

On page 99, line 21, strike ‘‘(g)’’ and insert 
‘‘(i)’’. 

SA 3798. Mr. COLEMAN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. URBAN AREA COMMUNICATIONS CAPA-

BILITIES. 
Section 510 of the Homeland Security Act 

of 2002, as added by this Act, is amended by 
inserting ‘‘, and shall have appropriate and 
timely access to the Information Sharing 
Network described in section 206(c) of the 
National Intelligence Reform Act of 2004’’ 
after ‘‘each other in the event of an emer-
gency’’. 

SA 3799. Mr. COLEMAN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 137, line 20, strike ‘‘and’’ and all 
that follows through ‘‘(9)’’ on line 21, and in-
sert the following: 

(9) an estimate of training requirements 
needed to ensure that the Network will be 
adequately implemented and property uti-
lized; 

(10) an analysis of the cost to State, tribal, 
and local governments and private sector en-
tities for equipment and training needed to 
effectively utilize the Network; and 

(11) 

SA 3800. Mr. COLEMAN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place insert the fol-
lowing: 

Congress makes the following finding: (1) 
The United States needs to implement the 
recommendations of the National Commis-
sion on Terrorist Attacks Upon the United 
States to adopt a unified incident command 
system and significantly enhance commu-
nications connectivity between and among 
civilian authorities, local first responders, 
and the National Guard. The unified incident 
command system should enable emergency 
managers and first responders to manage, 
generate, receive, evaluate, share, and use 
information in the event of a terrorist at-
tack or a significant national disaster. 

SA 3801. Mr. KYL (for himself and 
Mr. CHAMBLISS) proposed an amend-
ment to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

On page 52, strike beginning with line 21 
through page 56, line 8. 

On page 154, strike beginning with line 8 
through page 160, line 11 and insert the fol-
lowing: 

(d) FUNCTIONS.— 
(1) ADVICE AND COUNSEL ON POLICY DEVELOP-

MENT AND IMPLEMENTATION.—The Board 
shall— 

(A) review proposed legislation, regula-
tions, and policies related to efforts to pro-
tect the Nation from terrorism, including 
the development and adoption of informa-
tion sharing guidelines under section 205(g); 

(B) review the implementation of new and 
existing legislation, regulations, and policies 
related to efforts to protect the Nation from 
terrorism, including the implementation of 
information sharing guidelines under section 
205(g); and 

(C) advise the President and the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are appropriately considered in the 
development and implementation of such 
legislation, regulations, policies, and guide-
lines. 

(2) OVERSIGHT.—The Board shall contin-
ually review— 

(A) the regulations, policies, and proce-
dures, and the implementation of the regula-
tions, policies, and procedures, of the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are protected; 

(B) the information sharing practices of 
the departments, agencies, and elements of 
the executive branch to determine whether 
they appropriately protect privacy and civil 
liberties and adhere to the information shar-
ing guidelines prescribed under section 205(g) 
and to other governing laws, regulations, 
and policies regarding privacy and civil lib-
erties; and 

(C) other actions by the executive branch 
related to efforts to protect the Nation from 
terrorism to determine whether such ac-
tions— 

(i) appropriately protect privacy and civil 
liberties; and 

(ii) are consistent with governing laws, 
regulations, and policies regarding privacy 
and civil liberties. 

(3) TESTIMONY.—The Members of the Board 
shall appear and testify before Congress upon 
request. 

(e) REPORTS.— 
(1) IN GENERAL.—The Board shall periodi-

cally submit, not less than semiannually, re-
ports— 

(A)(i) to the appropriate committees of 
Congress, including the Committees on the 
Judiciary of the Senate and the House of 
Representatives, the Committee on Govern-
mental Affairs of the Senate, the Committee 
on Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives; and 

(ii) to the President; and 
(B) which shall be in unclassified form to 

the greatest extent possible, with a classified 
annex where necessary. 

(2) CONTENTS.—Not less than 2 reports sub-
mitted each year under paragraph (1)(B) 
shall include— 

(A) a description of the major activities of 
the Board during the preceding period; and 
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(B) information on the findings, conclu-

sions, and recommendations of the Board re-
sulting from its advice and oversight func-
tions under subsection (d). 

(f) ACCESS TO INFORMATION.— 
(1) AUTHORIZATION.—If determined by the 

Board to be necessary to carry out its re-
sponsibilities under this section, the Board is 
authorized to— 

(A) have access from any department, 
agency, or element of the executive branch, 
or any Federal officer or employee, to all rel-
evant records, reports, audits, reviews, docu-
ments, papers, recommendations, or other 
relevant material, including classified infor-
mation consistent with applicable law; 

(B) interview, take statements from, or 
take public testimony from personnel of any 
department, agency, or element of the execu-
tive branch, or any Federal officer or em-
ployee; and 

(C) request information or assistance from 
any State, tribal, or local government. 

(2) AGENCY COOPERATION.—Whenever infor-
mation or assistance requested under sub-
paragraph (A) or (B) of paragraph (1) is, in 
the judgment of the Board, unreasonably re-
fused or not provided, the Board may submit 
a request directly to the head of the depart-
ment, agency, or element concerned. 

On page 164, strike beginning with line 21 
through page 170, line 8. 

SA 3802. Mr. LAUTENBERG (for him-
self, Mrs. CLINTON, Mr. FEINGOLD, and 
Mr. CORZINE) submitted an amendment 
intended to be proposed by him to the 
bill S. 2845, to reform the intelligence 
community and the intelligence and 
intelligence-related activities of the 
United States Government, and for 
other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. TERRORIST FINANCING. 

(a) CLARIFICATION OF CERTAIN ACTIONS 
UNDER IEEPA.—In any case in which the 
President takes action under the Inter-
national Emergency Economic Powers Act 
(50 U.S.C. 1701 et seq.) to prohibit a United 
States person from engaging in transactions 
with a foreign country, where a determina-
tion has been made by the Secretary of State 
that the government of that country has re-
peatedly provided support for acts of inter-
national terrorism, such action shall apply 
to any foreign subsidiaries or affiliate, in-
cluding any permanent foreign establish-
ment of that United States person, that is 
controlled in fact by that United States per-
son. 

(b) DEFINITIONS.—In this section: 
(1) CONTROLLED IN FACT.—The term ‘‘is con-

trolled in fact’’ includes— 
(A) in the case of a corporation, holds at 

least 50 percent (by vote or value) of the cap-
ital structure of the corporation; and 

(B) in the case of any other kind of legal 
entity, holds interests representing at least 
50 percent of the capital structure of the en-
tity. 

(2) UNITED STATES PERSON.—The term 
‘‘United States person’’ includes any United 
States citizen, permanent resident alien, en-
tity organized under the law of the United 
States (including foreign branches), wher-
ever located, or any other person in the 
United States. 

(c) APPLICABILITY.— 
(1) IN GENERAL.—In any case in which the 

President has taken action under the Inter-
national Emergency Economic Powers Act 
and such action is in effect on the date of en-
actment of this Act, the provisions of sub-
section (a) shall not apply to a United States 
person (or other person) if such person di-

vests or terminates its business with the 
government or person identified by such ac-
tion within 90 days after the date of enact-
ment of this Act. 

(2) ACTIONS AFTER DATE OF ENACTMENT.—In 
any case in which the President takes action 
under the International Emergency Eco-
nomic Powers Act on or after the date of en-
actment of this Act, the provisions of sub-
section (a) shall not apply to a United States 
person (or other person) if such person di-
vests or terminates its business with the 
government or person identified by such ac-
tion within 90 days after the date of such ac-
tion. 
SEC. ll. NOTIFICATION OF CONGRESS OF TER-

MINATION OF INVESTIGATION BY 
OFFICE OF FOREIGN ASSETS CON-
TROL. 

(a) NOTIFICATION REQUIREMENT.—The Office 
of Federal Procurement Policy Act (41 U.S.C. 
403 et seq.) is amended by adding at the end 
the following new section: 
‘‘Sec. 42. Notification of Congress of termi-

nation of investigation by Of-
fice of Foreign Assets Con-
trol.’’. 

‘‘The Director of the Office of Foreign As-
sets Control shall notify Congress upon the 
termination of any investigation by the Of-
fice of Foreign Assets Control of the Depart-
ment of the Treasury if any sanction is im-
posed by the Director of such office as a re-
sult of the investigation.’’. 

SA 3838. Mr. CORNYN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of the bill, add the following: 

TITLE IV—HUMAN SMUGGLING PENALTY 
ENHANCEMENT 

SEC. 401. SHORT TITLE. 
This title may be cited as the ‘‘Human 

Smuggling Penalty Enhancement Act of 
2004’’. 
SEC. 402. ENHANCED PENALTIES FOR ALIEN 

SMUGGLING. 
Section 274(a) of the Immigration and Na-

tionality Act (8 U.S.C. 1324(a)) is amended— 
(1) in paragraph (1)— 
(A) in subparagraph (A)— 
(i) in clause (i)— 
(I) by striking ‘‘knowing that a person is 

an alien, brings’’ and inserting ‘‘knowing or 
in reckless disregard of the fact that a per-
son is an alien, brings’’; 

(II) by striking ‘‘Commissioner’’ and in-
serting ‘‘Under Secretary for Border and 
Transportation Security’’; and 

(III) by inserting ‘‘and regardless of wheth-
er the person bringing or attempting to 
bring such alien to the United States in-
tended to violate any criminal law’’ before 
the semicolon; 

(ii) in clause (iv), by striking ‘‘or’’ at the 
end; 

(iii) in clause (v)— 
(I) in subclause (I), by striking ‘‘, or’’ and 

inserting a semicolon; 
(II) in subclause (II), by striking the 

comma and inserting ‘‘; or’’; and 
(III) by inserting after subclause (II) the 

following: 
‘‘(III) attempts to commit any of the pre-

ceding acts; or’’; and 
(iv) by inserting after clause (v) the fol-

lowing: 
‘‘(vi) knowing or in reckless disregard of 

the fact that a person is an alien, causes or 
attempts to cause such alien to be trans-

ported or moved across an international 
boundary, knowing that such transportation 
or moving is part of such alien’s effort to 
enter or attempt to enter the United States 
without prior official authorization;’’; and 

(B) in subparagraph (B)— 
(i) in clause (i)— 
(I) by striking ‘‘or (v)(I)’’ and inserting ‘‘, 

(v)(I), or (vi)’’; and 
(II) by striking ‘‘10 years’’ and inserting 

‘‘20 years’’; 
(ii) in clause (ii), by striking ‘‘5 years’’ and 

inserting ‘‘10 years’’; and 
(iii) in clause (iii), by striking ‘‘20 years’’ 

and inserting ‘‘35 years’’; 
(2) in paragraph (2)— 
(A) in the matter preceding subparagraph 

(A)— 
(i) by inserting ‘‘, or facilitates or at-

tempts to facilitate the bringing or trans-
porting,’’ after ‘‘attempts to bring’’; and 

(ii) by inserting ‘‘and regardless of whether 
the person bringing or attempting to bring 
such alien to the United States intended to 
violate any criminal law,’’ after ‘‘with re-
spect to such alien’’; and 

(B) in subparagraph (B)— 
(i) in clause (ii), by striking ‘‘, or’’ and in-

serting a semicolon; 
(ii) in clause (iii), by striking the comma 

at the end and inserting ‘‘; or’’; 
(iii) by inserting after clause (iii), the fol-

lowing: 
‘‘(iv) an offense committed with knowledge 

or reason to believe that the alien unlaw-
fully brought to or into the United States 
has engaged in or intends to engage in ter-
rorist activity (as defined in section 
212(a)(3)(B)(iv)),’’; and 

(iv) in the matter following clause (iv), as 
added by this subparagraph, by striking ‘‘3 
nor more than 10 years’’ and inserting ‘‘5 
years nor more than 20 years’’; and 

(3) in paragraph (3)(A), by striking ‘‘5 
years’’ and inserting ‘‘10 years’’. 
SEC. 403. AMENDMENT TO SENTENCING GUIDE-

LINES RELATING TO ALIEN SMUG-
GLING OFFENSES. 

(a) DIRECTIVE TO UNITED STATES SEN-
TENCING COMMISSION.—Pursuant to its au-
thority under section 994(p) of title 18, 
United States Code, and in accordance with 
this section, the United States Sentencing 
Commission shall review and, as appropriate, 
amend the Federal Sentencing Guidelines 
and related policy statements to implement 
the provisions of this title. 

(b) REQUIREMENTS.—In carrying out this 
section, the United States Sentencing Com-
mission shall— 

(1) ensure that the Sentencing Guidelines 
and Policy Statements reflect— 

(A) the serious nature of the offenses and 
penalties referred to in this title; 

(B) the growing incidence of alien smug-
gling offenses; and 

(C) the need to deter, prevent, and punish 
such offenses; 

(2) consider the extent to which the Sen-
tencing Guidelines and Policy Statements 
adequately address whether the guideline of-
fense levels and enhancements for violations 
of the sections amended by this title— 

(A) sufficiently deter and punish such of-
fenses; and 

(B) adequately reflect the enhanced pen-
alties established under this title; 

(3) maintain reasonable consistency with 
other relevant directives and sentencing 
guidelines; 

(4) account for any additional aggravating 
or mitigating circumstances that might jus-
tify exceptions to the generally applicable 
sentencing ranges; 

(5) make any necessary conforming 
changes to the Sentencing Guidelines; and 

(6) ensure that the Sentencing Guidelines 
adequately meet the purposes of sentencing 
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under section 3553(a)(2) of title 18, United 
States Code. 

SA 3804. Mr. KYL submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 100, between lines 3 and 4, insert 
the following: 
SEC. 145. OFFICE OF COMPETITIVE ANALYSIS. 

(a) OFFICE OF COMPETITIVE ANALYSIS.— 
There is within the National Intelligence Au-
thority an Office of Competitive Analysis. 

(b) DIRECTOR OF OFFICE OF COMPETITIVE 
ANALYSIS.—(1) There is a Director of the Of-
fice of Competitive Analysis, who shall be 
the head of the Office of Competitive Anal-
ysis, and who shall be appointed by the 
President, by and with the advice and con-
sent of the Senate. 

(2) Any individual nominated for appoint-
ment as Director of the Office of Competitive 
Analysis shall have significant expertise in 
matters relating to United States foreign 
and defense policy and in matters relating to 
terrorism that threatens the national secu-
rity of the United States. 

(3) An individual serving as Director of the 
Office of Competitive Analysis may not, 
while so serving, serve in any capacity in 
any other element of the intelligence com-
munity. 

(c) MISSION.—The primary mission of the 
Office of Competitive Analysis shall be as 
follows: 

(1) To conduct detailed competitive evalua-
tions of intelligence analysis (focusing on 
priorities identified by the National Intel-
ligence Director, in consultation with the 
President) of— 

(A) the National Intelligence Council; 
(B) the elements of the intelligence com-

munity within the National Intelligence Pro-
gram; and 

(C) to the extent involving the analysis of 
national intelligence, other elements of the 
intelligence community. 

(2) To conduct such additional competitive 
analysis as the Director of the Office of Com-
petitive Analysis considers appropriate. 

(d) STAFF.—(1) To assist the Director of the 
Office of Competitive Analysis in fulfilling 
the duties and responsibilities of the Direc-
tor under this section, the National Intel-
ligence Director shall employ in the Office of 
Competitive Analysis a professional staff 
having an expertise in matters relating to 
such duties and responsibilities. 

(2) In providing for a professional staff for 
the Office under paragraph (1), the National 
Intelligence Director may establish as posi-
tions in the excepted service such positions 
in the Office as the National Intelligence Di-
rector considers appropriate. 

(3) The National Intelligence Director shall 
ensure that the analytical staff of the Office 
is comprised primarily of experts from ele-
ments in the intelligence community and 
from the private sector as he deems appro-
priate. 

(e) ACCESS TO INFORMATION.—In order to 
carry out the duties under this section, the 
Office of Competitive Analysis shall, unless 
otherwise directed by the President, have ac-
cess to all analytic products, field reports, 
and raw intelligence of any element of the 
intelligence community. 

(f) REPORTS.—Not later than January 31 
each year, the Director of the Office of Com-
petitive Analysis shall submit to the Na-
tional Intelligence Director and the congres-
sional intelligence committees on an annual 

basis a report that sets forth the results of 
its competitive evaluations of intelligence 
analysis under this section during the pre-
ceding year. 

On page 172, line 2, insert ‘‘AND OFFICE 
OF COMPETITIVE ANALYSIS’’ before the pe-
riod. 

On page 172, line 5, insert ‘‘or the Director 
of the Office of Competitive Analysis’’ after 
‘‘National Counterterrorism Center’’. 

On page 172, beginning on line 23, strike 
‘‘and the Director of a national intelligence 
center’’ and insert ‘‘the Director of a na-
tional intelligence center, and the Director 
of the Office of Competitive Analysis’’. 

SA 3805. Mrs. CLINTON submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. lll. TREATMENT OF ACCELERATOR-PRO-

DUCED AND OTHER RADIOACTIVE 
MATERIAL AS BYPRODUCT MATE-
RIAL. 

(a) DEFINITION OF BYPRODUCT MATERIAL.— 
Section 11e. of the Atomic Energy Act of 1954 
(42 U.S.C. 2014(e)) is amended— 

(1) by striking ‘‘means (1) any radioactive’’ 
and inserting ‘‘means— 

‘‘(1) any radioactive’’; 
(2) by striking ‘‘material, and (2) the 

tailings’’ and inserting ‘‘material; 
‘‘(2) the tailings’’; and 
(3) by striking ‘‘content.’’ and inserting 

‘‘content; 
‘‘(3)(A) any discrete source of radium-226 

that is produced, extracted, or converted 
after extraction, before, on, or after the date 
of enactment of this paragraph, for use in a 
commercial, medical, or research activity; or 

‘‘(B) any material that— 
‘‘(i) has been made radioactive by use of a 

particle accelerator; and 
‘‘(ii) is produced, extracted, or converted 

after extraction, before, on, or after the date 
of enactment of this paragraph, for use in a 
commercial, medical, or research activity; 
and 

‘‘(4) any discrete source of naturally occur-
ring radioactive material, other than source 
material that— 

‘‘(A) the Nuclear Regulatory Commission 
determines (after consultation with the Ad-
ministrator of the Environmental Protection 
Agency, the Secretary of Energy, the Sec-
retary of Homeland Security, and the head of 
any other appropriate Federal agency), 
would pose a threat similar to that posed by 
a discrete source of radium-226 to the public 
health and safety or the common defense and 
security; and 

‘‘(B) before, on, or after the date of enact-
ment of this paragraph, is extracted or con-
verted after extraction, for use in a commer-
cial, medical, or research activity.’’. 

(b) AGREEMENTS.—Section 274b. of the 
Atomic Energy Act of 1954 (42 U.S.C. 2021(b)) 
is amended— 

(1) by redesignating paragraphs (3) and (4) 
as paragraphs (5) and (6), respectively; and 

(2) by inserting after paragraph (2) the fol-
lowing: 

‘‘(3) byproduct materials (as defined in sec-
tion 11e.(3)); 

‘‘(4) byproduct materials (as defined in sec-
tion 11e.(4));’’. 

(c) REGULATIONS.— 
(1) IN GENERAL.—Not later than the effec-

tive date of this section, the Nuclear Regu-
latory Commission shall promulgate final 
regulations establishing such requirements 

and standards as the Commission considers 
necessary for the acquisition, possession, 
transfer, use, or disposal of byproduct mate-
rial (as defined in paragraphs (3) and (4) of 
section 11e. of the Atomic Energy Act of 1954 
(as added by subsection (a))). 

(2) COOPERATION.—The Commission shall 
cooperate with the States in formulating the 
regulations under paragraph (1). 

(3) TRANSITION.—To ensure an orderly tran-
sition of regulatory authority with respect 
to byproduct material as defined in para-
graphs (3) and (4) of section 11e. of the Atom-
ic Energy Act of 1954 (as added by subsection 
(a)), not later than 180 days before the effec-
tive date of this section, the Nuclear Regu-
latory Commission shall prepare and provide 
public notice of a transition plan developed 
in coordination with States that— 

(A) have not, before the effective date of 
this section, entered into an agreement with 
the Commission under section 274b. of the 
Atomic Energy Act of 1954 (42 U.S.C. 2021(b)); 
or 

(B) in the case of a State that has entered 
into such an agreement, has not, before the 
effective date of this section, applied for an 
amendment to the agreement that would 
permit assumption by the State of regu-
latory responsibility for such byproduct ma-
terial. 

(d) WASTE DISPOSAL.— 
(1) DEFINITION OF BYPRODUCT MATERIAL.—In 

this subsection, the term ‘‘byproduct mate-
rial’’ has the meaning given the term in 
paragraphs (3) and (4) of section 11e. of the 
Atomic Energy Act of 1954 (as added by sub-
section (a)). 

(2) IN GENERAL.—Beginning on the date of 
enactment of this Act, except as provided in 
paragraph (3), byproduct material may be 
transferred to and disposed of— 

(A) in a disposal facility licensed by the 
Commission, if the disposal facility meets 
the requirements of the Commission; or 

(B) in a disposal facility licensed by a 
State that has entered into an agreement 
with the Commission under section 274b. of 
the Atomic Energy Act of 1954 (42 U.S.C. 
2021(b)), if the disposal facility meets re-
quirements of the State that are equivalent 
to the requirements of the Commission. 

(3) RCRA.—Byproduct material may be dis-
posed of in accordance with the Solid Waste 
Disposal Act (42 U.S.C. 6901 et seq.) to the 
same extent as the byproduct material was 
subject to that Act before the date of enact-
ment of this section. 

(4) NOT CONSIDERED LOW-LEVEL RADIOACTIVE 
WASTE.—Byproduct material shall not be 
considered low-level radioactive waste— 

(A) as defined in section 2 of the Low-Level 
Radioactive Waste Policy Act (42 U.S.C. 
2021b); or 

(B) in implementing any Compact— 
(1) entered into in accordance with the 

Low-Level Radioactive Waste Policy Act (42 
U.S.C. 2021b et seq.); and 

(ii) approved by Congress. 
(e) EFFECTIVE DATE.—Except with respect 

to matters that the Nuclear Regulatory 
Commission determines are required to be 
addressed earlier to protect the public health 
and safety or to promote the common de-
fense and security, the amendments made by 
this section take effect on the date that is— 

(1) with respect to imports and exports, 1 
year after the date of enactment of this Act; 
and 

(2) with respect to domestic matters, 4 
years after the date of enactment of this 
Act. 

SA 3806. Mr. MCCAIN (for himself and 
Mr. LIEBERMAN) proposed an amend-
ment to the bill S. 2845, to reform the 
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intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the end of the bill, add the following: 
TITLE ll—PRESIDENTIAL TRANSITION 

SEC. ll01. PRESIDENTIAL TRANSITION. 
(a) SERVICES PROVIDED PRESIDENT-ELECT.— 

Section 3 of the Presidential Transition Act 
of 1963 (3 U.S.C. 102 note) is amended— 

(1) by adding after subsection (a)(8)(A)(iv) 
the following: 

‘‘(v) Activities under this paragraph shall 
include the preparation of a detailed classi-
fied, compartmented summary by the rel-
evant outgoing executive branch officials of 
specific operational threats to national secu-
rity; major military or covert operations; 
and pending decisions on possible uses of 
military force. This summary shall be pro-
vided to the President-elect as soon as pos-
sible after the date of the general elections 
held to determine the electors of President 
and Vice President under section 1 or 2 of 
title 3, United States Code.’’; 

(2) by redesignating subsection (f) as sub-
section (g); and 

(3) by adding after subsection (e) the fol-
lowing: 

‘‘(f)(1) The President-elect should submit 
to the Federal Bureau of Investigation or 
other appropriate agency and then, upon 
taking effect and designation, to the agency 
designated by the President under section 
115(b) of the National Intelligence Reform 
Act of 2004, the names of candidates for high 
level national security positions through the 
level of undersecretary of cabinet depart-
ments as soon as possible after the date of 
the general elections held to determine the 
electors of President and Vice President 
under section 1 or 2 of title 3, United States 
Code. 

‘‘(2) The responsible agency or agencies 
shall undertake and complete as expedi-
tiously as possible the background investiga-
tions necessary to provide appropriate secu-
rity clearances to the individuals who are 
candidates described under paragraph (1) be-
fore the date of the inauguration of the 
President-elect as President and the inau-
guration of the Vice-President-elect as Vice 
President.’’. 

(b) SENSE OF THE SENATE REGARDING EXPE-
DITED CONSIDERATION OF NATIONAL SECURITY 
NOMINEES.—It is the sense of the Senate 
that— 

(1) the President-elect should submit the 
nominations of candidates for high-level na-
tional security positions, through the level 
of undersecretary of cabinet departments, to 
the Senate by the date of the inauguration of 
the President-elect as President; and 

(2) for all such national security nominees 
received by the date of inauguration, the 
Senate committees to which these nomina-
tions are referred should, to the fullest ex-
tent possible, complete their consideration 
of these nominations, and, if such nomina-
tions are reported by the committees, the 
full Senate should vote to confirm or reject 
these nominations, within 30 days of their 
submission. 

(c) SECURITY CLEARANCES FOR TRANSITION 
TEAM MEMBERS.— 

(1) DEFINITION.—In this section, the term 
‘‘major party’’ shall have the meaning given 
under section 9002(6) of the Internal Revenue 
Code of 1986. 

(2) IN GENERAL.—Each major party can-
didate for President may submit, before the 
date of the general election, requests for se-
curity clearances for prospective transition 
team members who will have a need for ac-
cess to classified information to carry out 
their responsibilities as members of the 
President-elect’s transition team. 

(3) COMPLETION DATE.—Necessary back-
ground investigations and eligibility deter-
minations to permit appropriate prospective 
transition team members to have access to 
classified information shall be completed, to 
the fullest extent practicable, by the day 
after the date of the general election. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341, this section and the amendments 
made by this section shall take effect on the 
date of enactment of this Act. 

SA 3807. Mr. MCCAIN (for himself and 
Mr. LEIBERMAN) proposed an amend-
ment to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 
TITLE ll—TERRORIST TRAVEL AND EFFECTIVE 

SCREENING 
SEC. ll01. COUNTERTERRORIST TRAVEL INTEL-

LIGENCE. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Travel documents are as important to 
terrorists as weapons since terrorists must 
travel clandestinely to meet, train, plan, 
case targets, and gain access to attack sites. 

(2) International travel is dangerous for 
terrorists because they must surface to pass 
through regulated channels, present them-
selves to border security officials, or at-
tempt to circumvent inspection points. 

(3) Terrorists use evasive, but detectable, 
methods to travel, such as altered and coun-
terfeit passports and visas, specific travel 
methods and routes, liaisons with corrupt 
government officials, human smuggling net-
works, supportive travel agencies, and immi-
gration and identity fraud. 

(4) Before September 11, 2001, no Federal 
agency systematically analyzed terrorist 
travel strategies. If an agency had done so, 
the agency could have discovered the ways in 
which the terrorist predecessors to al Qaeda 
had been systematically, but detectably, ex-
ploiting weaknesses in our border security 
since the early 1990s. 

(5) Many of the hijackers were potentially 
vulnerable to interception by border authori-
ties. Analyzing their characteristic travel 
documents and travel patterns could have al-
lowed authorities to intercept some of the 
hijackers and a more effective use of infor-
mation available in Government databases 
could have identified some of the hijackers. 

(6) The routine operations of our immigra-
tion laws and the aspects of those laws not 
specifically aimed at protecting against ter-
rorism inevitably shaped al Qaeda’s planning 
and opportunities. 

(7) New insights into terrorist travel 
gained since September 11, 2001, have not 
been adequately integrated into the front 
lines of border security. 

(8) The small classified terrorist travel in-
telligence collection and analysis program 
currently in place has produced useful re-
sults and should be expanded. 

(b) STRATEGY.— 
(1) IN GENERAL.—Not later than 1 year after 

the date of enactment of this Act, the Sec-
retary of Homeland Security shall submit to 
Congress unclassified and classified versions 
of a strategy for combining terrorist travel 
intelligence, operations, and law enforce-
ment into a cohesive effort to intercept ter-
rorists, find terrorist travel facilitators, and 
constrain terrorist mobility domestically 
and internationally. The report to Congress 
should include a description of the actions 
taken to implement the strategy. 

(2) ACCOUNTABILITY.—The strategy sub-
mitted under paragraph (1) shall— 

(A) describe a program for collecting, ana-
lyzing, disseminating, and utilizing informa-
tion and intelligence regarding terrorist 
travel tactics and methods; and 

(B) outline which Federal intelligence, dip-
lomatic, and law enforcement agencies will 
be held accountable for implementing each 
element of the strategy. 

(3) COORDINATION.—The strategy shall be 
developed in coordination with all relevant 
Federal agencies, including— 

(A) the National Counterterrorism Center; 
(B) the Department of Transportation; 
(C) the Department of State; 
(D) the Department of the Treasury; 
(E) the Department of Justice; 
(F) the Department of Defense; 
(G) the Federal Bureau of Investigation; 
(H) the Drug Enforcement Agency; and 
(I) the agencies that comprise the intel-

ligence community. 
(4) CONTENTS.—The strategy shall ad-

dress— 
(A) the intelligence and law enforcement 

collection, analysis, operations, and report-
ing required to identify and disrupt terrorist 
travel practices and trends, and the terrorist 
travel facilitators, document forgers, human 
smugglers, travel agencies, and corrupt bor-
der and transportation officials who assist 
terrorists; 

(B) the initial and ongoing training and 
training materials required by consular, bor-
der, and immigration officials to effectively 
detect and disrupt terrorist travel described 
under subsection (c)(3); 

(C) the new procedures required and ac-
tions to be taken to integrate existing 
counterterrorist travel and mobility intel-
ligence into border security processes, in-
cluding consular, port of entry, border pa-
trol, maritime, immigration benefits, and re-
lated law enforcement activities; 

(D) the actions required to integrate cur-
rent terrorist mobility intelligence into 
military force protection measures; 

(E) the additional assistance to be given to 
the interagency Human Smuggling and Traf-
ficking Center for purposes of combatting 
terrorist travel, including further developing 
and expanding enforcement and operational 
capabilities that address terrorist travel; 

(F) the additional resources to be given to 
the Department of Homeland Security to aid 
in the sharing of information between the 
frontline border agencies of the Department 
of Homeland Security, the Department of 
State, and classified and unclassified sources 
of counterterrorist travel intelligence and 
information elsewhere in the Federal Gov-
ernment, including the Human Smuggling 
and Trafficking Center; 

(G) the development and implementation 
of procedures to enable the Human Smug-
gling and Trafficking Center to timely re-
ceive terrorist travel intelligence and docu-
mentation obtained at consulates and ports 
of entry, and by law enforcement officers and 
military personnel; 

(H) the use of foreign and technical assist-
ance to advance border security measures 
and law enforcement operations against ter-
rorist travel facilitators; 

(I) the development of a program to pro-
vide each consular, port of entry, and immi-
gration benefits office with a 
counterterrorist travel expert trained and 
authorized to use the relevant authentica-
tion technologies and cleared to access all 
appropriate immigration, law enforcement, 
and intelligence databases; 

(J) the feasibility of digitally transmitting 
passport information to a central cadre of 
specialists until such time as experts de-
scribed under subparagraph (I) are available 



CONGRESSIONAL RECORD — SENATE S10083 September 30, 2004 
at consular, port of entry, and immigration 
benefits offices; and 

(K) granting consular officers and immi-
gration adjudicators, as appropriate, the se-
curity clearances necessary to access law en-
forcement sensitive and intelligence data-
bases. 

(c) FRONTLINE COUNTERTERRORIST TRAVEL 
TECHNOLOGY AND TRAINING.— 

(1) TECHNOLOGY ACQUISITION AND DISSEMINA-
TION PLAN.—Not later than 180 days after the 
date of enactment of this Act, the Secretary 
of Homeland Security, in conjunction with 
the Secretary of State, shall submit to Con-
gress a plan describing how the Department 
of Homeland Security and the Department of 
State can acquire and deploy, to all con-
sulates, ports of entry, and immigration ben-
efits offices, technologies that facilitate doc-
ument authentication and the detection of 
potential terrorist indicators on travel docu-
ments. 

(2) CONTENTS OF PLAN.—The plan submitted 
under paragraph (1) shall— 

(A) outline the timetable needed to acquire 
and deploy the authentication technologies; 

(B) identify the resources required to— 
(i) fully disseminate these technologies; 

and 
(ii) train personnel on use of these tech-

nologies; and 
(C) address the feasibility of using these 

technologies to screen every passport or 
other documentation described in section 
ll04(b) submitted for identification pur-
poses to a United States consular, border, or 
immigration official. 

(3) TRAINING PROGRAM.— 
(A) IN GENERAL.—The Secretary of Home-

land Security and the Secretary of State 
shall develop and implement initial and on-
going annual training programs for consular, 
border, and immigration officials who en-
counter or work with travel or immigration 
documents as part of their duties to teach 
such officials how to effectively detect and 
disrupt terrorist travel. 

(B) TERRORIST TRAVEL INTELLIGENCE.—The 
Secretary may assist State, local, and tribal 
governments, and private industry, in estab-
lishing training programs related to ter-
rorist travel intelligence. 

(C) TRAINING TOPICS.—The training devel-
oped under this paragraph shall include 
training in— 

(i) methods for identifying fraudulent doc-
uments; 

(ii) detecting terrorist indicators on travel 
documents; 

(iii) recognizing travel patterns, tactics, 
and behaviors exhibited by terrorists; 

(iv) the use of information contained in 
available databases and data systems and 
procedures to maintain the accuracy and in-
tegrity of such systems; and 

(v) other topics determined necessary by 
the Secretary of Homeland Security and the 
Secretary of State. 

(D) CERTIFICATION.—Not later than 1 year 
after the date of enactment of this Act— 

(i) the Secretary of Homeland Security 
shall certify to Congress that all border and 
immigration officials who encounter or work 
with travel or immigration documents as 
part of their duties have received training 
under this paragraph; and 

(ii) the Secretary of State shall certify to 
Congress that all consular officers who en-
counter or work with travel or immigration 
documents as part of their duties have re-
ceived training under this paragraph. 

(4) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary for each of the fiscal years 2005 
through 2009 such sums as may be necessary 
to carry out the provisions of this sub-
section. 

(d) ENHANCING CLASSIFIED COUNTERTERROR-
IST TRAVEL EFFORTS.— 

(1) IN GENERAL.—The National Intelligence 
Director shall significantly increase re-
sources and personnel to the small classified 
program that collects and analyzes intel-
ligence on terrorist travel. 

(2) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated for 
each of the fiscal years 2005 through 2009 
such sums as may be necessary to carry out 
this subsection. 
SEC. ll02. INTEGRATED SCREENING SYSTEM. 

(a) IN GENERAL.—The Secretary of Home-
land Security shall develop a plan for a com-
prehensive integrated screening system. 

(b) DESIGN.—The system planned under 
subsection (a) shall be designed to— 

(1) encompass an integrated network of 
screening points that includes the Nation’s 
border security system, transportation sys-
tem, and critical infrastructure or facilities 
that the Secretary determines need to be 
protected against terrorist attack; 

(2) build upon existing border enforcement 
and security activities, and to the extent 
practicable, private sector security initia-
tives, in a manner that will enable the utili-
zation of a range of security check points in 
a continuous and consistent manner 
throughout the Nation’s screening system; 

(3) allow access to government databases 
to detect terrorists; and 

(4) utilize biometric identifiers that the 
Secretary determines to be appropriate, fea-
sible, and if practicable, compatible with the 
biometric entry and exit data system de-
scribed in section ll03. 

(c) STANDARDS FOR SCREENING PROCE-
DURES.— 

(1) AUTHORIZATION.—The Secretary may 
promulgate standards for screening proce-
dures for— 

(A) entering and leaving the United States; 
(B) accessing Federal facilities that the 

Secretary determines need to be protected 
against terrorist attack; 

(C) accessing critical infrastructure that 
the Secretary determines need to be pro-
tected against terrorist attack; and 

(D) accessing modes of transportation that 
the Secretary determines need to be pro-
tected against terrorist attack. 

(2) SCOPE.—Standards prescribed under this 
subsection may address a range of factors, 
including technologies required to be used in 
screening and requirements for secure iden-
tification. 

(3) REQUIREMENTS.—In promulgating stand-
ards for screening procedures, the Secretary 
shall— 

(A) consider and incorporate appropriate 
civil liberties and privacy protections; 

(B) comply with the Administrative Proce-
dure Act; and 

(C) consult with other Federal, State, 
local, and tribal governments, private par-
ties, and other interested parties, as appro-
priate. 

(4) LIMITATION.—This section does not con-
fer to the Secretary new statutory author-
ity, or alter existing authorities, over sys-
tems, critical infrastructure, and facilities. 

(5) NOTIFICATION.—If the Secretary deter-
mines that additional regulatory authority 
is needed to fully implement the plan for an 
integrated screening system, the Secretary 
shall immediately notify Congress. 

(d) COMPLIANCE.—The Secretary may issue 
regulations to ensure compliance with the 
standards promulgated under this section. 

(e) CONSULTATION.—For those systems, 
critical infrastructure, and facilities that 
the Secretary determines need to be pro-
tected against terrorist attack, the Sec-
retary shall consult with other Federal agen-
cies, State, local, and tribal governments, 

and the private sector to ensure the develop-
ment of consistent standards and consistent 
implementation of the integrated screening 
system. 

(f) BIOMETRIC IDENTIFIERS.—In carrying out 
this section, the Secretary shall continue to 
review biometric technologies and existing 
Federal and State programs using biometric 
identifiers. Such review shall consider the 
accuracy rate of available technologies. 

(g) MAINTAINING ACCURACY AND INTEGRITY 
OF THE INTEGRATED SCREENING SYSTEM.— 

(1) IN GENERAL.—The Secretary shall estab-
lish rules, guidelines, policies, and operating 
and auditing procedures for collecting, re-
moving, and updating data maintained in, 
and adding information to, the integrated 
screening system that ensure the accuracy 
and integrity of the data. 

(2) DATA MAINTENANCE PROCEDURES.—Each 
head of a Federal agency that has databases 
and data systems linked to the integrated 
screening system shall establish rules, guide-
lines, policies, and operating and auditing 
procedures for collecting, removing, and up-
dating data maintained in, and adding infor-
mation to, such databases or data systems 
that ensure the accuracy and integrity of the 
data. 

(3) REQUIREMENTS.—The rules, guidelines, 
policies, and procedures established under 
this subsection shall— 

(A) incorporate a simple and timely meth-
od for— 

(i) correcting errors; 
(ii) determining which government agency 

or entity provided data so that the accuracy 
of the data can be ascertained; and 

(iii) clarifying information known to cause 
false hits or misidentification errors; and 

(B) include procedures for individuals to— 
(i) seek corrections of data contained in 

the databases or data systems; and 
(ii) appeal decisions concerning data con-

tained in the databases or data systems. 
(h) IMPLEMENTATION.— 
(1) PHASE I.—The Secretary shall— 
(A) develop plans for, and begin implemen-

tation of, a single program for registered 
travelers to expedite travel across the bor-
der, as required under section ll03(g); 

(B) continue the implementation of a bio-
metric exit and entry data system that links 
to relevant databases and data systems, as 
required by subsections (c) through (f) of sec-
tion ll03 and other existing authorities; 

(C) centralize the ‘‘no-fly’’ and ‘‘auto-
matic-selectee’’ lists, making use of im-
proved terrorists watch lists, as required by 
section ll03; 

(D) develop plans, in consultation with 
other relevant agencies, for the sharing of 
terrorist information with trusted govern-
ments, as required by section ll05; 

(E) initiate any other action determined 
appropriate by the Secretary to facilitate 
the implementation of this paragraph; and 

(F) report to Congress on the implementa-
tion of phase I, including— 

(i) the effectiveness of actions taken, the 
efficacy of resources expended, compliance 
with statutory provisions, and safeguards for 
privacy and civil liberties; and 

(ii) plans for the development and imple-
mentation of phases II and III. 

(2) PHASE II.—The Secretary shall— 
(A) complete the implementation of a sin-

gle program for registered travelers to expe-
dite travel across the border, as required by 
section ll03(g); 

(B) complete the implementation of a bio-
metric entry and exit data system that links 
to relevant databases and data systems, as 
required by subsections (c) through (f) of sec-
tion ll03, and other existing authorities; 

(C) in cooperation with other relevant 
agencies, engage in dialogue with foreign 
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governments to develop plans for the use of 
common screening standards; 

(D) initiate any other action determined 
appropriate by the Secretary to facilitate 
the implementation of this paragraph; and 

(E) report to Congress on the implementa-
tion of phase II, including— 

(i) the effectiveness of actions taken, the 
efficacy of resources expended, compliance 
with statutory provisions, and safeguards for 
privacy and civil liberties; and 

(ii) the plans for the development and im-
plementation of phase III. 

(3) PHASE III.—The Secretary shall— 
(A) finalize and deploy the integrated 

screening system required by subsection (a); 
(B) in cooperation with other relevant 

agencies, promote the implementation of 
common screening standards by foreign gov-
ernments; and 

(C) report to Congress on the implementa-
tion of Phase III, including— 

(i) the effectiveness of actions taken, the 
efficacy of resources expended, compliance 
with statutory provisions, and safeguards for 
privacy and civil liberties; and 

(ii) the plans for the ongoing operation of 
the integrated screening system. 

(i) REPORT.—After phase III has been im-
plemented, the Secretary shall submit a re-
port to Congress every 3 years that describes 
the ongoing operation of the integrated 
screening system, including its effectiveness, 
efficient use of resources, compliance with 
statutory provisions, and safeguards for pri-
vacy and civil liberties. 

(j) AUTHORIZATIONS.—There are authorized 
to be appropriated to the Secretary for each 
of the fiscal years 2005 through 2009, such 
sums as may be necessary to carry out the 
provisions of this section. 
SEC. ll03. BIOMETRIC ENTRY AND EXIT DATA 

SYSTEM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that completing a biometric entry and exit 
data system as expeditiously as possible is 
an essential investment in efforts to protect 
the United States by preventing the entry of 
terrorists. 

(b) DEFINITION.—In this section, the term 
‘‘entry and exit data system’’ means the 
entry and exit system required by applicable 
sections of— 

(1) the Illegal Immigration Reform and Im-
migrant Responsibility Act of 1996 (Public 
Law 104–208); 

(2) the Immigration and Naturalization 
Service Data Management Improvement Act 
of 2000 (Public Law 106–205); 

(3) the Visa Waiver Permanent Program 
Act (Public Law 106–396); 

(4) the Enhanced Border Security and Visa 
Entry Reform Act of 2002 (Public Law 107– 
173); and 

(5) the Uniting and Strengthening America 
by Providing Appropriate Tools Required to 
Intercept and Obstruct Terrorism (USA PA-
TRIOT ACT) Act of 2001 (Public Law 107–56). 

(c) PLAN AND REPORT.— 
(1) DEVELOPMENT OF PLAN.—The Secretary 

of Homeland Security shall develop a plan to 
accelerate the full implementation of an 
automated biometric entry and exit data 
system. 

(2) REPORT.—Not later than 180 days after 
the date of enactment of this Act, the Sec-
retary shall submit a report to Congress on 
the plan developed under paragraph (1), 
which shall contain— 

(A) a description of the current 
functionality of the entry and exit data sys-
tem, including— 

(i) a listing of ports of entry and other De-
partment of Homeland Security and Depart-
ment of State locations with biometric entry 
data systems in use and whether such 

screening systems are located at primary or 
secondary inspection areas; 

(ii) a listing of ports of entry and other De-
partment of Homeland Security and Depart-
ment of State locations with biometric exit 
data systems in use; 

(iii) a listing of databases and data systems 
with which the entry and exit data system 
are interoperable; 

(iv) a description of— 
(I) identified deficiencies concerning the 

accuracy or integrity of the information con-
tained in the entry and exit data system; 

(II) identified deficiencies concerning tech-
nology associated with processing individ-
uals through the system; and 

(III) programs or policies planned or imple-
mented to correct problems identified in sub-
clause (I) or (II); and 

(v) an assessment of the effectiveness of 
the entry and exit data system in fulfilling 
its intended purposes, including preventing 
terrorists from entering the United States; 

(B) a description of factors relevant to the 
accelerated implementation of the biometric 
entry and exit data system, including— 

(i) the earliest date on which the Secretary 
estimates that full implementation of the bi-
ometric entry and exit data system can be 
completed; 

(ii) the actions the Secretary will take to 
accelerate the full implementation of the bi-
ometric entry and exit data system at all 
ports of entry through which all aliens must 
pass that are legally required to do so; and 

(iii) the resources and authorities required 
to enable the Secretary to meet the imple-
mentation date described in clause (i); 

(C) a description of any improvements 
needed in the information technology em-
ployed for the biometric entry and exit data 
system; 

(D) a description of plans for improved or 
added interoperability with any other data-
bases or data systems; and 

(E) a description of the manner in which 
the Department of Homeland Security’s US- 
VISIT program— 

(i) meets the goals of a comprehensive 
entry and exit screening system, including 
both entry and exit biometric; and 

(ii) fulfills the statutory obligations under 
subsection (b). 

(d) COLLECTION OF BIOMETRIC EXIT DATA.— 
The entry and exit data system shall include 
a requirement for the collection of biometric 
exit data for all categories of individuals 
who are required to provide biometric entry 
data, regardless of the port of entry where 
such categories of individuals entered the 
United States. 

(e) INTEGRATION AND INTEROPERABILITY.— 
(1) INTEGRATION OF DATA SYSTEM.—Not 

later than 2 years after the date of enact-
ment of this Act, the Secretary shall fully 
integrate all databases and data systems 
that process or contain information on 
aliens, which are maintained by— 

(A) the Department of Homeland Security, 
at— 

(i) the United States Immigration and Cus-
toms Enforcement; 

(ii) the United States Customs and Border 
Protection; and 

(iii) the United States Citizenship and Im-
migration Services; 

(B) the Department of Justice, at the Exec-
utive Office for Immigration Review; and 

(C) the Department of State, at the Bureau 
of Consular Affairs. 

(2) INTEROPERABLE COMPONENT.—The fully 
integrated data system under paragraph (1) 
shall be an interoperable component of the 
entry and exit data system. 

(3) INTEROPERABLE DATA SYSTEM.—Not 
later than 2 years after the date of enact-
ment of this Act, the Secretary shall fully 
implement an interoperable electronic data 

system, as required by section 202 of the En-
hanced Border Security and Visa Entry Re-
form Act (8 U.S.C. 1722) to provide current 
and immediate access to information in the 
databases of Federal law enforcement agen-
cies and the intelligence community that is 
relevant to determine— 

(A) whether to issue a visa; or 
(B) the admissibility or deportability of an 

alien. 
(f) MAINTAINING ACCURACY AND INTEGRITY 

OF ENTRY AND EXIT DATA SYSTEM.— 
(1) IN GENERAL.—The Secretary shall estab-

lish rules, guidelines, policies, and operating 
and auditing procedures for collecting, re-
moving, and updating data maintained in, 
and adding information to, the entry and 
exit data system that ensure the accuracy 
and integrity of the data. 

(2) DATA MAINTENANCE PROCEDURES.—Heads 
of agencies that have databases or data sys-
tems linked to the entry and exit data sys-
tem shall establish rules, guidelines, poli-
cies, and operating and auditing procedures 
for collecting, removing, and updating data 
maintained in, and adding information to, 
such databases or data systems that ensure 
the accuracy and integrity of the data. 

(3) REQUIREMENTS.—The rules, guidelines, 
policies, and procedures established under 
this subsection shall— 

(A) incorporate a simple and timely meth-
od for— 

(i) correcting errors; 
(ii) determining which government agency 

or entity provided data so that the accuracy 
of the data can be ascertained; and 

(iii) clarifying information known to cause 
false hits or misidentification errors; and 

(B) include procedures for individuals to— 
(i) seek corrections of data contained in 

the databases or data systems; and 
(ii) appeal decisions concerning data con-

tained in the databases or data systems. 
(g) EXPEDITING REGISTERED TRAVELERS 

ACROSS INTERNATIONAL BORDERS.— 
(1) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that— 

(A) expediting the travel of previously 
screened and known travelers across the bor-
ders of the United States should be a high 
priority; and 

(B) the process of expediting known trav-
elers across the borders of the United States 
can permit inspectors to better focus on 
identifying terrorists attempting to enter 
the United States. 

(2) DEFINITION.—In this subsection, the 
term ‘‘registered traveler program’’ means 
any program designed to expedite the travel 
of previously screened and known travelers 
across the borders of the United States. 

(3) REGISTERED TRAVEL PROGRAM.— 
(A) IN GENERAL.—As soon as is practicable, 

the Secretary shall develop and implement a 
registered traveler program to expedite the 
processing of registered travelers who enter 
and exit the United States. 

(B) PARTICIPATION.—The registered trav-
eler program shall include as many partici-
pants as practicable by— 

(i) minimizing the cost of enrollment; 
(ii) making program enrollment conven-

ient and easily accessible; and 
(iii) providing applicants with clear and 

consistent eligibility guidelines. 
(C) INTEGRATION.—The registered traveler 

program shall be integrated into the auto-
mated biometric entry and exit data system 
described in this section. 

(D) REVIEW AND EVALUATION.—In devel-
oping the registered traveler program, the 
Secretary shall— 

(i) review existing programs or pilot 
projects designed to expedite the travel of 
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registered travelers across the borders of the 
United States; 

(ii) evaluate the effectiveness of the pro-
grams described in clause (i), the costs asso-
ciated with such programs, and the costs to 
travelers to join such programs; 

(iii) increase research and development ef-
forts to accelerate the development and im-
plementation of a single registered traveler 
program; and 

(iv) review the feasibility of allowing par-
ticipants to enroll in the registered traveler 
program at consular offices. 

(4) REPORT.—Not later than 1 year after 
the date of enactment of this Act, the Sec-
retary shall submit to Congress a report de-
scribing the Department’s progress on the 
development and implementation of the reg-
istered traveler program. 

(h) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary, for each of the fiscal years 
2005 through 2009, such sums as may be nec-
essary to carry out the provisions of this sec-
tion. 
SEC. ll04. TRAVEL DOCUMENTS. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that— 

(1) existing procedures allow many individ-
uals to enter the United States by showing 
minimal identification or without showing 
any identification; 

(2) the planning for the terrorist attacks of 
September 11, 2001, demonstrates that terror-
ists study and exploit United States 
vulnerabilities; and 

(3) additional safeguards are needed to en-
sure that terrorists cannot enter the United 
States. 

(b) BIOMETRIC PASSPORTS.— 
(1) DEVELOPMENT OF PLAN.—The Secretary 

of State, in consultation with the Secretary 
of Homeland Security, shall develop and im-
plement a plan as expeditiously as possible 
to require biometric passports or other iden-
tification deemed by the Secretary of State 
to be at least as secure as a biometric pass-
port, for all travel into the United States by 
United States citizens and by categories of 
individuals for whom documentation re-
quirements have previously been waived 
under section 212(d)(4)(B) of the Immigration 
and Nationality Act (8 U.S.C. 1182(d)(4)(B)). 

(2) REQUIREMENT TO PRODUCE DOCUMENTA-
TION.—The plan developed under paragraph 
(1) shall require all United States citizens, 
and categories of individuals for whom docu-
mentation requirements have previously 
been waived under section 212(d)(4)(B) of such 
Act, to carry and produce the documentation 
described in paragraph (1) when traveling 
from foreign countries into the United 
States. 

(c) TECHNICAL AND CONFORMING AMEND-
MENTS.—After the complete implementation 
of the plan described in subsection (b)— 

(1) neither the Secretary of State nor the 
Secretary of Homeland Security may exer-
cise discretion under section 212(d)(4)(B) of 
such Act to waive documentary require-
ments for travel into the United States; and 

(2) the President may not exercise discre-
tion under section 215(b) of such Act (8 
U.S.C. 1185(b)) to waive documentary re-
quirements for United States citizens depart-
ing from or entering, or attempting to de-
part from or enter, the United States ex-
cept— 

(A) where the Secretary of State, in con-
sultation with the Secretary of Homeland 
Security, determines that the alternative 
documentation that is the basis for the waiv-
er of the documentary requirement is at 
least as secure as a biometric passport; 

(B) in the case of an unforeseen emergency 
in individual cases; or 

(C) in the case of humanitarian or national 
interest reasons in individual cases. 

(d) TRANSIT WITHOUT VISA PROGRAM.—The 
Secretary of State shall not use any authori-
ties granted under section 212(d)(4)(C) of such 
Act until the Secretary, in conjunction with 
the Secretary of Homeland Security, com-
pletely implements a security plan to fully 
ensure secure transit passage areas to pre-
vent aliens proceeding in immediate and 
continuous transit through the United 
States from illegally entering the United 
States. 
SEC. ll05. EXCHANGE OF TERRORIST INFORMA-

TION AND INCREASED 
PREINSPECTION AT FOREIGN AIR-
PORTS. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that— 

(1) the exchange of terrorist information 
with other countries, consistent with pri-
vacy requirements, along with listings of 
lost and stolen passports, will have imme-
diate security benefits; and 

(2) the further away from the borders of 
the United States that screening occurs, the 
more security benefits the United States will 
gain. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States Government should 
exchange terrorist information with trusted 
allies; 

(2) the United States Government should 
move toward real-time verification of pass-
ports with issuing authorities; 

(3) where practicable the United States 
Government should conduct screening before 
a passenger departs on a flight destined for 
the United States; 

(4) the United States Government should 
work with other countries to ensure effective 
inspection regimes at all airports; 

(5) the United States Government should 
work with other countries to improve pass-
port standards and provide foreign assistance 
to countries that need help making the tran-
sition to the global standard for identifica-
tion; and 

(6) the Department of Homeland Security, 
in coordination with the Department of 
State and other agencies, should implement 
the initiatives called for in this subsection. 

(c) REPORT REGARDING THE EXCHANGE OF 
TERRORIST INFORMATION.— 

(1) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Secretary of State and the Secretary of 
Homeland Security, working with other 
agencies, shall submit to the appropriate 
committees of Congress a report on Federal 
efforts to collaborate with allies of the 
United States in the exchange of terrorist in-
formation. 

(2) CONTENTS.—The report shall outline— 
(A) strategies for increasing such collabo-

ration and cooperation; 
(B) progress made in screening passengers 

before their departure to the United States; 
and 

(C) efforts to work with other countries to 
accomplish the goals described under this 
section. 

(d) PREINSPECTION AT FOREIGN AIRPORTS.— 
(1) IN GENERAL.—Section 235A(a)(4) of the 

Immigration and Nationality Act (8 U.S.C. 
1225a(a)(4)) is amended to read as follows: 

‘‘(4) Subject to paragraph (5), not later 
than January 1, 2008, the Secretary of Home-
land Security, in consultation with the Sec-
retary of State, shall establish preinspection 
stations in at least 25 additional foreign air-
ports, which the Secretary of Homeland Se-
curity, in consultation with the Secretary of 
State, determines, based on the data com-
piled under paragraph (3) and such other in-

formation as may be available, would most 
effectively facilitate the travel of admissible 
aliens and reduce the number of inadmissible 
aliens, especially aliens who are potential 
terrorists, who arrive from abroad by air at 
points of entry within the United States. 
Such preinspection stations shall be in addi-
tion to those established prior to September 
30, 1996, or pursuant to paragraph (1).’’. 

(2) REPORT.—Not later than June 30, 2006, 
the Secretary of Homeland Security and the 
Secretary of State shall submit a report on 
the progress being made in implementing the 
amendment made by paragraph (1) to— 

(A) the Committee on the Judiciary of the 
Senate; 

(B) the Committee on the Judiciary of the 
House of Representatives; 

(C) the Committee on Foreign Relations of 
the Senate; and 

(D) the Committee on International Rela-
tions of the House of Representatives. 
SEC. ll06. MINIMUM STANDARDS FOR BIRTH 

CERTIFICATES. 
(a) DEFINITION.—In this section, the term 

‘birth certificate’ means a certificate of 
birth— 

(1) for an individual (regardless of where 
born)— 

(A) who is a citizen or national of the 
United States at birth; and 

(B) whose birth is registered in the United 
States; and 

(2) that— 
(A) is issued by a Federal, State, or local 

government agency or authorized custodian 
of record and produced from birth records 
maintained by such agency or custodian of 
record; or 

(B) is an authenticated copy, issued by a 
Federal, State, or local government agency 
or authorized custodian of record, of an 
original certificate of birth issued by such 
agency or custodian of record. 

(b) STANDARDS FOR ACCEPTANCE BY FED-
ERAL AGENCIES.— 

(1) IN GENERAL.—Beginning 2 years after 
the promulgation of minimum standards 
under paragraph (3), no Federal agency may 
accept a birth certificate for any official pur-
pose unless the certificate conforms to such 
standards. 

(2) STATE CERTIFICATION.— 
(A) IN GENERAL.—Each State shall certify 

to the Secretary of Health and Human Serv-
ices that the State is in compliance with the 
requirements of this section. 

(B) FREQUENCY.—Certifications under sub-
paragraph (A) shall be made at such inter-
vals and in such a manner as the Secretary 
of Health and Human Services, with the con-
currence of the Secretary of Homeland Secu-
rity and the Commissioner of Social Secu-
rity, may prescribe by regulation. 

(C) COMPLIANCE.—Each State shall ensure 
that units of local government and other au-
thorized custodians of records in the State 
comply with this section. 

(D) AUDITS.—The Secretary of Health and 
Human Services may conduct periodic audits 
of each State’s compliance with the require-
ments of this section. 

(3) MINIMUM STANDARDS.—Not later than 1 
year after the date of enactment of this Act, 
the Secretary of Health and Human Services 
shall by regulation establish minimum 
standards for birth certificates for use by 
Federal agencies for official purposes that— 

(A) at a minimum, shall require certifi-
cation of the birth certificate by the State or 
local government custodian of record that 
issued the certificate, and shall require the 
use of safety paper or an alternative, equally 
secure medium, the seal of the issuing custo-
dian of record, and other features designed to 
prevent tampering, counterfeiting, or other-
wise duplicating the birth certificate for 
fraudulent purposes; 
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(B) shall establish requirements for proof 

and verification of identity as a condition of 
issuance of a birth certificate, with addi-
tional security measures for the issuance of 
a birth certificate for a person who is not the 
applicant; 

(C) shall establish standards for the proc-
essing of birth certificate applications to 
prevent fraud; 

(D) may not require a single design to 
which birth certificates issued by all States 
must conform; and 

(E) shall accommodate the differences be-
tween the States in the manner and form in 
which birth records are stored and birth cer-
tificates are produced from such records. 

(4) CONSULTATION WITH GOVERNMENT AGEN-
CIES.—In promulgating the standards re-
quired under paragraph (3), the Secretary of 
Health and Human Services shall consult 
with— 

(A) the Secretary of Homeland Security; 
(B) the Commissioner of Social Security; 
(C) State vital statistics offices; and 
(D) other appropriate Federal agencies. 
(5) EXTENSION OF EFFECTIVE DATE.—The 

Secretary of Health and Human Services 
may extend the date specified under para-
graph (1) for up to 2 years for birth certifi-
cates issued by a State if the Secretary de-
termines that the State made reasonable ef-
forts to comply with the date under para-
graph (1) but was unable to do so. 

(c) GRANTS TO STATES.— 
(1) ASSISTANCE IN MEETING FEDERAL STAND-

ARDS.— 
(A) IN GENERAL.—Beginning on the date a 

final regulation is promulgated under sub-
section (b)(3), the Secretary of Health and 
Human Services shall award grants to States 
to assist them in conforming to the min-
imum standards for birth certificates set 
forth in the regulation. 

(B) ALLOCATION OF GRANTS.—The Secretary 
shall award grants to States under this para-
graph based on the proportion that the esti-
mated average annual number of birth cer-
tificates issued by a State applying for a 
grant bears to the estimated average annual 
number of birth certificates issued by all 
States. 

(C) MINIMUM ALLOCATION.—Notwith-
standing subparagraph (B), each State shall 
receive not less than 0.5 percent of the grant 
funds made available under this paragraph. 

(2) ASSISTANCE IN MATCHING BIRTH AND 
DEATH RECORDS.— 

(A) IN GENERAL.—The Secretary of Health 
and Human Services, in coordination with 
the Commissioner of Social Security and 
other appropriate Federal agencies, shall 
award grants to States, under criteria estab-
lished by the Secretary, to assist States in— 

(i) computerizing their birth and death 
records; 

(ii) developing the capability to match 
birth and death records within each State 
and among the States; and 

(iii) noting the fact of death on the birth 
certificates of deceased persons. 

(B) ALLOCATION OF GRANTS.—The Secretary 
shall award grants to qualifying States 
under this paragraph based on the proportion 
that the estimated annual average number of 
birth and death records created by a State 
applying for a grant bears to the estimated 
annual average number of birth and death 
records originated by all States. 

(C) MINIMUM ALLOCATION.—Notwith-
standing subparagraph (B), each State shall 
receive not less than 0.5 percent of the grant 
funds made available under this paragraph. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary for each of the fiscal years 2005 
through 2009 such sums as may be necessary 
to carry out this section. 

(e) TECHNICAL AND CONFORMING AMEND-
MENTS.—Section 656 of the Illegal Immigra-

tion Reform and Immigrant Responsibility 
Act of 1996 (5 U.S.C. 301 note) is repealed. 
SEC. ll07. DRIVER’S LICENSES AND PERSONAL 

IDENTIFICATION CARDS. 
(a) DEFINITIONS.—In this section: 
(1) DRIVER’S LICENSE.—The term ‘driver’s 

license’ means a motor vehicle operator’s li-
cense as defined in section 30301(5) of title 49, 
United States Code. 

(2) PERSONAL IDENTIFICATION CARD.—The 
term ‘personal identification card’ means an 
identification document (as defined in sec-
tion 1028(d)(3) of title 18, United States Code) 
issued by a State. 

(b) STANDARDS FOR ACCEPTANCE BY FED-
ERAL AGENCIES.— 

(1) IN GENERAL.— 
(A) LIMITATION ON ACCEPTANCE.—No Fed-

eral agency may accept, for any official pur-
pose, a driver’s license or personal identifica-
tion card newly issued by a State more than 
2 years after the promulgation of the min-
imum standards under paragraph (2) unless 
the driver’s license or personal identification 
card conforms to such minimum standards. 

(B) DATE FOR CONFORMANCE.—The Sec-
retary of Transportation, in consultation 
with the Secretary of Homeland Security, 
shall establish a date after which no driver’s 
license or personal identification card shall 
be accepted by a Federal agency for any offi-
cial purpose unless such driver’s license or 
personal identification card conforms to the 
minimum standards established under para-
graph (2). The date shall be as early as the 
Secretary determines it is practicable for 
the States to comply with such date with 
reasonable efforts. 

(C) STATE CERTIFICATION.— 
(i) IN GENERAL.—Each State shall certify to 

the Secretary of Transportation that the 
State is in compliance with the require-
ments of this section. 

(ii) FREQUENCY.—Certifications under 
clause (i) shall be made at such intervals and 
in such a manner as the Secretary of Trans-
portation, with the concurrence of the Sec-
retary of Homeland Security, may prescribe 
by regulation. 

(iii) AUDITS.—The Secretary of Transpor-
tation may conduct periodic audits of each 
State’s compliance with the requirements of 
this section. 

(2) MINIMUM STANDARDS.—Not later than 18 
months after the date of enactment of this 
Act, the Secretary of Transportation, in con-
sultation with the Secretary of Homeland 
Security, shall by regulation, establish min-
imum standards for driver’s licenses or per-
sonal identification cards issued by a State 
for use by Federal agencies for identification 
purposes that shall include— 

(A) standards for documentation required 
as proof of identity of an applicant for a 
driver’s license or personal identification 
card; 

(B) standards for the verifiability of docu-
ments used to obtain a driver’s license or 
personal identification card; 

(C) standards for the processing of applica-
tions for driver’s licenses and personal iden-
tification cards to prevent fraud; 

(D) security standards to ensure that driv-
er’s licenses and personal identification 
cards are— 

(i) resistant to tampering, alteration, or 
counterfeiting; and 

(ii) capable of accommodating and ensur-
ing the security of a digital photograph or 
other unique identifier; and 

(E) a requirement that a State confiscate a 
driver’s license or personal identification 
card if any component or security feature of 
the license or identification card is com-
promised. 

(3) CONTENT OF REGULATIONS.—The regula-
tions required by paragraph (2)— 

(A) shall facilitate communication be-
tween the chief driver licensing official of a 

State, an appropriate official of a Federal 
agency and other relevant officials, to verify 
the authenticity of documents, as appro-
priate, issued by such Federal agency or en-
tity and presented to prove the identity of 
an individual; 

(B) may not infringe on a State’s power to 
set criteria concerning what categories of in-
dividuals are eligible to obtain a driver’s li-
cense or personal identification card from 
that State; 

(C) may not require a State to comply with 
any such regulation that conflicts with or 
otherwise interferes with the full enforce-
ment of State criteria concerning the cat-
egories of individuals that are eligible to ob-
tain a driver’s license or personal identifica-
tion card from that State; 

(D) may not require a single design to 
which driver’s licenses or personal identi-
fication cards issued by all States must con-
form; and 

(E) shall include procedures and require-
ments to protect the privacy and civil and 
due process rights of individuals who apply 
for and hold driver’s licenses and personal 
identification cards. 

(4) NEGOTIATED RULEMAKING.— 
(A) IN GENERAL.—Before publishing the 

proposed regulations required by paragraph 
(2) to carry out this title, the Secretary of 
Transportation shall establish a negotiated 
rulemaking process pursuant to subchapter 
IV of chapter 5 of title 5, United States Code 
(5 U.S.C. 581 et seq.). 

(B) REPRESENTATION ON NEGOTIATED RULE-
MAKING COMMITTEE.—Any negotiated rule-
making committee established by the Sec-
retary of Transportation pursuant to sub-
paragraph (A) shall include representatives 
from— 

(i) among State offices that issue driver’s 
licenses or personal identification cards; 

(ii) among State elected officials; 
(iii) the Department of Homeland Security; 

and 
(iv) among interested parties, including or-

ganizations with technological and oper-
ational expertise in document security and 
organizations that represent the interests of 
applicants for such licenses or identification 
cards. 

(C) TIME REQUIREMENT.—The process de-
scribed in subparagraph (A) shall be con-
ducted in a timely manner to ensure that— 

(i) any recommendation for a proposed rule 
or report is provided to the Secretary of 
Transportation not later than 9 months after 
the date of enactment of this Act and may 
include an assessment of the benefits and 
costs of the recommendations; and 

(ii) a final rule is promulgated not later 
than 18 months after the date of enactment 
of this Act. 

(c) GRANTS TO STATES.— 
(1) ASSISTANCE IN MEETING FEDERAL STAND-

ARDS.—Beginning on the date a final regula-
tion is promulgated under subsection (b)(2), 
the Secretary of Transportation shall award 
grants to States to assist them in con-
forming to the minimum standards for driv-
er’s licenses and personal identification 
cards set forth in the regulation. 

(2) ALLOCATION OF GRANTS.—The Secretary 
of Transportation shall award grants to 
States under this subsection based on the 
proportion that the estimated average an-
nual number of driver’s licenses and personal 
identification cards issued by a State apply-
ing for a grant bears to the average annual 
number of such documents issued by all 
States. 

(3) MINIMUM ALLOCATION.—Notwithstanding 
paragraph (2), each State shall receive not 
less than 0.5 percent of the grant funds made 
available under this subsection. 
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(d) EXTENSION OF EFFECTIVE DATE.—The 

Secretary of Transportation may extend the 
date specified under subsection (b)(1)(A) for 
up to 2 years for driver’s licenses issued by a 
State if the Secretary determines that the 
State made reasonable efforts to comply 
with the date under such subsection but was 
unable to do so. 

(e) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary of Transportation for each of 
the fiscal years 2005 through 2009, such sums 
as may be necessary to carry out this sec-
tion. 
SEC. ll08. SOCIAL SECURITY CARDS. 

(a) SECURITY ENHANCEMENTS.—The Com-
missioner of Social Security shall— 

(1) not later than 180 days after the date of 
enactment of this section, issue regulations 
to restrict the issuance of multiple replace-
ment social security cards to any individual 
to minimize fraud; 

(2) within 1 year after the date of enact-
ment of this section, require independent 
verification of all records provided by an ap-
plicant for an original social security card, 
other than for purposes of enumeration at 
birth; and 

(3) within 18 months after the date of en-
actment of this section, add death, fraud, 
and work authorization indicators to the so-
cial security number verification system. 

(b) INTERAGENCY SECURITY TASK FORCE.— 
The Commissioner of Social Security, in 
consultation with the Secretary of Homeland 
Security, shall form an interagency task 
force for the purpose of further improving 
the security of social security cards and 
numbers. Not later than 1 year after the date 
of enactment of this section, the task force 
shall establish security requirements, in-
cluding— 

(1) standards for safeguarding social secu-
rity cards from counterfeiting, tampering, 
alteration, and theft; 

(2) requirements for verifying documents 
submitted for the issuance of replacement 
cards; and 

(3) actions to increase enforcement against 
the fraudulent use or issuance of social secu-
rity numbers and cards. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Commissioner of Social Security for 
each of the fiscal years 2005 through 2009, 
such sums as may be necessary to carry out 
this section. 
SEC. ll9. EFFECTIVE DATE. 

Notwithstanding any other provision of 
this Act, this title shall take effect on the 
date of enactment of this Act. 

SA 3808. Mr. LEVIN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 14, line 2, strike ‘‘community,’’ 
and insert ‘‘community following receipt of 
intelligence needs and requirements from 
the consumers of national intelligence,’’. 

On page 14, line 8, insert before the semi-
colon the following: ‘‘, while ensuring that 
the elements of the intelligence community 
are able to conduct independent analyses so 
as to achieve, to the maximum extent prac-
ticable, competitive analyses’’. 

SA 3809. Mr. LEVIN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-

ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 28, line 17, strike ‘‘or’’ at the end. 
On page 28, line 19, strike the period and 

insert ‘‘; and’’. 
On page 28, between lines 19 and 20, insert 

the following: 
(D) the personnel involved are not military 

personnel and the funds were not appro-
priated to military personnel appropriations, 
except that the Director may make a trans-
fer of such personnel or funds if the Sec-
retary of Defense does not object to such 
transfer. 

On page 91, between lines 12 and 13, insert 
the following: 

(C) Nothing in this subsection shall be con-
strued to authorize the National Intelligence 
Director to specify, or require the head of a 
department, agency, or element of the 
United States Government to approve a re-
quest for, the transfer, assignment, or detail 
of military personnel, except that the Direc-
tor may take such action with regard to 
military personnel if the Secretary of De-
fense does not object to such action. 

On page 98, between lines 21 and 22, insert 
the following: 

(C) Nothing in this subsection shall be con-
strued to authorize the National Intelligence 
Director to specify, or require the head of a 
department, agency, or element of the 
United States Government to approve a re-
quest for, the transfer, assignment, or detail 
of military personnel, except that the Direc-
tor may take such action with regard to 
military personnel if the Secretary of De-
fense does not object to such action. 

On page 98, between lines 21 and 22, insert 
the following: 

(C) Nothing in this subsection shall be 
construed to authorize the National Intel-
ligence Director to specify, or require the 
head of a department, agency, or element of 
the United States Government to approve a 
request for, the transfer, assignment, or de-
tail of military personnel, except that the 
Director may take such action with regard 
to military personnel if the Secretary of De-
fense does not object to such action. 

On page 7, beginning on line 20, strike 
‘‘that is not part of the National Foreign In-
telligence Program as of the date of the en-
actment of this Act’’. 

SA 3811. Mr. MCCONNELL submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. SENSE OF THE SENATE ON IMPOR-

TANCE OF ATTENDANCE OF SELECT 
COMMITTEE ON INTELLIGENCE 
MEETINGS. 

(a) FINDINGS.—It is the sense of the Senate 
that— 

(1) the 9/11 Commission concluded that in-
formed and knowledgeable congressional 
oversight of the intelligence community is 
crucial to ensure the effective functioning of 
the Nation’s intelligence services; 

(2) to ensure that Representatives and Sen-
ators who serve on a congressional Com-
mittee on Intelligence develop relevant ex-
pertise about the functioning of the intel-
ligence community, the 9/11 Commission rec-
ommended, for example, that Congress abol-
ish term limits for Members who serve on 
these committees; 

(3) it is difficult for Senators who serve on 
the Select Committee on Intelligence to be-

come informed and knowledgeable about the 
intelligence field, and thereby develop the 
requisite expertise in that area, if they do 
not regularly attend hearings held by the Se-
lect Committee on Intelligence; and 

(4) because Senators who are Members of 
the Select Committee on Intelligence yet do 
not regularly attend hearings held by the Se-
lect Committee on Intelligence are not in-
formed and knowledgeable about the intel-
ligence field, and do not develop the req-
uisite expertise in that area, those Senators 
fail to discharge their responsibility to over-
see the intelligence community. 

(b) SENSE OF THE SENATE.—It is the sense 
of the Senate that those Senators who serve 
on the Select Committee on Intelligence and 
who, for a given Congress, miss more than 75 
percent of the hearings held by the Select 
Committee on Intelligence, should be ineli-
gible to continue to serve on that com-
mittee. 

SA 3812. Mr. MCCONNELL submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. SENSE OF THE SENATE THAT THE 

UNITED STATES IS SAFER. 
(a) FINDINGS.—It is the sense of the Senate 

that— 
(1) as recognized by the 9/11 Commission in 

its report, since September 11th, 2001, the 
United States of America and its allies have 
killed or captured a majority of al Qaeda’s 
leadership; toppled the Taliban, which gave 
al Qaeda sanctuary in Afghanistan; and se-
verely damaged the organization; and 

(2) since September 11, 2001 Congress has— 
(A) passed, and the President has signed 

into law, the PATRIOT Act; 
(B) created the Department of Homeland 

security; 
(C) created the Terrorist Threat Integra-

tion Center; 
(D) created the Transportation Safety Ad-

ministration; 
(E) reorganized the Federal Bureau of In-

vestigation; and 
(F) signed the Smart Border Declaration, 

just to name 6 offensive measures, all with 
the goal of making America safer and pro-
tecting our citizens in this global war on ter-
rorism. 

(b) SENSE OF THE SENATE.—It is the sense 
of the Senate that the 9/11 Commission Re-
port was correct in its assessment that the 
United States of America is safer today than 
it was before the terrorist attacks of Sep-
tember 11, 2001. 

SA 3813. Mr. REED submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. LIQUEFIED NATURAL GAS MARINE TER-

MINALS. 
Congress finds that plans developed by the 

Department of Homeland Security to protect 
critical energy infrastructure should include 
risk assessments and protective measures for 
existing and proposed liquefied natural gas 
marine terminals. 
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SA 3814. Mr. BINGAMAN submitted 

an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page ll, between lines ll and ll, 
insert the following: 

(2) regions of specific concern where United 
States foreign assistance should be targeted 
to assist governments in efforts to prevent 
the use of such regions as terrorist sanc-
tuaries are South Asia, Southeast Asia, West 
Africa, the Horn of Africa, North and North 
Central Africa, the Arabian peninsula, Cen-
tral and Eastern Europe, and South America; 

SA 3815. Mr. ROCKEFELLER (for 
himself, Mrs. HUTCHISON, Mr. ROBERTS, 
and Ms. MIKULSKI) submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

On page 17, between lines 19 and 20, insert 
the following: 

(11) direct an element or elements of the 
intelligence community to conduct competi-
tive analysis of analytic products, particu-
larly products having national importance; 

(12) implement policies and procedures to 
encourage sound analytic methods and 
tradecraft throughout the elements of the 
intelligence community and to ensure that 
the elements of the intelligence community 
regularly conduct competitive analysis of 
analytic products, whether such products are 
produced by or disseminated to such ele-
ments; 

On page 17, line 20, strike ‘‘(11)’’ and insert 
‘‘(13)’’. 

On page 17, line 22, strike ‘‘(12)’’ and insert 
‘‘(14)’’. 

On page 18, line 1, strike ‘‘(13)’’ and insert 
‘‘(15)’’. 

On page 18, line 4, strike ‘‘(14)’’ and insert 
‘‘(16)’’. 

On page 18, line 7, strike ‘‘(15)’’ and insert 
‘‘(17)’’. 

On page 18, line 14, strike ‘‘(16)’’ and insert 
‘‘(18)’’. 

On page 18, line 17, strike ‘‘(17)’’ and insert 
‘‘(19)’’. 

On page 18, line 20, strike ‘‘(18)’’ and insert 
‘‘(20)’’. 

On page 19, line 5, strike ‘‘(19)’’ and insert 
‘‘(21)’’. 

On page 19, line 7, strike ‘‘(20)’’ and insert 
‘‘(22)’’. 

On page 31, line 1, strike ‘‘112(a)(16)’’ and 
insert ‘‘112(a)(18)’’. 

On page 49, line 13, insert ‘‘, and each other 
National Intelligence Council product’’ after 
‘‘paragraph (1)’’. 

On page 49, line 15, insert ‘‘or product’’ 
after ‘‘estimate’’. 

On page 49, line 17, insert ‘‘or product’’ 
after ‘‘estimate’’. 

On page 49, line 19, insert ‘‘or product’’ 
after ‘‘estimate’’. 

On page 49, line 22, strike ‘‘such estimate 
and such estimate’’ and insert ‘‘such esti-
mate or product and such estimate or prod-
uct, as the case may be’’. 

On page 49, line 24, insert ‘‘or product’’ 
after ‘‘estimate’’. 

On page 51, between lines 5 and 6, insert 
the following: 

(i) NATIONAL INTELLIGENCE COUNCIL PROD-
UCT.—For purposes of this section, the term 
‘‘National Intelligence Council product’’ in-

cludes a National Intelligence Estimate and 
any other intelligence community assess-
ment that sets forth the judgment of the in-
telligence community as a whole on a matter 
covered by such product. 

On page 56, line 20, strike ‘‘(15) and (16)’’ 
and insert ‘‘(17) and (18)’’. 

On page 87, line 16, strike ‘‘and’’ at the end. 
On page 87, between lines 16 and 17, insert 

the following: 
(D) conduct, or recommend to the National 

Intelligence Director to direct an element or 
elements of the intelligence community to 
conduct, competitive analyses of intelligence 
products relating to suspected terrorists, 
their organizations, and their capabilities, 
plans, and intentions, particularly products 
having national importance; 

(E) implement policies and procedures to 
encourage coordination by all elements of 
the intelligence community that conduct 
analysis of intelligence regarding terrorism 
of all Directorate products of national im-
portance and, as appropriate, other products, 
before their final dissemination; and 

On page 87, line 17, strike ‘‘(D)’’ and insert 
‘‘(F)’’. 

On page 96, line 16, strike ‘‘foreign’’. 
On page 100, between lines 3 and 4, insert 

the following: 
SEC. 145. OFFICE OF ALTERNATIVE ANALYSIS. 

(a) OFFICE OF ALTERNATIVE ANALYSIS.— 
There is within the National Intelligence Au-
thority an Office of Alternative Analysis. 

(b) HEAD OF OFFICE.—The National Intel-
ligence Director shall appoint the head of 
the Office of Alternative Analysis. 

(c) INDEPENDENCE OF OFFICE.—The National 
Intelligence Director shall take appropriate 
actions to ensure the independence of the Of-
fice of Alternative Analysis in its activities 
under this section. 

(d) FUNCTION OF OFFICE.—(1) The Office of 
Alternative Analysis shall subject each Na-
tional Intelligence Estimate (NIE), before 
the completion of such estimate, to a thor-
ough examination of all facts, assumptions, 
analytic methods, and judgments utilized in 
or underlying any analysis, estimation, plan, 
evaluation, or recommendation contained in 
such estimate. 

(2)(A) The Office may also subject any 
other intelligence estimate, brief, survey, as-
sessment, or report designated by the Na-
tional Intelligence Director to a thorough 
examination as described in paragraph (1). 

(B) Not later than 180 days after the date of 
the enactment of this Act, the Director shall 
submit to the congressional intelligence 
committees a report on the estimates, briefs, 
surveys, assessments or reports, if any, des-
ignated by the Director under subparagraph 
(A). 

(3)(A) The purpose of an evaluation of an 
estimate or document under this subsection 
shall be to provide an independent analysis 
of any underlying facts, assumptions, and 
recommendations contained in such esti-
mate or document and to present alternative 
conclusions, if any, arising from such facts 
or assumptions or with respect to such rec-
ommendations. 

(B) In order to meet the purpose set forth 
in subparagraph (A), the Office shall, unless 
otherwise directed by the President, have ac-
cess to all analytic products, field reports, 
and raw intelligence of any element of the 
intelligence community and such other re-
ports and information as the Director con-
siders appropriate. 

(4) The evaluation of an estimate or docu-
ment under this subsection shall be known 
as a ‘‘OAA analysis’’ of such estimate or doc-
ument. 

(5) Each estimate or document covered by 
an evaluation under this subsection shall in-
clude an appendix that contains the findings 

and conclusions of the Office with respect to 
the estimate or document, as the case may 
be, based upon the evaluation of the esti-
mate or document, as the case may be, by 
the Office under this subsection. 

(6) The results of each evaluation of an es-
timate or document under this subsection 
shall be submitted to the congressional in-
telligence committees. 

On page 194, line 9, strike ‘‘112(a)(11)’’ and 
insert ‘‘112(a)(14)’’. 

On page 195, line 16, strike ‘‘112(a)(11)’’ and 
insert ‘‘112(a)(14)’’. 

On page 195, line 23, strike ‘‘112(a)(11)’’ and 
insert ‘‘112(a)(14)’’. 

On page 196, line 7, strike ‘‘112(a)(11)’’ and 
insert ‘‘112(a)(14)’’. 

SA 3816. Mr. BINGAMAN submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 155, on line 24, strike ‘‘informa-
tion’’ and insert ‘‘information use, collec-
tion, storage, disclosure, or’’. 

On page 158, between lines 9 and 10, insert 
the following: 

(C) any legislation, regulation, or policy 
reviewed by the Board under subsection 
(d)(1) if— 

(i) the Board advised against the imple-
mentation of such legislation, regulation, or 
policy; and 

(ii) the legislation, regulation, or policy 
was implemented; and 

(D) a description of— 
(i) any instance in which the Board was un-

able to access information under the author-
ity in subsection (g); and 

(ii) the general level of cooperation be-
tween the Board and the heads of depart-
ments, agencies, or elements of the execu-
tive branch in carrying out such authority. 

SA 3817. Mr. SPECTER submitted an 
amendment intended to be proposed by 
him to the bill S. 1728, to amend the 
September 11th Victim Compensation 
Fund of 2001 (Public Law 107–42; 49 
U.S.C. 40101 note) to provide compensa-
tion for the United States Citizens who 
were victims of the bombings of United 
States embassies in East Africa on Au-
gust 7, 1998, the attack on the U.S.S. 
Cole on October 12, 2000, or the attack 
on the World Trade Center on February 
26, 1993, on the same basis as compensa-
tion is provided to victims of the ter-
rorist-related aircraft crashes on Sep-
tember 11, 2001; which was referred to 
the Committee on the Judiciary; as fol-
lows: 

Strike all after the enacting clause and in-
sert the following: 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Terrorism 
Victim Compensation Equity Act’’. 
SEC. 2. REFERENCES. 

Except as otherwise expressly provided, 
wherever in this Act an amendment or repeal 
is expressed in terms of an amendment to, or 
repeal of, a section or other provision, the 
reference shall be considered a reference to 
the September 11th Victim Compensation 
Fund of 2001 (Public Law 107–42; 49 U.S.C. 
40101 note). 
SEC. 3. COMPENSATION FOR VICTIMS OF TER-

RORIST ACTS. 
(a) DEFINITIONS.—Section 402(4) is amend-

ed by inserting ‘‘ or related to the attack on 
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the U.S.S. Cole on October 12, 2000’’ before 
the period. 

(b) PURPOSE.—Section 403 is amended by 
inserting ‘‘ or killed as a result of the attack 
on the U.S.S. Cole on October 12, 2000’’ before 
the period. 

(c) DETERMINATION OF ELIGIBILITY FOR 
COMPENSATION.— 

(1) CLAIM FORM CONTENTS.—Section 
405(a)(2)(B) is amended— 

(A) in clause (i), by inserting ‘‘or the at-
tack on the U.S.S. Cole on October 12, 2000’’ 
before the semicolon; 

(B) in clause (ii), by inserting ‘‘or at-
tack’’ before the semicolon; and 

(C) in clause (iii), by inserting ‘‘or at-
tack’’ before the period. 

(2) LIMITATION.—Section 405(a)(3) is 
amended by striking ‘‘2 years’’ and inserting 
‘‘4 years’’. 

(3) COLLATERAL COMPENSATION.—Section 
405(b)(6) is amended by inserting ‘‘or the at-
tack on the U.S.S. Cole on October 12, 2000’’ 
before the period. 

(4) ELIGIBILITY.— 
(A) INDIVIDUALS.—Section 405(c)(2)(A) is 

amended— 
(i) in clause (i), by inserting ‘‘or was on 

the U.S.S. Cole on October 12, 2000’’ before 
the semicolon; and 

(ii) by striking clause (ii) and inserting 
the following: 

‘‘(ii) suffered death as a result of such an 
air crash or suffered death as a result of such 
an attack;’’. 

(B) REQUIREMENTS.—Section 405(c)(3) is 
amended— 

(i) in the heading for subparagraph (B) by 
inserting ‘‘RELATING TO SEPTEMBER 11TH TER-
RORIST ACTS’’ before the period; and 

(ii) by adding at the end the following: 
‘‘(C) LIMITATION ON CIVIL ACTION RELATING 

TO OTHER TERRORIST ACTS.— 
‘‘(i) IN GENERAL.—Upon the submission of 

a claim under this title, the claimant in-
volved waives the right to file a civil action 
(or to be a party to an action) in any Federal 
or State court for damages sustained by the 
claimant as a result of the attack on the 
U.S.S. Cole on October 12, 2000. The pre-
ceding sentence does not apply to a civil ac-
tion to recover any collateral source obliga-
tion based on contract, or to a civil action 
against any person who is a knowing partici-
pant in any conspiracy to commit any ter-
rorist act. 

‘‘(ii) PENDING ACTIONS.—In the case of an 
individual who is a party to a civil action de-
scribed in clause (i), such individual may not 
submit a claim under this title unless such 
individual withdraws from such action by 
the date that is 90 days after the date on 
which regulations are promulgated under 
section 4 of the Terrorism Victim Compensa-
tion Equity Act. 

‘‘(D) INDIVIDUALS WITH PRIOR COMPENSA-
TION.— 

‘‘(i) IN GENERAL.—Subject to clause (ii), 
an individual is not an eligible individual for 
purposes of this subsection if the individual, 
or the estate of that individual, has received 
any compensation from a civil action or set-
tlement based on tort related to the attack 
on the U.S.S. Cole on October 12, 2000. 

‘‘(ii) EXCEPTION.—Clause (i) shall not 
apply to compensation received from a civil 
action against any person who is a knowing 
participant in any conspiracy to commit any 
terrorist act. 

‘‘(E) VICTIMS OF ATTACK.—An individual 
who suffered death as a result of an attack 
described in subparagraph (C)(i) shall not be 
an eligible individual by reason of that at-
tack, unless that individual is or was a 
United States citizen.’’. 

(C) INELIGIBILITY OF PARTICIPANTS AND 
CONSPIRATORS.—Section 405(c) is amended by 
adding at the end the following: 

‘‘(4) INELIGIBILITY OF PARTICIPANTS AND 
CONSPIRATORS.—An individual, or a rep-
resentative of that individual, shall not be 
eligible to receive compensation under this 
title if that individual is identified by the 
Attorney General to have been a participant 
or conspirator in the attack on the U.S.S. 
Cole on October 12, 2000.’’. 

(D) ELIGIBILITY OF MEMBERS OF THE UNI-
FORMED SERVICES.—Section 405(c) (as amend-
ed by subparagraph (C)) is further amended 
by adding at the end the following: 

‘‘(5) ELIGIBILITY OF MEMBERS OF THE UNI-
FORMED SERVICES.—An individual who is a 
member of the uniformed services shall not 
be excluded from being an eligible individual 
by reason of being such a member.’’. 
SEC. 4. REGULATIONS. 

Not later than 90 days after the date of 
enactment of this Act, the Attorney General, 
in consultation with the Special Master, 
shall promulgate regulations to carry out 
the amendments made by this Act, including 
regulations with respect to— 

(1) forms to be used in submitting claims 
under this Act; 

(2) the information to be included in such 
forms; 

(3) procedures for hearing and the presen-
tation of evidence; 

(4) procedures to assist an individual in 
filing and pursuing claims under this Act; 
and 

(5) other matters determined appropriate 
by the Attorney General. 
SEC. 5. EFFECTIVE DATE. 

The amendments made by this Act shall 
take effect as if enacted as part of the Sep-
tember 11th Victims Compensation Fund of 
2001 (Public Law 107–42; 49 U.S.C. 40101 note). 

SA 3818. Mr. SPECTER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. NATIONWIDE INTEROPERABLE 

BROADBAND MOBILE COMMUNICA-
TIONS NETWORK. 

(a) IN GENERAL.—Not later than June 1, 
2005, the Secretary of Homeland Security 
shall develop technical and operational spec-
ifications and protocols for a nationwide 
interoperable broadband mobile communica-
tions network (referred to in this section as 
the ‘‘Network’’) to be used by Federal, State, 
and local public safety and homeland secu-
rity personnel. 

(b) CONSULTATION AND USE OF EXISTING 
TECHNOLOGIES.—In developing the Network, 
the Secretary of Homeland Security shall— 

(1) seek input from representatives of the 
user communities regarding the operation 
and administration of the Network; and 

(2) make use of existing commercial wire-
less technologies to the greatest extent prac-
ticable. 

(c) SPECTRUM ALLOCATION.—The Assistant 
Secretary for Communications and Informa-
tion, acting as the Administrator of the Na-
tional Telecommunications and Information 
Administration (referred to in this section as 
the ‘‘Administrator’’), in cooperation with 
the Federal Communications Commission, 
other Federal agencies with responsibility 
for managing radio frequency spectrum, and 
the Secretary of Homeland Security, shall 
develop, not later than June 1, 2005, a plan to 
dedicate sufficient radio frequency spectrum 
for the Network. 

(d) REPORTING REQUIREMENT.—Not later 
than January 31, 2005, the Administrator, in 

consultation with the Secretary of Homeland 
Security, shall submit a report to Congress 
that— 

(1) describes any statutory changes that 
are necessary to deploy the Network; 

(2) identifies the required spectrum alloca-
tion for the Network; and 

(3) describes the progress made in carrying 
out the provisions of this section. 

SA 3819. Mr. ENSIGN (for himself, 
Mr. KYL, Mr. CHAMBLISS, Mr. CORNYN, 
Mr. GRASSLEY, and Mr. SESSIONS) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; as 
follows: 

At the end, add the following: 

TITLE IV—OTHER MATTERS 
SEC. 401. RESPONSIBILITIES AND FUNCTIONS OF 

CONSULAR OFFICERS. 
(a) INCREASED NUMBER OF CONSULAR OFFI-

CERS.—The Secretary of State, in each of fis-
cal years 2006 through 2009, may increase by 
150 the number of positions for consular offi-
cers above the number of such positions for 
which funds were allotted for the preceding 
fiscal year. 

(b) LIMITATION ON USE OF FOREIGN NATION-
ALS FOR VISA SCREENING.— 

(1) IMMIGRANT VISAS.—Subsection (b) of 
section 222 of the Immigration and Nation-
ality Act (8 U.S.C. 1202) is amended by add-
ing at the end the following: ‘‘All immigrant 
visa applications shall be reviewed and adju-
dicated by a consular officer.’’. 

(2) NONIMMIGRANT VISAS.—Subsection (d) of 
such section is amended by adding at the end 
the following: ‘‘All nonimmigrant visa appli-
cations shall be reviewed and adjudicated by 
a consular officer.’’. 

(c) TRAINING FOR CONSULAR OFFICERS IN 
DETECTION OF FRAUDULENT DOCUMENTS.— 
Section 305(a) of the Enhanced Border Secu-
rity and Visa Entry Reform Act of 2002 (8 
U.S.C. 1734(a)) is amended by adding at the 
end the following: ‘‘As part of the consular 
training provided to such officers by the Sec-
retary of State, such officers shall also re-
ceive training in detecting fraudulent docu-
ments and general document forensics and 
shall be required as part of such training to 
work with immigration officers conducting 
inspections of applicants for admission into 
the United States at ports of entry.’’. 

(d) ASSIGNMENT OF ANTI-FRAUD SPECIAL-
ISTS.— 

(1) SURVEY REGARDING DOCUMENT FRAUD.— 
The Secretary of State, in coordination with 
the Secretary of Homeland Security, shall 
conduct a survey of each diplomatic and con-
sular post at which visas are issued to assess 
the extent to which fraudulent documents 
are presented by visa applicants to consular 
officers at such posts. 

(2) PLACEMENT OF SPECIALIST.—Not later 
than July 31, 2005, the Secretary of State 
shall, in coordination with the Secretary of 
Homeland Security, identify 100 of such 
posts that experience the greatest frequency 
of presentation of fraudulent documents by 
visa applicants. The Secretary of State shall 
place in each such post at least one full-time 
anti-fraud specialist employed by the De-
partment of State to assist the consular offi-
cers at each such post in the detection of 
such fraud. 
SEC. 402. INCREASE IN FULL-TIME BORDER PA-

TROL AGENTS. 
The Secretary of Homeland Security, in 

each of fiscal years 2006 through 2010, shall 
increase by not less than 2,000 the number of 
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positions for full-time active duty border pa-
trol agents within the Department of Home-
land Security above the number of such posi-
tions for which funds were allotted for the 
preceding fiscal year. 
SEC. 403. INCREASE IN FULL-TIME IMMIGRATION 

AND CUSTOMS ENFORCEMENT IN-
VESTIGATORS. 

The Secretary of Homeland Security, in 
each of fiscal years 2006 through 2010, shall 
increase by not less than 800 the number of 
positions for full-time active duty investiga-
tors within the Department of Homeland Se-
curity investigating violations of immigra-
tion laws (as defined in section 101(a)(17) of 
the Immigration and Nationality Act (8 
U.S.C. 1101(a)(17)) above the number of such 
positions for which funds were allotted for 
the preceding fiscal year. At least half of 
these additional investigators shall be des-
ignated to investigate potential violations of 
section 274A of the Immigration and Nation-
ality Act (8 U.S.C 25 1324a). Each State shall 
be allotted at least 3 of these additional in-
vestigators. 

SA 3820. Mr. KYL submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. DENIAL OF FEDERAL BENEFITS TO 

CONVICTED TERRORISTS. 
(a) IN GENERAL.—Chapter 113B of title 18, 

United States Code, as amended by this Act, 
is further amended by adding at the end the 
following: 
‘‘§ 2339E. Denial of Federal benefits to terror-

ists 
‘‘(a) IN GENERAL.—Any individual who is 

convicted of a Federal crime of terrorism (as 
defined in section 2332b(g)) shall, as provided 
by the court on motion of the Government, 
be ineligible for any or all Federal benefits 
for any term of years or for life. 

‘‘(b) FEDERAL BENEFIT DEFINED.—As used 
in this section, ‘Federal benefit’ has the 
meaning given that term in section 421(d) of 
the Controlled Substances Act (21 U.S.C. 
862(d)).’’. 

(b) CHAPTER ANALYSIS.—The table of sec-
tions of chapter 113B of title 18, United 
States Code, is amended by inserting at the 
end the following: 
‘‘2339E. Denial of Federal benefits to terror-

ists.’’. 
SEC. ll. PROVIDING MATERIAL SUPPORT TO 

TERRORISM. 
(a) IN GENERAL.—Section 2339A(a) of title 

18, United States Code, is amended— 
(1) by striking ‘‘Whoever’’ and inserting 

the following: 
‘‘(1) IN GENERAL.—Any person who’’; 
(2) by striking ‘‘A violation’’ and inserting 

the following: 
‘‘(3) PROSECUTION.—A violation’’; 
(3) by inserting after paragraph (1) the fol-

lowing: 
‘‘(2) ADDITIONAL OFFENSE.— 
‘‘(A) IN GENERAL.—Any person who pro-

vides material support or resources or con-
ceals or disguises the nature, location, 
source, or ownership of material support or 
resources, knowing or intending that they 
are to be used in preparation for, or in car-
rying out, an act of international or domes-
tic terrorism, or in the preparation for, or in 
carrying out, the concealment or escape 
from the commission of any such act, or at-
tempts or conspires to do so, shall be pun-
ished as provided under paragraph (1) for an 
offense under that paragraph. 

‘‘(B) JURISDICTION.—There is Federal juris-
diction over an offense under this paragraph 
if— 

‘‘(i) the offense occurs in or affects inter-
state or foreign commerce; 

‘‘(ii) the act of terrorism is an act of inter-
national or domestic terrorism that violates 
the criminal law of the United States; 

‘‘(iii) the act of terrorism is an act of do-
mestic terrorism that appears to be intended 
to influence the policy, or affect the conduct, 
of the Government of the United States or a 
foreign government; 

‘‘(iv) the act of terrorism is an act of inter-
national terrorism that appears to be in-
tended to influence the policy, or affect the 
conduct, of the Government of the United 
States or a foreign government, and an of-
fender, acting within the United States or 
outside the territorial jurisdiction of the 
United States, is— 

‘‘(I) a national of the United States (as de-
fined in section 101(a)(22) of the Immigration 
and Nationality Act (8 U.S.C. 1101(a)(22)); 

‘‘(II) an alien lawfully admitted for perma-
nent residence in the United States (as de-
fined in section 101(a)(20) of such Act); or 

‘‘(III) a stateless person whose habitual 
residence is in the United States; 

‘‘(v) the act of terrorism is an act of inter-
national terrorism that appears to be in-
tended to influence the policy, or affect the 
conduct, of the Government of the United 
States or a foreign government, and an of-
fender, acting within the United States, is an 
alien; 

‘‘(vi) the act of terrorism is an act of inter-
national terrorism that appears to be in-
tended to influence the policy, or affect the 
conduct, of the Government of the United 
States, and an offender, acting outside the 
territorial jurisdiction of the United States, 
is an alien; or 

‘‘(vii) an offender aids or abets any person 
over whom jurisdiction exists under this 
paragraph in committing an offense under 
this paragraph or conspires with any person 
over whom jurisdiction exists under this 
paragraph to commit an offense under this 
paragraph.’’; and 

(4) by inserting ‘‘act or’’ after ‘‘under-
lying’’. 

(b) DEFINITIONS.—Section 2339A(b) of title 
18, United States Code, is amended to read as 
follows— 

‘‘(b) DEFINITIONS.—As used in this section— 
‘‘(1) the term ‘material support or re-

sources’ means any property (tangible or in-
tangible) or service, including currency or 
monetary instruments or financial securi-
ties, financial services, lodging, training, ex-
pert advice or assistance, safehouses, false 
documentation or identification, commu-
nications equipment, facilities, weapons, le-
thal substances, explosives, personnel (1 or 
more individuals who may be or include one-
self), and transportation, except medicine or 
religious materials; 

‘‘(2) the term ‘training’ means instruction 
or teaching designed to impart a specific 
skill, rather than general knowledge; and 

‘‘(3) the term ‘expert advice or assistance’ 
means advice or assistance derived from sci-
entific, technical, or other specialized 
knowledge.’’. 

(c) MATERIAL SUPPORT TO FOREIGN TER-
RORIST ORGANIZATION.—Section 2339B(a)(1) of 
title 18, United States Code, is amended— 

(1) by striking ‘‘Whoever, within the 
United States or subject to the jurisdiction 
of the United States,’’ and inserting the fol-
lowing: 

‘‘(A) IN GENERAL.—Any person who’’; and 
(2) by adding at the end the following: 
‘‘(B) KNOWLEDGE REQUIREMENT.—A person 

cannot violate this paragraph unless the per-
son has knowledge that the organization re-
ferred to in subparagraph (A)— 

‘‘(i) is a terrorist organization; 
‘‘(ii) has engaged or engages in terrorist 

activity (as defined in section 212(a)(3)(B) of 
the Immigration and Nationality Act (8 
U.S.C. 1182(a)(3)(B)); or 

‘‘(iii) has engaged or engages in terrorism 
(as defined in section 140(d)(2) of the Foreign 
Relations Authorization Act, Fiscal Years 
1988 and 1989 (22 U.S.C. 2656f(d)(2)).’’. 

(d) JURISDICTION.—Section 2339B(d) of title 
18, United States Code, is amended to read as 
follows: 

‘‘(d) JURISDICTION.— 
‘‘(1) IN GENERAL.—There is jurisdiction 

over an offense under subsection (a) if— 
‘‘(A) an offender is a national of the United 

States (as defined in section 101(a)(22) of the 
Immigration and Nationality Act (8 U.S.C. 
1101(a)(22)) or an alien lawfully admitted for 
permanent residence in the United States (as 
defined in section 101(a)(20) of such Act); 

‘‘(B) an offender is a stateless person whose 
habitual residence is in the United States; 

‘‘(C) an offender is brought in or found in 
the United States after the conduct required 
for the offense occurs, even if such conduct 
occurs outside the United States; 

‘‘(D) the offense occurs in whole or in part 
within the United States; 

‘‘(E) the offense occurs in or affects inter-
state or foreign commerce; or 

‘‘(F) an offender aids or abets any person, 
over whom jurisdiction exists under this 
paragraph, in committing an offense under 
subsection (a) or conspires with any person, 
over whom jurisdiction exists under this 
paragraph, to commit an offense under sub-
section (a). 

‘‘(2) EXTRATERRITORIAL JURISDICTION.— 
There is extraterritorial Federal jurisdiction 
over an offense under this section.’’. 

(e) PROVISION OF PERSONNEL.—Section 
2339B of title 18, United States Code, is 
amended— 

(1) by redesignating subsection (g) as sub-
section (h); and 

(2) by adding after subsection (f) the fol-
lowing: 

‘‘(g) PROVISION OF PERSONNEL.—No person 
may be prosecuted under this section in con-
nection with the term ‘personnel’ unless that 
person has knowingly provided, attempted to 
provide, or conspired to provide a foreign 
terrorist organization with 1 or more indi-
viduals (who may be or include that person) 
to work under that terrorist organization’s 
direction or control or to organize, manage, 
supervise, or otherwise direct the operation 
of that organization. Any person who acts 
entirely independently of the foreign ter-
rorist organization to advance its goals or 
objectives shall not be considered to be 
working under the foreign terrorist organiza-
tion’s direction or control.’’. 
SEC. ll. RECEIVING MILITARY TYPE TRAINING 

FROM A FOREIGN TERRORIST ORGA-
NIZATION. 

(a) PROHIBITION AS TO CITIZENS AND RESI-
DENTS.— 

(1) IN GENERAL.—Chapter 113B of title 18, 
United States Code, is amended by adding 
after section 2339E the following: 
‘‘§ 2339F. Receiving military-type training 

from a foreign terrorist organization 

‘‘(a) OFFENSE.— 
‘‘(1) IN GENERAL.—Whoever knowingly re-

ceives military-type training from or on be-
half of any organization designated at the 
time of the training by the Secretary of 
State under section 219(a)(1) of the Immigra-
tion and Nationality Act (8 U.S.C. 1189(a)(1)) 
as a foreign terrorist organization, shall be 
fined under this title, imprisoned for ten 
years, or both. 

‘‘(2) KNOWLEDGE REQUIREMENT.—To violate 
paragraph (1), a person must have knowledge 
that the organization is a designated ter-
rorist organization (as defined in subsection 
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(c)(4)), that the organization has engaged or 
engages in terrorist activity (as defined in 
section 212 of the Immigration and Nation-
ality Act (8 U.S.C. 1182(a)(3)(B)), or that the 
organization has engaged or engages in ter-
rorism (as defined in section 140(d)(2) of the 
Foreign Relations Authorization Act, Fiscal 
Years 1988 and 1989 (22 U.S.C. 2656f(d)(2)). 

‘‘(b) JURISDICTION.— 
‘‘(1) IN GENERAL.—There is jurisdiction 

over an offense under subsection (a) if— 
‘‘(A) an offender is a national of the United 

States (as defined in 101(a)(22) of the Immi-
gration and Nationality Act (8 U.S.C. 
1101(a)(22)), or an alien lawfully admitted for 
permanent residence in the United States (as 
defined in section 101(a)(20) of the Immigra-
tion and Nationality Act (8 U.S.C. 
1101(a)(20)); 

‘‘(B) an offender is a stateless person whose 
habitual residence is in the United States; 

‘‘(C) after the conduct required for the of-
fense occurs an offender is brought into or 
found in the United States, even if the con-
duct required for the offense occurs outside 
the United States; 

‘‘(D) the offense occurs in whole or in part 
within the United States; 

‘‘(E) the offense occurs in or affects inter-
state or foreign commerce; and 

‘‘(F) an offender aids or abets any person 
over whom jurisdiction exists under this 
paragraph in committing an offense under 
subsection (a), or conspires with any person 
over whom jurisdiction exists under this 
paragraph to commit an offense under sub-
section (a). 

‘‘(2) EXTRATERRITORIAL JURISDICTION.— 
There is extraterritorial Federal jurisdiction 
over an offense under this section. 

‘‘(c) DEFINITIONS.—In this section: 
‘‘(1) MILITARY-TYPE TRAINING.—The term 

‘military-type training’ means training in 
means or methods that can cause death or 
serious bodily injury, destroy or damage 
property, or disrupt services to critical infra-
structure, or training on the use, storage, 
production, or assembly of any explosive, 
firearm or other weapon, including any 
weapon of mass destruction (as defined in 
section 2232a(c)(2)). 

‘‘(2) SERIOUS BODILY INJURY.—The term ‘se-
rious bodily injury’ has the meaning given 
that term in section 1365(h)(3). 

‘‘(3) CRITICAL INFRASTRUCTURE.—The term 
‘critical infrastructure’ means systems and 
assets vital to national defense, national se-
curity, economic security, public health, or 
safety, including both regional and national 
infrastructure. Critical infrastructure may 
be publicly or privately owned. Examples of 
critical infrastructure include gas and oil 
production, storage, or delivery systems, 
water supply systems, telecommunications 
networks, electrical power generation or de-
livery systems, financing and banking sys-
tems, emergency services (including medical, 
police, fire, and rescue services), and trans-
portation systems and services (including 
highways, mass transit, airlines, and air-
ports). 

‘‘(4) FOREIGN TERRORIST ORGANIZATION.— 
The term ‘foreign terrorist organization’ 
means an organization designated as a ter-
rorist organization under section 219 (a)(1) of 
the Immigration and Nationality Act (8 
U.S.C. 1189(a)(1)).’’. 

(2) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 113B 
of title 18, United States Code, is amended by 
adding at the end the following: 

‘‘2339F. Receiving military-type training 
from a foreign terrorist organi-
zation.’’. 

(b) INADMISSIBILITY OF ALIENS WHO HAVE 
RECEIVED MILITARY-TYPE TRAINING FROM 
TERRORIST ORGANIZATIONS.—Section 

212(a)(3)(B)(i) of the Immigration and Na-
tionality Act (8 U.S.C. 1182(a)(3)(B)(i)) is 
amended— 

(1) by striking ‘‘is inadmissable. An alien 
who is an officer, official, representative, or 
spokesman of the Palestine Liberation Orga-
nization is considered, for purposes of this 
chapter, to be engaged in a terrorist activ-
ity.’’; and 

(2) by inserting after subclause (VII) the 
following: 

‘‘(VIII) has received military-type training 
(as defined in section 2339D(c)(1) of title 18, 
United States Code) from or on behalf of any 
organization that, at the time the training 
was received, was a terrorist organization 
under section 212(a)(3)(B)(vi), 
is inadmissible. An alien who is an officer, 
official, representative, or spokesman of the 
Palestine Liberation Organization is consid-
ered, for purposes of this chapter, to be en-
gaged in a terrorist activity.’’. 

(c) INADMISSIBILITY OF REPRESENTATIVES 
AND MEMBERS OF TERRORIST ORGANIZA-
TIONS.—Section 212(a)(3)(B)(i) of the Immi-
gration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(i)) is amended— 

(1) in subclause (IV), by striking item (aa) 
and inserting the following: 

‘‘(aa) a terrorist organization as defined 
under section 212(a)(3)(B)(vi), or’’; and 

(2) by striking subclause (V) and inserting 
the following: 

‘‘(V) is a member of— 
‘‘(aa) a terrorist organization as defined 

under section 212(a)(3)(B)(vi); or 
‘‘(bb) an organization which the alien 

knows or should have known is a terrorist 
organization,’’. 

(d) DEPORTATION OF ALIENS WHO HAVE RE-
CEIVED MILITARY-TYPE TRAINING FROM TER-
RORIST ORGANIZATIONS.—Section 237(a)(4) of 
the Immigration and Nationality Act (8 
U.S.C. 1227(a)(4)) is amended by adding at the 
end the following: 

‘‘(E) RECIPIENT OF MILITARY-TYPE TRAIN-
ING.—Any alien who has received military- 
type training (as defined in section 
2339D(c)(1) of title 18, United States Code) 
from or on behalf of any organization that, 
at the time the training was received, was a 
terrorist organization under section 
212(a)(3)(B)(vi), is deportable.’’. 

(e) RETROACTIVE APPLICATION.—The 
amendments made by subsections (b), (c), 
and (d) shall apply to the receipt of military 
training occuring before, on, or after the 
date of enactment of this Act. 

SA 3821. Mr. HARKIN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 158, line 9, strike the period and 
insert ‘‘, including information regarding 
privacy and civil liberties violations, which 
are made by departments, agencies, or ele-
ments of the executive branch, of regula-
tions, policies, or guidelines concerning in-
formation sharing and information collec-
tion; and’’. 

On page 158, between lines 9 and 10 insert 
the following: 

(C) the minority views on any findings, 
conclusions, and recommendations of the 
Board resulting from its advice and over-
sight functions under subsection (d). 

On page 160, line 6, insert ‘‘and the Na-
tional Intelligence Director and committees 
of Congress described under subsection 
(e)(1)(B)(i)(I),’’ after ‘‘concerned’’. 

SA 3822. Mr. HARKIN submitted an 
amendment intended to be proposed by 

him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 154, lines 12 and 13, strike ‘‘, regu-
lations,’’ and insert ‘‘and approve regula-
tions’’. 

On page 154, strike line 16 and insert ‘‘and 
information collection guidelines under sec-
tion 206;’’. 

On page 154, line 21, strike ‘‘205(g)’’ and in-
sert ‘‘206’’. 

On page 156, line 4, strike ‘‘205(g)’’ and in-
sert ‘‘206’’. 

On page 156, line 6, strike ‘‘and’’ after the 
semicolon. 

On page 156, between lines 6 and 7, insert 
the following: 

(C) the practices of the departments, agen-
cies, and elements of the executive branch in 
acquiring access to the information stored 
and used by non-governmental entities; and 

On page 156, line 7, strike ‘‘(C)’’ and insert 
‘‘(D)’’. 

SA 3823. Ms. COLLINS (for Mr. 
VOINOVICH) proposed an amendment to 
the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place insert the fol-
lowing: 

SEC. ll. FINANCIAL DISCLOSURE AND 
RECORDS. 

(a) STUDY.—Not later than 180 days after 
the date of enactment of this Act, the Office 
of Government Ethics shall submit to Con-
gress a report— 

(1) evaluating the financial disclosure 
process for employees of the executive 
branch of Government; and 

(2) making recommendations for improving 
that process. 

(b) TRANSMITTAL OF RECORD RELATING TO 
PRESIDENTIALLY APPOINTED POSITIONS TO 
PRESIDENTIAL CANDIDATES.— 

(1) DEFINITION.—In this section, the term 
‘‘major party’’ has the meaning given that 
term under section 9002(6) of the Internal 
Revenue Code of 1986. 

(2) TRANSMITTAL.— 
(A) IN GENERAL.—Not later than 15 days 

after the date on which a major party nomi-
nates a candidate for President, the Office of 
Personnel Management shall transmit an 
electronic record to that candidate on Presi-
dentially appointed positions. 

(B) OTHER CANDIDATES.—After making 
transmittals under subparagraph (A), the Of-
fice of Personnel Management may transmit 
an electronic record on Presidentially ap-
pointed positions to any other candidate for 
President. 

(3) CONTENT.—The record transmitted 
under this subsection shall provide— 

(A) all positions which are appointed by 
the President, including the title and de-
scription of the duties of each position; 

(B) the name of each person holding a posi-
tion described under subparagraph (A); 

(C) any vacancy in the positions described 
under subparagraph (A), and the period of 
time any such position has been vacant; 

(D) the date on which an appointment 
made after the applicable Presidential elec-
tion for any position described under sub-
paragraph (A) is necessary to ensure effec-
tive operation of the Government; and 

(E) any other information that the Office 
of Personnel Management determines is use-
ful in making appointments. 

(c) REDUCTION OF POSITIONS REQUIRING AP-
POINTMENT WITH SENATE CONFIRMATION.— 
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(1) DEFINITION.—In this subsection, the 

term ‘‘agency’’ means an Executive agency 
as defined under section 105 of title 5, United 
States Code. 

(2) REDUCTION PLAN.— 
(A) IN GENERAL.—Not later than 180 days 

after the date of enactment of this Act, the 
head of each agency shall submit a Presi-
dential appointment reduction plan to— 

(i) the President; 
(ii) the Committee on Governmental Af-

fairs of the Senate; and 
(iii) the Committee on Government Reform 

of the House of Representatives. 
(B) CONTENT.—The plan under this para-

graph shall provide for the reduction of— 
(i) the number of positions within that 

agency that require an appointment by the 
President, by and with the advice and con-
sent of the Senate; and 

(ii) the number of levels of such positions 
within that agency. 

(d) OFFICE OF GOVERNMENT ETHICS REVIEW 
OF CONFLICT OF INTEREST LAW.— 

(1) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Director of the Office of Government Ethics, 
in consultation with the Attorney General of 
the United States, shall conduct a com-
prehensive review of conflict of interest laws 
relating to Federal employment and submit 
a report to— 

(A) the President; 
(B) the Committee on Governmental Af-

fairs of the Senate; 
(C) the Committee on the Judiciary of the 

Senate; 
(D) the Committee on Government Reform 

of the House of Representatives; and 
(E) the Committee on the Judiciary of the 

House of Representatives. 
(2) CONTENT.—The report under this sub-

section shall— 
(A) examine all Federal criminal conflict 

of interest laws relating to Federal employ-
ment, including the relevant provisions of 
chapter 11 of title 18, United States Code; 
and 

(B) related civil conflict of interest laws, 
including regulations promulgated under 
section 402 of the Ethics in Government Act 
of 1978 (5 U.S.C. App.). 

SA 3824. Mr. BIDEN (for himself and 
Mr. SPECTER, and Mr. KYL) submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing new title: 

TITLE ll—REDUCING CRIME AND 
TERRORISM AT AMERICA’S SEAPORTS 

SEC. ll01. SHORT TITLE. 

This title may be cited as the ‘‘Reducing 
Crime and Terrorism at America’s Seaports 
Act of 2004’’. 
SEC. ll02. ENTRY BY FALSE PRETENSES TO ANY 

SEAPORT. 
(a) IN GENERAL.—Section 1036 of title 18, 

United States Code, is amended— 
(1) in subsection (a)— 
(A) in paragraph (2), by striking ‘‘or’’ at 

the end; 
(B) by redesignating paragraph (3) as para-

graph (4); and 
(C) by inserting after paragraph (2) the fol-

lowing: 
‘‘(3) any secure or restricted area (as that 

term is defined under section 2285(c)) of any 
seaport; or’’; 

(2) in subsection (b)(1), by striking ‘‘5’’ and 
inserting ‘‘10’’; 

(3) in subsection (c)(1), by inserting ‘‘, cap-
tain of the seaport,’’ after ‘‘airport author-
ity’’; and 

(4) in the section heading, by inserting ‘‘or 
seaport’’ after ‘‘airport’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 47 of 
title 18, United States Code, is amended by 
striking the matter relating to section 1036 
and inserting the following: 
‘‘1036. Entry by false pretenses to any real 

property, vessel, or aircraft of 
the United States or secure 
area of any airport or seaport.’’. 

(c) DEFINITION OF SEAPORT.—Chapter 1 of 
title 18, United States Code, is amended by 
adding at the end the following: 
‘‘§ 25. Definition of seaport 

‘‘As used in this title, the term ‘seaport’ 
means all piers, wharves, docks, and similar 
structures to which a vessel may be secured, 
areas of land, water, or land and water under 
and in immediate proximity to such struc-
tures, buildings on or contiguous to such 
structures, and the equipment and materials 
on such structures or in such buildings.’’. 

(d) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 1 of 
title 18 is amended by inserting after the 
matter relating to section 24 the following: 
‘‘25. Definition of seaport.’’. 
SEC. ll03. CRIMINAL SANCTIONS FOR FAILURE 

TO HEAVE TO, OBSTRUCTION OF 
BOARDING, OR PROVIDING FALSE 
INFORMATION. 

(a) OFFENSE.—Chapter 109 of title 18, 
United States Code, is amended by adding at 
the end the following: 
‘‘§ 2237. Criminal sanctions for failure to 

heave to, obstruction of boarding, or pro-
viding false information 
‘‘(a)(1) It shall be unlawful for the master, 

operator, or person in charge of a vessel of 
the United States, or a vessel subject to the 
jurisdiction of the United States, to know-
ingly fail to obey an order by an authorized 
Federal law enforcement officer to heave to 
that vessel. 

‘‘(2) It shall be unlawful for any person on 
board a vessel of the United States, or a ves-
sel subject to the jurisdiction of the United 
States, to— 

‘‘(A) forcibly resist, oppose, prevent, im-
pede, intimidate, or interfere with a board-
ing or other law enforcement action author-
ized by any Federal law, or to resist a lawful 
arrest; or 

‘‘(B) provide information to a Federal law 
enforcement officer during a boarding of a 
vessel regarding the vessel’s destination, ori-
gin, ownership, registration, nationality, 
cargo, or crew, which that person knows is 
false. 

‘‘(b) This section does not limit the author-
ity of a customs officer under section 581 of 
the Tariff Act of 1930 (19 U.S.C. 1581), or any 
other provision of law enforced or adminis-
tered by the Secretary of the Treasury or the 
Undersecretary for Border and Transpor-
tation Security of the Department of Home-
land Security, or the authority of any Fed-
eral law enforcement officer under any law 
of the United States, to order a vessel to 
stop or heave to. 

‘‘(c) A foreign nation may consent or waive 
objection to the enforcement of United 
States law by the United States under this 
section by radio, telephone, or similar oral 
or electronic means. Consent or waiver may 
be proven by certification of the Secretary of 
State or the designee of the Secretary of 
State. 

‘‘(d) In this section— 
‘‘(1) the term ‘Federal law enforcement of-

ficer’ has the meaning given the term in sec-
tion 115(c); 

‘‘(2) the term ‘heave to’ means to cause a 
vessel to slow, come to a stop, or adjust its 
course or speed to account for the weather 
conditions and sea state to facilitate a law 
enforcement boarding; 

‘‘(3) the term ‘vessel subject to the juris-
diction of the United States’ has the mean-
ing given the term in section 2(c) of the Mar-
itime Drug Law Enforcement Act (46 App. 
U.S.C. 1903(b)); and 

‘‘(4) the term ‘vessel of the United States’ 
has the meaning given the term in section 
2(c) of the Maritime Drug Law Enforcement 
Act (46 App. U.S.C. 1903(b)). 

‘‘(e) Any person who intentionally violates 
the provisions of this section shall be fined 
under this title, imprisoned for not more 
than 5 years, or both.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 109, 
title 18, United States Code, is amended by 
inserting after the item for section 2236 the 
following: 

‘‘2237. Criminal sanctions for failure to heave 
to, obstruction of boarding, or 
providing false information.’’. 

SEC. ll04. USE OF A DANGEROUS WEAPON OR 
EXPLOSIVE ON A PASSENGER VES-
SEL. 

Section 1993 of title 18, United States Code, 
is amended— 

(1) in subsection (a)— 
(A) in paragraph (1), by inserting ‘‘, pas-

senger vessel,’’ after ‘‘transportation vehi-
cle’’; 

(B) in paragraphs (2)— 
(i) by inserting ‘‘, passenger vessel,’’ after 

‘‘transportation vehicle’’; and 
(ii) by inserting ‘‘or owner of the passenger 

vessel’’ after ‘‘transportation provider’’ each 
place that term appears; 

(C) in paragraph (3)— 
(i) by inserting ‘‘, passenger vessel,’’ after 

‘‘transportation vehicle’’ each place that 
term appears; and 

(ii) by inserting ‘‘or owner of the passenger 
vessel’’ after ‘‘transportation provider’’ each 
place that term appears; 

(D) in paragraph (5)— 
(i) by inserting ‘‘, passenger vessel,’’ after 

‘‘transportation vehicle’’; and 
(ii) by inserting ‘‘or owner of the passenger 

vessel’’ after ‘‘transportation provider’’; and 
(E) in paragraph (6), by inserting ‘‘or owner 

of a passenger vessel’’ after ‘‘transportation 
provider’’ each place that term appears; 

(2) in subsection (b)(1), by inserting ‘‘, pas-
senger vessel,’’ after ‘‘transportation vehi-
cle’’; and 

(3) in subsection (c)— 
(A) by redesignating paragraphs (6) 

through (8) as paragraphs (7) through (9) re-
spectively; and 

(B) by inserting after paragraph (5) the fol-
lowing: 

‘‘(6) the term ‘passenger vessel’ has the 
meaning given that term in section 2101(22) 
of title 46, United States Code, and includes 
a small passenger vessel, as that term is de-
fined under section 2101(35) of that title.’’. 
SEC. ll05. CRIMINAL SANCTIONS FOR VIO-

LENCE AGAINST MARITIME NAVIGA-
TION, PLACEMENT OF DESTRUCTIVE 
DEVICES, AND MALICIOUS DUMPING. 

(a) VIOLENCE AGAINST MARITIME NAVIGA-
TION.—Section 2280(a) of title 18, United 
States Code, is amended— 

(1) in paragraph (1)— 
(A) in subparagraph (H), by striking ‘‘(G)’’ 

and inserting ‘‘(H)’’; 
(B) by redesignating subparagraphs (F), 

(G), and (H) as subparagraphs (G), (H), and 
(I), respectively; and 

(C) by inserting after subparagraph (E) the 
following: 

‘‘(F) destroys, seriously damages, alters, 
moves, or tampers with any aid to maritime 
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navigation maintained by the Saint Law-
rence Seaway Development Corporation 
under the authority of section 4 of the Act of 
May 13, 1954 (33 U.S.C. 984), by the Coast 
Guard pursuant to section 81 of title 14, 
United States Code, or lawfully maintained 
under authority granted by the Coast Guard 
pursuant to section 83 of title 14, United 
States Code, if such act endangers or is like-
ly to endanger the safe navigation of a 
ship;’’; and 

(2) in paragraph (2) by striking ‘‘(C) or (E)’’ 
and inserting ‘‘(C), (E), or (F)’’. 

(b) PLACEMENT OF DESTRUCTIVE DEVICES.— 
(1) IN GENERAL.—Chapter 111 of title 18, 

United States Code, is amended by adding 
after section 2280 the following: 
‘‘§ 2280A. Devices or substances in waters of 

the United States likely to destroy or dam-
age ships or to interfere with maritime 
commerce 
‘‘(a) A person who knowingly places, or 

causes to be placed, in navigable waters of 
the United States, by any means, a device or 
substance which is likely to destroy or cause 
damage to a vessel or its cargo, or cause in-
terference with the safe navigation of ves-
sels, or interference with maritime com-
merce, such as by damaging or destroying 
marine terminals, facilities, and any other 
marine structure or entity used in maritime 
commerce, with the intent of causing such 
destruction or damage, or interference with 
the safe navigation of vessels or with mari-
time commerce, shall be fined under this 
title, imprisoned for any term of years or for 
life, or both; and if the death of any person 
results from conduct prohibited under this 
subsection, may be punished by death. 

‘‘(b) Nothing in this section shall be con-
strued to apply to otherwise lawfully author-
ized and conducted activities of the United 
States Government.’’. 

(2) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 111 
of title 18, United States Code, is amended by 
adding after the item related to section 2280 
the following: 
‘‘2280A. Devices or substances in waters of 

the United States likely to de-
stroy or damage ships or to 
interfere with maritime com-
merce.’’. 

(c) MALICIOUS DUMPING.— 
(1) IN GENERAL.—Chapter 111 of title 18, 

United States Code, is amended by adding at 
the end the following: 
‘‘§ 2282. Knowing discharge or release 

‘‘(a) ENDANGERMENT OF HUMAN LIFE.—Any 
person who knowingly discharges or releases 
oil, a hazardous material, a noxious liquid 
substance, or any other dangerous substance 
into the navigable waters of the United 
States or the adjoining shoreline with the in-
tent to endanger human life, health, or wel-
fare shall be fined under this title and im-
prisoned for any term of years or for life. 

‘‘(b) ENDANGERMENT OF MARINE ENVIRON-
MENT.—Any person who knowingly dis-
charges or releases oil, a hazardous material, 
a noxious liquid substance, or any other dan-
gerous substance into the navigable waters 
of the United States or the adjacent shore-
line with the intent to endanger the marine 
environment shall be fined under this title, 
imprisoned not more than 30 years, or both. 

‘‘(c) DEFINITIONS.—In this section: 
‘‘(1) DISCHARGE.—The term ‘discharge’ 

means any spilling, leaking, pumping, pour-
ing, emitting, emptying, or dumping. 

‘‘(2) HAZARDOUS MATERIAL.—The term ‘haz-
ardous material’ has the meaning given the 
term in section 2101(14) of title 46, United 
States Code. 

‘‘(3) MARINE ENVIRONMENT.—The term ‘ma-
rine environment’ has the meaning given the 

term in section 2101(15) of title 46, United 
States Code. 

‘‘(4) NAVIGABLE WATERS.—The term ‘navi-
gable waters’ has the meaning given the 
term in section 1362(7) of title 33, and also in-
cludes the territorial sea of the United 
States as described in Presidential Procla-
mation 5928 of December 27, 1988. 

‘‘(5) NOXIOUS LIQUID SUBSTANCE.—The term 
‘noxious liquid substance’ has the meaning 
given the term in the MARPOL Protocol de-
fined in section 2(1) of the Act to Prevent 
Pollution from Ships (33 U.S.C. 1901(a)(3)).’’. 

(2) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 111 
of title 18, United States Code, is amended by 
adding at the end the following: 
‘‘2282. Knowing discharge or release.’’. 
SEC. ll06. TRANSPORTATION OF DANGEROUS 

MATERIALS AND TERRORISTS. 
(a) TRANSPORTATION OF DANGEROUS MATE-

RIALS AND TERRORISTS.—Chapter 111 of title 
18, as amended by this title, is amended by 
adding at the end the following: 
‘‘§ 2283. Transportation of explosive, biologi-

cal, chemical, or radioactive or nuclear ma-
terials 
‘‘(a) IN GENERAL.—Any person who know-

ingly and willfully transports aboard any 
vessel within the United States, on the high 
seas, or having United States nationality, an 
explosive or incendiary device, biological 
agent, chemical weapon, or radioactive or 
nuclear material, knowing that any such 
item is intended to be used to commit an of-
fense listed under section 2332b(g)(5)(B), shall 
be fined under this title, imprisoned for any 
term of years or for life, or both; and if the 
death of any person results from conduct 
prohibited by this subsection, may be pun-
ished by death. 

‘‘(b) DEFINITIONS.—In this section: 
‘‘(1) BIOLOGICAL AGENT.—The term ‘biologi-

cal agent’ means any biological agent, toxin, 
or vector (as those terms are defined in sec-
tion 178). 

‘‘(2) BY-PRODUCT MATERIAL.—The term ‘by- 
product material’ has the meaning given 
that term in section 11(e) of the Atomic En-
ergy Act of 1954 (42 U.S.C. 2014(e)). 

‘‘(3) CHEMICAL WEAPON.—The term ‘chem-
ical weapon’ has the meaning given that 
term in section 229F. 

‘‘(4) EXPLOSIVE OR INCENDIARY DEVICE.—The 
term ‘explosive or incendiary device’ has the 
meaning given the term in section 232(5). 

‘‘(5) NUCLEAR MATERIAL.—The term ‘nu-
clear material’ has the meaning given that 
term in section 831(f)(1). 

‘‘(6) RADIOACTIVE MATERIAL.—The term ‘ra-
dioactive material’ means— 

‘‘(A) source material and special nuclear 
material, but does not include natural or de-
pleted uranium; 

‘‘(B) nuclear by-product material; 
‘‘(C) material made radioactive by bom-

bardment in an accelerator; or 
‘‘(D) all refined isotopes of radium. 
‘‘(7) SOURCE MATERIAL.—The term ‘source 

material’ has the meaning given that term 
in section 11(z) of the Atomic Energy Act of 
1954 (42 U.S.C. 2014(z)). 

‘‘(8) SPECIAL NUCLEAR MATERIAL.—The term 
‘special nuclear material’ has the meaning 
given that term in section 11(aa) of the 
Atomic Energy Act of 1954 (42 U.S.C. 
2014(aa)). 
‘‘§ 2284. Transportation of terrorists 

‘‘(a) IN GENERAL.—Any person who know-
ingly and willfully transports any terrorist 
aboard any vessel within the United States, 
on the high seas, or having United States na-
tionality, knowing that the transported per-
son is a terrorist, shall be fined under this 
title, imprisoned for any term of years or for 
life, or both. 

‘‘(b) DEFINED TERM.—In this section, the 
term ‘terrorist’ means any person who in-
tends to commit, or is avoiding apprehension 
after having committed, an offense listed 
under section 2332b(g)(5)(B).’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 111 
of title 18, United States Code, as amended 
by this title, is amended by adding at the 
end the following: 
‘‘2283. Transportation of explosive, chemical, 

biological, or radioactive or nu-
clear materials. 

‘‘2284. Transportation of terrorists.’’. 
SEC. ll07. DESTRUCTION OR INTERFERENCE 

WITH VESSELS OR MARITIME FA-
CILITIES. 

(a) IN GENERAL.—Title 18, United States 
Code, is amended by inserting after chapter 
111 the following: 
‘‘CHAPTER 111A—DESTRUCTION OF, OR 

INTERFERENCE WITH, VESSELS OR 
MARITIME FACILITIES 

‘‘Sec. 
‘‘2290. Jurisdiction and scope. 
‘‘2291. Destruction of vessel or maritime fa-

cility. 
‘‘2292. Imparting or conveying false informa-

tion. 
‘‘2293. Bar to prosecution. 
‘‘§2290. Jurisdiction and scope 

‘‘(a) JURISDICTION.—There is jurisdiction 
over an offense under this chapter if the pro-
hibited activity takes place— 

‘‘(1) within the United States or within wa-
ters subject to the jurisdiction of the United 
States; or 

‘‘(2) outside United States and— 
‘‘(A) an offender or a victim is a national 

of the United States (as that term is defined 
under section 101(a)(22) of the Immigration 
and Nationality Act (8 U.S.C. 1101(a)(22)); 

‘‘(B) the activity involves a vessel in which 
a national of the United States was on board; 
or 

‘‘(C) the activity involves a vessel of the 
United States (as that term is defined under 
section 2(c) of the Maritime Drug Law En-
forcement Act (42 App. U.S.C. 1903(c)). 

‘‘(b) SCOPE.—Nothing in this chapter shall 
apply to otherwise lawful activities carried 
out by or at the direction of the United 
States Government. 
‘‘§ 2291. Destruction of vessel or maritime fa-

cility 
‘‘(a) OFFENSE.—Whoever willfully— 
‘‘(1) sets fire to, damages, destroys, dis-

ables, or wrecks any vessel; 
‘‘(2) places or causes to be placed a destruc-

tive device, as defined in section 921(a)(4), or 
destructive substance, as defined in section 
13, in, upon, or in proximity to, or otherwise 
makes or causes to be made unworkable or 
unusable or hazardous to work or use, any 
vessel, or any part or other materials used or 
intended to be used in connection with the 
operation of a vessel; 

‘‘(3) sets fire to, damages, destroys, or dis-
ables or places a destructive device or sub-
stance in, upon, or in proximity to, any mar-
itime facility, including but not limited to, 
any aid to navigation, lock, canal, or vessel 
traffic service facility or equipment, or 
interferes by force or violence with the oper-
ation of such facility, if such action is likely 
to endanger the safety of any vessel in navi-
gation; 

‘‘(4) sets fire to, damages, destroys, or dis-
ables or places a destructive device or sub-
stance in, upon, or in proximity to, any ap-
pliance, structure, property, machine, or ap-
paratus, or any facility or other material 
used, or intended to be used, in connection 
with the operation, maintenance, loading, 
unloading, or storage of any vessel or any 
passenger or cargo carried or intended to be 
carried on any vessel; 
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‘‘(5) performs an act of violence against or 

incapacitates any individual on any vessel, if 
such act of violence or incapacitation is like-
ly to endanger the safety of the vessel or 
those on board; 

‘‘(6) performs an act of violence against a 
person that causes or is likely to cause seri-
ous bodily injury, as defined in section 1365, 
in, upon, or in proximity to, any appliance, 
structure, property, machine, or apparatus, 
or any facility or other material used, or in-
tended to be used, in connection with the op-
eration, maintenance, loading, unloading, or 
storage of any vessel or any passenger or 
cargo carried or intended to be carried on 
any vessel; 

‘‘(7) communicates information, knowing 
the information to be false and under cir-
cumstances in which such information may 
reasonably be believed, thereby endangering 
the safety of any vessel in navigation; or 

‘‘(8) attempts or conspires to do anything 
prohibited under paragraphs (1) through (7): 
shall be fined under this title or imprisoned 
not more than 20 years, or both. 

‘‘(b) LIMITATION.—Subsection (a) shall not 
apply to any person that is engaging in oth-
erwise lawful activity, such as normal repair 
and salvage activities, and the lawful trans-
portation of hazardous materials. 

‘‘(c) PENALTY.—Whoever is fined or impris-
oned under subsection (a) as a result of an 
act involving a vessel that, at the time of 
the violation, carried high-level radioactive 
waste (as that term is defined in section 2(12) 
of the Nuclear Waste Policy Act of 1982 (42 
U.S.C. 10101(12)) or spent nuclear fuel (as 
that term is defined in section 2(23) of the 
Nuclear Waste Policy Act of 1982 (42 U.S.C. 
10101(23)), shall be fined under title 18, im-
prisoned for a term up to life, or both. 

‘‘(d) PENALTY WHEN DEATH RESULTS.—Who-
ever is convicted of any crime prohibited by 
subsection (a), which has resulted in the 
death of any person, shall be subject also to 
the death penalty or to imprisonment for 
life. 

‘‘(e) THREATS.—Whoever willfully imparts 
or conveys any threat to do an act which 
would violate this chapter, with an apparent 
determination and will to carry the threat 
into execution, shall be fined under this 
title, imprisoned not more than 5 years, or 
both, and is liable for all costs incurred as a 
result of such threat. 
‘‘§ 2292. Imparting or conveying false infor-

mation 
‘‘(a) IN GENERAL.—Whoever imparts or con-

veys or causes to be imparted or conveyed 
false information, knowing the information 
to be false, concerning an attempt or alleged 
attempt being made or to be made, to do any 
act which would be a crime prohibited by 
this chapter or by chapter 111 of this title, 
shall be subject to a civil penalty of not 
more than $5,000, which shall be recoverable 
in a civil action brought in the name of the 
United States. 

‘‘(b) MALICIOUS CONDUCT.—Whoever will-
fully and maliciously, or with reckless dis-
regard for the safety of human life, imparts 
or conveys or causes to be imparted or con-
veyed false information, knowing the infor-
mation to be false, concerning an attempt or 
alleged attempt to do any act which would 
be a crime prohibited by this chapter or by 
chapter 111 of this title, shall be fined under 
this title, imprisoned not more than 5 years, 
or both. 

‘‘(c) JURISDICTION.— 
‘‘(1) IN GENERAL.—Except as provided under 

paragraph (2), section 2290(a) shall not apply 
to any offense under this section. 

‘‘(2) JURISDICTION.—Jurisdiction over an of-
fense under this section shall be determined 
in accordance with the provisions applicable 
to the crime prohibited by this chapter, or 

by chapter 2, 97, or 111 of this title, to which 
the imparted or conveyed false information 
relates, as applicable. 
‘‘§ 2293. Bar to prosecution 

‘‘(a) IN GENERAL.—It is a bar to prosecution 
under this chapter if— 

‘‘(1) the conduct in question occurred with-
in the United States in relation to a labor 
dispute, and such conduct is prohibited as a 
felony under the law of the State in which it 
was committed; or 

‘‘(2) such conduct is prohibited as a mis-
demeanor under the law of the State in 
which it was committed. 

‘‘(b) DEFINITIONS.—In this section: 
‘‘(1) LABOR DISPUTE.—The term ‘‘labor dis-

pute’’ has the same meaning given that term 
in section 113(c) of the Norris-LaGuardia Act 
(29 U.S.C. 113(c)). 

‘‘(2) STATE.—The term ‘‘State’’ means a 
State of the United States, the District of 
Columbia, and any commonwealth, territory, 
or possession of the United States.’’. 

(c) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of chapters at the begin-
ning of title 18, United States Code, is 
amended by inserting after the item for 
chapter 111 the following: 
‘‘111A. Destruction of, or interference 

with, vessels or maritime facili-
ties ............................................... 2290’’. 

SEC. ll08. THEFT OF INTERSTATE OR FOREIGN 
SHIPMENTS OR VESSELS. 

(a) THEFT OF INTERSTATE OR FOREIGN SHIP-
MENTS.—Section 659 of title 18, United States 
Code, is amended— 

(1) in the first undesignated paragraph— 
(A) by inserting ‘‘trailer,’’ after 

‘‘motortruck,’’; 
(B) by inserting ‘‘air cargo container,’’ 

after ‘‘aircraft,’’; and 
(C) by inserting ‘‘, or from any intermodal 

container, trailer, container freight station, 
warehouse, or freight consolidation facil-
ity,’’ after ‘‘air navigation facility’’; 

(2) in the fifth undesignated paragraph, by 
striking ‘‘one year’’ and inserting ‘‘3 years’’; 
and 

(3) by inserting after the first sentence in 
the eighth undesignated paragraph the fol-
lowing: ‘‘For purposes of this section, goods 
and chattel shall be construed to be moving 
as an interstate or foreign shipment at all 
points between the point of origin and the 
final destination (as evidenced by the way-
bill or other shipping document of the ship-
ment), regardless of any temporary stop 
while awaiting transshipment or other-
wise.’’. 

(b) STOLEN VESSELS.— 
(1) IN GENERAL.—Section 2311 of title 18, 

United States Code, is amended by adding at 
the end the following: 

‘‘ ‘Vessel’ means any watercraft or other 
contrivance used or designed for transpor-
tation or navigation on, under, or imme-
diately above, water.’’. 

(2) TRANSPORTATION AND SALE OF STOLEN 
VESSELS.—Sections 2312 and 2313 of title 18, 
United States Code, are each amended by 
striking ‘‘motor vehicle or aircraft’’ each 
place that term appears and inserting 
‘‘motor vehicle, vessel, or aircraft’’. 

(c) REVIEW OF SENTENCING GUIDELINES.— 
Pursuant to section 994 of title 28, United 
States Code, the United States Sentencing 
Commission shall review the Federal Sen-
tencing Guidelines to determine whether 
sentencing enhancement is appropriate for 
any offense under section 659 or 2311 of title 
18, United States Code, as amended by this 
title. 

(d) ANNUAL REPORT OF LAW ENFORCEMENT 
ACTIVITIES.—The Attorney General shall an-
nually submit to Congress a report, which 
shall include an evaluation of law enforce-
ment activities relating to the investigation 

and prosecution of offenses under section 659 
of title 18, United States Code, as amended 
by this title. 

(e) REPORTING OF CARGO THEFT.—The At-
torney General shall take the steps nec-
essary to ensure that reports of cargo theft 
collected by Federal, State, and local offi-
cials are reflected as a separate category in 
the Uniform Crime Reporting System, or any 
successor system, by not later than Decem-
ber 31, 2005. 
SEC. ll09. INCREASED PENALTIES FOR NON-

COMPLIANCE WITH MANIFEST RE-
QUIREMENTS. 

(a) REPORTING, ENTRY, CLEARANCE RE-
QUIREMENTS.—Section 436(b) of the Tariff Act 
of 1930 (19 U.S.C. 1436(b)) is amended by— 

(1) striking ‘‘or aircraft pilot’’ and insert-
ing ‘‘, aircraft pilot, operator, owner of such 
vessel, vehicle or aircraft or any other re-
sponsible party (including non-vessel oper-
ating common carriers)’’; 

(2) striking ‘‘$5,000’’ and inserting 
‘‘$10,000’’; and 

(3) striking ‘‘$10,000’’ and inserting 
‘‘$25,000’’. 

(b) CRIMINAL PENALTY.—Section 436(c) of 
the Tariff Act of 1930 (19 U.S.C. 1436(c)) is 
amended by striking ‘‘$2,000’’ and inserting 
‘‘$10,000’’. 

(c) FALSITY OR LACK OF MANIFEST.—Sec-
tion 584(a)(1) of the Tariff Act of 1930 (19 
U.S.C. 1584(a)(1)) is amended by striking 
‘‘$1,000’’ in each place it occurs and inserting 
‘‘$10,000’’. 
SEC. ll10. STOWAWAYS ON VESSELS OR AIR-

CRAFT. 
Section 2199 of title 18, United States Code, 

is amended by striking ‘‘Shall be fined under 
this title or imprisoned not more than one 
year, or both.’’ and inserting the following: 

‘‘(1) shall be fined under this title, impris-
oned not more than 5 years, or both; 

‘‘(2) if the person commits an act pro-
scribed by this section, with the intent to 
commit serious bodily injury, and serious 
bodily injury occurs (as defined under sec-
tion 1365, including any conduct that, if the 
conduct occurred in the special maritime 
and territorial jurisdiction of the United 
States, would violate section 2241 or 2242) to 
any person other than a participant as a re-
sult of a violation of this section, shall be 
fined under this title, imprisoned not more 
than 20 years, or both; and 

‘‘(3) if an individual commits an act pro-
scribed by this section, with the intent to 
cause death, and if the death of any person 
other than a participant occurs as a result of 
a violation of this section, shall be fined 
under this title, imprisoned for any number 
of years or for life, or both.’’. 
SEC. ll11. BRIBERY AFFECTING PORT SECU-

RITY. 
(a) IN GENERAL.—Chapter 11 of title 18, 

United States Code, is amended by adding at 
the end the following: 
‘‘§ 226. Bribery affecting port security 

‘‘(a) IN GENERAL.—Whoever knowingly— 
‘‘(1) directly or indirectly, corruptly gives, 

offers, or promises anything of value to any 
public or private person, with intent— 

‘‘(A) to commit international or domestic 
terrorism (as that term is defined under sec-
tion 2331); 

‘‘(B) to influence any action or any person 
to commit or aid in committing, or collude 
in, or allow, any fraud, or make opportunity 
for the commission of any fraud affecting 
any secure or restricted area or seaport; or 

‘‘(C) to induce any official or person to do 
or omit to do any act in violation of the fidu-
ciary duty of such official or person which 
affects any secure or restricted area or sea-
port; or 

‘‘(2) directly or indirectly, corruptly de-
mands, seeks, receives, accepts, or agrees to 



CONGRESSIONAL RECORD — SENATE S10095 September 30, 2004 
receive or accept anything of value person-
ally or for any other person or entity in re-
turn for— 

‘‘(A) being influenced in the performance 
of any official act affecting any secure or re-
stricted area or seaport; and 

‘‘(B) knowing that such influence will be 
used to commit, or plan to commit, inter-
national or domestic terrorism 
‘‘shall be fined under this title, imprisoned 
not more than 15 years, or both. 

‘‘(b) DEFINITION.—In this section, the term 
‘secure or restricted area’ has the meaning 
given that term in section 2285(c).’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 11 of 
title 18, United States Code, is amended by 
adding at the end the following: 
‘‘226. Bribery affecting port security.’’. 

SA 3825. Mr. LEVIN (for himself and 
Mr. ALEXANDER) submitted an amend-
ment intended to be propsed by him to 
the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence-related activities of the United 
States Government, and for other pur-
poses; which was ordered to lie on the 
table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. PRIVATE SECURITY OFFICER EMPLOY-

MENT AUTHORIZATION ACT OF 2004. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘Private Security Officer Em-
ployment Authorization Act of 2004’’. 

(b) FINDINGS.—Congress finds that— 
(1) employment of private security officers 

in the United States is growing rapidly; 
(2) private security officers function as an 

adjunct to, but not a replacement for, public 
law enforcement by, among other things, 
helping to protect critical infrastructure, in-
cluding hospitals, manufacturing facilities, 
defense and aerospace contractors, nuclear 
power plants, chemical companies, oil and 
gas refineries, airports, communication fa-
cilities and operations, and others; 

(3) the 9-11 Commission Report says that 
‘‘Private sector preparedness is not a luxury; 
it is a cost of doing business in the post-9/11 
world. It is ignored at a tremendous poten-
tial cost in lives, money, and national secu-
rity’’ and endorsed adoption of the American 
National Standards Institute’s standard for 
private preparedness; 

(4) part of improving private sector pre-
paredness is mitigating the risks of terrorist 
attack on critical infrastructure by ensuring 
that private security officers who protect 
those facilities are properly screened to de-
termine their suitability; 

(5) the American public deserves the em-
ployment of qualified, well-trained private 
security personnel as an adjunct to sworn 
law enforcement officers; and 

(6) private security officers and applicants 
for private security officer positions should 
be thoroughly screened and trained. 

(c) DEFINITIONS.—In this section: 
(1) EMPLOYEE.—The term ‘‘employee’’ in-

cludes both a current employee and an appli-
cant for employment as a private security 
officer. 

(2) AUTHORIZED EMPLOYER.—The term ‘‘au-
thorized employer’’ means any person that— 

(A) employs private security officers; and 
(B) is authorized by regulations promul-

gated by the Attorney General to request a 
criminal history record information search 
of an employee through a State identifica-
tion bureau pursuant to this section. 

(3) PRIVATE SECURITY OFFICER.— The term 
‘‘private security officer’’— 

(A) means an individual other than an em-
ployee of a Federal, State, or local govern-

ment, whose primary duty is to perform se-
curity services, full- or part-time, for consid-
eration, whether armed or unarmed and in 
uniform or plain clothes (except for services 
excluded from coverage under this section if 
the Attorney General determines by regula-
tion that such exclusion would serve the 
public interest); but 

(B) does not include— 
(i) employees whose duties are primarily 

internal audit or credit functions; 
(ii) employees of electronic security sys-

tem companies acting as technicians or mon-
itors; or 

(iii) employees whose duties primarily in-
volve the secure movement of prisoners. 

(4) SECURITY SERVICES.—The term ‘‘secu-
rity services’’ means acts to protect people 
or property as defined by regulations pro-
mulgated by the Attorney General. 

(5) STATE IDENTIFICATION BUREAU.—The 
term ‘‘State identification bureau’’ means 
the State entity designated by the Attorney 
General for the submission and receipt of 
criminal history record information. 

(d) CRIMINAL HISTORY RECORD INFORMATION 
SEARCH.— 

(1) IN GENERAL.— 
(A) SUBMISSION OF FINGERPRINTS.—An au-

thorized employer may submit to the State 
identification bureau of a participating 
State, fingerprints or other means of posi-
tive identification, as determined by the At-
torney General, of an employee of such em-
ployer for purposes of a criminal history 
record information search pursuant to this 
section. 

(B) EMPLOYEE RIGHTS.— 
(i) PERMISSION.—An authorized employer 

shall obtain written consent from an em-
ployee to submit to the State identification 
bureau of a participating State the request 
to search the criminal history record infor-
mation of the employee under this section. 

(ii) ACCESS.—An authorized employer shall 
provide to the employee confidential access 
to any information relating to the employee 
received by the authorized employer pursu-
ant to this section. 

(C) PROVIDING INFORMATION TO THE STATE 
IDENTIFICATION BUREAU.—Upon receipt of a 
request for a criminal history record infor-
mation search from an authorized employer 
pursuant to this section, submitted through 
the State identification bureau of a partici-
pating State, the Attorney General shall— 

(i) search the appropriate records of the 
Criminal Justice Information Services Divi-
sion of the Federal Bureau of Investigation; 
and 

(ii) promptly provide any resulting identi-
fication and criminal history record infor-
mation to the submitting State identifica-
tion bureau requesting the information. 

(D) USE OF INFORMATION.— 
(i) IN GENERAL.—Upon receipt of the crimi-

nal history record information from the At-
torney General by the State identification 
bureau, the information shall be used only as 
provided in clause (ii). 

(ii) TERMS.—In the case of— 
(I) a participating State that has no State 

standards for qualification to be a private se-
curity officer, the State shall notify an au-
thorized employer as to the fact of whether 
an employee has been— 

(aa) convicted of a felony, an offense in-
volving dishonesty or a false statement if 
the conviction occurred during the previous 
10 years, or an offense involving the use or 
attempted use of physical force against the 
person of another if the conviction occurred 
during the previous 10 years; or 

(bb) charged with a criminal felony for 
which there has been no resolution during 
the preceding 365 days; or 

(II) a participating State that has State 
standards for qualification to be a private se-

curity officer, the State shall use the infor-
mation received pursuant to this section in 
applying the State standards and shall only 
notify the employer of the results of the ap-
plication of the State standards. 

(E) FREQUENCY OF REQUESTS.—An author-
ized employer may request a criminal his-
tory record information search for an em-
ployee only once every 12 months of contin-
uous employment by that employee unless 
the authorized employer has good cause to 
submit additional requests. 

(2) REGULATIONS.—Not later than 180 days 
after the date of enactment of this Act, the 
Attorney General shall issue such final or in-
terim final regulations as may be necessary 
to carry out this section, including— 

(A) measures relating to the security, con-
fidentiality, accuracy, use, submission, dis-
semination, destruction of information and 
audits, and recordkeeping; 

(B) standards for qualification as an au-
thorized employer; and 

(C) the imposition of reasonable fees nec-
essary for conducting the background 
checks. 

(3) CRIMINAL PENALTIES FOR USE OF INFOR-
MATION.—Whoever knowingly and inten-
tionally uses any information obtained pur-
suant to this section other than for the pur-
pose of determining the suitability of an in-
dividual for employment as a private secu-
rity officer shall be fined under title 18, 
United States Code, or imprisoned for not 
more than 2 years, or both. 

(4) USER FEES.— 
(A) IN GENERAL.—The Director of the Fed-

eral Bureau of Investigation may— 
(i) collect fees to process background 

checks provided for by this section; and 
(ii) establish such fees at a level to include 

an additional amount to defray expenses for 
the automation of fingerprint identification 
and criminal justice information services 
and associated costs. 

(B) LIMITATIONS.—Any fee collected under 
this subsection— 

(i) shall, consistent with Public Law 101– 
515 and Public Law 104–99, be credited to the 
appropriation to be used for salaries and 
other expenses incurred through providing 
the services described in such Public Laws 
and in subparagraph (A); 

(ii) shall be available for expenditure only 
to pay the costs of such activities and serv-
ices; and 

(iii) shall remain available until expended. 
(C) STATE COSTS.—Nothing in this section 

shall be construed as restricting the right of 
a State to assess a reasonable fee on an au-
thorized employer for the costs to the State 
of administering this section. 

(5) STATE OPT OUT.—A State may decline to 
participate in the background check system 
authorized by this section by enacting a law 
or issuing an order by the Governor (if con-
sistent with State law) providing that the 
State is declining to participate pursuant to 
this paragraph. 

SA 3826. Mr. STEVENS (for himself, 
Mr. WARNER, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 84, beginning on line 8, strike 
‘‘joint operations’’ and insert ‘‘strategic 
planning’’. 

SA 3827. Mr. STEVENS submitted an 
amendment intended to be proposed by 
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him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 130, strike line 20 and all that fol-
lows through page 153, line 2. 

SA 3828. Mr. STEVENS (for himself, 
Mr. INOUYE, and Mr. WARNER) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 7, line 12, strike ‘‘unless’’ and all 
that follows through line 15 and insert 
‘‘which the National Intelligence Director 
and the head of the department, agency, and 
element concerned agree to; but’’. 

On page 12, line 22, strike ‘‘consultation’’ 
and insert ‘‘coordination’’. 

On page 13, line 6, insert before the semi-
colon the following: ‘‘as agreed to in accord-
ance with section 2(6)(A)(iii)’’. 

On page 13, beginning on line 9, strike ‘‘the 
military intelligence’’ and all that follows 
through line 11 and insert ‘‘the Joint Mili-
tary Intelligence Program and the Tactical 
Intelligence and Related Activities pro-
grams;’’. 

On page 21, beginning on line 20, strike 
‘‘military intelligence’’ and all that follows 
through line 22 and insert ‘‘the Joint Mili-
tary Intelligence Program and the Tactical 
Intelligence and Related Activities pro-
grams;’’. 

On page 22, strike lines 1 and 2 and insert 
the following: 
heads of departments that contain elements 
of the intelligence community; and 

On page 22, line 3, insert ‘‘, in coordination 
with the heads of the departments con-
cerned,’’ after ‘‘overseeing’’. 

On page 23, line 13, insert before the period 
the following: ‘‘as agreed to in accordance 
with section 2(6)(A)(iii)’’. 

SA 3829. Mr. STEVENS (for himself, 
Mr. WARNER, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 212, strike lines 3 through 6, and 
insert the following: 

(a) IN GENERAL.—This Act and the amend-
ments made by this Act shall take effect one 
year after the date of the enactment of this 
Act, except that— 

(1) subsections (a) and (b) of section 102 (re-
lating to the establishment of the position of 
National Intelligence Director) shall take ef-
fect 90 days after the date of the enactment 
of this Act, and the President shall prescribe 
the duties of the position of National Intel-
ligence Director that are to apply before sub-
sections (d) and (e) of such section take ef-
fect; 

(2) section 143 (relating to the establish-
ment and operation of the National 
Counterterrorism Center) shall take effect 90 
days after the date of the enactment of this 
Act, and the National Counterterrorism Cen-
ter shall be operated without reference to its 
status under section 143(a) as an entity with-

in the National Intelligence Authority until 
the National Intelligence Authority is estab-
lished when section 101 takes effect; 

(3) section 331 and the amendments made 
by such section shall take effect 90 days 
after the date of the enactment of this Act; 
and 

(4) a provision of this Act shall take effect 
on any earlier date that the President speci-
fies for such provision in an exercise of the 
authority provided in subsection (b). 

SA 3830. Mr. STEVENS (for himself, 
Mr. WARNER, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 28, beginning on line 16, strike ‘‘of 
the National Intelligence Director’’. 

On page 43, beginning on line 1, strike ‘‘OF 
THE NATIONAL INTELLIGENCE DIREC-
TOR’’. 

On page 43, beginning on line 5, strike ‘‘of 
the National Intelligence Director’’ and in-
sert ‘‘for the National Intelligence Director 
and the Director of the Central Intelligence 
Agency’’. 

On page 43, beginning on line 17, strike ‘‘of 
the National Intelligence Director’’. 

On page 141, between lines 16 and 17, insert 
the following: 

(H) the Director of the Central Intelligence 
Agency or his designee; 

On page 141, line 16, strike ‘‘(H)’’ and insert 
‘‘(I)’’. 

On page 141, line 18, strike ‘‘(I)’’ and insert 
‘‘(J)’’. 

On page 141, line 21, strike ‘‘(J)’’ and insert 
‘‘(K)’’. 

On page 179, beginning on line 21, strike 
‘‘and coordination of’’ and all that follows 
through ‘‘elements of’’ beginning on line 23 
and insert ‘‘, and coordinate outside the 
United States, the collection of national in-
telligence through human sources by agen-
cies and organizations within’’. 

On page 194, beginning on line 23, strike 
‘‘of the National Intelligence Director’’. 

SA 3831. Mr. LAUTENBERG sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 59, line 14, strike ‘‘shall’’ and in-
sert ‘‘may’’. 

SA 3832. Mr. JEFFORDS submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. COMMUNICATIONS INTEROPER-

ABILITY. 
(a) DEFINITION.—As used in this section, 

the term ‘‘interoperability’’ means the abil-
ity of public safety service and support pro-
viders to talk with each other via voice and 
data on demand, in real time, when needed, 
and when authorized. 

(b) NATIONAL INTEROPERABILITY STAND-
ARDS.—Not later than 180 days after the date 
of enactment of this Act, the Secretary of 
Homeland Security, after consultation with 
appropriate representatives of Federal, 
State, and local government and first re-
sponders, shall adopt, by regulation, na-
tional interoperability goals and standards 
that— 

(1) set short-term, mid-term, and long- 
term means and minimum performance 
standards for Federal agencies, States, and 
local governments; 

(2) recognize— 
(A) the value, life cycle, and technical ca-

pabilities of existing communications infra-
structure; 

(B) the need for cross-border interoper-
ability between States and nations; 

(C) the unique needs of small, rural com-
munities; and 

(D) the interoperability needs for daily op-
erations and catastrophic events. 

(c) NATIONAL INTEROPERABILITY IMPLEMEN-
TATION PLAN.— 

(1) DEVELOPMENT.—Not later 180 days of 
the completion of the development of goals 
and standards under subsection (b), the Sec-
retary of Homeland Security shall develop 
an implementation plan that— 

(A) outlines the responsibilities of the De-
partment of Homeland Security; and 

(B) focuses on providing technical and fi-
nancial assistance to States and local gov-
ernments for interoperability planning and 
implementation. 

(2) EXECUTION.—The Secretary shall exe-
cute the plan developed under this sub-
section as soon as practicable. 

(3) REPORTS.— 
(A) INITIAL REPORT.—Upon the completion 

of the plan under subsection (c), the Sec-
retary shall submit a report that describes 
such plan to— 

(i) the Committee on Governmental Affairs 
of the Senate; 

(ii) the Committee on Environment and 
Public Works of the Senate; and 

(iii) the Select Committee on Homeland 
Security of the House of Representatives. 

(B) ANNUAL REPORT.—Not later than 1 year 
after the submission of the report under sub-
paragraph (A), and annually thereafter, the 
Secretary shall submit a report to the com-
mittees referred to in subparagraph (A) that 
describes the progress made in implementing 
the plan developed under this subsection. 

(d) INTERNATIONAL INTEROPERABILITY.—Not 
later than 1 year after the date of enactment 
of this Act, the President shall establish a 
mechanism for coordinating cross-border 
interoperability issues between— 

(1) the United States and Canada; and 
(2) the United States and Mexico. 
(e) AUTHORIZATION OF APPROPRIATIONS.— 

There are authorized to be appropriated for 
each of the fiscal years 2005 through 2009— 

(1) such sums as may be necessary to carry 
out subsection (b); 

(2) such sums as may be necessary to carry 
out subsection (c); and 

(3) such sums as may be necessary to carry 
out subsection (d). 

SA 3833. Mr. AKAKA submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place in the bill insert 
the following: 

SEC. . 
Reported by the Secretary of Defense on 

Implementation of Recommendations by the 
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Defense Science Board on Preventing and 
Defending Against Clandestine Nuclear At-
tack. 

(A) FINDINGS.—A report of the Defense 
Science Board Task Force on Preventing and 
Defending Against Clandestine Nuclear At-
tack of June 2004— 

(1) found that ‘‘little has actually been 
done against the threat of clandestine nu-
clear attack’’; 

(2) found that nuclear weapons ‘‘are 
spreading to places and regions where the 
prospects for effective control to prevent 
their loss and stem their continued spread 
are highly uncertain’’; and 

(3) called for the Department of Defense to 
lead an interagency task force to ‘‘develop a 
multi-element, layered, global, civil/military 
system of systems and capabilities that 
would greatly reduce the likelihood of a suc-
cessful clandestine nuclear attack.’’ 

(B) REPORT.—No later than 3 months fol-
lowing the date of enactment of this act, the 
Secretary of Defense shall submit a report to 
the Congress describing the steps it has 
taken to address the recommendations of the 
Defense Science Board Task force on Pre-
venting and Defending Against Clandestine 
Nuclear Attack. 

SA 3834. Mrs. BOXER submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. MANDATORY IMPRISONMENT FOR 

FRAUD IN CONNECTION WITH 
INTERNATIONAL TERRORISM. 

Section 1028(b)(4) of title 18, United States 
Code, is amended by striking ‘‘or imprison-
ment for not more than 25 years, or both,’’ 
and inserting ‘‘and imprisonment for not 
more than 25 years’’. 

SA 3835. Mrs. BOXER submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for othr purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. COMMUNICATION SYSTEM GRANTS. 

(a) IN GENERAL.—The Secretary of Home-
land Security may award grants, on a com-
petitive basis, to States, local governments, 
local law enforcement agencies, and local 
fire departments to— 

(1) improve communication systems to 
allow for real time, interoperable commu-
nication between State and local first re-
sponders; or 

(2) purchase communication systems that 
allow for real time, interoperable commu-
nication between State and local first re-
sponders. 

(b) APPLICATION.—Any State, local govern-
ment, local law enforcement agency, or local 
fire department desiring a grant under this 
section shall submit an application to the 
Secretary at such time, in such manner, and 
containing such information as the Sec-
retary may reasonably require. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated 
$300,000,000 for each of the fiscal years 2005 
through 2009 to carry out the provisions of 
this section. 

SA 3836. Mrs. BOXER submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. COMMUNICATION SYSTEM GRANTS. 

(a) IN GENERAL.—The Secretary of Home-
land Security may award grants, on a com-
petitive basis, to States, local governments, 
local law enforcement agencies, and local 
fire departments to— 

(1) improve communication systems to 
allow for real time, interoperable commu-
nication between State and local first re-
sponders; or 

(2) purchase communication systems that 
allow for real time, interoperable commu-
nication between State and local first re-
sponders. 

(b) APPLICATION.—Any State, local govern-
ment, local law enforcement agency, or local 
fire department desiring a grant under this 
section shall submit an application to the 
Secretary at such time, in such manner, and 
containing such information as the Sec-
retary may reasonably require. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated such 
sums as necessary for each of the fiscal years 
2005 through 2009 to carry out the provisions 
of this section. 

SA 3837. Mr. CONRAD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, add the following: 
TITLE IV—ADVANCED TECHNOLOGY 

NORTHERN BORDER SECURITY PILOT 
PROGRAM 

SEC. 401. ESTABLISHMENT. 
The Secretary of Homeland Security shall 

carry out a pilot program to test various ad-
vanced technologies that will improve border 
security between ports of entry along the 
northern border of the United States. 
SEC. 402. PROGRAM REQUIREMENTS. 

(a) REQUIRED FEATURES.—The Secretary of 
Homeland Security shall design the pilot 
program under this title to have the fol-
lowing features: 

(1) Use of advanced technological systems, 
including sensors, video, and unmanned aer-
ial vehicles, for border surveillance. 

(2) Use of advanced computing and decision 
integration software for— 

(A) evaluation of data indicating border in-
cursions; 

(B) assessment of threat potential; and 
(C) rapid real-time communication, moni-

toring, intelligence gathering, deployment, 
and response. 

(3) Testing of advanced technology systems 
and software to determine best and most 
cost-effective uses of advanced technology to 
improve border security. 

(4) Operation of the program in remote 
stretches of border lands with long distances 
between 24-hour ports of entry where the ter-
rain is varied, the climatological and other 
environmental conditions vary over wide 
ranges between severe extremes, and the 
usual number of United States Border Patrol 
officers on regular patrol (as measured on 
the basis of average number per mile) is low. 

(5) Capability to expand the program upon 
a determination by the Secretary that ex-
pansion would be an appropriate and cost-ef-
fective means of improving border security. 

(b) COORDINATION WITH OTHER AGENCIES.— 
The Secretary of Homeland Security shall 
ensure that the operation of the pilot pro-
gram under this title— 

(1) is coordinated among United States, 
State and local, and Canadian law enforce-
ment and border security agencies; and 

(2) includes ongoing communication among 
such agencies. 
SEC. 403. ADMINISTRATIVE PROVISIONS. 

(a) PROCUREMENT OF ADVANCED TECH-
NOLOGY.—The Secretary of Homeland Secu-
rity may enter into contracts for the pro-
curement or use of such advanced tech-
nologies as the Secretary determines appro-
priate for the pilot program under this title. 

(b) PROGRAM PARTNERSHIPS.—In carrying 
out the pilot program, the Secretary of 
Homeland Security may provide for the es-
tablishment of cooperative arrangements for 
participation in the pilot program by such 
participants as the Armed Forces, law en-
forcement and border security agencies re-
ferred to in section 402(b), institutions of 
higher education, and private sector entities. 
SEC. 404. REPORT. 

(a) REQUIREMENT FOR REPORT.—Not later 
than one year after the date of the enact-
ment of this Act, the Secretary of Homeland 
Security shall submit to Congress a report 
on the pilot program under this title. 

(b) CONTENT.—The report under subsection 
(a) shall include the following matters: 

(1) A discussion of the implementation of 
the pilot program, including the experience 
under the pilot program. 

(2) A recommendation regarding expansion 
of the pilot program along the entire north-
ern border of the United States and a 
timeline for the implementation of the ex-
pansion. 
SEC. 405. AUTHORIZATION OF APPROPRIATIONS. 

There is authorized to be appropriated 
such sums as may be necessary to carry out 
the pilot program under this title. 

SA 3838. Mr. CONRAD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. NATIONAL EMERGENCY TELEMEDICAL 

COMMUNICATIONS. 
(a) TELEHEALTH TASK FORCE.— 
(1) ESTABLISHMENT.—The Secretary of 

Commerce, in consultation with the Sec-
retary of Homeland Security and the Sec-
retary of Health and Human Services, shall 
establish a task force to be known as the 
‘‘National Emergency Telehealth Network 
Task Force’’ (referred to in this subsection 
as the ‘‘Task Force’’) to advise the Secretary 
of Commerce on the use of telehealth tech-
nologies to prepare for, monitor, respond to, 
and manage the events of a biological, chem-
ical, or nuclear terrorist attack or other 
public health emergencies. 

(2) FUNCTIONS.—The Task Force shall— 
(A) conduct an inventory of existing tele-

health initiatives, including— 
(i) the specific location of network compo-

nents; 
(ii) the medical, technological, and com-

munications capabilities of such compo-
nents; and 

(iii) the functionality of such components; 
(B) make recommendations for use by the 

Secretary of Commerce in establishing 
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standards for regional interoperating and 
overlapping information and operational ca-
pability response grids in order to achieve 
coordinated capabilities based on responses 
among Federal, State, and local responders; 

(C) recommend any changes necessary to 
integrate technology and clinical practices; 

(D) recommend to the Secretary of Com-
merce acceptable standard clinical informa-
tion that could be uniformly applied and 
available throughout a national telemedical 
network and tested in the regional networks; 

(E) research, develop, test, and evaluate 
administrative, physical, and technical 
guidelines for protecting the confidentiality, 
integrity, and availability of regional net-
works and all associated information and ad-
vise the Secretary of Commerce on issues of 
patient data security, and compliance with 
all applicable regulations; 

(F) in consultation and coordination with 
the regional telehealth networks established 
under subsection (b), test such networks for 
their ability to provide support for the exist-
ing and planned efforts of State and local 
law enforcement, fire departments, health 
care facilities, and Federal and State public 
health agencies to prepare for, monitor, re-
spond rapidly to, or manage the events of a 
biological, chemical, or nuclear terrorist at-
tack or other public health emergencies with 
respect to each of the functions listed in sub-
paragraphs (A) through (H) of subsection 
(b)(3); and 

(G) facilitate the development of training 
programs for responders and a mechanism 
for training via enhanced advanced distribu-
tive learning. 

(3) MEMBERSHIP.—The Task Force shall in-
clude representation from— 

(A) relevant Federal agencies; 
(B) relevant State and local government 

agencies including public health officials; 
(C) professional associations specializing in 

health care; and 
(D) other relevant private sector organiza-

tions, including public health and national 
telehealth organizations and representatives 
of academic and corporate information man-
agement and information technology organi-
zations. 

(4) MEETINGS AND REPORTS.— 
(A) MEETINGS.—The Task Force shall meet 

as the Secretary of Commerce may direct. 
(B) REPORT.— 
(i) IN GENERAL.—Not later than 3 years 

after the date of enactment of this Act the 
Task Force shall prepare and submit a report 
to Congress regarding the activities of the 
Task Force. 

(ii) CONTENTS.—The report described in 
clause (i) shall recommend, based on the in-
formation obtained from the regional tele-
health networks established under sub-
section (b), whether and how to build on ex-
isting telehealth networks to develop a Na-
tional Emergency Telehealth Network. 

(5) IMPLEMENTATION.—The Task Force may 
carry out activities under this subsection in 
cooperation with other entities, including 
national telehealth organizations. 

(6) TERMINATION.—The Task Force shall 
terminate upon submission of the final re-
port required under paragraph (4)(B). 

(b) ESTABLISHMENT OF STATE AND REGIONAL 
TELEHEALTH NETWORKS.— 

(1) PROGRAM AUTHORIZED.— 
(A) IN GENERAL.—The Secretary of Com-

merce, in consultation with the Secretary of 
Homeland Security and the Secretary of 
Health and Human Services, is authorized to 
award grants to 3 regional consortia of 
States to carry out pilot programs for the 
development of statewide and regional tele-
health network testbeds that build on, en-
hance, and securely link existing State and 
local telehealth programs. 

(B) DURATION.—The Secretary of Com-
merce shall award grants under this sub-
section for a period not to exceed 3 years. 
Such grants may be renewed. 

(C) STATE CONSORTIUM PLANS.—Each re-
gional consortium of States desiring to re-
ceive a grant under subparagraph (A) shall 
submit to the Secretary of Commerce a plan 
that describes how such consortium shall— 

(i) interconnect existing telehealth sys-
tems in a functional and seamless fashion to 
enhance the ability of the States in the re-
gion to prepare for, monitor, respond to, and 
manage the events of a biological, chemical, 
or nuclear terrorist attack or other public 
health emergencies; and 

(ii) link to other participating States in 
the region via a standard interoperable con-
nection using standard information. 

(D) PRIORITY.—In making grants under this 
subsection, the Secretary of Commerce shall 
give priority to regional consortia of States 
that demonstrate— 

(i) the interest and participation of a broad 
cross section of relevant entities, including 
public health offices, emergency prepared-
ness offices, and health care providers; 

(ii) the ability to connect major population 
centers as well as isolated border, rural, and 
frontier communities within the region to 
provide medical, public health, and emer-
gency services in response to a biological, 
chemical, or nuclear terrorist attack or 
other public health emergencies; 

(iii) an existing telehealth and tele-
communications infrastructure that con-
nects relevant State agencies, health care 
providers, universities, and relevant Federal 
agencies; and 

(iv) the ability to quickly complete devel-
opment of a region-wide interoperable emer-
gency telemedical network to expand com-
munications and service capabilities and fa-
cilitate coordination among multiple med-
ical, public health, and emergency response 
agencies, and the ability to test rec-
ommendations of the task force established 
under subsection (a) within 3 years. 

(2) REGIONAL NETWORKS.—A consortium of 
States awarded a grant under paragraph (1) 
shall develop a regional telehealth network 
to support emergency response activities and 
provide medical services by linking estab-
lished telehealth initiatives within the re-
gion to and with the following: 

(A) First responders, such as police, fire-
fighters, and emergency medical service pro-
viders. 

(B) Front line health care providers, in-
cluding hospitals, emergency medical cen-
ters, medical centers of the Department of 
Defense and the Department of Veterans Af-
fairs, and public, private, community, rural, 
and Indian Health Service clinics. 

(C) State and local public health depart-
ments, offices of rural health, and relevant 
Federal agencies. 

(D) Experts on public health, bioterrorism, 
nuclear safety, chemical weapons and other 
relevant disciplines. 

(E) Other relevant entities as determined 
appropriate by such consortium. 

(3) FUNCTIONS OF THE NETWORKS.—Once es-
tablished, a regional telehealth network 
under this subsection shall test the feasi-
bility of recommendations (including rec-
ommendations relating to standard clinical 
information, operational capability, and as-
sociated technology and information stand-
ards) described in subparagraphs (B) through 
(E) of subsection (a)(2), and provide reports 
to the task force established under sub-
section (a), on such network’s ability, in 
preparation of and in response to a biologi-
cal, chemical, or nuclear terrorist attack or 
other public health emergencies, to support 
each of the following functions: 

(A) Rapid emergency response and coordi-
nation. 

(B) Real-time data collection for informa-
tion dissemination. 

(C) Environmental monitoring. 
(D) Early identification and monitoring of 

biological, chemical, or nuclear exposures. 
(E) Situationally relevant expert consult-

ative services for patient care and front-line 
responders. 

(F) Training of responders. 
(G) Development of an advanced distribu-

tive learning network. 
(H) Distance learning for the purposes of 

medical and clinical education, and simula-
tion scenarios for ongoing training. 

(4) REQUIREMENTS.—In awarding a grant 
under paragraph (1), the Secretary of Com-
merce shall— 

(A) require that each regional network 
adopt common administrative, physical, and 
technical approaches for seamless interoper-
ability and to protect the network’s con-
fidentiality, integrity, and availability, tak-
ing into consideration guidelines developed 
by the task force established under sub-
section (a); and 

(B) require that each regional network in-
ventory and report to the task force estab-
lished under subsection (a), the technology 
and technical infrastructure available to 
such network. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
(1) IN GENERAL.—There are authorized to be 

appropriated to carry out this section 
$150,000,000 for fiscal years 2005, 2006, and 
2007. Amounts made available under this 
paragraph shall remain available until ex-
pended. 

(2) LIMIT ON ADMINISTRATIVE EXPENSES.— 
Not more than 5 percent of the amount made 
available for each fiscal year under para-
graph (1) shall be used for Task Force admin-
istrative costs. 

SA 3839. Mr. STEVENS (for himself, 
Mr. WARNER, and Mr. INOUYE) proposed 
an amendment to the bill S. 2845, to re-
form the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; as 
follows: 

On page 115, strike line 13 and all that fol-
lows through page 116, line 23. 

SA 3840. Mr. STEVENS (for himself, 
Mr. WARNER, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 109, strike line 4 and all that fol-
lows through page 113, line 3. 

On page 113, line 4, strike ‘‘163.’’ and insert 
‘‘162.’’. 

On page 114, line 1, strike ‘‘164.’’ and insert 
‘‘163.’’. 

SA 3841. Mr. NELSON of Florida sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the end, insert the following new title: 
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TITLE IV—TRANSPORTATION SECURITY 

SEC. 401. WATCHLISTS FOR PASSENGERS 
ABOARD VESSELS. 

(a) IN GENERAL.—As soon as practicable 
but not later than 180 days after the date of 
the enactment of this Act, the Secretary of 
Homeland Security shall— 

(1) implement a procedure under which the 
Department of Homeland Security compares 
information about passengers who are to be 
carried aboard a cruise ship with a com-
prehensive, consolidated database containing 
information about known or suspected ter-
rorists and their associates; and 

(2) use the information obtained by com-
paring the passenger information with the 
information in the database to prevent 
known or suspected terrorists and their asso-
ciates from boarding such vessels or to sub-
ject them to specific additional security 
scrutiny, through the use of ‘‘no transport’’ 
and ‘‘automatic selectee’’ lists or other 
means. 

(b) COOPERATION FROM OPERATORS OF PAS-
SENGER VESSELS.—The Secretary of Home-
land Security shall by order require opera-
tors of cruise ships to provide the passenger 
information necessary to implement the pro-
cedure required by subsection (a). 

(c) MAINTAINING THE ACCURACY AND INTEG-
RITY OF THE ‘‘NO TRANSPORT’’ AND ‘‘AUTO-
MATIC SELECTEE’’ LISTS.— 

(1) WATCHLIST DATABASE.—The Secretary 
of Homeland Security, in consultation with 
the Director of the Federal Bureau of Inves-
tigations, shall design guidelines, policies, 
and operating procedures for the collection, 
removal, and updating of data maintained, 
or to be maintained, in the watchlist data-
base described in subsection (a)(1) that are 
designed to ensure the accuracy and integ-
rity of the databases. 

(2) ACCURACY OF ENTRIES.—In developing 
the ‘‘no transport’’ and ‘‘automatic selectee’’ 
lists under subsection (a)(1), the Secretary of 
Homeland Security shall establish a simple 
and timely method for correcting erroneous 
entries, for clarifying information known to 
cause false hits or misidentification errors, 
and for updating relevant information that 
is dispositive in the passenger screening 
process. The Secretary shall also establish a 
process to provide an individual whose name 
is confused with, or similar to, a name in the 
watchlist database with a means of dem-
onstrating that such individual is not the 
person named in the database. 

(d) CRUISE SHIP DEFINED.—In this section, 
the term ‘‘cruise ship’’— 

(1) means any vessel (except one described 
in paragraph (2)) that— 

(A) weighs over 100 gross register tons; 
(B) carries more than 200 passengers for 

hire; 
(C) makes voyages lasting more than 24 

hours, of which any part is on the high seas; 
and 

(D) carries passengers who embark and dis-
embark in the United States or its terri-
tories or possessions; and 

(2) does not mean a ferry that— 
(A) holds a Coast Guard Certificate of In-

spection endorsed for ‘‘Lakes, Bays, and 
Sounds’’; and 

(B) transits international waters for only 
short periods of time on frequent schedules. 

SA 3842. Mr. AKAKA submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 69, line 12, insert ‘‘In carrying out 
the duties and responsibilities specified in 

this Act, the Inspector General shall give 
particular regard to the activities of the in-
ternal audit, inspection, and investigative 
units of the Inspectors General of the ele-
ments of the intelligence community with a 
view toward avoiding duplication and ensur-
ing effective coordination and cooperation.’’ 
after the period. 

SA 3843. Mr. BAYH submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. REFORM OF SENATE OVERSIGHT OF IN-

TELLIGENCE AND HOMELAND SECU-
RITY. 

(a) ESTABLISHING A PERMANENT COMMITTEE 
ON INTELLIGENCE.— 

(1) IN GENERAL.—There is established in the 
Senate a Committee on Intelligence (referred 
to in this subsection as the ‘‘committee’’) 
with majority party’s representation on the 
committee never exceeding that of the mi-
nority party by more than one. 

(2) MEMBERSHIP.—Four of the members of 
the committee shall be members of one of 
the following committees: Armed Services, 
Judiciary, Foreign Relations, and the De-
fense Appropriations Subcommittee on the 
Committee of Appropriations. 

(3) TERM LIMITS.—Members shall serve on 
the committee without term limits. 

(4) SUBPOENA AUTHORITY.—The committee 
shall have subpoena authority. 

(5) STAFF AND SUBCOMMITTEE.—The com-
mittee shall have— 

(A) subcommittees with at least a one sub-
committee with operational oversight of the 
National Intelligence Program; 

(B) responsibilities other than budget de-
velopment; and 

(C) staff appropriately sized to meet the 
mission of the committee. 

(6) JURISDICTION.—The committee shall 
have sole jurisdiction over the authorization 
and appropriation for all programs in the Na-
tional Intelligence Program. 

(b) ESTABLISHING A SINGLE POINT OF JURIS-
DICTION FOR THE DEPARTMENT OF HOMELAND 
SECURITY.— 

(1) IN GENERAL.—There is established in the 
Senate a Committee on Homeland Security 
(referred to in this subsection as the ‘‘com-
mittee’’) with jurisdiction for the Depart-
ment of Homeland Security and its duties. 

(2) STAFF.—The committee shall be a per-
manent standing committee with a non-
partisan staff. 

(3) OTHER COMMITTEES.—The jurisdiction of 
the committee shall supersede the jurisdic-
tion of any other committee of the Senate. 

(c) REPEAL.—S. Res. 400 (94th Congress) is 
repealed. 

(d) EFFECTIVE DATE.—This section shall 
take effect on the convening of the 109th 
Congress. 

SA 3844. Mr. BAYH submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. GUARANTEED HOMELAND SECURITY 

GRANT FUNDING. 
The Secretary of Homeland Security shall 

ensure that each State receives an amount of 

grant funding in fiscal year 2005, and each 
subsequent fiscal year, under the State 
Homeland Security Grant Program, the 
Urban Area Security Initiative, and the Law 
Enforcement Terrorism Prevention Program 
that is not less than the amount received by 
such State for such programs in fiscal year 
2004. 

SA 3845. Mr. BYRD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 10, between lines 16 and 17, insert 
the following: 

(d) REMOVAL.—The National Intelligence 
Director may be removed from office by the 
President. The President shall communicate 
to each House of Congress the reasons for the 
removal of a National Intelligence Director 
from office. 

On page 10, line 17, strike ‘‘(d)’’ and insert 
‘‘(e)’’. 

On page 11, line 3, strike ‘‘(e)’’ and insert 
‘‘(f)’’. 

On page 11, line 5, strike ‘‘subsection (c)’’ 
and insert ‘‘subsection (e)’’. 

On page 22, line 11, strike ‘‘(f) and (g)’’ and 
insert ‘‘(e), (f), and (g)’’. 

On page 24, beginning on line 1, strike ‘‘, 
pursuant to subsection (e),’’. 

On page 24, strike line 8 and all that fol-
lows through age 25, line 20. 

On page 25, line 21, strike ‘‘(f)’’ and insert 
‘‘(e)’’. 

On page 27, strike line 1 and all that fol-
lows through page 30, line 22, and insert the 
following: 

(f) ROLE OF NATIONAL INTELLIGENCE DIREC-
TOR IN REPROGRAMMING.—(1) No funds made 
available under the National Intelligence 
Program may be transferred or repro-
grammed without the prior approval of the 
National Intelligence Director, except in ac-
cordance with procedures prescribed by the 
National Intelligence Director. 

(2) The Secretary of Defense shall consult 
with the National Intelligence Director be-
fore transferring or reprogramming funds 
made available under the Joint Military In-
telligence Program. 

(g) TRANSFER OF FUNDS OR PERSONNEL 
WITHIN NATIONAL INTELLIGENCE PROGRAM.— 
(1) In addition to any other authorities avail-
able under law for such purposes, the Na-
tional Intelligence Director, with the ap-
proval of the Director of the Office of Man-
agement and Budget— 

(A) may transfer funds appropriated for a 
program within the National Intelligence 
Program to another such program; and 

(B) in accordance with procedures to be de-
veloped by the National Intelligence Direc-
tor, the heads of the departments and agen-
cies concerned may transfer personnel au-
thorized for an element of the intelligence 
community to another such element for peri-
ods up to one year. 

(2) The amounts available for transfer in 
the National Intelligence Program in any 
given fiscal year, and the terms and condi-
tions governing such transfers, are subject to 
the provisions of annual appropriations Acts 
and this subsection. 

(3)(A) A transfer of funds or personnel may 
be made under this subsection only if— 

(i) the funds or personnel are being trans-
ferred to an activity that is a higher priority 
intelligence activity; 

(ii) the need for funds or personnel for such 
activity is based on unforeseen require-
ments; 

(iii) the transfer does not involve a trans-
fer of funds to the Reserve for Contingencies 
of the National Intelligence Director; 
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(iv) in the case of a transfer of funds, the 

transfer results in a cumulative transfer of 
funds out of any department, agency, or ele-
ment, as appropriate, funded in the National 
Intelligence Program in a single fiscal year— 

(I) that is less than $100,000,000; and 
(II) that is less than 5 percent of amounts 

available to such department, agency, or ele-
ment; and 

(v) the transfer does not terminate a pro-
gram. 

(B) A transfer may be made without regard 
to a limitation set forth in clause (iv) or (v) 
of subparagraph (A) if the transfer has the 
concurrence of the head of the department, 
agency, or element concerned. The authority 
to provide such concurrence may only be del-
egated by the head of the department, agen-
cy, or element concerned to the deputy of 
such officer. 

(4) Funds transferred under this subsection 
shall remain available for the same period as 
the appropriations account to which trans-
ferred. 

(5) Any transfer of funds under this sub-
section shall be carried out in accordance 
with existing procedures applicable to re-
programming notifications for the appro-
priate congressional committees. Any pro-
posed transfer for which notice is given to 
the appropriate congressional committees 
shall be accompanied by a report explaining 
the nature of the proposed transfer and how 
it satisfies the requirements of this sub-
section. In addition, the congressional intel-
ligence committees shall be promptly noti-
fied of any transfer of funds made pursuant 
to this subsection in any case in which the 
transfer would not have otherwise required 
reprogramming notification under proce-
dures in effect as of the date of the enact-
ment of this subsection. 

(6)(A) The National Intelligence Director 
shall promptly submit a report on any trans-
fer of personnel under this subsection to— 

(i) the congressional intelligence commit-
tees; 

(ii) the Committee on Appropriations of 
the Senate and the Committee on Appropria-
tions of the House of Representatives; 

(iii) in the case of the transfer of personnel 
to or from the Department of Defense, the 
Committee on Armed Services of the Senate 
and the Committee on Armed Services of the 
House of Representatives; and 

(iv) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
Committees on the Judiciary of the Senate 
and the House of Representatives. 

(B) The Director shall include in any such 
report an explanation of the nature of the 
transfer and how it satisfies the require-
ments of this subsection. 

On page 47, line 19, insert before the period 
the following ‘‘, by and with the advice and 
consent of the Senate’’. 

On page 53, line 2, insert before the period 
the following ‘‘, by and with the advice and 
consent of the Senate’’. 

On page 55, beginning on line 5, strike ‘‘the 
National Intelligence Director’’ and insert 
‘‘the President, by and with the advice and 
consent of the Senate’’. 

On page 60, beginning on line 14, strike 
‘‘appropriately’’. 

On page 61, line 11, insert ‘‘and Congress’’ 
after ‘‘Director’’. 

On page 61, line 21, strike ‘‘significant’’. 
On page 63, line 16, insert ‘‘and the congres-

sional intelligence committees’’ after ‘‘Na-
tional Intelligence Director’’. 

On page 138, beginning on line 21, strike 
‘‘and to Congress’’ and insert ‘‘, to the Select 
Committee on Intelligence and the Commit-
tees on Appropriations and Governmental 
Affairs of the Senate, and to the Permanent 
Select Committee on Intelligence and the 
Committees on Appropriations and Govern-

ment Reform of the House of Representa-
tives’’. 

On page 140, strike lines 5 through 14 and 
insert the following: 

(2) DEPUTY DIRECTOR OF MANAGEMENT AND 
BUDGET FOR INFORMATION SHARING.—There is 
within the Office of Management and Budget 
a Deputy Director of Management and Budg-
et for Information Sharing who shall be ap-
pointed by the President, by and with the ad-
vice and consent of the Senate. The Deputy 
Director shall carry out the day-to-day du-
ties of the Director specified in this section. 
The Deputy Director shall report directly to 
the Director of the Office of Management 
and Budget. The Deputy Director shall be 
paid at 

On page 174, strike lines 14 through 22. 

SA 3846. Mr. BYRD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

On page 47, strike line 16 and all that fol-
lows through page 63, line 16, and insert the 
following: 

(b) DEPUTY NATIONAL INTELLIGENCE DIREC-
TORS.—(1) There may be not more than four 
Deputy National Intelligence Directors who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) In the event of a vacancy in any posi-
tion of Deputy National Intelligence Direc-
tor established under this subsection, the 
National Intelligence Director shall rec-
ommend to the President an individual for 
appointment to such position. 

(3) Each Deputy National Intelligence Di-
rector appointed under this subsection shall 
have such duties, responsibilities, and au-
thorities as the National Intelligence Direc-
tor may assign or are specified by law. 
SEC. 123. NATIONAL INTELLIGENCE COUNCIL. 

(a) NATIONAL INTELLIGENCE COUNCIL.— 
There is a National Intelligence Council. 

(b) COMPOSITION.—(1) The National Intel-
ligence Council shall be composed of senior 
analysts within the intelligence community 
and substantive experts from the public and 
private sector, who shall be appointed by, re-
port to, and serve at the pleasure of, the Na-
tional Intelligence Director. 

(2) The Director shall prescribe appropriate 
security requirements for personnel ap-
pointed from the private sector as a condi-
tion of service on the Council, or as contrac-
tors of the Council or employees of such con-
tractors, to ensure the protection of intel-
ligence sources and methods while avoiding, 
wherever possible, unduly intrusive require-
ments which the Director considers to be un-
necessary for this purpose. 

(c) DUTIES AND RESPONSIBILITIES.—(1) The 
National Intelligence Council shall— 

(A) produce national intelligence estimates 
for the United States Government, including 
alternative views held by elements of the in-
telligence community and other information 
as specified in paragraph (2); 

(B) evaluate community-wide collection 
and production of intelligence by the intel-
ligence community and the requirements 
and resources of such collection and produc-
tion; and 

(C) otherwise assist the National Intel-
ligence Director in carrying out the respon-
sibilities of the Director under section 111. 

(2) The National Intelligence Director shall 
ensure that the Council satisfies the needs of 
policymakers and other consumers of intel-
ligence by ensuring that each national intel-
ligence estimate under paragraph (1)— 

(A) states separately, and distinguishes be-
tween, the intelligence underlying such esti-

mate and the assumptions and judgments of 
analysts with respect to such intelligence 
and such estimate; 

(B) describes the quality and reliability of 
the intelligence underlying such estimate; 

(C) presents and explains alternative con-
clusions, if any, with respect to the intel-
ligence underlying such estimate and such 
estimate; and 

(D) characterizes the uncertainties, if any, 
and confidence in such estimate. 

(d) SERVICE AS SENIOR INTELLIGENCE ADVIS-
ERS.—Within their respective areas of exper-
tise and under the direction of the National 
Intelligence Director, the members of the 
National Intelligence Council shall con-
stitute the senior intelligence advisers of the 
intelligence community for purposes of rep-
resenting the views of the intelligence com-
munity within the United States Govern-
ment. 

(e) AUTHORITY TO CONTRACT.—Subject to 
the direction and control of the National In-
telligence Director, the National Intel-
ligence Council may carry out its respon-
sibilities under this section by contract, in-
cluding contracts for substantive experts 
necessary to assist the Council with par-
ticular assessments under this section. 

(f) STAFF.—The National Intelligence Di-
rector shall make available to the National 
Intelligence Council such staff as may be 
necessary to permit the Council to carry out 
its responsibilities under this section. 

(g) AVAILABILITY OF COUNCIL AND STAFF.— 
(1) The National Intelligence Director shall 
take appropriate measures to ensure that 
the National Intelligence Council and its 
staff satisfy the needs of policymaking offi-
cials and other consumers of intelligence. 

(2) The Council shall be readily accessible 
to policymaking officials and other appro-
priate individuals not otherwise associated 
with the intelligence community. 

(h) SUPPORT.—The heads of the elements of 
the intelligence community shall, as appro-
priate, furnish such support to the National 
Intelligence Council, including the prepara-
tion of intelligence analyses, as may be re-
quired by the National Intelligence Director. 
SEC. 124. GENERAL COUNSEL OF THE NATIONAL 

INTELLIGENCE AUTHORITY. 
(a) GENERAL COUNSEL OF NATIONAL INTEL-

LIGENCE AUTHORITY.—There is a General 
Counsel of the National Intelligence Author-
ity who shall be appointed from civilian life 
by the President, by and with the advice and 
consent of the Senate. 

(b) PROHIBITION ON DUAL SERVICE AS GEN-
ERAL COUNSEL OF ANOTHER AGENCY.—The in-
dividual serving in the position of General 
Counsel of the National Intelligence Author-
ity may not, while so serving, also serve as 
the General Counsel of any other depart-
ment, agency, or element of the United 
States Government. 

(c) SCOPE OF POSITION.—The General Coun-
sel of the National Intelligence Authority is 
the chief legal officer of the National Intel-
ligence Authority. 

(d) FUNCTIONS.—The General Counsel of the 
National Intelligence Authority shall per-
form such functions as the National Intel-
ligence Director may prescribe. 
SEC. 125. INTELLIGENCE COMPTROLLER. 

(a) INTELLIGENCE COMPTROLLER.—There is 
an Intelligence Comptroller who shall be ap-
pointed from civilian life by the National In-
telligence Director. 

(b) SUPERVISION.—The Intelligence Comp-
troller shall report directly to the National 
Intelligence Director. 

(c) DUTIES.—The Intelligence Comptroller 
shall— 

(1) assist the National Intelligence Direc-
tor in the preparation and execution of the 
budget of the elements of the intelligence 
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community within the National Intelligence 
Program; 

(2) assist the Director in participating in 
the development by the Secretary of Defense 
of the annual budget for military intel-
ligence programs and activities outside the 
National Intelligence Program; 

(3) provide unfettered access to the Direc-
tor to financial information under the Na-
tional Intelligence Program; 

(4) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 126. OFFICER FOR CIVIL RIGHTS AND CIVIL 

LIBERTIES OF THE NATIONAL IN-
TELLIGENCE AUTHORITY. 

(a) OFFICER FOR CIVIL RIGHTS AND CIVIL 
LIBERTIES OF NATIONAL INTELLIGENCE AU-
THORITY.—There is an Officer for Civil Rights 
and Civil Liberties of the National Intel-
ligence Authority who shall be appointed by 
the President, by and with the advice and 
consent of the Senate. 

(b) SUPERVISION.—The Officer for Civil 
Rights and Civil Liberties of the National In-
telligence Authority shall report directly to 
the National Intelligence Director. 

(c) DUTIES.—The Officer for Civil Rights 
and Civil Liberties of the National Intel-
ligence Authority shall— 

(1) assist the National Intelligence Direc-
tor in ensuring that the protection of civil 
rights and civil liberties, as provided in the 
Constitution, laws, regulations, and Execu-
tive orders of the United States, is appro-
priately incorporated in— 

(A) the policies and procedures developed 
for and implemented by the National Intel-
ligence Authority; 

(B) the policies and procedures regarding 
the relationships among the elements of the 
intelligence community within the National 
Intelligence Program; and 

(C) the policies and procedures regarding 
the relationships between the elements of 
the intelligence community within the Na-
tional Intelligence Program and the other 
elements of the intelligence community; 

(2) oversee compliance by the Authority, 
and in the relationships described in para-
graph (1), with requirements under the Con-
stitution and all laws, regulations, Executive 
orders, and implementing guidelines relating 
to civil rights and civil liberties; 

(3) review, investigate, and assess com-
plaints and other information indicating pos-
sible abuses of civil rights or civil liberties, 
as provided in the Constitution, laws, regula-
tions, and Executive orders of the United 
States, in the administration of the pro-
grams and operations of the Authority, and 
in the relationships described in paragraph 
(1), unless, in the determination of the In-
spector General of the National Intelligence 
Authority, the review, investigation, or as-
sessment of a particular complaint or infor-
mation can better be conducted by the In-
spector General; 

(4) coordinate with the Privacy Officer of 
the National Intelligence Authority to en-
sure that programs, policies, and procedures 
involving civil rights, civil liberties, and pri-
vacy considerations are addressed in an inte-
grated and comprehensive manner; and 

(5) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 127. PRIVACY OFFICER OF THE NATIONAL 

INTELLIGENCE AUTHORITY. 
(a) PRIVACY OFFICER OF NATIONAL INTEL-

LIGENCE AUTHORITY.—There is a Privacy Offi-
cer of the National Intelligence Authority 
who shall be appointed by the President, by 
and with the advice and consent of the Sen-
ate. 

(b) DUTIES.—(1) The Privacy Officer of the 
National Intelligence Authority shall have 
primary responsibility for the privacy policy 

of the National Intelligence Authority (in-
cluding in the relationships among the ele-
ments of the intelligence community within 
the National Intelligence Program and the 
relationships between the elements of the in-
telligence community within the National 
Intelligence Program and the other elements 
of the intelligence community). 

(2) In discharging the responsibility under 
paragraph (1), the Privacy Officer shall— 

(A) assure that the use of technologies sus-
tain, and do not erode, privacy protections 
relating to the use, collection, and disclosure 
of personal information; 

(B) assure that personal information con-
tained in Privacy Act systems of records is 
handled in full compliance with fair informa-
tion practices as set out in the Privacy Act 
of 1974; 

(C) conduct privacy impact assessments 
when appropriate or as required by law; and 

(D) coordinate with the Officer for Civil 
Rights and Civil Liberties of the National In-
telligence Authority to ensure that pro-
grams, policies, and procedures involving 
civil rights, civil liberties, and privacy con-
siderations are addressed in an integrated 
and comprehensive manner. 
SEC. 128. CHIEF INFORMATION OFFICER OF THE 

NATIONAL INTELLIGENCE AUTHOR-
ITY. 

(a) CHIEF INFORMATION OFFICER OF NA-
TIONAL INTELLIGENCE AUTHORITY.—There is a 
Chief Information Officer of the National In-
telligence Authority who shall be appointed 
by the National Intelligence Director. 

(b) DUTIES.—The Chief Information Officer 
of the National Intelligence Authority 
shall— 

(1) assist the National Intelligence Direc-
tor in implementing the responsibilities and 
executing the authorities related to informa-
tion technology under paragraphs (15) and 
(16) of section 112(a) and section 113(h); and 

(2) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 129. CHIEF HUMAN CAPITAL OFFICER OF 

THE NATIONAL INTELLIGENCE AU-
THORITY. 

(a) CHIEF HUMAN CAPITAL OFFICER OF NA-
TIONAL INTELLIGENCE AUTHORITY.—There is a 
Chief Human Capital Officer of the National 
Intelligence Authority who shall be ap-
pointed by the National Intelligence Direc-
tor. 

(b) DUTIES.—The Chief Human Capital Offi-
cer of the National Intelligence Authority 
shall— 

(1) have the functions and authorities pro-
vided for Chief Human Capital Officers under 
sections 1401 and 1402 of title 5, United States 
Code, with respect to the National Intel-
ligence Authority; and 

(2) advise and assist the National Intel-
ligence Director in exercising the authorities 
and responsibilities of the Director with re-
spect to the workforce of the intelligence 
community as a whole. 
SEC. 130. CHIEF FINANCIAL OFFICER OF THE NA-

TIONAL INTELLIGENCE AUTHORITY. 
(a) CHIEF FINANCIAL OFFICER OF NATIONAL 

INTELLIGENCE AUTHORITY.—There is a Chief 
Financial Officer of the National Intel-
ligence Authority who shall be designated by 
the President, in consultation with the Na-
tional Intelligence Director. 

(b) DESIGNATION REQUIREMENTS.—The des-
ignation of an individual as Chief Financial 
Officer of the National Intelligence Author-
ity shall be subject to applicable provisions 
of section 901(a) of title 31, United States 
Code. 

(c) AUTHORITIES AND FUNCTIONS.—The Chief 
Financial Officer of the National Intel-
ligence Authority shall have such authori-
ties, and carry out such functions, with re-
spect to the National Intelligence Authority 

as are provided for an agency Chief Financial 
Officer by section 902 of title 31, United 
States Code, and other applicable provisions 
of law. 

(d) COORDINATION WITH NIA COMP-
TROLLER.—(1) The Chief Financial Officer of 
the National Intelligence Authority shall co-
ordinate with the Comptroller of the Na-
tional Intelligence Authority in exercising 
the authorities and performing the functions 
provided for the Chief Financial Officer 
under this section. 

(2) The National Intelligence Director shall 
take such actions as are necessary to pre-
vent duplication of effort by the Chief Finan-
cial Officer of the National Intelligence Au-
thority and the Comptroller of the National 
Intelligence Authority. 

(e) INTEGRATION OF FINANCIAL SYSTEMS.— 
Subject to the supervision, direction, and 
control of the National Intelligence Direc-
tor, the Chief Financial Officer of the Na-
tional Intelligence Authority shall take ap-
propriate actions to ensure the timely and 
effective integration of the financial systems 
of the National Intelligence Authority (in-
cluding any elements or components trans-
ferred to the Authority by this Act), and of 
the financial systems of the Authority with 
applicable portions of the financial systems 
of the other elements of the intelligence 
community, as soon as possible after the 
date of the enactment of this Act. 

(f) PROTECTION OF ANNUAL FINANCIAL 
STATEMENT FROM DISCLOSURE.—The annual 
financial statement of the National Intel-
ligence Authority required under section 3515 
of title 31, United States Code— 

(1) shall be submitted in classified form; 
and 

(2) notwithstanding any other provision of 
law, shall be withheld from public disclosure. 
SEC. 131. NATIONAL COUNTERINTELLIGENCE EX-

ECUTIVE. 
(a) NATIONAL COUNTERINTELLIGENCE EXECU-

TIVE.—The National Counterintelligence Ex-
ecutive under section 902 of the Counter-
intelligence Enhancement Act of 2002 (title 
IX of Public Law 107–306; 50 U.S.C. 402b et 
seq.), as amended by section 309 of this Act, 
is a component of the Office of the National 
Intelligence Director. 

(b) DUTIES.—The National Counterintel-
ligence Executive shall perform the duties 
provided in the Counterintelligence En-
hancement Act of 2002, as so amended, and 
such other duties as may be prescribed by 
the National Intelligence Director or speci-
fied by law. 
Subtitle D—Additional Elements of National 

Intelligence Authority 
SEC. 141. INSPECTOR GENERAL OF THE NA-

TIONAL INTELLIGENCE AUTHORITY. 
(a) OFFICE OF INSPECTOR GENERAL OF NA-

TIONAL INTELLIGENCE AUTHORITY.—There is 
within the National Intelligence Authority 
an Office of the Inspector General of the Na-
tional Intelligence Authority. 

(b) PURPOSE.—The purpose of the Office of 
the Inspector General of the National Intel-
ligence Authority is to— 

(1) create an objective and effective office, 
accountable to Congress, to initiate and con-
duct independently investigations, inspec-
tions, and audits relating to— 

(A) the programs and operations of the Na-
tional Intelligence Authority; 

(B) the relationships among the elements 
of the intelligence community within the 
National Intelligence Program; and 

(C) the relationships between the elements 
of the intelligence community within the 
National Intelligence Program and the other 
elements of the intelligence community; 

(2) recommend policies designed— 
(A) to promote economy, efficiency, and ef-

fectiveness in the administration of such 
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programs and operations, and in such rela-
tionships; and 

(B) to prevent and detect fraud and abuse 
in such programs, operations, and relation-
ships; 

(3) provide a means for keeping the Na-
tional Intelligence Director and Congress 
fully and currently informed about— 

(A) problems and deficiencies relating to 
the administration of such programs and op-
erations, and to such relationships; and 

(B) the necessity for, and the progress of, 
corrective actions; and 

(4) in the manner prescribed by this sec-
tion, ensure that the congressional intel-
ligence committees are kept similarly in-
formed of— 

(A) problems and deficiencies relating to 
the administration of such programs and op-
erations, and to such relationships; and 

(B) the necessity for, and the progress of, 
corrective actions. 

(c) INSPECTOR GENERAL OF NATIONAL INTEL-
LIGENCE AUTHORITY.—(1) There is an Inspec-
tor General of the National Intelligence Au-
thority, who shall be the head of the Office 
of the Inspector General of the National In-
telligence Authority, who shall be appointed 
by the President, by and with the advice and 
consent of the Senate. 

(2) The nomination of an individual for ap-
pointment as Inspector General shall be 
made— 

(A) without regard to political affiliation; 
(B) solely on the basis of integrity, compli-

ance with the security standards of the Na-
tional Intelligence Authority, and prior ex-
perience in the field of intelligence or na-
tional security; and 

(C) on the basis of demonstrated ability in 
accounting, financial analysis, law, manage-
ment analysis, public administration, or au-
diting. 

(3) The Inspector General shall report di-
rectly to and be under the general super-
vision of the National Intelligence Director. 

(4) The Inspector General may be removed 
from office only by the President. The Presi-
dent shall immediately communicate in 
writing to the congressional intelligence 
committees the reasons for the removal of 
any individual from the position of Inspector 
General. 

(d) DUTIES AND RESPONSIBILITIES.—It shall 
be the duty and responsibility of the Inspec-
tor General of the National Intelligence Au-
thority— 

(1) to provide policy direction for, and to 
plan, conduct, supervise, and coordinate 
independently, the investigations, inspec-
tions, and audits relating to the programs 
and operations of the National Intelligence 
Authority, the relationships among the ele-
ments of the intelligence community within 
the National Intelligence Program, and the 
relationships between the elements of the in-
telligence community within the National 
Intelligence Program and the other elements 
of the intelligence community to ensure 
they are conducted efficiently and in accord-
ance with applicable law and regulations; 

(2) to keep the National Intelligence Direc-
tor and the congressional intelligence com-
mittees 

SA 3847. Mr. BYRD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

On page 24, strike line 1 and all that fol-
lows through page 30, line 22, and insert the 
following: 
appropriated to the National Intelligence 
Authority and under the direct jurisdiction 
of the National Intelligence Director. 

(2) The Director shall manage and oversee 
the execution by each element of the intel-
ligence community of any amounts appro-
priated or otherwise made available to such 
element under the National Intelligence Pro-
gram. 

(e) ROLE IN REPROGRAMMING OR TRANSFER 
OF NIP FUNDS BY ELEMENTS OF INTELLIGENCE 
COMMUNITY.—(1) No funds made available 
under the National Intelligence Program 
may be reprogrammed or transferred by any 
agency or element of the intelligence com-
munity without the prior approval of the Na-
tional Intelligence Director except in accord-
ance with procedures issued by the Director. 

(2) The head of the department concerned 
shall consult with the Director before re-
programming or transferring funds appro-
priated or otherwise made available to an 
agency or element of the intelligence com-
munity that does not have any program, 
project, or activity within the National In-
telligence Program. 

(3) The Director shall, before reprogram-
ming funds appropriated or otherwise made 
available for an element of the intelligence 
community within the National Intelligence 
Program, consult with the head of the de-
partment or agency having jurisdiction over 
such element regarding such reprogramming. 

(4)(A) The Director shall consult with the 
appropriate committees of Congress regard-
ing modifications of existing procedures to 
expedite the reprogramming of funds within 
the National Intelligence Program. 

(B) Any modification of procedures under 
subparagraph (A) shall include procedures 
for the notification of the appropriate com-
mittees of Congress of any objection raised 
by the head of a department or agency to a 
reprogramming proposed by the Director as 
a result of consultations under paragraph (3). 

(f) ROLE OF NATIONAL INTELLIGENCE DIREC-
TOR IN REPROGRAMMING.—(1) No funds made 
available under the National Intelligence 
Program may be transferred or repro-
grammed without the prior approval of the 
National Intelligence Director, except in ac-
cordance with procedures prescribed by the 
National Intelligence Director. 

(2) The Secretary of Defense shall consult 
with the National Intelligence Director be-
fore transferring or reprogramming funds 
made available under the Joint Military In-
telligence Program. 

(g) TRANSFER OF FUNDS OR PERSONNEL 
WITHIN NATIONAL INTELLIGENCE PROGRAM.— 
(1) In addition to any other authorities avail-
able under law for such purposes, the Na-
tional Intelligence Director, with the ap-
proval of the Director of the Office of Man-
agement and Budget— 

(A) may transfer funds appropriated for a 
program within the National Intelligence 
Program to another such program; and 

(B) in accordance with procedures to be de-
veloped by the National Intelligence Direc-
tor, the heads of the departments and agen-
cies concerned may transfer personnel au-
thorized for an element of the intelligence 
community to another such element for peri-
ods up to one year. 

(2) The amounts available for transfer in 
the National Intelligence Program in any 
given fiscal year, and the terms and condi-
tions governing such transfers, are subject to 
the provisions of annual appropriations Acts 
and this subsection. 

(3)(A) A transfer of funds or personnel may 
be made under this subsection only if— 

(i) the funds or personnel are being trans-
ferred to an activity that is a higher priority 
intelligence activity; 

(ii) the need for funds or personnel for such 
activity is based on unforeseen require-
ments; 

(iii) the transfer does not involve a trans-
fer of funds to the Reserve for Contingencies 
of the National Intelligence Director; 

(iv) in the case of a transfer of funds, the 
transfer results in a cumulative transfer of 
funds out of any department, agency, or ele-
ment, as appropriate, funded in the National 
Intelligence Program in a single fiscal year— 

(I) that is less than $100,000,000; and 
(II) that is less than 5 percent of amounts 

available to such department, agency, or ele-
ment; and 

(v) the transfer does not terminate a pro-
gram. 

(B) A transfer may be made without regard 
to a limitation set forth in clause (iv) or (v) 
of subparagraph (A) if the transfer has the 
concurrence of the head of the department, 
agency, or element concerned. The authority 
to provide such concurrence may only be del-
egated by the head of the department, agen-
cy, or element concerned to the deputy of 
such officer. 

(4) Funds transferred under this subsection 
shall remain available for the same period as 
the appropriations account to which trans-
ferred. 

(5) Any transfer of funds under this sub-
section shall be carried out in accordance 
with existing procedures applicable to re-
programming notifications for the appro-
priate congressional committees. Any pro-
posed transfer for which notice is given to 
the appropriate congressional committees 
shall be accompanied by a report explaining 
the nature of the proposed transfer and how 
it satisfies the requirements of this sub-
section. In addition, the congressional intel-
ligence committees shall be promptly noti-
fied of any transfer of funds made pursuant 
to this subsection in any case in which the 
transfer would not have otherwise required 
reprogramming notification under proce-
dures in effect as of the date of the enact-
ment of this subsection. 

(6)(A) The National Intelligence Director 
shall promptly submit a report on any trans-
fer of personnel under this subsection to— 

(i) the congressional intelligence commit-
tees; 

(ii) the Committee on Appropriations of 
the Senate and the Committee on Appropria-
tions of the House of Representatives; 

(iii) in the case of the transfer of personnel 
to or from the Department of Defense, the 
Committee on Armed Services of the Senate 
and the Committee on Armed Services of the 
House of Representatives; and 

(iv) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
Committees on the Judiciary of the Senate 
and the House of Representatives. 

(B) The Director shall include in any such 
report an explanation of the nature of the 
transfer and how it satisfies the require-
ments of this subsection. 

SA 3848. Mr. BYRD submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 153, strike line 5 and all that fol-
lows through page 164, line 15, and insert the 
following: 
SEC. 211. PRIVACY AND CIVIL LIBERTIES OVER-

SIGHT BOARD. 
(a) IN GENERAL.—There is established as an 

independent establishment within the execu-
tive branch a Privacy and Civil Liberties 
Oversight Board (referred to in this subtitle 
as the ‘‘Board’’). 

(b) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 
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(1) In conducting the war on terrorism, the 

Government may need additional powers and 
may need to enhance the use of its existing 
powers. 

(2) This shift of power and authority to the 
Government calls for an enhanced system of 
checks and balances to protect the precious 
liberties that are vital to our way of life and 
to ensure that the Government uses its pow-
ers for the purposes for which the powers 
were given. 

(c) PURPOSE.—The Board shall— 
(1) analyze and review actions the execu-

tive branch takes to protect the Nation from 
terrorism; and 

(2) ensure that liberty concerns are appro-
priately considered in the development and 
implementation of laws, regulations, and 
policies related to efforts to protect the Na-
tion against terrorism. 

(d) FUNCTIONS.— 
(1) ADVICE AND COUNSEL ON POLICY DEVELOP-

MENT AND IMPLEMENTATION.—The Board 
shall— 

(A) review proposed legislation, regula-
tions, and policies related to efforts to pro-
tect the Nation from terrorism, including 
the development and adoption of informa-
tion sharing guidelines under section 205(g); 

(B) review the implementation of new and 
existing legislation, regulations, and policies 
related to efforts to protect the Nation from 
terrorism, including the implementation of 
information sharing guidelines under section 
205(g); 

(C) advise the President, Congress, and the 
departments, agencies, and elements of the 
executive branch to ensure that privacy and 
civil liberties are appropriately considered in 
the development and implementation of such 
legislation, regulations, policies, and guide-
lines; and 

(D) in providing advice on proposals to re-
tain or enhance a particular governmental 
power, consider whether the department, 
agency, or element of the executive branch 
has explained— 

(i) that the power actually materially en-
hances security; 

(ii) that there is adequate supervision of 
the use by the executive branch of the power 
to ensure protection of privacy and civil lib-
erties; and 

(iii) that there are adequate guidelines and 
oversight to properly confine its use. 

(2) OVERSIGHT.—The Board shall contin-
ually review— 

(A) the regulations, policies, and proce-
dures, and the implementation of the regula-
tions, policies, and procedures, of the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are protected; 

(B) the information sharing practices of 
the departments, agencies, and elements of 
the executive branch to determine whether 
they appropriately protect privacy and civil 
liberties and adhere to the information shar-
ing guidelines prescribed under section 205(g) 
and to other governing laws, regulations, 
and policies regarding privacy and civil lib-
erties; and 

(C) other actions by the executive branch 
related to efforts to protect the Nation from 
terrorism to determine whether such ac-
tions— 

(i) appropriately protect privacy and civil 
liberties; and 

(ii) are consistent with governing laws, 
regulations, and policies regarding privacy 
and civil liberties. 

(3) RELATIONSHIP WITH PRIVACY AND CIVIL 
LIBERTIES OFFICERS.—The Board shall— 

(A) review and assess reports and other in-
formation from privacy officers and civil lib-
erties officers described in section 212; 

(B) when appropriate, make recommenda-
tions to such privacy officers and civil lib-
erties officers regarding their activities; and 

(C) when appropriate, coordinate the ac-
tivities of such privacy officers and civil lib-
erties officers on relevant interagency mat-
ters. 

(4) TESTIMONY.—The Members of the Board 
shall appear and testify before Congress upon 
request. 

(e) REPORTS.— 
(1) IN GENERAL.—The Board shall— 
(A) receive and review reports from privacy 

officers and civil liberties officers described 
in section 212; and 

(B) periodically submit, not less than semi-
annually, reports— 

(i)(I) to the appropriate committees of 
Congress, including the Committees on Ap-
propriations of the Senate and the House of 
Representatives, the Committees on the Ju-
diciary of the Senate and the House of Rep-
resentatives, the Committee on Govern-
mental Affairs of the Senate, the Committee 
on Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives; and 

(II) to the President; and 
(ii) which shall be in unclassified form to 

the greatest extent possible, with a classified 
annex where necessary. 

(2) CONTENTS.—Not less than 2 reports sub-
mitted each year under paragraph (1)(B) 
shall include— 

(A) a description of the major activities of 
the Board during the preceding period; and 

(B) information on the findings, conclu-
sions, and recommendations of the Board re-
sulting from its advice and oversight func-
tions under subsection (d). 

(f) INFORMING THE PUBLIC.—The Board 
shall— 

(1) make its reports, including its reports 
to Congress, available to the public to the 
greatest extent that is consistent with the 
protection of classified information and ap-
plicable law; and 

(2) hold public hearings and otherwise in-
form the public of its activities, as appro-
priate and in a manner consistent with the 
protection of classified information and ap-
plicable law. 

(g) ACCESS TO INFORMATION.— 
(1) AUTHORIZATION.—If determined by the 

Board to be necessary to carry out its re-
sponsibilities under this section, the Board is 
authorized to— 

(A) have access from any department, 
agency, or element of the executive branch, 
or any Federal officer or employee, to all rel-
evant records, reports, audits, reviews, docu-
ments, papers, recommendations, or other 
relevant material, including classified infor-
mation consistent with applicable law; 

(B) interview, take statements from, or 
take public testimony from personnel of any 
department, agency, or element of the execu-
tive branch, or any Federal officer or em-
ployee; 

(C) request information or assistance from 
any State, tribal, or local government; and 

(D) require, by subpoena issued at the di-
rection of a majority of the members of the 
Board, persons (other than departments, 
agencies, and elements of the executive 
branch, the legislative branch, and the judi-
cial branch) to produce any relevant infor-
mation, documents, reports, answers, 
records, accounts, papers, and other docu-
mentary or testimonial evidence. 

(2) ENFORCEMENT OF SUBPOENA.—In the case 
of contumacy or failure to obey a subpoena 
issued under paragraph (1)(D), the United 
States district court for the judicial district 
in which the subpoenaed person resides, is 
served, or may be found may issue an order 

requiring such person to produce the evi-
dence required by such subpoena. 

(3) AGENCY COOPERATION.—Whenever infor-
mation or assistance requested under sub-
paragraph (A) or (B) of paragraph (1) is, in 
the judgment of the Board, unreasonably re-
fused or not provided, the Board shall report 
the circumstances to the head of the depart-
ment, agency, or element concerned without 
delay. The head of the department, agency, 
or element concerned shall ensure that the 
Board is given access to the information, as-
sistance, material, or personnel the Board 
determines to be necessary to carry out its 
functions. 

(h) MEMBERSHIP.— 
(1) MEMBERS.—The Board shall be com-

posed of a chair, a vice chair, and five addi-
tional members, who shall be appointed by 
the President, by and with the advice and 
consent of the Senate. The President shall 
designate the members of the Board who 
shall serve as the chair and vice chair of the 
Board. The vice chair of the Board shall 
serve as the chair of the Board in the ab-
sence of the chair of the Board. 

(2) QUALIFICATIONS.—Members of the Board 
shall be selected solely on the basis of their 
professional qualifications, achievements, 
public stature, expertise in civil liberties and 
privacy, and relevant experience, and with-
out regard to political affiliation, but in no 
event shall more than 3 members of the 
Board be members of the same political 
party. 

(3) INCOMPATIBLE OFFICE.—An individual 
appointed to the Board may not, while serv-
ing on the Board, be an elected official, offi-
cer, or employee of the Federal Government, 
other than in the capacity as a member of 
the Board. 

(4) TERM.—Each member of the Board shall 
serve a term of six years, except that— 

(A) a member appointed to a term of office 
after the commencement of such term may 
serve under such appointment only for the 
remainder of such term; 

(B) upon the expiration of the term of of-
fice of a member, the member shall continue 
to serve until the member’s successor has 
been appointed and qualified, except that no 
member may serve under this subpara-
graph— 

(i) for more than 60 days when Congress is 
in session unless a nomination to fill the va-
cancy shall have been submitted to the Sen-
ate; or 

(ii) after the adjournment sine die of the 
session of the Senate in which such nomina-
tion is submitted; and 

(C) of the members initially appointed 
under this subsection, two shall serve terms 
of two years, two shall serve terms of four 
years, and two shall serve terms of six years, 
with such terms to be allotted among such 
members by the President. 

(5) QUORUM AND MEETINGS.—After its ini-
tial meeting, the Board shall meet upon the 
call of the chairman or a majority of its 
members. Three members of the Board shall 
constitute a quorum. 

(6) REMOVAL.—The President may remove a 
member of the Board from service on the 
Board only for neglect of duty or malfea-
sance. The President shall immediately com-
municate to Congress notice of the removal 
of a member of the Board, together with a 
justification for the removal of the member. 

(i) COMPENSATION AND TRAVEL EXPENSES.— 
(1) COMPENSATION.— 
(A) CHAIRMAN.—The chairman shall be 

compensated at the rate of pay payable for a 
position at level III of the Executive Sched-
ule under section 5314 of title 5, United 
States Code. 
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(B) MEMBERS.—Each member of the Board 

shall be compensated at a rate of pay pay-
able for a position at level IV of the Execu-
tive Schedule under section 5315 of title 5, 
United States Code, for each day during 
which that member is engaged in the actual 
performance of the duties of the Board. 

(2) TRAVEL EXPENSES.—Members of the 
Board shall be allowed travel expenses, in-
cluding per diem in lieu of subsistence, at 
rates authorized for persons employed inter-
mittently by the Government under section 
5703(b) of title 5, United States Code, while 
away from their homes or regular places of 
business in the performance of services for 
the Board. 

(j) STAFF.— 
(1) APPOINTMENT AND COMPENSATION.—The 

Chairman, in accordance with rules agreed 
upon by the Board, shall appoint and fix the 
compensation of a full-time executive direc-
tor and such other personnel as may be nec-
essary to enable the Board to carry out its 
functions, without regard to the provisions 
of title 5, United States Code, governing ap-
pointments in the competitive service, and 
without regard to the provisions of chapter 
51 and subchapter III of chapter 53 of such 
title relating to classification and General 
Schedule pay rates, except that no rate of 
pay fixed under this subsection may exceed 
the equivalent of that payable for a position 
at level V of the Executive Schedule under 
section 5316 of title 5, United States Code. 

(2) DETAILEES.—Any Federal employee may 
be detailed to the Board without reimburse-
ment from the Board, and such detailee shall 
retain the rights, status, and privileges of 
the detailee’s regular employment without 
interruption. 

(3) CONSULTANT SERVICES.—The Board may 
procure the temporary or intermittent serv-
ices of experts and consultants in accordance 
with section 3109 of title 5, United States 
Code, at rates that do not exceed the daily 
rate paid a person occupying a position at 
level IV of the Executive Schedule under sec-
tion 5315 of such title. 

(k) SECURITY CLEARANCES.—The appro-
priate departments, agencies, and elements 
of the executive branch shall cooperate with 
the Board to expeditiously provide the Board 
members and staff with appropriate security 
clearances to the extent possible under exist-
ing procedures and requirements. 

(l) TRANSMITTAL OF CERTAIN MATTERS.— 
(1) BUDGETS.—Whenever the Board submits 

to the Director of the Office of Management 
and Budget an estimate or request regarding 
the budget of the Board, the Board shall con-
currently submit such estimate or request to 
Congress. 

(2) PROPOSALS OR COMMENTS ON LEGISLA-
TION.— 

(B) PROHIBITION ON INTERFERENCE.—No offi-
cer of the executive branch may require the 
Board to submit a proposal for legislation, or 
recommendations, comments, or testimony 
on a proposal for legislation, to such officer 
for the comment, review, or approval of such 
officer before its submittal to Congress 
under subparagraph (A). 

(m) TREATMENT AS AGENCY, NOT AS ADVI-
SORY COMMITTEE.—The Board— 

SA 3849. Mr. CORZINE (for himself 
and Mr. LAUTENBERG) submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE ll—CHEMICAL FACILITIES 
SECURITY 

SEC. ll01. SHORT TITLE. 
This title may be cited as the ‘‘Chemical 

Facilities Security Act of 2004’’. 
SEC. ll02. DEFINITIONS. 

In this title: 
(1) ALTERNATIVE APPROACHES.—The term 

‘‘alternative approaches’’ means ways of re-
ducing the threat of a terrorist release and 
the consequences of a terrorist release from 
a chemical source by such means as— 

(A) the use of smaller quantities of sub-
stances of concern; 

(B) replacement of a substance of concern 
with a less hazardous substance; or 

(C) the use of less hazardous processes. 
(2) CHEMICAL SOURCE.— 
(A) IN GENERAL.—The term ‘‘chemical 

source’’ means a stationary source (as de-
fined in section 112(r)(2) of the Clean Air Act 
(42 U.S.C. 7412(r)(2))) for which— 

(i) the owner or operator is required to 
complete a risk management plan in accord-
ance with section 112(r)(7)(B)(ii) of the Clean 
Air Act (42 U.S.C. 7412(r)(7)(B)(ii)); and 

(ii) the Secretary is required to promul-
gate implementing regulations under section 
ll03(a) of this title. 

(B) EXCLUSIONS.—The term ‘‘chemical 
source’’ does not include— 

(i) any facility owned and operated by the 
Department of Defense or the Department of 
Energy; or 

(ii) any facility that uses ammonia as fer-
tilizer as an end user or holds ammonia for 
sale as a fertilizer at a retail facility, unless 
the Secretary determines that a terrorist re-
lease from the facility would pose potential 
harm to more than 10,000 people. 

(3) CONSIDERATION OF ALTERNATIVE AP-
PROACHES.—The term ‘‘consideration of al-
ternative approaches’’ includes— 

(A) an analysis of alternative approaches, 
including the benefits and risks of such ap-
proaches; 

(B) the potential of the alternative ap-
proaches to prevent or reduce the threat or 
consequences of a terrorist release; 

(C) the cost and technical feasibility of al-
ternative approaches; and 

(D) the effect of alternative approaches on 
product quality, product cost, and employee 
safety. 

(4) DEPARTMENT.—The term ‘‘Department’’ 
means the Department of Homeland Secu-
rity. 

(5) ENVIRONMENT.—The term ‘‘environ-
ment’’ has the meaning given the term in 
section 101 of the Comprehensive Environ-
mental Response, Compensation, and Liabil-
ity Act of 1980 (42 U.S.C. 9601). 

(6) OWNER OR OPERATOR.—The term ‘‘owner 
or operator’’ has the meaning given the term 
in section 112(a) of the Clean Air Act (42 
U.S.C. 7412(a)). 

(7) PERSON.—The term ‘‘person’’ includes— 
(A) the Federal Government; and 
(B) a State or local government. 
(8) RELEASE.—The term ‘‘release’’ has the 

meaning given the term in section 101 of the 
Comprehensive Environmental Response, 
Compensation, and Liability Act of 1980 (42 
U.S.C. 9601). 

(9) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Homeland Security. 

(10) SECURITY MEASURE.— 
(A) IN GENERAL.—The term ‘‘security meas-

ure’’ means an action carried out to ensure 
or enhance the security of a chemical source. 

(B) INCLUSIONS.—The term ‘‘security meas-
ure’’, with respect to a chemical source, in-
cludes measures such as— 

(i) employee training and background and 
identification authentication checks; 

(ii) the limitation and prevention of access 
to controls of the chemical source; 

(iii) the protection of the perimeter of the 
chemical source; 

(iv) the installation and operation of intru-
sion detection sensors; 

(v) the implementation of measures to in-
crease computer or computer network secu-
rity; 

(vi) the implementation of other security- 
related measures to protect against or re-
duce the threat of— 

(I) a terrorist attack on the chemical 
source; or 

(II) the theft of a substance of concern for 
offsite release in furtherance of an act of ter-
rorism; 

(vii) the installation of measures and con-
trols to protect against or reduce the con-
sequences of a terrorist attack; and 

(viii) the conduct of any similar security- 
related activity, as determined by the Sec-
retary. 

(11) SUBSTANCE OF CONCERN.—The term 
‘‘substance of concern’’ means— 

(A) a chemical substance present at a 
chemical source in quantities equal to or ex-
ceeding the threshold quantities for the 
chemical substance, as defined in or estab-
lished under paragraphs (3) and (5) of section 
112(r) of the Clean Air Act (42 U.S.C. 7412(r)); 
and 

(B) such other chemical substance as the 
Secretary may designate under section 
ll03(g). 

(12) TERRORISM.—The term ‘‘terrorism’’ has 
the meaning given the term in section 2 of 
the Homeland Security Act of 2002 (6 U.S.C. 
101). 

(13) TERRORIST RELEASE.—The term ‘‘ter-
rorist release’’ means— 

(A) a release from a chemical source into 
the environment of a substance of concern 
that is caused by an act of terrorism; and 

(B) the theft of a substance of concern by 
a person for off-site release in furtherance of 
an act of terrorism. 
SEC. ll03. VULNERABILITY ASSESSMENTS AND 

SITE SECURITY PLANS. 

(a) REQUIREMENT.— 
(1) IN GENERAL.—Not later than 1 year after 

the date of enactment of this Act, the Sec-
retary shall promulgate regulations that re-
quire the owner or operator of each chemical 
source included on the list described in sub-
section (f)— 

(A) to conduct an assessment of the vulner-
ability of the chemical source to a terrorist 
release, including identifying hazards that 
may result from a terrorist release; and 

(B) to prepare and implement a site secu-
rity plan that addresses the results of the 
vulnerability assessment. 

(2) CONTENTS OF SITE SECURITY PLAN.—A 
site security plan required under the regula-
tions promulgated under paragraph (1) or 
any other plan determined to be substan-
tially equivalent by the Secretary under sub-
section (c)— 

(A) shall include security measures to sig-
nificantly reduce the vulnerability of the 
chemical source covered by the plan to a ter-
rorist release; 

(B) shall describe, at a minimum, par-
ticular equipment, plans, and procedures 
that could be implemented or used by or at 
the chemical source in the event of a ter-
rorist release; and 

(C) shall include consideration of alter-
native approaches and, where practicable in 
the judgment of the owner or operator of the 
chemical source, implementation of options 
to reduce the threat of a terrorist release 
through the use of alternative approaches. 

(3) IMPLEMENTATION OF ALTERNATIVE AP-
PROACHES AT HIGHEST RISK FACILITIES.— 

(A) IN GENERAL.—A chemical source de-
scribed in subparagraph (B) shall implement 
options to significantly reduce or eliminate 
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the threat or consequences of a terrorist re-
lease through the use of alternative ap-
proaches that would not create an equal or 
greater risk to human health or the environ-
ment. 

(B) APPLICABILITY.—This subparagraph ap-
plies to a chemical source if the chemical 
source is 1 of the 123 facilities that the Sec-
retary determines would pose a risk of harm 
to the greatest number of people in the event 
of a terrorist release, unless the owner or op-
erator of the chemical source can dem-
onstrate to the Secretary through an assess-
ment of alternative approaches that avail-
able alternative approaches— 

(i) would not significantly reduce the num-
ber of people at risk of death, injury, or seri-
ous adverse effects resulting from a terrorist 
release; 

(ii) cannot practicably be incorporated 
into the operation of the chemical source; or 

(iii) would significantly and demonstrably 
impair the ability of the owner or operator 
of the chemical source to continue its busi-
ness. 

(4) GUIDANCE TO CHEMICAL SOURCES.—Not 
later than 1 year after the date of enactment 
of this Act, the Secretary shall publish guid-
ance to assist owners and operators of chem-
ical sources in complying with this title, in-
cluding advice on aspects of compliance with 
this title that may be unique to small busi-
nesses (including completion of analyses of 
alternative approaches). 

(5) THREAT INFORMATION.—To the max-
imum extent practicable under applicable 
authority and in the interests of national se-
curity, the Secretary shall provide to an 
owner or operator of a chemical source re-
quired to prepare a vulnerability assessment 
and site security plan threat information 
that is relevant to the chemical source. 

(6) COORDINATED ASSESSMENTS AND PLANS.— 
The regulations promulgated under para-
graph (1) shall permit the development and 
implementation of coordinated vulnerability 
assessments and site security plans in any 
case in which more than 1 chemical source is 
operating at a single location or at contig-
uous locations, including cases in which a 
chemical source is under the control of more 
than 1 owner or operator. 

(b) CERTIFICATION AND SUBMISSION.— 
(1) IN GENERAL.—Each owner or operator of 

a chemical source shall certify in writing to 
the Secretary that the owner or operator has 
completed a vulnerability assessment and 
has developed and implemented or is imple-
menting a site security plan in accordance 
with this title, including— 

(A) regulations promulgated under sub-
section (a)(1); and 

(B) any applicable procedures, protocols, or 
standards endorsed or recognized by the Sec-
retary under subsection (c)(1). 

(2) SUBMISSION.—Not later than 18 months 
after the date of promulgation of regulations 
under subsection (a)(1), an owner or operator 
of a chemical source shall provide to the 
Secretary copies of the vulnerability assess-
ment and site security plan of the chemical 
source for review. 

(3) REVIEW BY THE SECRETARY.—The Sec-
retary shall review the assessments and 
plans submitted by the owner or operator of 
a chemical source under paragraph (2) to de-
termine whether the chemical source is in 
compliance with— 

(A) this title (including regulations pro-
mulgated under subsection (a)(1)); and 

(B) other applicable procedures, protocols, 
or standards endorsed or recognized by the 
Secretary under subsection (c)(1). 

(4) TIMELINE.— 
(A) IN GENERAL.—The Secretary shall— 
(i) conduct the review and determine com-

pliance under this title for not fewer than 20 
percent of the chemical sources required to 

submit assessments and response plans in 
each year following the submission deadline 
under paragraph (2); and 

(ii) complete the review and determination 
of compliance with this title for all such fa-
cilities not later than 5 years after the dead-
line. 

(B) SUBSEQUENT REVIEW.—After conducting 
reviews and determining compliance under 
this title for all chemical sources, the Sec-
retary may subsequently conduct a review 
and determine compliance under this title 
for a chemical source. 

(C) REVIEW OF ADDED CHEMICAL SOURCES 
AND UPDATED ASSESSMENTS AND PLANS.—The 
Secretary shall review and determine com-
pliance under this title not later than 3 
years after the date of submission of assess-
ments and response plans for chemical 
sources that— 

(i) update their vulnerability assessments 
or response plans under this paragraph or 
subsection (h); or 

(ii) are added under subsection (f)(3). 
(5) CERTIFICATE.— 
(A) FACILITIES DETERMINED TO BE IN COM-

PLIANCE.—If the Secretary completes a re-
view under paragraph (3) and determines 
that the vulnerability assessment and site 
security plan of a chemical source are in 
compliance with the requirements of this 
title, the Secretary shall provide to the 
chemical source and make available for pub-
lic inspection a certificate of approval that 
contains the following statement (in which 
the first bracketed space shall contain the 
name of the chemical source and the second 
bracketed space shall contain the Public 
Law number assigned to this Act): 

‘‘The Secretary of Homeland Security cer-
tifies that the Department of Homeland Se-
curity has reviewed and approved the vulner-
ability assessment and site security plan 
submitted by [lll] under the Chemical Fa-
cilities Security Act of 2004 (Public Law 
[lll]).’’. 

(B) FACILITIES AWAITING REVIEW.—If a per-
son requests a certificate of approval for a 
chemical source the vulnerability assess-
ment and site security plan of which have 
not yet been reviewed for compliance with 
this title, the Secretary shall make available 
for public inspection a certificate that con-
tains the following statement (in which the 
first bracketed space shall contain the name 
of the chemical source and the second brack-
eted space shall include the Public Law num-
ber assigned to this Act): 

‘‘The Secretary of Homeland Security’s re-
view of the vulnerability assessment and site 
security plan submitted by [lll] under the 
Chemical Facilities Security Act of 2004 
(Public Law [lll]) is pending.’’. 

(6) DETERMINATION OF NONCOMPLIANCE.—If 
the Secretary determines under paragraph 
(3) that a chemical source is not in compli-
ance with the requirements of this title (in-
cluding regulations promulgated under this 
title) the Secretary shall exercise the au-
thority provided in section ll04. 

(7) SUBMISSION OF CHANGES.—The owner or 
operator of a chemical source shall— 

(A) not later than 90 days after the date on 
which any significant change is made to the 
vulnerability assessment or site security 
plan required for the chemical source under 
this section, provide to the Secretary a de-
scription of the change; and 

(B) update the certification of the vulner-
ability assessment or site security plan. 

(c) SPECIFIED STANDARDS.— 
(1) EXISTING PROCEDURES, PROTOCOLS, AND 

STANDARDS.—On submission of a petition by 
any person to the Secretary, the Secretary 
may initiate a rulemaking to— 

(A) endorse or recognize procedures, proto-
cols, and standards— 

(i) that are established by— 

(I) industry; 
(II) State or local authorities; or 
(III) other applicable law; and 
(ii) the requirements of which the Sec-

retary determines to be— 
(I) substantially equivalent to each of sub-

paragraphs (A) and (B) of subsection (a)(1) 
and subparagraphs (A), (B), and (C) of sub-
section (a)(2); and 

(II) in effect on or after the date of enact-
ment of this Act; and 

(B) require that a vulnerability assessment 
and site security plan address a particular 
threat or type of threat. 

(2) NOTIFICATION OF SUBSTANTIAL EQUIVA-
LENCY.—If the Secretary endorses or recog-
nizes procedures, protocols, and standards 
under paragraph (1)(A), the Secretary shall 
provide notice to the person that submitted 
the petition. 

(3) NO ACTION BY SECRETARY.—If the Sec-
retary does not endorse or recognize existing 
procedures, protocols, and standards under 
paragraph (1)(A), the Secretary shall provide 
to each person that submitted a petition 
under paragraph (1) a written notification 
that includes a clear explanation of the rea-
sons why the endorsement or recognition 
was not made. 

(d) PREPARATION OF ASSESSMENTS AND 
PLANS.—As of the date of endorsement or 
recognition by the Secretary of a particular 
procedure, protocol, or standard under sub-
section (c)(1)(A), any vulnerability assess-
ment or site security plan that is prepared 
by the owner or operator of a chemical 
source before, on, or after the date of en-
dorsement or recognition of, and in accord-
ance with, that procedure, protocol, or 
standard, shall, for the purposes of sub-
section (b)(3) and section ll04, be judged by 
the Secretary against that procedure, pro-
tocol, or standard rather than the relevant 
regulations promulgated under subsection 
(a)(1) (including such a vulnerability assess-
ment or site security plan prepared before, 
on, or after the date of enactment of this 
Act). 

(e) REGULATORY CRITERIA.—In exercising 
the authority under subsections (a) and (c) 
with respect to a chemical source, the Sec-
retary shall consider— 

(1) the likelihood that a chemical source 
will be the target of terrorism; 

(2) the nature and quantity of the sub-
stances of concern present at a chemical 
source; 

(3) the potential extent of death, injury, or 
serious adverse effects to human health or 
the environment that would result from a 
terrorist release; 

(4) the potential harm to critical infra-
structure and national security from a ter-
rorist release; 

(5) cost and technical feasibility; 
(6) scale of operations; and 
(7) such other security-related factors as 

the Secretary determines to be appropriate 
and necessary to protect the public health 
and welfare, critical infrastructure, and na-
tional security. 

(f) LIST OF CHEMICAL SOURCES.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of enactment of this Act, the 
Secretary shall develop a list of chemical 
sources in existence as of that date. 

(2) CONSIDERATIONS.—In developing the list 
under paragraph (1), the Secretary shall con-
sider the criteria specified in subsection (e). 

(3) FUTURE DETERMINATIONS.—Not later 
than 3 years after the date of promulgation 
of regulations under subsection (a)(1) and 
every 3 years thereafter, the Secretary shall, 
after considering the criteria described in 
subsection (e)— 

(A) determine whether additional sta-
tionary sources (including, as of the date of 
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the determination, facilities that are oper-
ational and facilities that will become oper-
ational in the future) shall be considered to 
be chemical sources under this title; 

(B) determine whether any chemical 
source identified on the most recent list 
under paragraph (1) no longer presents a risk 
sufficient to justify retention of classifica-
tion as a chemical source under this title; 
and 

(C) update the list as appropriate. 
(4) REGULATIONS.—The Secretary may 

make a determination under this subsection 
in regulations promulgated under subsection 
(a)(1). 

(g) DESIGNATION, EXEMPTION, AND ADJUST-
MENT OF THRESHOLD QUANTITIES OF SUB-
STANCES OF CONCERN.— 

(1) IN GENERAL.—The Secretary may, by 
regulation— 

(A) designate certain chemical substances 
in particular threshold quantities as sub-
stances of concern under this title; 

(B) exempt certain chemical substances 
from designation as substances of concern 
under this title; and 

(C) adjust the threshold quantity of a 
chemical substance for purposes of this title. 

(2) CONSIDERATIONS.—In designating or ex-
empting a chemical substance or adjusting 
the threshold quantity of a chemical sub-
stance under paragraph (1), the Secretary 
shall consider the potential extent of death, 
injury, or serious adverse effects to human 
health or the environment that would result 
from a terrorist release of the chemical sub-
stance. 

(3) REGULATIONS.—The Secretary may 
make a designation, exemption, or adjust-
ment in regulations promulgated under sub-
section (a)(1). 

(h) 5-YEAR REVIEW.—Not later than 5 years 
after the date of certification of a vulner-
ability assessment and a site security plan 
under subsection (b)(1), and not less often 
than every 5 years thereafter (or on such a 
schedule as the Secretary may establish by 
regulation), the owner or operator of the 
chemical source covered by the vulnerability 
assessment or site security plan shall— 

(1) review the adequacy of the vulner-
ability assessment and site security plan; 
and 

(2)(A) certify to the Secretary that the 
chemical source has completed the review 
and implemented any modifications to the 
site security plan; and 

(B) submit to the Secretary a description 
of any changes to the vulnerability assess-
ment or site security plan. 

(i) NO PRIVATE RIGHT OF ACTION.—Nothing 
in this title— 

(1) confers on any private person a right of 
action against an owner or operator of a 
chemical source to enforce any provision of 
this title; 

(2) creates any liability on the part of an 
owner or operator of a chemical source aris-
ing out of any event that could not reason-
ably have been foreseen by the owner or op-
erator; or 

(3) affects any other remedies or defenses 
available under Federal or State law. 
SEC. ll04. ENFORCEMENT. 

(a) FAILURE TO COMPLY.—If an owner or op-
erator of a chemical source fails to certify or 
submit a vulnerability assessment or site se-
curity plan in accordance with this title, the 
Secretary may issue an order requiring the 
certification and submission of a vulner-
ability assessment or site security plan in 
accordance with section ll03(b). 

(b) DISAPPROVAL.—The Secretary may dis-
approve a vulnerability assessment or site 
security plan submitted under section 
ll03(b) if the Secretary determines that— 

(1) the vulnerability assessment or site se-
curity plan does not comply with— 

(A) a regulation promulgated under section 
ll03(a)(1); or 

(B) a procedure, protocol, or standard en-
dorsed or recognized under section ll03(c); 
or 

(2) the site security plan, or the implemen-
tation of the site security plan, is insuffi-
cient to address— 

(A) the results of a vulnerability assess-
ment of a chemical source; or 

(B) a threat or consequence of a terrorist 
release. 

(c) COMPLIANCE.—If the Secretary dis-
approves a vulnerability assessment or site 
security plan of a chemical source under sub-
section (b), the Secretary shall— 

(1) provide the owner or operator of the 
chemical source a written notification of the 
determination that includes a clear expla-
nation of deficiencies in the vulnerability as-
sessment, site security plan, or implementa-
tion of the assessment or plan; 

(2) consult with the owner or operator of 
the chemical source to identify appropriate 
steps to achieve compliance; and 

(3) if, following that consultation, the 
owner or operator of the chemical source 
does not achieve compliance by such date as 
the Secretary determines to be appropriate 
under the circumstances, issue an order re-
quiring the owner or operator to correct 
specified deficiencies. 

(d) EMERGENCY POWERS.— 
(1) DEFINITION OF EMERGENCY THREAT.—In 

this subsection, the term ‘‘emergency 
threat’’ means a threat of a terrorist act 
that could result in a terrorist release at a 
chemical source— 

(A) that is beyond the scope of the site se-
curity plan as implemented at the chemical 
source; 

(B) the likelihood of the immediate occur-
rence of which is high; 

(C) the consequences of which would be se-
vere; and 

(D) based on the factors described in sub-
paragraphs (A) through (C), would not be ap-
propriately and reasonably addressed, or ad-
dressed in a timely manner, by the Secretary 
under subsections (a) through (c). 

(2) INITIATION OF ACTION.— 
(A) IN GENERAL.—If the Secretary (in con-

sultation with State and local law enforce-
ment officials) determines that an emer-
gency threat exists, the Secretary may bring 
a civil action on behalf of the United States 
in United States district court to imme-
diately require each chemical source poten-
tially subject to the emergency threat to 
take such actions as are necessary to re-
spond to the emergency threat. 

(B) NOTICE AND PARTICIPATION.—The Sec-
retary shall provide to each chemical source 
that is the subject of a civil action under 
subparagraph (A)— 

(i) notice of any injunctive relief to compel 
compliance with this subsection that is 
being sought; and 

(ii) an opportunity to participate in any 
proceedings relating to the civil action. 

(3) EMERGENCY ORDERS.— 
(A) IN GENERAL.—If the Secretary deter-

mines that it is not practicable to ensure 
prompt action to protect public safety from 
an emergency threat by bringing a civil ac-
tion under paragraph (2), the Secretary may 
issue such orders as are necessary to ensure 
public safety. 

(B) CONSULTATION.—Before issuing an order 
under subparagraph (A), the Secretary 
shall— 

(i) consult with State and local law en-
forcement officials; and 

(ii) attempt to confirm the accuracy of the 
information on which the action proposed to 
be taken is based. 

(C) EFFECTIVENESS OF ORDERS.— 

(i) IN GENERAL.—An order issued by the 
Secretary under this paragraph shall be ef-
fective for the 60-day period beginning on the 
date of issuance of the order unless the Sec-
retary brings a civil action under paragraph 
(2) before the expiration of that period. 

(ii) EXTENSION OF EFFECTIVE PERIOD.—With 
respect to an order issued under this para-
graph, the Secretary may bring a civil action 
before the end of the 60-day period described 
in clause (i) to extend the effective period of 
the order for— 

(I) 14 days; or 
(II) such longer period as the court in 

which the civil action is brought may au-
thorize. 

(e) PROTECTION OF INFORMATION.—Any de-
termination of disapproval or order made or 
issued under this section shall be exempt 
from disclosure— 

(1) under section 552 of title 5, United 
States Code; 

(2) under any State or local law providing 
for public access to information; and 

(3) except as provided in section ll08(d), 
in any Federal or State civil or administra-
tive proceeding. 
SEC. ll05. INTERAGENCY TECHNICAL SUPPORT 

AND COOPERATION. 
The Secretary— 
(1) may request other Federal agencies to 

provide technical and analytical support 
(other than field work) in carrying out this 
title; 

(2) may provide reimbursement for such 
technical and analytical support received as 
the Secretary determines to be appropriate; 
and 

(3) shall, in consultation with other rel-
evant Federal agencies, take steps to mini-
mize any duplicative administrative burdens 
on, or requirements of, any owner or oper-
ator of a chemical facility that are imposed 
by this Act and— 

(A) the Maritime Transportation Security 
Act of 2002 (116 Stat. 2064) and the amend-
ments made by that Act; 

(B) the Public Health Security Prepared-
ness and Bioterrorism and Response Act of 
2002 (116 Stat. 594) and the amendments made 
by that Act; or 

(C) any other Federal law. 
SEC. ll06. RECORDKEEPING; SITE INSPEC-

TIONS; PRODUCTION OF INFORMA-
TION. 

(a) RECORDKEEPING.—The owner or oper-
ator of a chemical source that is required to 
prepare a vulnerability assessment or site se-
curity plan under section ll03(a) shall 
maintain a current copy of those documents. 

(b) RIGHT OF ENTRY.—In carrying out this 
title, the Secretary (or a designee), on pres-
entation of credentials, shall have a right of 
entry to, on, or through— 

(1) any premises of an owner or operator of 
a chemical source described in subsection 
(a); and 

(2) any premises on which any record re-
quired to be maintained under subsection (a) 
is located. 

(c) REQUESTS FOR RECORDS.—In carrying 
out this title, the Secretary (or a designee) 
may require the submission of, or, on presen-
tation of credentials, may at reasonable 
times seek access to and copy— 

(1) any records, reports, or other informa-
tion described in subsection (a); and 

(2) any other documentation necessary 
for— 

(A) review or analysis of a vulnerability as-
sessment or site security plan; or 

(B) implementation of a site security plan. 
(d) COMPLIANCE.—If the Secretary deter-

mines that an owner or operator of a chem-
ical source is not maintaining, producing, or 
permitting access to records as required by 
this section, the Secretary may issue an 
order requiring compliance with the relevant 
provisions of this section. 
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SEC. ll07. PENALTIES. 

(a) ADMINISTRATIVE PENALTIES.— 
(1) PENALTY ORDERS.—The Secretary may 

impose an administrative penalty of not 
more than $250,000 for failure to comply with 
an order issued by the Secretary under this 
title. 

(B) NOTICE AND HEARING.—Before issuing an 
order under subparagraph (A), the Secretary 
shall provide to the person against which the 
penalty is to be assessed— 

(i) written notice of the proposed order; 
and 

(ii) the opportunity to request, not later 
than 30 days after the date on which the per-
son receives the notice, a hearing on the pro-
posed order. 

(3) PROCEDURES.—The Secretary may pro-
mulgate regulations establishing procedures 
for administrative hearings and appropriate 
review, including necessary deadlines. 

(b) CIVIL PENALTIES.—Any owner or oper-
ator of a chemical source that violates or 
fails to comply with any order issued by the 
Secretary under this title or site security 
plan submitted to the Secretary under this 
title may, in a civil action brought in United 
States district court, be subject, for each day 
on which the violation occurs or the failure 
to comply continues, to— 

(1) an order for injunctive relief; or 
(2) a civil penalty of not more than $50,000. 
(c) CRIMINAL PENALTIES.—An owner or op-

erator of a chemical source that knowingly 
violates any order issued by the Secretary 
under this title or knowingly fails to comply 
with a site security plan submitted to the 
Secretary under this title shall be fined not 
more than $50,000 for each day of violation, 
imprisoned not more than 2 years, or both. 
SEC. ll08. PROTECTION OF INFORMATION. 

(a) DEFINITION OF PROTECTED INFORMA-
TION.— 

(1) IN GENERAL.—In this section, the term 
‘‘protected information’’ means— 

(A) a vulnerability assessment or site secu-
rity plan required by subsection (a) or (b) of 
section ll03; 

(B) any study, analysis, or other document 
generated by the owner or operator of a 
chemical source primarily for the purpose of 
preparing a vulnerability assessment or site 
security plan (including any alternative ap-
proach analysis); and 

(C) any other information provided to or 
obtained or obtainable by the Secretary sole-
ly for the purposes of this title from the 
owner or operator of a chemical source that, 
if released, is reasonably likely to increase 
the probability or consequences of a terrorist 
release. 

(2) OTHER OBLIGATIONS UNAFFECTED.—Noth-
ing in this section affects— 

(A) the handling, treatment, or disclosure 
of information obtained from a chemical 
source under any other law; 

(B) any obligation of the owner or operator 
of a chemical source to submit or make 
available information to a Federal, State, or 
local government agency under, or otherwise 
to comply with, any other law; or 

(C) the public disclosure of information de-
rived from protected information, so long as 
the information disclosed— 

(i) would not divulge methods or processes 
entitled to protection as trade secrets in ac-
cordance with the purposes of section 1905 of 
title 18, United States Code; 

(ii) does not identify any particular chem-
ical source; and 

(iii) is not reasonably likely to increase 
the probability or consequences of a terrorist 
release, 

even if the same information is also con-
tained in a document referred to in para-
graph (1). 

(b) DISCLOSURE EXEMPTION.—Except with 
respect to certifications specified in para-

graphs (1) and (5) of subsection (b) and sub-
section (h)(2)(A) of section ll03, protected 
information shall be exempt from disclosure 
under— 

(1) section 552 of title 5, United States 
Code; and 

(2) any State or local law providing for 
public access to information. 

(c) DEVELOPMENT OF PROTOCOLS.— 
(1) IN GENERAL.—The Secretary, in con-

sultation with the Director of the Office of 
Management and Budget and appropriate 
Federal law enforcement and intelligence of-
ficials, and in a manner consistent with pro-
tections for sensitive or classified informa-
tion, shall by regulation establish confiden-
tiality protocols for maintenance and use of 
protected information. 

(2) REQUIREMENTS FOR PROTOCOLS.—A pro-
tocol established under paragraph (1) shall 
ensure that— 

(A) protected information shall be main-
tained in a secure location; and 

(B) except as provided in subsection (e)(2), 
or as necessary for enforcement of this title 
or any law, in either case consistent with 
subsection (d), access to protected informa-
tion shall be limited to persons designated 
by the Secretary, including State or local 
law enforcement officers or other officials 
(including first responders) to the extent dis-
closure is needed to carry out the purposes of 
this title or to further the investigation of a 
potential violation of any law. 

(d) TREATMENT OF PROTECTED INFORMATION 
IN FEDERAL OR STATE ADMINISTRATIVE OR JU-
DICIAL PROCEEDINGS.— 

(1) ADMINISTRATIVE PROCEEDINGS.— 
(A) IN GENERAL.—In an administrative pro-

ceeding in which a person seeks to compel 
the disclosure of protected information or to 
offer protected information into evidence, 
the person to which the discovery request is 
directed, the person seeking to offer evi-
dence, or the owner or operator of a chemical 
source shall provide written notice of the re-
quest to— 

(i) the United States Attorney for the dis-
trict in which the administrative entity con-
ducting the proceeding is located; 

(ii) the Secretary; and 
(iii) the administrative entity conducting 

the proceeding. 
(B) CONTENTS.—A notice under subpara-

graph (A) shall include a brief description of 
the protected information. 

(C) RESPONSE BY THE SECRETARY.— 
(i) IN GENERAL.—Not later than 60 days 

after the date on which the Secretary re-
ceives a notice under subparagraph (A), the 
Secretary shall issue to each entity de-
scribed in that subparagraph a response to 
the notice. 

(ii) DETERMINATION OF THREAT.—If the Sec-
retary determines that disclosure of pro-
tected information covered by a notice under 
subparagraph (A) would pose a threat to pub-
lic security or endanger the life or safety of 
any person, the Secretary shall have the au-
thority to request from the administrative 
entity any prohibitions or restrictions on 
disclosure of the protected information nec-
essary to avert such threat or danger. 

(D) PROHIBITION.— 
(i) IN GENERAL.—No party to an adminis-

trative proceeding may disclose protected in-
formation except consistently with any re-
strictions established by the administrative 
entity regarding that information. 

(ii) NO RESPONSE.—If an administrative en-
tity has not received a response from the 
Secretary by the date that is 60 days after 
the date of receipt by the Secretary of a no-
tice under subparagraph (A), an administra-
tive entity— 

(I) shall determine whether the informa-
tion covered by the notice qualifies as pro-
tected information that would pose a threat 

to public security or endanger the life or 
safety of a person if the information were 
publicly disclosed; and 

(II) shall consider imposing any prohibi-
tions or restrictions on disclosure of the pro-
tected information necessary to avert such 
threat or danger. 

(2) JUDICIAL PROCEEDINGS.— 
(A) IN GENERAL.—In a judicial proceeding 

in which a person seeks to compel the disclo-
sure of protected information, or to offer 
protected information into evidence, the per-
son to which the discovery request is di-
rected, the person seeking to offer evidence, 
or the owner or operator of a chemical 
source shall provide written notice of the re-
quest to— 

(i) the United States Attorney for the dis-
trict in which the court conducting the pro-
ceeding is located; 

(ii) the Secretary; and 
(iii) the court of jurisdiction. 
(B) CONTENTS.—A notice under subpara-

graph (A) shall include a brief description of 
the protected information. 

(C) RESPONSE BY SECRETARY.— 
(i) IN GENERAL.—Not later than 60 days 

after the date on which the Secretary re-
ceives a notice under subparagraph (A), the 
Secretary shall issue to each entity de-
scribed in that subparagraph a response to 
the notice. 

(ii) DETERMINATION OF THREAT.—If the Sec-
retary determines that disclosure of pro-
tected information covered by a notice under 
subparagraph (A) would pose a threat to pub-
lic security or endanger the life or safety of 
any person, the Secretary shall have the au-
thority to request from the court of jurisdic-
tion any prohibitions or restrictions on dis-
closure of the protected information nec-
essary to avert such threat or danger. 

(D) PROHIBITION.— 
(i) IN GENERAL.—No party to a judicial pro-

ceeding may disclose protected information 
except consistently with any restrictions es-
tablished by the judge regarding that infor-
mation. 

(ii) NO RESPONSE.—If a court of jurisdiction 
has not received a response from the Sec-
retary by the date that is 60 days after the 
date of receipt by the Secretary of a notice 
under subparagraph (A), the court— 

(I) shall determine whether the informa-
tion qualifies as protected information that 
would pose a threat to public security or en-
danger the life or safety of a person if the in-
formation were publicly disclosed; and 

(II) shall consider imposing any prohibi-
tions or restrictions on disclosure of the pro-
tected information necessary to avert such a 
threat or danger. 

(e) PENALTIES FOR UNAUTHORIZED DISCLO-
SURE.— 

(1) IN GENERAL.—Except as provided in 
paragraph (2), any person referred to in sub-
section (c)(2)(B) that acquires any protected 
information, and that knowingly or reck-
lessly discloses the protected information, 
shall— 

(A) be imprisoned not more than 1 year, 
fined under title 18, United States Code (ap-
plicable to class A misdemeanors), or both; 
and 

(B) if the person is a Federal officer or em-
ployee, be removed from Federal office or 
employment. 

(2) EXCEPTIONS.— 
(A) IN GENERAL.—Paragraph (1) shall not 

apply to a person described in that subpara-
graph that discloses protected information— 

(i) to a person designated by the Secretary 
under subsection (c)(2)(B); 

(ii) for the purpose of section 6; or 
(iii) consistent with subsection (d), for use 

in any administrative or judicial proceeding 
to enforce, or to impose a penalty for failure 
to comply with, a requirement of this title. 
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(B) LAW ENFORCEMENT OFFICIALS AND FIRST 

RESPONDERS.—Notwithstanding paragraph 
(1), a person referred to in subsection 
(c)(2)(B) that is an officer or employee of the 
United States may disclose to a State or 
local law enforcement official or other offi-
cial (including a first responder) the con-
tents of a vulnerability assessment or site 
security plan, or other information described 
in that subsection, to the extent disclosure 
is necessary to carry out this title. 

(f) CONGRESSIONAL ACCESS TO INFORMA-
TION.—Nothing in this section authorizes the 
withholding of information from Congress. 
SEC. ll09. PROVISION OF TRAINING AND OTHER 

ASSISTANCE. 
(a) TRAINING.—The Secretary may provide 

training to State and local officials and own-
ers and operators in furtherance of the pur-
poses of this title. 

(b) OTHER ASSISTANCE.—The Secretary 
shall provide assistance to facilities exempt 
from this Act under section ll02(B)(ii) to 
help the facilities develop voluntary meas-
ures to enhance the security of the facilities, 
including the prevention of theft. 
SEC. ll10. JUDICIAL REVIEW. 

(a) REGULATIONS.—Not later than 60 days 
after the date of promulgation of a regula-
tion under this title, any person may file a 
petition for judicial review relating to the 
regulation with— 

(1) the United States Court of Appeals for 
the District of Columbia; or 

(2) with the United States circuit court— 
(A) having jurisdiction over the State in 

which the person resides; or 
(B) for the circuit in which the principal 

place of business of the person is located. 
(b) FINAL AGENCY ACTIONS OR ORDERS.— 

Not later than 60 days after the date on 
which a chemical source receives notice of 
an action or order of the Secretary under 
this title with respect to the chemical 
source, the chemical source may file a peti-
tion for judicial review of the action or order 
with the United States district court for the 
district in which— 

(1) the chemical source is located; or 
(2) the owner or operator of the chemical 

source has a principal place of business. 
(c) STANDARD OF REVIEW.— 
(1) IN GENERAL.—On the filing of a petition 

under subsection (a) or (b), the court shall 
review the regulation or other final action or 
order that is the subject of the petition in 
accordance with chapter 7 of title 5, United 
States Code. 

(2) BASIS.— 
(A) IN GENERAL.—Judicial review of a regu-

lation, or of a final agency action or order 
described in paragraph (1) that is based on an 
administrative hearing held on the record, 
shall be based on the record of the pro-
ceedings, comments, and other information 
that the Secretary considered in promul-
gating the regulation, taking the action, or 
issuing the order being reviewed. 

(B) OTHER ACTIONS AND ORDERS.—Judicial 
review of a final agency action or order de-
scribed in paragraph (1) that is not described 
in subparagraph (A) shall be based on any 
submissions to the Secretary relating to the 
action or order and any other information 
that the Secretary considered in taking the 
action or issuing the order. 
SEC. ll11. NO EFFECT ON REQUIREMENTS 

UNDER OTHER LAW. 
(a) IN GENERAL.—Except as provided in sec-

tion ll08, nothing in this title affects any 
duty or other requirement imposed under 
any other Federal or State law. 

(b) OTHER FEDERAL LAW.— 
(1) IN GENERAL.—Notwithstanding sub-

section (a), an owner or operator of a chem-
ical source that is required to prepare a site 
vulnerability assessment and implement a 

site security plan under any another Federal 
law may petition the Secretary to be subject 
to the other Federal law in lieu of this title. 

(2) DETERMINATION OF SUBSTANTIAL EQUIVA-
LENCE.—If the Secretary determines by rule-
making that a Federal law covered by a peti-
tion submitted by a chemical source under 
paragraph (1) is substantially equivalent to 
this title (including the requirements re-
garding alternative approaches under section 
ll03(a))— 

(A) the Secretary may grant the petition; 
and 

(B) the chemical source shall be subject to 
the other Federal law in lieu of this title. 
SEC. ll12. AGRICULTURAL BUSINESS SECURITY 

GRANT PROGRAM. 
(a) DEFINITION OF ELIGIBLE ENTITY.—In this 

section, the term ‘‘eligible entity’’ means a 
retail or production agricultural business 
(including a business that is engaged in the 
production or processing of seafood) that em-
ploys not more than such number of individ-
uals at a chemical source included in the list 
described in section ll03(f) as shall be de-
termined by the Secretary, in consultation 
with the Administrator of the Small Busi-
ness Administration and the Secretary of 
Agriculture. 

(b) GRANTS.—The Secretary shall provide 
grants to an eligible entity that is a chem-
ical source included in the list described in 
section ll03(f) selected under this section 
to enable the eligible entity at the chemical 
source— 

(1) to improve security measures; and 
(2) to protect against or reduce the con-

sequence of a terrorist attack. 
(c) CRITERIA.—In establishing criteria for 

the selection of, or in otherwise selecting, el-
igible entities to receive a grant under this 
section, the Secretary shall— 

(1) consider on an individual, location-by- 
location basis, each applicant for a grant; 
and 

(2) require each eligible entity that re-
ceives a grant to use funds from the grant 
only for the purposes described in subsection 
(b) in accordance with guidance of the Sec-
retary. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated such 
sums as are necessary to carry out this sec-
tion. 

SA 3850. Mr. GRASSLEY submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 213, after line 12 insert the fol-
lowing: 

TITLE IV—OTHER MATTERS 
SEC. 401. INCLUSION OF VISA REVOCATIONS IN 

THE NATIONAL CRIME AND INFOR-
MATION CENTER DATABASE. 

(a) PROVISION OF INFORMATION TO NCIC.— 
(1) IN GENERAL.—The Secretary of State, in 

consultation with the Secretary of Homeland 
Security, shall submit to the National Crime 
Information Center of the Department of 
Justice information regarding the revoca-
tion of an alien’s visa and any other appro-
priate information regarding such alien. 
Such information shall be submitted regard-
less of whether the alien has been removed 
from the United States. 

(2) INITIAL SUBMISSION OF INFORMATION.— 
Not later than 60 days after the date of en-
actment of this Act, the Secretary of State, 
in consultation with the Secretary of Home-
land Security, shall submit to the National 
Crime Information Center the information 

described in paragraph (1) for any alien 
whose visa was revoked prior to the date of 
enactment of this Act. 

(b) AUTHORITY TO RECEIVE INFORMATION.— 
(1) IN GENERAL.—Section 534(a) of title 28, 

United States Code, is amended by adding at 
the end the following new paragraph: 

‘‘(5) acquire, collect, classify, and preserve 
records of violations of the immigration laws 
of the United States.’’. 

(2) CONFORMING AMENDMENTS.—Such sec-
tion, as amended by paragraph (1), is further 
amended— 

(A) in paragraph (3), by striking ‘‘and’’ at 
the end; and 

(B) in paragraph (4), by striking the period 
at the end and inserting a semicolon and 
‘‘and’’. 

(c) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section and the amendments made by 
this section shall take effect on the date of 
the enactment of this Act. 

SA 3851. Mr. GRASSLEY (for him-
self, Mr. CHAMBLISS, and Mr. KYL) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 213, strike line 12 and insert the 
following: 
carry out this Act and the amendments 
made by this Act. 

TITLE IV—OTHER MATTERS 
SEC. 401. VISA REVOCATION. 

(a) LIMITATION ON REVIEW.—Section 221(i) 
of the Immigration and Nationality Act (8 
U.S.C. 1201(i)) is amended by adding at the 
end the following: ‘‘There shall be no means 
of administrative or judicial review of a rev-
ocation under this subsection, and no court 
or other person otherwise shall have jurisdic-
tion to consider any claim challenging the 
validity of such a revocation.’’. 

(b) CLASSES OF DEPORTABLE ALIENS.—Sec-
tion 237(a)(1)(B) of the Immigration and Na-
tionality Act (8 U.S.C. 1227(a)(1)(B)) is 
amended by striking ‘‘United States is’’ and 
inserting the following: ‘‘United States, or 
whose visa (or other documentation author-
izing admission into the United States) has 
been revoked under section 221(i), is’’. 

(c) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date of the enactment of this Act and shall 
apply to revocations under section 221(i) of 
the Immigration and Nationality Act made 
before, on, or after such date. 

SA 3852. Mr. GRASSLEY submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, insert the following new title: 
TITLE IV—INTERVIEWS OF VISA 

APPLICANTS 
SEC. 401. REQUIREMENT OF PERSONAL INTER-

VIEWS OF VISA APPLICANTS. 
Section 222 of the Immigration and Nation-

ality Act (8 U.S.C. 1202) is amended by add-
ing at the end the following new subsection: 

‘‘(h) Notwithstanding any other provision 
of this Act, each consular officer shall— 

‘‘(1) with respect to an alien who is at least 
16 years of age and not more than 60 years of 



CONGRESSIONAL RECORD — SENATE S10109 September 30, 2004 
age and who is applying for a nonimmigrant 
visa, require the alien to submit to a per-
sonal interview in accordance with such reg-
ulations as may be prescribed unless— 

‘‘(A) such alien is within that class of non-
immigrants enumerated in section 
101(a)(15)(A) or 101(a)(15)(G) or is granted a 
diplomatic visa on a diplomatic passport or 
on the equivalent thereof; 

‘‘(B) such alien is applying for a visa— 
‘‘(i) not more than 12 months after the date 

on which the alien’s prior visa expired; 
‘‘(ii) for the classification under section 

101(a)(15) for which such prior visa was 
issued; and 

‘‘(iii) from the consular post located near 
the alien’s usual residence; or 

‘‘(C) the consular officer determines that it 
is in the national interest of the United 
States to waive the personal interview of 
such alien and properly documents the jus-
tification for such waiver; 

‘‘(2) with respect to an alien who is at least 
14 years of age and not more than 80 years of 
age and who is applying for a nonimmigrant 
visa, require the alien to appear in person for 
the purpose of providing biometric data, in-
cluding electronic fingerscans, in accordance 
with such regulations as may be prescribed 
unless such alien is within that class of non-
immigrants enumerated in section 
101(a)(15)(A) or 101(a)(15)(G); and 

‘‘(3) with respect to an alien who is apply-
ing for an immigrant or a nonimmigrant visa 
who is a national of a country officially des-
ignated by the Secretary of State as a state 
sponsor of terrorism, require the alien to 
submit to a personal interview in accordance 
with such regulations as may be pre-
scribed.’’. 

SA 3853. Mr. GRASSLEY (for himself 
and Mr. LEAHY) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of the bill, add the following 
new title: 

TITLE IV—FEDERAL BUREAU OF 
INVESTIGATION REFORM 

SEC. 401. SHORT TITLE. 
This title may be cited as the ‘‘Federal Bu-

reau of Investigation Reform Act of 2004’’. 
Subtitle A—Whistleblower Protection 

SEC. 411. INCREASING PROTECTIONS FOR FBI 
WHISTLEBLOWERS. 

Section 2303 of title 5, United States Code, 
is amended to read as follows: 
‘‘§ 2303. Prohibited personnel practices in the 

Federal Bureau of Investigation 
‘‘(a) DEFINITION.—In this section, the term 

‘personnel action’ means any action de-
scribed in clauses (i) through (x) of section 
2302(a)(2)(A). 

‘‘(b) PROHIBITED PRACTICES.—Any em-
ployee of the Federal Bureau of Investiga-
tion who has the authority to take, direct 
others to take, recommend, or approve any 
personnel action, shall not, with respect to 
such authority, take or fail to take a per-
sonnel action with respect to any employee 
of the Bureau or because of— 

‘‘(1) any disclosure of information by the 
employee to the Attorney General (or an em-
ployee designated by the Attorney General 
for such purpose), a supervisor of the em-
ployee, the Inspector General for the Depart-
ment of Justice, or a Member of Congress 
that the employee reasonably believes evi-
dences— 

‘‘(A) a violation of any law, rule, or regula-
tion; or 

‘‘(B) mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safe-
ty; or 

‘‘(2) any disclosure of information by the 
employee to the Special Counsel of informa-
tion that the employee reasonably believes 
evidences— 

‘‘(A) a violation of any law, rule, or regula-
tion; or 

‘‘(B) mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safe-
ty, 

if such disclosure is not specifically prohib-
ited by law and if such information is not 
specifically required by Executive order to 
be kept secret in the interest of national de-
fense or the conduct of foreign affairs. 

‘‘(c) INDIVIDUAL RIGHT OF ACTION.—Chapter 
12 of this title shall apply to an employee of 
the Federal Bureau of Investigation who 
claims that a personnel action has been 
taken under this section against the em-
ployee as a reprisal for any disclosure of in-
formation described in subsection (b)(2). 

‘‘(d) REGULATIONS.—The Attorney General 
shall prescribe regulations to ensure that a 
personnel action under this section shall not 
be taken against an employee of the Federal 
Bureau of Investigation as a reprisal for any 
disclosure of information described in sub-
section (b)(1), and shall provide for the en-
forcement of such regulations in a manner 
consistent with applicable provisions of sec-
tions 1214 and 1221, and in accordance with 
the procedures set forth in sections 554 
through 557 and 701 through 706.’’. 

Subtitle B—FBI Security Career Program 
SEC. 421. SECURITY MANAGEMENT POLICIES. 

The Attorney General shall establish poli-
cies and procedures for the effective manage-
ment (including accession, education, train-
ing, and career development) of persons serv-
ing in security positions in the Federal Bu-
reau of Investigation. 
SEC. 422. DIRECTOR OF THE FEDERAL BUREAU 

OF INVESTIGATION. 
(a) IN GENERAL.—Subject to the authority, 

direction, and control of the Attorney Gen-
eral, the Director of the Federal Bureau of 
Investigation (referred to in this title as the 
‘‘Director’’) shall carry out all powers, func-
tions, and duties of the Attorney General 
with respect to the security workforce in the 
Federal Bureau of Investigation. 

(b) POLICY IMPLEMENTATION.—The Director 
shall ensure that the policies of the Attorney 
General established in accordance with this 
title are implemented throughout the Fed-
eral Bureau of Investigation at both the 
headquarters and field office levels. 
SEC. 423. DIRECTOR OF SECURITY. 

The Director shall appoint a Director of 
Security, or such other title as the Director 
may determine, to assist the Director in the 
performance of the duties of the Director 
under this title. 
SEC. 424. SECURITY CAREER PROGRAM BOARDS. 

(a) ESTABLISHMENT.—The Director acting 
through the Director of Security shall estab-
lish a security career program board to ad-
vise the Director in managing the hiring, 
training, education, and career development 
of personnel in the security workforce of the 
Federal Bureau of Investigation. 

(b) COMPOSITION OF BOARD.—The security 
career program board shall include— 

(1) the Director of Security (or a represent-
ative of the Director of Security); 

(2) the senior officials, as designated by the 
Director, with responsibility for personnel 
management; 

(3) the senior officials, as designated by the 
Director, with responsibility for information 
management; 

(4) the senior officials, as designated by the 
Director, with responsibility for training and 
career development in the various security 
disciplines; and 

(5) such other senior officials for the intel-
ligence community as the Director may des-
ignate. 

(c) CHAIRPERSON.—The Director of Security 
(or a representative of the Director of Secu-
rity) shall be the chairperson of the board. 

(d) SUBORDINATE BOARDS.—The Director of 
Security may establish a subordinate board 
structure to which functions of the security 
career program board may be delegated. 
SEC. 425. DESIGNATION OF SECURITY POSITIONS. 

(a) DESIGNATION.—The Director shall des-
ignate, by regulation, those positions in the 
Federal Bureau of Investigation that are se-
curity positions for purposes of this title. 

(b) REQUIRED POSITIONS.—In designating 
security positions under subsection (a), the 
Director shall include, at a minimum, all se-
curity-related positions in the areas of— 

(1) personnel security and access control; 
(2) information systems security and infor-

mation assurance; 
(3) physical security and technical surveil-

lance countermeasures; 
(4) operational, program, and industrial se-

curity; and 
(5) information security and classification 

management. 
SEC. 426. CAREER DEVELOPMENT. 

(a) CAREER PATHS.—The Director shall en-
sure that appropriate career paths for per-
sonnel who wish to pursue careers in secu-
rity are identified in terms of the education, 
training, experience, and assignments nec-
essary for career progression to the most 
senior security positions and shall make 
available published information on those ca-
reer paths. 

(b) LIMITATION ON PREFERENCE FOR SPECIAL 
AGENTS.— 

(1) IN GENERAL.—Except as provided in the 
policy established under paragraph (2), the 
Attorney General shall ensure that no re-
quirement or preference for a Special Agent 
of the Federal Bureau of Investigation (re-
ferred to in this title as a ‘‘Special Agent’’) 
is used in the consideration of persons for se-
curity positions. 

(2) POLICY.—The Attorney General shall es-
tablish a policy that permits a particular se-
curity position to be specified as available 
only to Special Agents, if a determination is 
made, under criteria specified in the policy, 
that a Special Agent— 

(A) is required for that position by law; 
(B) is essential for performance of the du-

ties of the position; or 
(C) is necessary for another compelling 

reason. 
(3) REPORT.—Not later than December 15 of 

each year, the Director shall submit to the 
Attorney General a report that lists— 

(A) each security position that is re-
stricted to Special Agents under the policy 
established under paragraph (2); and 

(B) the recommendation of the Director as 
to whether each restricted security position 
should remain restricted. 

(c) OPPORTUNITIES TO QUALIFY.—The Attor-
ney General shall ensure that all personnel, 
including Special Agents, are provided the 
opportunity to acquire the education, train-
ing, and experience necessary to qualify for 
senior security positions. 

(d) BEST QUALIFIED.—The Attorney Gen-
eral shall ensure that the policies estab-
lished under this title are designed to pro-
vide for the selection of the best qualified in-
dividual for a position, consistent with other 
applicable law. 

(e) ASSIGNMENTS POLICY.—The Attorney 
General shall establish a policy for assigning 
Special Agents to security positions that 
provides for a balance between— 
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(1) the need for personnel to serve in career 

enhancing positions; and 
(2) the need for requiring service in each 

such position for sufficient time to provide 
the stability necessary to carry out effec-
tively the duties of the position and to allow 
for the establishment of responsibility and 
accountability for actions taken in the posi-
tion. 

(f) LENGTH OF ASSIGNMENT.—In imple-
menting the policy established under sub-
section (b)(2), the Director shall provide, as 
appropriate, for longer lengths of assign-
ments to security positions than assign-
ments to other positions. 

(g) PERFORMANCE APPRAISALS.—The Direc-
tor shall provide an opportunity for review 
and inclusion of any comments on any ap-
praisal of the performance of a person serv-
ing in a security position by a person serving 
in a security position in the same security 
career field. 

(h) BALANCED WORKFORCE POLICY.—In the 
development of security workforce policies 
under this title with respect to any employ-
ees or applicants for employment, the Attor-
ney General shall, consistent with the merit 
system principles set out in paragraphs (1) 
and (2) of section 2301(b) of title 5, United 
States Code, take into consideration the 
need to maintain a balanced workforce in 
which women and members of racial and eth-
nic minority groups are appropriately rep-
resented in Government service. 
SEC. 427. GENERAL EDUCATION, TRAINING, AND 

EXPERIENCE REQUIREMENTS. 
(a) IN GENERAL.—The Director shall estab-

lish education, training, and experience re-
quirements for each security position, based 
on the level of complexity of duties carried 
out in the position. 

(b) QUALIFICATION REQUIREMENTS.—Before 
being assigned to a position as a program 
manager or deputy program manager of a 
significant security program, a person— 

(1) must have completed a security pro-
gram management course that is accredited 
by the Intelligence Community-Department 
of Defense Joint Security Training Consor-
tium or is determined to be comparable by 
the Director; and 

(2) must have not less than 6 years experi-
ence in security, of which not less than 2 
years were performed in a similar program 
office or organization. 
SEC. 428. EDUCATION AND TRAINING PROGRAMS. 

(a) IN GENERAL.—The Director, in consulta-
tion with the Director of Central Intel-
ligence and the Secretary of Defense, shall 
establish and implement education and 
training programs for persons serving in se-
curity positions in the Federal Bureau of In-
vestigation. 

(b) OTHER PROGRAMS.—The Director shall 
ensure that programs established under sub-
section (a) are established and implemented, 
to the maximum extent practicable, uni-
formly with the programs of the Intelligence 
Community and the Department of Defense. 
SEC. 429. OFFICE OF PERSONNEL MANAGEMENT 

APPROVAL. 
(a) IN GENERAL.—The Attorney General 

shall submit any requirement that is estab-
lished under section 207 to the Director of 
the Office of Personnel Management for ap-
proval. 

(b) FINAL APPROVAL.—If the Director does 
not disapprove the requirements established 
under section 207 within 30 days after the 
date on which the Director receives the re-
quirement, the requirement is deemed to be 
approved by the Director of the Office of Per-
sonnel Management. 

Subtitle C—FBI Counterintelligence 
Polygraph Program 

SEC. 431. DEFINITIONS. 
In this title: 

(1) POLYGRAPH PROGRAM.—The term ‘‘poly-
graph program’’ means the counterintel-
ligence screening polygraph program estab-
lished under section 302. 

(2) POLYGRAPH REVIEW.—The term ‘‘Poly-
graph Review’’ means the review of the sci-
entific validity of the polygraph for counter-
intelligence screening purposes conducted by 
the Committee to Review the Scientific Evi-
dence on the Polygraph of the National 
Academy of Sciences. 

SEC. 432. ESTABLISHMENT OF PROGRAM. 

Not later than 6 months after the date of 
enactment of this Act, the Attorney General, 
in consultation with the Director of the Fed-
eral Bureau of Investigation and the Direc-
tor of Security of the Federal Bureau of In-
vestigation, shall establish a counterintel-
ligence screening polygraph program for the 
Federal Bureau of Investigation that con-
sists of periodic polygraph examinations of 
employees, or contractor employees of the 
Federal Bureau of Investigation who are in 
positions specified by the Director of the 
Federal Bureau of Investigation as excep-
tionally sensitive in order to minimize the 
potential for unauthorized release or disclo-
sure of exceptionally sensitive information. 

SEC. 433. REGULATIONS. 

(a) IN GENERAL.—The Attorney General 
shall prescribe regulations for the polygraph 
program in accordance with subchapter II of 
chapter 5 of title 5, United States Code (com-
monly referred to as the Administrative Pro-
cedures Act). 

(b) CONSIDERATIONS.—In prescribing regula-
tions under subsection (a), the Attorney 
General shall— 

(1) take into account the results of the 
Polygraph Review; and 

(2) include procedures for— 
(A) identifying and addressing false posi-

tive results of polygraph examinations; 
(B) ensuring that adverse personnel actions 

are not taken against an individual solely by 
reason of the physiological reaction of the 
individual to a question in a polygraph ex-
amination, unless— 

(i) reasonable efforts are first made inde-
pendently to determine through alternative 
means, the veracity of the response of the in-
dividual to the question; and 

(ii) the Director of the Federal Bureau of 
Investigation determines personally that the 
personnel action is justified; 

(C) ensuring quality assurance and quality 
control in accordance with any guidance pro-
vided by the Department of Defense Poly-
graph Institute and the Director of Central 
Intelligence; and 

(D) allowing any employee or contractor 
who is the subject of a counterintelligence 
screening polygraph examination under the 
polygraph program, upon written request, to 
have prompt access to any unclassified re-
ports regarding an examination that relates 
to any adverse personnel action taken with 
respect to the individual. 

SEC. 434. REPORT ON FURTHER ENHANCEMENT 
OF FBI PERSONNEL SECURITY PRO-
GRAM. 

(a) IN GENERAL.—Not later than 9 months 
after the date of enactment of this Act, the 
Director of the Federal Bureau of Investiga-
tion shall submit to Congress a report set-
ting forth recommendations for any legisla-
tive action that the Director considers ap-
propriate in order to enhance the personnel 
security program of the Federal Bureau of 
Investigation. 

(b) POLYGRAPH REVIEW RESULTS.—Any rec-
ommendation under subsection (a) regarding 
the use of polygraphs shall take into account 
the results of the Polygraph Review. 

Subtitle D—Reports 
SEC. 441. REPORT ON LEGAL AUTHORITY FOR FBI 

PROGRAMS AND ACTIVITIES. 
(a) IN GENERAL.—Not later than 9 months 

after the date of enactment of this Act, the 
Attorney General shall submit to Congress a 
report describing the statutory and other 
legal authority for all programs and activi-
ties of the Federal Bureau of Investigation. 

(b) CONTENTS.—The report submitted under 
subsection (a) shall describe— 

(1) the titles within the United States Code 
and the statutes for which the Federal Bu-
reau of Investigation exercises investigative 
responsibility; 

(2) each program or activity of the Federal 
Bureau of Investigation that has express 
statutory authority and the statute which 
provides that authority; and 

(3) each program or activity of the Federal 
Bureau of Investigation that does not have 
express statutory authority, and the source 
of the legal authority for that program or 
activity. 

(c) RECOMMENDATIONS.—The report sub-
mitted under subsection (a) shall recommend 
whether— 

(1) the Federal Bureau of Investigation 
should continue to have investigative re-
sponsibility for each statute for which the 
Federal Bureau of Investigation currently 
has investigative responsibility; 

(2) the legal authority for any program or 
activity of the Federal Bureau of Investiga-
tion should be modified or repealed; 

(3) the Federal Bureau of Investigation 
should have express statutory authority for 
any program or activity of the Federal Bu-
reau of Investigation for which the Federal 
Bureau of Investigation does not currently 
have express statutory authority; and 

(4) the Federal Bureau of Investigation 
should— 

(A) have authority for any new program or 
activity; and 

(B) express statutory authority with re-
spect to any new programs or activities. 

Subtitle E—Ending the Double Standard 
SEC. 451. ALLOWING DISCIPLINARY SUSPEN-

SIONS OF MEMBERS OF THE SENIOR 
EXECUTIVE SERVICE FOR 14 DAYS 
OR LESS. 

Section 7542 of title 5, United States Code, 
is amended by striking ‘‘for more than 14 
days’’. 
SEC. 452. SUBMITTING OFFICE OF PROFES-

SIONAL RESPONSIBILITY REPORTS 
TO CONGRESSIONAL COMMITTEES. 

(a) IN GENERAL.—For each of the 5 years 
following the date of enactment of this Act, 
the Office of the Inspector General shall sub-
mit to the chairperson and ranking member 
of the Committees on the Judiciary of the 
Senate and the House of Representatives an 
annual report to be completed by the Federal 
Bureau of Investigation, Office of Profes-
sional Responsibility and provided to the In-
spector General, which sets forth— 

(1) basic information on each investigation 
completed by that Office; 

(2) the findings and recommendations of 
that Office for disciplinary action; and 

(3) what, if any, action was taken by the 
Director of the Federal Bureau of Investiga-
tion or the designee of the Director based on 
any such recommendation. 

(b) CONTENTS.—In addition to all matters 
already included in the annual report de-
scribed in subsection (a), the report shall 
also include an analysis of— 

(1) whether senior Federal Bureau of Inves-
tigation employees and lower level Federal 
Bureau of Investigation personnel are being 
disciplined and investigated similarly; and 

(2) whether any double standard is being 
employed to more senior employees with re-
spect to allegations of misconduct. 
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Subtitle F—Enhancing Security at the 

Department of Justice 
SEC. 461. REPORT ON THE PROTECTION OF SECU-

RITY AND INFORMATION AT THE DE-
PARTMENT OF JUSTICE. 

Not later than 9 months after the date of 
enactment of this Act, the Attorney General 
shall submit to Congress a report on the 
manner in which the Security and Emer-
gency Planning Staff, the Office of Intel-
ligence Policy and Review, and the Chief In-
formation Officer of the Department of Jus-
tice plan to improve the protection of secu-
rity and information at the Department of 
Justice, including a plan to establish secure 
electronic communications between the Fed-
eral Bureau of Investigation and the Office of 
Intelligence Policy and Review for proc-
essing information related to the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.). 
SEC. 462. AUTHORIZATION FOR INCREASED RE-

SOURCES TO PROTECT SECURITY 
AND INFORMATION. 

There are authorized to be appropriated to 
the Department of Justice for the activities 
of the Security and Emergency Planning 
Staff to meet the increased demands to pro-
vide personnel, physical, information, tech-
nical, and litigation security for the Depart-
ment of Justice, to prepare for terrorist 
threats and other emergencies, and to review 
security compliance by components of the 
Department of Justice— 

(1) $13,000,000 for fiscal years 2005 and 2006; 
(2) $17,000,000 for fiscal year 2007; and 
(3) $22,000,000 for fiscal year 2008. 

SEC. 463. AUTHORIZATION FOR INCREASED RE-
SOURCES TO FULFILL NATIONAL SE-
CURITY MISSION OF THE DEPART-
MENT OF JUSTICE. 

There are authorized to be appropriated to 
the Department of Justice for the activities 
of the Office of Intelligence Policy and Re-
view to help meet the increased personnel 
demands to combat terrorism, process appli-
cations to the Foreign Intelligence Surveil-
lance Court, participate effectively in coun-
terespionage investigations, provide policy 
analysis and oversight on national security 
matters, and enhance secure computer and 
telecommunications facilities— 

(1) $7,000,000 for fiscal years 2005 and 2006; 
(2) $7,500,000 for fiscal year 2007; and 
(3) $8,000,000 for fiscal year 2008. 

SA 3854. Mr. TALENT submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. STATE REPROGRAMMING OF GRANT 

FUNDS. 
Subtitle A of title VIII of the Homeland 

Security Act of 2002 (6 U.S.C. 361 et seq.) is 
amended by adding at the end the following: 
‘‘SEC. 802. STATE REPROGRAMMING OF GRANT 

FUNDS. 
‘‘(a) AUTHORIZATION.—The Director of the 

Office for State and Local Government Co-
ordination and Preparedness may approve re-
quests from the senior official responsible 
for emergency preparedness and response in 
each State to reprogram funds appropriated 
for the State Homeland Security Grant Pro-
gram of the Office for State and Local Gov-
ernment Coordination and Preparedness to 
address specific security requirements that 
are based on credible threat assessments, 
particularly threats that arise after the 
State has submitted an application describ-
ing its intended use of such grant funds. 

‘‘(b) LIMITATION.—For each State, the 
amount of funds reprogrammed under this 
section shall not exceed 10 percent of the 
total annual allocation for such State under 
the State Homeland Security Grant Pro-
gram; and 

‘‘(c) CONSULTATION.—Before reprogram-
ming funds under this section, a State offi-
cial described in subsection (a) shall consult 
with relevant local officials.’’. 

SA 3855. Mr. GRASSLEY submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. COMBATTING TERRORIST FINANCING. 

(a) SPECIFIED ACTIVITIES FOR MONEY LAUN-
DERING.— 

(1) RICO DEFINITIONS.—Section 1961(1) of 
title 18, United States Code, is amended— 

(A) in subparagraph (A), by inserting ‘‘bur-
glary, embezzlement,’’ after ‘‘robbery,’’; 

(B) in subparagraph (B), by— 
(i) inserting ‘‘section 1960 (relating to ille-

gal money transmitters),’’ before ‘‘sections 
2251’’; 

(ii) striking ‘‘1588’’ and inserting ‘‘1592’’; 
(iii) inserting ‘‘and 1470’’ after ‘‘1461–1465’’; 

and 
(iv) inserting ‘‘2252A,’’ after ‘‘2252,’’; 
(C) in subparagraph (D), by striking ‘‘fraud 

in the sale of securities’’ and inserting 
‘‘fraud in the purchase or sale of securities’’; 
and 

(D) in subparagraph (F), by inserting ‘‘and 
274A’’ after ‘‘274’’. 

(2) MONETARY INVESTMENTS.—Section 
1956(c)(7)(D) of title 18, United States Code, is 
amended— 

(A) by inserting ‘‘, or section 2339C (relat-
ing to financing of terrorism)’’ before ‘‘of 
this title’’; and 

(B) by striking ‘‘or any felony violation of 
the Foreign Corrupt Practices Act’’ and in-
serting ‘‘any felony violation of the Foreign 
Corrupt Practices Act, or any violation of 
section 208 of the Social Security Act (42 
U.S.C. 408) (relating to obtaining funds 
through misuse of a social security num-
ber)’’. 

(3) CONFORMING AMENDMENTS.— 
(A) MONETARY INSTRUMENTS.—Section 

1956(e) of title 18, United States Code, is 
amended to read as follows: 

‘‘(e) Violations of this section may be in-
vestigated by such components of the De-
partment of Justice as the Attorney General 
may direct, and by such components of the 
Department of the Treasury as the Secretary 
of the Treasury may direct, as appropriate, 
and, with respect to offenses over which the 
Department of Homeland Security has juris-
diction, by such components of the Depart-
ment of Homeland Security as the Secretary 
of Homeland Security may direct, with re-
spect to the offenses over which the Social 
Security Administration has jurisdiction, as 
the Commissioner of Social Security may di-
rect, and with respect to offenses over which 
the United States Postal Service has juris-
diction, as the Postmaster General may di-
rect. The authority under this subsection of 
the Secretary of the Treasury, the Secretary 
of Homeland Security, the Commissioner of 
Social Security, and the Postmaster General 
shall be exercised in accordance with an 
agreement which shall be entered into by the 
Secretary of the Treasury, the Secretary of 
Homeland Security, the Commissioner of So-
cial Security, the Postmaster General, and 

the Attorney General. Violations of this sec-
tion involving offenses described in sub-
section (c)(7)(E) may be investigated by such 
components of the Department of Justice as 
the Attorney General may direct, and the 
National Enforcement Investigations Center 
of the Environmental Protection Agency.’’. 

(B) PROPERTY FROM UNLAWFUL ACTIVITY.— 
Section 1957(e) of title 18, United States 
Code, is amended to read as follows: 

‘‘(e) Violations of this section may be in-
vestigated by such components of the De-
partment of Justice as the Attorney General 
may direct, and by such components of the 
Department of the Treasury as the Secretary 
of the Treasury may direct, as appropriate, 
and, with respect to offenses over which the 
Department of Homeland Security has juris-
diction, by such components of the Depart-
ment of Homeland Security as the Secretary 
of Homeland Security may direct, and, with 
respect to offenses over which the United 
States Postal Service has jurisdiction, by 
the Postmaster General. The authority 
under this subsection of the Secretary of the 
Treasury, the Secretary of Homeland Secu-
rity, and the Postmaster General shall be ex-
ercised in accordance with an agreement 
which shall be entered into by the Secretary 
of the Treasury, the Secretary of Homeland 
Security, the Postmaster General, and the 
Attorney General.’’. 

(b) ILLEGAL MONEY TRANSMITTING BUSI-
NESSES.— 

(1) TECHNICAL AMENDMENTS.—Section 1960 
of title 18, United States Code, is amended— 

(A) in the caption by striking ‘‘unlicensed’’ 
and inserting ‘‘illegal’’; 

(B) in subsection (a), by striking ‘‘unli-
censed’’ and inserting ‘‘illegal’’; 

(C) in subsection (b)(1), by striking ‘‘unli-
censed’’ and inserting ‘‘illegal’’; and 

(D) in subsection (b)(1)(C), by striking ‘‘to 
be used to be used’’ and inserting ‘‘to be 
used’’. 

(2) PROHIBITION ON UNLICENSED MONEY 
TRANSMITTING BUSINESSES.—Section 
1960(b)(1)(B) of title 18, United States Code, is 
amended by inserting the following before 
the semicolon: ‘‘, whether or not the defend-
ant knew that the operation was required to 
comply with such registration require-
ments’’. 

(3) AUTHORITY TO INVESTIGATE.—Section 
1960 of title 18, United States Code, is amend-
ed by adding at the end the following: 

‘‘(c) Investigations of violations of this sec-
tion shall be coordinated by the Secretary of 
the Treasury, and may be conducted by the 
Attorney General, the Secretary of the 
Treasury, and the Secretary of the Depart-
ment of Homeland Security.’’. 

(c) ASSETS OF PERSONS COMMITTING TER-
RORIST ACTS AGAINST FOREIGN COUNTRIES OR 
INTERNATIONAL ORGANIZATIONS.—Section 
981(a)(1)(G) of title 18, United States Code, is 
amended— 

(1) by striking ‘‘or’’ at the end of clause 
(ii); 

(2) by striking the period at the end of 
clause (iii) and inserting ‘‘; or’’; and 

(3) by inserting after clause (iii) the fol-
lowing: 

‘‘(iv) of any individual, entity, or organiza-
tion engaged in planning or perpetrating any 
act of international terrorism (as defined in 
section 2331) against any international orga-
nization (as defined in section 209 of the 
State Department Basic Authorities Act of 
1956 (22 U.S.C. 4309(b))) or against any foreign 
government. Where the property sought for 
forfeiture is located beyond the territorial 
boundaries of the United States, an act in 
furtherance of such planning or perpetration 
must have occurred within the jurisdiction 
of the United States.’’. 

(d) MONEY LAUNDERING THROUGH INFORMAL 
VALUE TRANSFER SYSTEMS.—Section 1956(a) 
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of title 18, United States Code, is amended by 
adding at the end the following: 

‘‘(4) A transaction described in paragraph 
(1) or a transportation, transmission, or 
transfer described in paragraph (2) shall be 
deemed to involve the proceeds of specified 
unlawful activity, if the transaction, trans-
portation, transmission, or transfer is part 
of a single plan or arrangement whose pur-
pose is described in either of those para-
graphs and one part of such plan or arrange-
ment actually involves the proceeds of speci-
fied unlawful activity.’’. 

(e) TECHNICAL CORRECTIONS TO FINANCING 
OF TERRORISM STATUTE.— 

(1) CONCEALMENT.—Section 2339C(c)(2) of 
title 18, United States Code, is amended— 

(A) by striking ‘‘resources, or funds’’ and 
inserting ‘‘resources, or any funds or pro-
ceeds of such funds’’; 

(B) in subparagraph (A), by striking ‘‘were 
provided’’ and inserting ‘‘are to be provided, 
or knowing that the support or resources 
were provided,’’; and 

(C) in subparagraph (B)— 
(i) by striking ‘‘or any proceeds of such 

funds’’; and 
(ii) by striking ‘‘were provided or col-

lected’’ and inserting ‘‘are to be provided or 
collected, or knowing that the funds were 
provided or collected,’’. 

(2) DEFINITIONS.—Section 2339C(e) of title 
18, United States Code, is amended— 

(A) by striking ‘‘and’’ at the end of para-
graph (12); 

(B) redesignating paragraph (13) as para-
graph (14); and 

(C) inserting after paragraph (12) the fol-
lowing new paragraph: 

‘‘(13) the term ‘material support or re-
sources’ has the same meaning as in section 
2339A(b) of this title; and’’. 

(3) INTERNATIONAL TERRORISM.—Section 
2332b(g)(5)(B) of title 18, United States Code, 
is amended by inserting ‘‘)’’ after ‘‘2339C (re-
lating to financing of terrorism’’. 

(f) MISCELLANEOUS AND TECHNICAL AMEND-
MENTS.— 

(1) CRIMINAL FORFEITURE.—Section 982(b) of 
title 18, United States Code, is amended in 
subsection (b)(2), by striking ‘‘The substi-
tution’’ and inserting ‘‘With respect to a for-
feiture under subsection (a)(1), the substi-
tution’’. 

(2) TECHNICAL AMENDMENTS TO SECTIONS 1956 
AND 1957.— 

(A) UNLAWFUL ACTIVITY.—Section 
1956(c)(7)(F) of title 18, United States Code, is 
amended by inserting ‘‘, as defined in section 
24’’ before the period. 

(B) PROPERTY FROM UNLAWFUL ACTIVITY.— 
Section 1957 of title 18, United States Code, 
is amended— 

(i) in subsection (a), by striking ‘‘engages 
or attempts to engage in’’ and inserting 
‘‘conducts or attempts to conduct’’; and 

(ii) in subsection (f), by inserting the fol-
lowing after paragraph (3): 

‘‘(4) the term ‘conducts’ has the same 
meaning as it does for purposes of section 
1956 of this title.’’. 

(3) OBSTRUCTION OF JUSTICE.—Section 
1510(b)(3)(B) of title 18, United States Code, is 
amended by striking ‘‘or’’ the first time it 
appears and inserting ‘‘, a subpoena issued 
pursuant to section 1782 of title 28, or’’. 

(g) EXTENSION OF MONEY LAUNDERING AND 
FINANCIAL CRIMES STRATEGY ACT OF 1998.— 

(1) TRANSMITTAL TO CONGRESS.—Section 
5341(a)(2) of title 31, United States Code, is 
amended by striking ‘‘and 2003’’ and insert-
ing ‘‘2003, 2005, 2006, and 2007’’. 

(2) AUTHORIZATION OF APPROPRIATIONS.— 
Section 5355 of title 31, United States Code, 
is amended by adding at the end the fol-
lowing: 
‘‘2005 ............................... $15,000,000 
‘‘2006 ............................... $15,000,000 

‘‘2007 ............................... $15,000,000.’’. 
SEC. ll. INCREASED PENALTIES FOR SMUG-

GLING GOODS. 
(a) INCREASED PENALTY.—The third undes-

ignated paragraph of section 545, United 
States Code, is amended by striking ‘‘five 
years’’ and inserting ‘‘20 years’’. 

(b) ENHANCED PENALTY FOR CAUSING 
DEATH.— 

(1) AMENDMENT OF FEDERAL SENTENCING 
GUIDELINES.—Pursuant to its authority 
under section 994 of title 28, United States 
Code, the United States Sentencing Commis-
sion shall amend the Federal sentencing 
guidelines to provide sentencing enhance-
ments for an offense under section 545 of 
title 18, United States Code, as amended by 
this Act, that results in the death of a per-
son. 

(2) CONSISTENCY WITH OTHER GUIDELINES.— 
In carrying out this section, the United 
States Sentencing Commission shall— 

(A) ensure that there is reasonable consist-
ency with other Federal sentencing guide-
lines; and 

(B) avoid duplicative punishments for sub-
stantially the same offense. 

SA 3856. Mr. GRASSLEY submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. UNITED STATES INTERDICTION COOR-

DINATOR. 
(a) IN GENERAL.—Section 704 of the Office 

of National Drug Control Policy Reauthor-
ization Act of 1998 (21 U.S.C. 1703), as en-
forced in law notwithstanding repeal, is 
amended by adding at the end the following: 

‘‘(i) UNITED STATES INTERDICTION COORDI-
NATOR.— 

‘‘(1) IN GENERAL.—There shall be a United 
States Interdiction Coordinator, who shall 
be designated by the Director and who shall 
be responsible for the coordination of inter-
diction operations among National Drug 
Control Program Agencies to prevent and re-
duce the illegal importation of drugs into 
the United States. 

‘‘(2) RESPONSIBILITIES.—The United States 
Interdiction Coordinator shall be responsible 
to the Director for— 

‘‘(A) coordinating the interdiction of the 
National Drug Control Program Agencies ac-
tivities to ensure consistency with the Na-
tional Drug Control Strategy; 

‘‘(B) developing a National Drug Control 
Interdiction plan to ensure consistency with 
the National Drug Control Strategy; 

‘‘(C) assessing the sufficiency of assets of 
the National Drug Control Program Agencies 
committed to illicit drug interdiction; and 

‘‘(D) advising the Director on the efforts of 
each National Drug Control Program Agency 
to implement the National Drug Control 
Interdiction plan.’’. 

(b) AMENDMENT TO HOMELAND SECURITY 
ACT OF 2002.—Section 878 of the Homeland 
Security Act of 2002 (6 U.S.C. 458) is amended 
by striking ‘‘shall—’’ through paragraph (2) 
and inserting ‘‘shall ensure the adequacy of 
resources within the Department for illicit 
drug interdiction.’’. 

SA 3857. Mr. SHELBY submitted an 
amendment intended to be proposed to 
amendment SA 3705 proposed by Ms. 
COLLINS (for herself, Mr. CARPER, and 
Mr. LIEBERMAN) to the bill S. 2845, to 
reform the intelligence community and 

the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 10, strike lines 9 through 15, and 
insert the following: 

(II) by striking the period at the end and 
inserting a semicolon; and 

(iii) by adding at the end the following: 
‘‘(9) managing the Homeland Security In-

formation Clearinghouse established under 
section 801(d); and 

‘‘(10) managing the Noble Training Center 
in Fort McClellan, Alabama, through the 
Center for Domestic Preparedness.’’; 

SA 3858. Mr. SHELBY submitted an 
amendment intended to be proposed to 
amendment SA 3705 proposed by Ms. 
COLLINS (for herself, Mr. CARPER, and 
Mr. LIEBERMAN) to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 10, strike line 20 and all that fol-
lows through page 11, line 7, and insert the 
following: 

‘‘(d) DESIGNATION.—The Center for Domes-
tic Preparedness shall be designated as the 
National First Responder Training Center 
within the Office for Domestic Prepared-
ness.’’. 

SA 3859. Mr. DOMENICI submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 94, between lines 14 and 15, insert 
the following: 

(3) There may be established under this 
subsection a separate national intelligence 
center having an area of intelligence respon-
sibility for each of the following: 

(A) The nuclear terrorism threats con-
fronting the United States. 

(B) The chemical terrorism threats con-
fronting the United States. 

(C) The biological terrorism threats con-
fronting the United States. 

On page 94, line 15, strike ‘‘(3)’’ and insert 
‘‘(4)’’. 

SA 3860. Mr. DOMENICI submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. INTELLIGENCE COMMUNITY USE OF 

NISAC CAPABILITIES. 
The National Intelligence Director shall 

establish a formal relationship, including in-
formation sharing, between the intelligence 
community and the National Infrastructure 
Simulation and Analysis Center. Through 
this relationship, the intelligence commu-
nity shall take full advantage of the capa-
bilities of the National Infrastructure Sim-
ulation and Analysis Center, particularly 
vulnerability and consequence analysis, for 
real time response to reported threats and 
long term planning for projected threats. 
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SA 3861. Mr. DOMENICI submitted an 

amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. BORDER SURVEILLANCE. 

(a) IN GENERAL.—Not later than 6 months 
after the date of enactment of this Act, the 
Secretary of Homeland Security shall sub-
mit to the President and the appropriate 
committees of Congress a comprehensive 
plan for the systematic surveillance of the 
Southwest border of the United States by re-
motely piloted aircraft. 

(b) CONTENTS.—The plan submitted under 
subsection (a) shall include— 

(1) recommendations for establishing com-
mand and control centers, operations sites, 
infrastructure, maintenance, and procure-
ment; 

(2) cost estimates for the implementation 
of the plan and ongoing operations; 

(3) recommendations for the appropriate 
agent within the Department of Homeland 
Security to be the executive agency for re-
motely piloted aircraft operations; 

(4) the number of remotely piloted aircraft 
required for the plan; 

(5) the types of missions the plan would un-
dertake, including— 

(A) protecting the lives of people seeking 
illegal entry into the United States; 

(B) interdicting illegal movement of peo-
ple, weapons, and other contraband across 
the border; 

(C) providing investigative support to as-
sist in the dismantling of smuggling and 
criminal networks along the border; 

(D) using remotely piloted aircraft to serve 
as platforms for the collection of intel-
ligence against smugglers and criminal net-
works along the border; and 

(E) further validating and testing of re-
motely piloted aircraft for airspace security 
missions; and 

(6) the equipment necessary to carry out 
the plan. 

(c) IMPLEMENTATION.—The Secretary of 
Homeland Security shall implement the plan 
submitted under subsection (a) as soon as 
sufficient funds are appropriated and avail-
able for this purpose. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated such 
sums as may be necessary to carry out the 
provisions of this section. 

SA 3862. Mr. INHOFE submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, add the following new title: 
TITLE IV—OTHER MATTERS. 

SEC. 401. INFORMATION-BASED IDENTITY AU-
THENTICATION OF DRIVER’S LI-
CENSES. 

(a) NEW REQUIREMENTS.— 
(1) REDESIGNATION.—Chapter 303 of title 49, 

United States Code, is amended— 
(A) by striking section 30308; and 
(B) by redesignating sections 30306 and 

30307 as sections 30307 and 30308, respectively. 
(2) IDENTIFICATION REQUIREMENTS.—Chapter 

303 of such title is further amended by in-
serting after section 30305 the following new 
section: 

‘‘§ 30306. Requirement for information-based 
identity authentication 
‘‘(a) IDENTIFICATION AUTHENTICATION 

STANDARDS.—The Secretary of Transpor-
tation, in consultation with the Secretary of 
Homeland Security and the Administrator of 
the Federal Motor Carrier Safety Adminis-
tration, shall prescribe regulations that set 
forth minimum standards for the use by a 
State of a system of information-based iden-
tity authentication in determining the iden-
tity of an applicant for a motor vehicle oper-
ator’s license prior to the issuance, renewal, 
transfer, or upgrading of a motor vehicle op-
erator’s license. 

‘‘(b) CONTENT OF REGULATIONS.—The regu-
lations required under subsection (a) shall 
require a State to use a system of informa-
tion-based identity authentication that— 

‘‘(1) utilizes multiple sources of informa-
tion related to the identity of the applicant 
for a motor vehicle operator’s license, in-
cluding government records and publicly 
available information; 

‘‘(2) enables the measurement of the accu-
racy of the determination of the identity of 
the applicant; 

‘‘(3) provides for the continuous auditing of 
the compliance of such system with applica-
ble laws, policies, and practices governing 
the collection, use, and distribution of infor-
mation in the operation of the system; and 

‘‘(4) incorporates industry best practices in 
the protection of privacy interests related to 
such information and the safeguarding of the 
storage of such information. 

‘‘(c) RULE OF CONSTRUCTION.—Nothing in 
this section shall be construed to authorize 
the Secretary of Transportation or the head 
of any other Federal agency to create a new 
database for States to use in connection with 
information-based identity authentication.’’. 

(3) INFORMATION-BASED IDENTITY AUTHEN-
TICATION DEFINED.—Section 30301 of such title 
is amended by adding at the end the fol-
lowing new paragraph: 

‘‘(9) ‘information-based identity authen-
tication’ means the validation and 
verification of the information provided by 
an individual for the purpose of determining 
the identity of such individual through the 
use of other information pertaining to the 
individual that is obtained from reliable 
sources of information available in the pub-
lic and private sectors.’’. 

(4) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 303 of 
title 49, United States Code, is amended by 
striking the items relating to sections 30306, 
30307, and 30308 and inserting the following 
items: 
‘‘30306. Requirement for information-based 

identity authentication. 
‘‘30307. National Driver Registry Advisory 

Committee. 
‘‘30308. Criminal penalties.’’. 

(b) FINAL REGULATIONS.—The Secretary of 
Transportation shall issue final regulations 
under section 30306(a) of title 49, United 
States Code (as added by subsection (a)(2)), 
not later than 180 days after the date of the 
enactment of this Act. 

(c) RULE OF CONSTRUCTION.—Nothing in 
this section shall be construed to authorize 
the Secretary of Transportation or the head 
of any other Federal agency to create a new 
database for States to use in connection with 
information-based identity authentication 
(as that term is defined in section 30301(9) of 
title 49, United States Code (as added by sub-
section (a)(2)). 

SA 3863. Mr. MCCAIN (for himself, 
Mr. BREAUX, Mr. LAUTENBERG, Mr. 
BIDEN, Mr. SCHUMER, Ms. SNOWE, Mr. 
HOLLINGS, Mr. CARPER, Mrs. BOXER, 
Mrs. CLINTON, Mr. ROCKEFELLER, and 

Mr. DORGAN) submitted an amendment 
intended to be proposed by him to the 
bill S. 2845, to reform the intelligence 
community and the intelligence and 
intelligence-related activities of the 
United States Government, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE —RAIL SECURITY 
SEC. —01. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This title may be cited 
as the ‘‘Rail Security Act of 2004’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this title is as follows: 

Sec. —01. Short title; table of contents. 
Sec. —02. Rail transportation security risk 

assessment. 
Sec. —03. Rail security. 
Sec. —04. Study of foreign rail transport se-

curity programs. 
Sec. —05. Passenger, baggage, and cargo 

screening. 
Sec. —06. Certain personnel limitations not 

to apply. 
Sec. —07. Fire and life-safety improvements. 
Sec. —08. Memorandum of agreement. 
Sec. —09. Amtrak plan to assist families of 

passengers involved in rail pas-
senger accidents. 

Sec. —10. Systemwide Amtrak security up-
grades. 

Sec. —11. Freight and passenger rail secu-
rity upgrades. 

Sec. —12. Oversight and grant procedures. 
Sec. —13. Rail security research and devel-

opment. 
Sec. —14. Welded rail and tank car safety 

improvements. 
Sec. —15. Northern Border rail passenger re-

port. 
Sec. —16. Report regarding impact on secu-

rity of train travel in commu-
nities without grade separa-
tion. 

Sec. —17. Whistleblower protection pro-
gram. 

Sec. —18. Effective date. 
SEC. —02. RAIL TRANSPORTATION SECURITY 

RISK ASSESSMENT. 
(a) IN GENERAL.— 
(1) VULNERABILITY ASSESSMENT.—The 

Under Secretary of Homeland Security for 
Border and Transportation Security, in con-
sultation with the Secretary of Transpor-
tation, shall complete a vulnerability assess-
ment of freight and passenger rail transpor-
tation (encompassing railroads, as that term 
is defined in section 20102(1) of title 49, 
United States Code). The assessment shall 
include— 

(A) identification and evaluation of crit-
ical assets and infrastructures; 

(B) identification of threats to those assets 
and infrastructures; 

(C) identification of vulnerabilities that 
are specific to the transportation of haz-
ardous materials via railroad; and 

(D) identification of security weaknesses 
in passenger and cargo security, transpor-
tation infrastructure, protection systems, 
procedural policies, communications sys-
tems, employee training, emergency re-
sponse planning, and any other area identi-
fied by the assessment. 

(2) EXISTING PRIVATE AND PUBLIC SECTOR 
EFFORTS.—The assessment shall take into ac-
count actions taken or planned by both pub-
lic and private entities to address identified 
security issues and assess the effective inte-
gration of such actions. 

(3) RECOMMENDATIONS.—Based on the as-
sessment conducted under paragraph (1), the 
Under Secretary, in consultation with the 
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Secretary of Transportation, shall develop 
prioritized recommendations for improving 
rail security, including any recommenda-
tions the Under Secretary has for— 

(A) improving the security of rail tunnels, 
rail bridges, rail switching and car storage 
areas, other rail infrastructure and facilities, 
information systems, and other areas identi-
fied by the Under Secretary as posing signifi-
cant rail-related risks to public safety and 
the movement of interstate commerce, tak-
ing into account the impact that any pro-
posed security measure might have on the 
provision of rail service; 

(B) deploying equipment to detect explo-
sives and hazardous chemical, biological, and 
radioactive substances, and any appropriate 
countermeasures; 

(C) training employees in terrorism pre-
vention, passenger evacuation, and response 
activities; 

(D) conducting public outreach campaigns 
on passenger railroads; 

(E) deploying surveillance equipment; and 
(F) identifying the immediate and long- 

term costs of measures that may be required 
to address those risks. 

(4) PLANS.—The report required by sub-
section (c) shall include— 

(A) a plan, developed in consultation with 
the freight and intercity passenger railroads, 
and State and local governments, for the 
government to provide increased security 
support at high or severe threat levels of 
alert; and 

(B) a plan for coordinating rail security 
initiatives undertaken by the public and pri-
vate sectors. 

(b) CONSULTATION; USE OF EXISTING RE-
SOURCES.—In carrying out the assessment re-
quired by subsection (a), the Under Sec-
retary of Homeland Security for Border and 
Transportation Security shall consult with 
rail management, rail labor, owners or les-
sors of rail cars used to transport hazardous 
materials, first responders, shippers of haz-
ardous materials, public safety officials (in-
cluding those within other agencies and of-
fices within the Department of Homeland Se-
curity), and other relevant parties. 

(c) REPORT.— 
(1) CONTENTS.—Within 180 days after the 

date of enactment of this Act, the Under 
Secretary shall transmit to the Senate Com-
mittee on Commerce, Science, and Transpor-
tation and the House of Representatives 
Committee on Transportation and Infra-
structure a report containing the assessment 
and prioritized recommendations required by 
subsection (a) and an estimate of the cost to 
implement such recommendations. 

(2) FORMAT.—The Under Secretary may 
submit the report in both classified and re-
dacted formats if the Under Secretary deter-
mines that such action is appropriate or nec-
essary. 

(d) 2-YEAR UPDATES.—The Under Sec-
retary, in consultation with the Secretary of 
Transportation, shall update the assessment 
and recommendations every 2 years and 
transmit a report, which may be submitted 
in both classified and redacted formats, to 
the Committees named in subsection (c)(1), 
containing the updated assessment and rec-
ommendations. 

(e) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security 
$5,000,000 for fiscal year 2005 for the purpose 
of carrying out this section. 
SEC. —03. RAIL SECURITY. 

(a) RAIL POLICE OFFICERS.—Section 28101 of 
title 49, United States Code, is amended by 
striking ‘‘the rail carrier’’ each place it ap-
pears and inserting ‘‘any rail carrier’’. 

(b) REVIEW OF RAIL REGULATIONS.—Within 
1 year after the date of enactment of this 

Act, the Secretary of Transportation, in con-
sultation with the Under Secretary of Home-
land Security for Border and Transportation 
Security, shall review existing rail regula-
tions of the Department of Transportation 
for the purpose of identifying areas in which 
those regulations need to be revised to im-
prove rail security. 
SEC. —04. STUDY OF FOREIGN RAIL TRANSPORT 

SECURITY PROGRAMS. 
(a) REQUIREMENT FOR STUDY.—Within one 

year after the date of enactment of the Rail 
Security Act of 2004, the Comptroller Gen-
eral shall complete a study of the rail pas-
senger transportation security programs 
that are carried out for rail transportation 
systems in Japan, member nations of the Eu-
ropean Union, and other foreign countries. 

(b) PURPOSE.—The purpose of the study 
shall be to identify effective rail transpor-
tation security measures that are in use in 
foreign rail transportation systems, includ-
ing innovative measures and screening pro-
cedures determined effective. 

(c) REPORT.—The Comptroller General 
shall submit a report on the results of the 
study to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure. The re-
port shall include the Comptroller General’s 
assessment regarding whether it is feasible 
to implement within the United States any 
of the same or similar security measures 
that are determined effective under the 
study. 
SEC. —05. PASSENGER, BAGGAGE, AND CARGO 

SCREENING. 
(a) REQUIREMENT FOR STUDY AND REPORT.— 

The Under Secretary of Homeland Security 
for Border and Transportation Security, in 
cooperation with the Secretary of Transpor-
tation, shall— 

(1) analyze the cost and feasibility of re-
quiring security screening for passengers, 
baggage, and cargo on passenger trains; and 

(2) report the results of the study, together 
with any recommendations that the Under 
Secretary may have for implementing a rail 
security screening program to the Senate 
Committee on Commerce, Science, and 
Transportation and the House of Representa-
tives Committee on Transportation and In-
frastructure within 1 year after the date of 
enactment of this Act. 

(b) PILOT PROGRAM.—As part of the study 
under subsection (a), the Under Secretary 
shall complete a pilot program of random se-
curity screening of passengers and baggage 
at 5 passenger rail stations served by Am-
trak selected by the Under Secretary. In con-
ducting the pilot program, the Under Sec-
retary shall— 

(1) test a wide range of explosives detection 
technologies, devices and methods; 

(2) require that intercity rail passengers 
produce government-issued photographic 
identification which matches the name on 
the passenger’s tickets prior to boarding 
trains; and 

(3) attempt to give preference to locations 
at the highest risk of terrorist attack and 
achieve a distribution of participating train 
stations in terms of geographic location, 
size, passenger volume, and whether the sta-
tion is used by commuter rail passengers as 
well as Amtrak passengers. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security to 
carry out this section $5,000,000 for fiscal 
year 2005. 
SEC. —06. CERTAIN PERSONNEL LIMITATIONS 

NOT TO APPLY. 
Any statutory limitation on the number of 

employees in the Transportation Security 

Administration of the Department of Trans-
portation, before or after its transfer to the 
Department of Homeland Security, does not 
apply to the extent that any such employees 
are responsible for implementing the provi-
sions of this title. 
SEC. —07. FIRE AND LIFE-SAFETY IMPROVE-

MENTS. 
(a) LIFE-SAFETY NEEDS.—The Secretary of 

Transportation is authorized to make grants 
to Amtrak for the purpose of making fire 
and life-safety improvements to Amtrak 
tunnels on the Northeast Corridor in New 
York, NY, Baltimore, MD, and Washington, 
DC. 

(b) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary of Transportation for the pur-
poses of carrying out subsection (a) the fol-
lowing amounts: 

(1) For the 6 New York tunnels to provide 
ventilation, electrical, and fire safety tech-
nology upgrades, emergency communication 
and lighting systems, and emergency access 
and egress for passengers— 

(A) $100,000,000 for fiscal year 2005; 
(B) $100,000,000 for fiscal year 2006; 
(C) $100,000,000 for fiscal year 2007; 
(D) $100,000,000 for fiscal year 2008; and 
(E) $170,000,000 for fiscal year 2009. 
(2) For the Baltimore & Potomac tunnel 

and the Union tunnel, together, to provide 
adequate drainage, ventilation, communica-
tion, lighting, and passenger egress up-
grades— 

(A) $10,000,000 for fiscal year 2005; 
(B) $10,000,000 for fiscal year 2006; 
(C) $10,000,000 for fiscal year 2007; 
(D) $10,000,000 for fiscal year 2008; and 
(E) $17,000,000 for fiscal year 2009. 
(3) For the Washington, DC Union Station 

tunnels to improve ventilation, communica-
tion, lighting, and passenger egress up-
grades— 

(A) $8,000,000 for fiscal year 2005; 
(B) $8,000,000 for fiscal year 2006; 
(C) $8,000,000 for fiscal year 2007; 
(D) $8,000,000 for fiscal year 2008; and 
(E) $8,000,000 for fiscal year 2009. 
(c) INFRASTRUCTURE UPGRADES.—There are 

authorized to be appropriated to the Sec-
retary of Transportation for fiscal year 2005 
$3,000,000 for the preliminary design of op-
tions for a new tunnel on a different align-
ment to augment the capacity of the exist-
ing Baltimore tunnels. 

(d) AVAILABILITY OF APPROPRIATED 
FUNDS.—Amounts appropriated pursuant to 
this section shall remain available until ex-
pended. 

(e) PLANS REQUIRED.—The Secretary may 
not make amounts available to Amtrak for 
obligation or expenditure under subsection 
(a)— 

(1) until Amtrak has submitted to the Sec-
retary, and the Secretary has approved, an 
engineering and financial plan for such 
projects; and 

(2) unless, for each project funded pursuant 
to this section, the Secretary has approved a 
project management plan prepared by Am-
trak addressing appropriate project budget, 
construction schedule, recipient staff organi-
zation, document control and record keep-
ing, change order procedure, quality control 
and assurance, periodic plan updates, peri-
odic status reports, and such other matters 
the Secretary deems appropriate. 

(f) REVIEW OF PLANS.—The Secretary of 
Transportation shall complete the review of 
the plans required by paragraphs (1) and (2) 
of subsection (e) and approve or disapprove 
the plans within 45 days after the date on 
which each such plan is submitted by Am-
trak. If the Secretary determines that a plan 
is incomplete or deficient, the Secretary 
shall notify Amtrak of the incomplete items 
or deficiencies and Amtrak shall, within 30 
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days after receiving the Secretary’s notifica-
tion, submit a modified plan for the Sec-
retary’s review. Within 15 days after receiv-
ing additional information on items pre-
viously included in the plan, and within 45 
days after receiving items newly included in 
a modified plan, the Secretary shall either 
approve the modified plan, or, if the Sec-
retary finds the plan is still incomplete or 
deficient, the Secretary shall identify in 
writing to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure the por-
tions of the plan the Secretary finds incom-
plete or deficient, approve all other portions 
of the plan, obligate the funds associated 
with those other portions, and execute an 
agreement with Amtrak within 15 days 
thereafter on a process for resolving the re-
maining portions of the plan. 

(g) FINANCIAL CONTRIBUTION FROM OTHER 
TUNNEL USERS.—The Secretary shall, taking 
into account the need for the timely comple-
tion of all portions of the tunnel projects de-
scribed in subsection (a)— 

(1) consider the extent to which rail car-
riers other than Amtrak use the tunnels; 

(2) consider the feasibility of seeking a fi-
nancial contribution from those other rail 
carriers toward the costs of the projects; and 

(3) obtain financial contributions or com-
mitments from such other rail carriers at 
levels reflecting the extent of their use of 
the tunnels, if feasible. 
SEC. —08. MEMORANDUM OF AGREEMENT. 

(a) MEMORANDUM OF AGREEMENT.—Within 
60 days after the date of enactment of this 
Act, the Secretary of Transportation and the 
Secretary of Homeland Security shall exe-
cute a memorandum of agreement governing 
the roles and responsibilities of the Depart-
ment of Transportation and the Department 
of Homeland Security, respectively, in ad-
dressing railroad transportation security 
matters, including the processes the depart-
ments will follow to promote communica-
tions, efficiency, and nonduplication of ef-
fort. 

(b) RAIL SAFETY REGULATIONS.—Section 
20103(a) of title 49, United States Code, is 
amended by striking ‘‘safety’’ the first place 
it appears, and inserting ‘‘safety, including 
security,’’. 
SEC. —09. AMTRAK PLAN TO ASSIST FAMILIES OF 

PASSENGERS INVOLVED IN RAIL 
PASSENGER ACCIDENTS. 

(a) IN GENERAL.—Chapter 243 of title 49, 
United States Code, is amended by adding at 
the end the following: 
‘‘§ 24316. Plans to address needs of families of 

passengers involved in rail passenger acci-
dents 
‘‘(a) SUBMISSION OF PLAN.—Not later than 6 

months after the date of the enactment of 
the Rail Security Act of 2004, Amtrak shall 
submit to the Chairman of the National 
Transportation Safety Board and the Sec-
retary of Transportation a plan for address-
ing the needs of the families of passengers 
involved in any rail passenger accident in-
volving an Amtrak intercity train and re-
sulting in a loss of life. 

‘‘(b) CONTENTS OF PLANS.—The plan to be 
submitted by Amtrak under subsection (a) 
shall include, at a minimum, the following: 

‘‘(1) A process by which Amtrak will main-
tain and provide to the National Transpor-
tation Safety Board and the Secretary of 
Transportation, immediately upon request, a 
list (which is based on the best available in-
formation at the time of the request) of the 
names of the passengers aboard the train 
(whether or not such names have been 
verified), and will periodically update the 
list. The plan shall include a procedure, with 
respect to unreserved trains and passengers 

not holding reservations on other trains, for 
Amtrak to use reasonable efforts to ascer-
tain the number and names of passengers 
aboard a train involved in an accident. 

‘‘(2) A plan for creating and publicizing a 
reliable, toll-free telephone number within 4 
hours after such an accident occurs, and for 
providing staff, to handle calls from the fam-
ilies of the passengers. 

‘‘(3) A process for notifying the families of 
the passengers, before providing any public 
notice of the names of the passengers, by 
suitably trained individuals. 

‘‘(4) A process for providing the notice de-
scribed in paragraph (2) to the family of a 
passenger as soon as Amtrak has verified 
that the passenger was aboard the train 
(whether or not the names of all of the pas-
sengers have been verified). 

‘‘(5) A process by which the family of each 
passenger will be consulted about the dis-
position of all remains and personal effects 
of the passenger within Amtrak’s control; 
that any possession of the passenger within 
Amtrak’s control will be returned to the 
family unless the possession is needed for the 
accident investigation or any criminal inves-
tigation; and that any unclaimed possession 
of a passenger within Amtrak’s control will 
be retained by the rail passenger carrier for 
at least 18 months. 

‘‘(6) A process by which the treatment of 
the families of nonrevenue passengers will be 
the same as the treatment of the families of 
revenue passengers. 

‘‘(7) An assurance that Amtrak will pro-
vide adequate training to its employees and 
agents to meet the needs of survivors and 
family members following an accident. 

‘‘(c) USE OF INFORMATION.—The National 
Transportation Safety Board, the Secretary 
of Transportation, and Amtrak may not re-
lease to any person information on a list ob-
tained under subsection (b)(1) but may pro-
vide information on the list about a pas-
senger to the family of the passenger to the 
extent that the Board or Amtrak considers 
appropriate. 

‘‘(d) LIMITATION ON LIABILITY.—Amtrak 
shall not be liable for damages in any action 
brought in a Federal or State court arising 
out of the performance of Amtrak in pre-
paring or providing a passenger list, or in 
providing information concerning a train 
reservation, pursuant to a plan submitted by 
Amtrak under subsection (b), unless such li-
ability was caused by Amtrak’s conduct. 

‘‘(e) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this section may be con-
strued as limiting the actions that Amtrak 
may take, or the obligations that Amtrak 
may have, in providing assistance to the 
families of passengers involved in a rail pas-
senger accident. 

‘‘(f) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary of Transportation for the use 
of Amtrak $500,000 for fiscal year 2005 to 
carry out this section. Amounts appro-
priated pursuant to this subsection shall re-
main available until expended.’’. 

(b) CONFORMING AMENDMENT.—The chapter 
analysis for chapter 243 of title 49, United 
States Code, is amended by adding at the end 
the following: 
‘‘Sec. 
‘‘24316. Plan to assist families of passengers 

involved in rail passenger acci-
dents’’. 

SEC. —10. SYSTEMWIDE AMTRAK SECURITY UP-
GRADES. 

(a) IN GENERAL—Subject to subsection (c), 
the Under Secretary of Homeland Security 
for Border and Transportation Security is 
authorized to make grants, through the Sec-
retary of Transportation, to Amtrak— 

(1) to secure major tunnel access points 
and ensure tunnel integrity in New York, 
Baltimore, and Washington, DC; 

(2) to secure Amtrak trains; 
(3) to secure Amtrak stations; 
(4) to obtain a watch list identification 

system approved by the Under Secretary; 
(5) to obtain train tracking and interoper-

able communications systems that are co-
ordinated to the maximum extent possible; 

(6) to hire additional police and security 
officers, including canine units; and 

(7) to expand emergency preparedness ef-
forts. 

(b) CONDITIONS.—The Secretary of Trans-
portation may not disburse funds to Amtrak 
under subsection (a) unless the projects are 
contained in a systemwide security plan ap-
proved by the Under Secretary, in consulta-
tion with the Secretary of Transportation, 
and, for capital projects, meet the require-
ments of section —07(e)(2). The plan shall in-
clude appropriate measures to address secu-
rity awareness, emergency response, and pas-
senger evacuation training. 

(c) EQUITABLE GEOGRAPHIC ALLOCATION.— 
The Under Secretary shall ensure that, sub-
ject to meeting the highest security needs on 
Amtrak’s entire system, stations and facili-
ties located outside of the Northeast Cor-
ridor receive an equitable share of the secu-
rity funds authorized by this section. 

(d) AVAILABILITY OF FUNDS.—There are au-
thorized to be appropriated to the Under Sec-
retary of Homeland Security for Border and 
Transportation Security $63,500,000 for fiscal 
year 2005 for the purposes of carrying out 
this section. Amounts appropriated pursuant 
to this subsection shall remain available 
until expended. 
SEC. —11. FREIGHT AND PASSENGER RAIL SECU-

RITY UPGRADES. 
(a) SECURITY IMPROVEMENT GRANTS.—The 

Under Secretary of Homeland Security for 
Border and Transportation Security is au-
thorized to make grants to freight railroads, 
the Alaska Railroad, hazardous materials 
shippers, owners of rail cars used in the 
transportation of hazardous materials, uni-
versities, colleges and research centers, 
State and local governments (for passenger 
facilities and infrastructure not owned by 
Amtrak), and, through the Secretary of 
Transportation, to Amtrak, for full or par-
tial reimbursement of costs incurred in the 
conduct of activities to prevent or respond to 
acts of terrorism, sabotage, or other inter-
city passenger rail and freight rail security 
threats, including— 

(1) security and redundancy for critical 
communications, computer, and train con-
trol systems essential for secure rail oper-
ations; 

(2) accommodation of cargo or passenger 
screening equipment at the United States- 
Mexico border or the United States-Canada 
border; 

(3) the security of hazardous material 
transportation by rail; 

(4) secure intercity passenger rail stations, 
trains, and infrastructure; 

(5) structural modification or replacement 
of rail cars transporting high hazard mate-
rials to improve their resistance to acts of 
terrorism; 

(6) employee security awareness, prepared-
ness, passenger evacuation, and emergency 
response training; 

(7) public security awareness campaigns for 
passenger train operations; 

(8) the sharing of intelligence and informa-
tion about security threats; 

(9) to obtain train tracking and interoper-
able communications systems that are co-
ordinated to the maximum extent possible; 

(10) to hire additional police and security 
officers, including canine units; and 

(11) other improvements recommended by 
the report required by section —02, including 
infrastructure, facilities, and equipment up-
grades. 
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(b) ACCOUNTABILITY.—The Under Secretary 

shall adopt necessary procedures, including 
audits, to ensure that grants made under 
this section are expended in accordance with 
the purposes of this title and the priorities 
and other criteria developed by the Under 
Secretary. 

(c) EQUITABLE ALLOCATION.—The Under 
Secretary shall equitably distribute the 
funds authorized by this section, taking into 
account geographic location, and shall en-
courage non-Federal financial participation 
in awarding grants. With respect to grants 
for passenger rail security, the Under Sec-
retary shall also take into account passenger 
volume and whether a station is used by 
commuter rail passengers as well as inter-
city rail passengers. 

(d) CONDITIONS.—The Secretary of Trans-
portation may not disburse funds to Amtrak 
under subsection (a) unless Amtrak meets 
the conditions set forth in section —10(b) of 
this title. 

(e) ALLOCATION BETWEEN RAILROADS AND 
OTHERS.—Unless as a result of the assess-
ment required by section —02 the Under Sec-
retary of Homeland Security for Border and 
Transportation Security determines that 
critical rail transportation security needs re-
quire reimbursement in greater amounts to 
any eligible entity, no grants under this sec-
tion may be made— 

(1) in excess of $65,000,000 to Amtrak; or 
(2) in excess of $100,000,000 for the purposes 

described in paragraphs (3) and (5) of sub-
section (a). 

(f) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security 
$350,000,000 for fiscal year 2005 to carry out 
the purposes of this section. Amounts appro-
priated pursuant to this subsection shall re-
main available until expended. 

(g) HIGH HAZARD MATERIALS DEFINED.—In 
this section, the term ‘‘high hazard mate-
rials’’ means poison inhalation hazard mate-
rials, Class 2.3 gases, Class 6.1 materials, and 
anhydrous ammonia. 
SEC. —12. OVERSIGHT AND GRANT PROCEDURES. 

(a) SECRETARIAL OVERSIGHT.—The Sec-
retary of Transportation may use up to 0.5 
percent of amounts made available to Am-
trak for capital projects under the Rail Secu-
rity Act of 2004 to enter into contracts for 
the review of proposed capital projects and 
related program management plans and to 
oversee construction of such projects. 

(b) USE OF FUNDS.—The Secretary may use 
amounts available under subsection (a) of 
this subsection to make contracts for safety, 
procurement, management, and financial 
compliance reviews and audits of a recipient 
of amounts under subsection (a). 

(c) PROCEDURES FOR GRANT AWARD.—The 
Under Secretary shall prescribe procedures 
and schedules for the awarding of grants 
under this title, including application and 
qualification procedures (including a re-
quirement that the applicant have a security 
plan), and a record of decision on applicant 
eligibility. The procedures shall include the 
execution of a grant agreement between the 
grant recipient and the Under Secretary. The 
Under Secretary shall issue a final rule es-
tablishing the procedures not later than 90 
days after the date of enactment of this Act. 
SEC. —13. RAIL SECURITY RESEARCH AND DE-

VELOPMENT. 
(a) ESTABLISHMENT OF RESEARCH AND DE-

VELOPMENT PROGRAM.—The Under Secretary 
of Homeland Security for Border and Trans-
portation Security, in conjunction with the 
Secretary of Transportation, shall carry out 
a research and development program for the 
purpose of improving freight and intercity 
passenger rail security that may include re-
search and development projects to— 

(1) reduce the vulnerability of passenger 
trains, stations, and equipment to explosives 
and hazardous chemical, biological, and ra-
dioactive substances; 

(2) test new emergency response techniques 
and technologies; 

(3) develop improved freight technologies, 
including— 

(A) technologies for sealing rail cars; 
(B) automatic inspection of rail cars; 
(C) communication-based train controls; 

and 
(D) emergency response training; 
(4) test wayside detectors that can detect 

tampering with railroad equipment; and 
(5) support enhanced security for the trans-

portation of hazardous materials by rail, in-
cluding— 

(A) technologies to detect a breach in a 
tank car and transmit information about the 
integrity of tank cars to the train crew; 

(B) research to improve tank car integrity, 
with a focus on tank cars that carry high 
hazard materials (as defined in section 
—11(g) of this title; 

(C) techniques to transfer hazardous mate-
rials from rail cars that are damaged or oth-
erwise represent an unreasonable risk to 
human life or public safety; 

(6) other projects recommended in the re-
port required by section —02. 

(b) COORDINATION WITH OTHER RESEARCH 
INITIATIVES.—The Under Secretary of Home-
land Security for Border and Transportation 
Security shall ensure that the research and 
development program authorized by this sec-
tion is coordinated with other research and 
development initiatives at the Department 
and the Department of Transportation. The 
Under Secretary of Homeland Security for 
Border and Transportation Security shall 
carry out any research and development 
project authorized by this section through a 
reimbursable agreement with the Secretary 
of Transportation if the Secretary of Trans-
portation— 

(1) is already sponsoring a research and de-
velopment project in a similar area; or 

(2) has a unique facility or capability the 
would be useful in carrying out the project. 

(c) ACCOUNTABILITY.—The Under Secretary 
shall adopt necessary procedures, including 
audits, to ensure that grants made under 
this section are expended in accordance with 
the purposes of this title and the priorities 
and other criteria developed by the Under 
Secretary. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to appropriated to the 
Under Secretary of Homeland Security for 
Border and Transportation Security 
$50,000,000 in each of fiscal years 2005 and 2006 
to carry out the purposes of this section. 
Amounts appropriated pursuant to this sub-
section shall remain available until ex-
pended. 
SEC. —14. WELDED RAIL AND TANK CAR SAFETY 

IMPROVEMENTS. 
(a) TRACK STANDARDS.—Within 90 days 

after the date of enactment of this Act, the 
Federal Railroad Administration shall— 

(1) require each track owner using contin-
uous welded rail track to include procedures 
(in its procedures filed with the Administra-
tion pursuant to section 213.119 of title 49, 
Code of Federal Regulations) to improve the 
identification of cracks in rail joint bars; 

(2) instruct Administration track inspec-
tors to obtain copies of the most recent con-
tinuous welded rail programs of each rail-
road within the inspectors’ areas of responsi-
bility and require that inspectors use those 
programs when conducting track inspec-
tions; and 

(3) establish a program to periodically re-
view continuous welded rail joint bar inspec-
tion data from railroads and Administration 
track inspectors and, whenever the Adminis-

tration determines that it is necessary or ap-
propriate, require railroads to increase the 
frequency or improve the methods of inspec-
tion of joint bars in continuous welded rail. 

(b) TANK CAR STANDARDS.—The Federal 
Railroad Administration shall— 

(1) within 1 year after the date of enact-
ment of this Act, validate the predictive 
model it is developing to quantify the rel-
evant dynamic forces acting on railroad tank 
cars under accident conditions; and 

(2) within 18 months after the date of en-
actment of this Act, initiate a rulemaking to 
develop and implement appropriate design 
standards for pressurized tank cars. 

(c) OLDER TANK CAR IMPACT RESISTANCE 
ANALYSIS AND REPORT.—Within 2 years after 
the date of enactment of this Act, the Fed-
eral Railroad Administration shall— 

(1) conduct a comprehensive analysis to de-
termine the impact resistance of the steels 
in the shells of pressure tank cars con-
structed before 1989; and 

(2) transmit a report to the Senate Com-
mittee on Commerce, Science, and Transpor-
tation and the House of Representatives 
Committee on Transportation and Infra-
structure with recommendations for meas-
ures to eliminate or mitigate the risk of cat-
astrophic failure. 

SEC. —15. NORTHERN BORDER RAIL PASSENGER 
REPORT. 

Within 180 days after the date of enact-
ment of this Act, the Under Secretary of 
Homeland Security for Border and Transpor-
tation Security, in consultation with the 
heads of other appropriate Federal depart-
ments and agencies and the National Rail-
road Passenger Corporation, shall transmit a 
report to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure that con-
tains— 

(1) a description of the current system for 
screening passengers and baggage on pas-
senger rail service between the United States 
and Canada; 

(2) an assessment of the current program 
to provide preclearance of airline passengers 
between the United States and Canada as 
outlined in ‘‘The Agreement on Air Trans-
port Preclearance between the Government 
of Canada and the Government of the United 
States of America’’, dated January 18, 2001; 

(3) an assessment of the current program 
to provide preclearance of freight railroad 
traffic between the United States and Can-
ada as outlined in the ‘‘Declaration of Prin-
ciple for the Improved Security of Rail Ship-
ments by Canadian National Railway and 
Canadian Pacific Railway from Canada to 
the United States’’, dated April 2, 2003; 

(4) information on progress by the Depart-
ment of Homeland Security and other Fed-
eral agencies towards finalizing a bilateral 
protocol with Canada that would provide for 
preclearance of passengers on trains oper-
ating between the United States and Canada; 

(5) a description of legislative, regulatory, 
budgetary, or policy barriers within the 
United States Government to providing pre- 
screened passenger lists for rail passengers 
travelling between the United States and 
Canada to the Department of Homeland Se-
curity; 

(6) a description of the position of the Gov-
ernment of Canada and relevant Canadian 
agencies with respect to preclearance of such 
passengers; and 

(7) a draft of any changes in existing Fed-
eral law necessary to provide for pre-screen-
ing of such passengers and providing pre- 
screened passenger lists to the Department 
of Homeland Security. 
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SEC. —16. REPORT REGARDING IMPACT ON SECU-

RITY OF TRAIN TRAVEL IN COMMU-
NITIES WITHOUT GRADE SEPARA-
TION. 

(a) STUDY.—The Secretary of Homeland Se-
curity shall, in consultation with State and 
local government officials, conduct a study 
on the impact of blocked highway-railroad 
grade crossings on the ability of emergency 
responders, including ambulances and police, 
fire, and other emergency vehicles, to per-
form public safety and security duties in the 
event of a terrorist attack. 

(b) REPORT.—Not later than 1 year after 
the date of enactment of this Act, the Sec-
retary of Homeland Security shall submit a 
report to the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives and the Committee on Com-
merce, Science, and Transportation of the 
Senate on the findings of the study con-
ducted under subsection (a) and rec-
ommendations for reducing the impact of 
blocked crossings on emergency response. 
SEC. —17. WHISTLEBLOWER PROTECTION PRO-

GRAM. 
(a) IN GENERAL.—Subchapter A of chapter 

201 of title 49, United States Code, is amend-
ed by inserting after section 20115 the fol-
lowing: 

‘‘§ 20116. Whistleblower protection for rail se-
curity matters 
‘‘(a) DISCRIMINATION AGAINST EMPLOYEE.— 

No rail carrier engaged interstate or foreign 
commerce may discharge a railroad em-
ployee or otherwise discriminate against a 
railroad employee because the employee (or 
any person acting pursuant to a request of 
the employee)— 

(1) provided, caused to be provided, or is 
about to provide or cause to be provided, to 
the employer or the Federal Government in-
formation relating to a perceived threat to 
security; or 

‘‘(2) provided, caused to be provided, or is 
about to provide or cause to be provided, tes-
timony before Congress or at any Federal or 
State proceeding regarding a perceived 
threat to security; or 

‘‘(3) refused to violate or assist in the vio-
lation of any law, rule or regulation related 
to rail security. 

‘‘(b) DISPUTE RESOLUTION.—A dispute, 
grievance, or claim arising under this sec-
tion is subject to resolution under section 3 
of the Railway Labor Act (45 U.S.C. 153). In 
a proceeding by the National Railroad Ad-
justment Board, a division or delegate of the 
Board, or another board of adjustment estab-
lished under section 3 to resolve the dispute, 
grievance, or claim the proceeding shall be 
expedited and the dispute, grievance, or 
claim shall be resolved not later than 180 
days after it is filed. If the violation is a 
form of discrimination that does not involve 
discharge, suspension, or another action af-
fecting pay, and no other remedy is available 
under this subsection, the Board, division, 
delegate, or other board of adjustment may 
award the employee reasonable damages, in-
cluding punitive damages, of not more than 
$20,000. 

‘‘(c) PROCEDURAL REQUIREMENTS.—Except 
as provided in subsection (b), the procedure 
set forth in section 42121(b)(2)(B) of this title, 
including the burdens of proof, applies to any 
complaint brought under this section. 

‘‘(d) ELECTION OF REMEDIES.—An employee 
of a railroad carrier may not seek protection 
under both this section and another provi-
sion of law for the same allegedly unlawful 
act of the carrier. 

‘‘(e) DISCLOSURE OF IDENTITY.— 
‘‘(1) Except as provided in paragraph (2) of 

this subsection, or with the written consent 
of the employee, the Secretary of Transpor-
tation may not disclose the name of an em-

ployee of a railroad carrier who has provided 
information about an alleged violation of 
this section. 

‘‘(2) The Secretary shall disclose to the At-
torney General the name of an employee de-
scribed in paragraph (1) of this subsection if 
the matter is referred to the Attorney Gen-
eral for enforcement.’’. 

(b) CONFORMING AMENDMENT.—The chapter 
analysis for chapter 201 of title 49, United 
States Code, is amended by inserting after 
the item relating to section 20115 the fol-
lowing: 
‘‘20116. Whistleblower protection for rail se-

curity matters’’. 
SEC. —18. EFFECTIVE DATE. 

This title takes effect on the date of enact-
ment of this Act. 

SA 3864. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place insert the fol-
lowing: 

Section 145(c) of the Aviation and Trans-
portation Security Act (49 U.S.C. 40101 note) 
is amended by striking ‘‘more than’’ and all 
that follows through ‘‘after’’ and inserting 
‘‘more than 48 months after’’. 

SA 3865. Mr. AKAKA submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 77, insert between lines 18 and 19, 
the following: 

(j) SENSE OF CONGRESS RELATING TO ADOP-
TION OF STANDARDS OF REVIEW.—It is the 
sense of Congress that the Inspector General 
of the National Intelligence Authority, in 
consultation with other inspectors general in 
the intelligence community and the Presi-
dent’s Council on Integrity and Efficiency, 
should adopt standards for review and re-
lated precedent that is generally used by the 
intelligence community for reviewing whis-
tleblower reprisal complaints made under 
this section. 

SA 3866. Mr. SPECTER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLEll—RACIAL PROFILING 
SEC. ll01. DEFINITIONS. 

As used in this section: 
(1) RACIAL PROFILING.—The term ‘‘racial 

profiling’’ means the practice of a law en-
forcement agent relying, to any degree, on 
race, ethnicity, religion, or national origin 
in selecting which individuals to subject to 
routine or spontaneous investigatory activi-
ties, or in deciding upon the scope and sub-
stance of law enforcement activity following 
the initial investigatory procedure, except 
when there is trustworthy information, rel-
evant to the locality and timeframe, that 
links persons of a particular race, ethnicity, 

religion, or national origin to an identified 
criminal incident or scheme. 

(2) ROUTINE OR SPONTANEOUS INVESTIGA-
TORY ACTIVITIES.—The term ‘‘routine or 
spontaneous investigatory activities’’ means 
the following activities by law enforcement 
agents: 

(A) Interviews. 
(B) Traffic stops. 
(C) Pedestrian stops. 
(D) Frisks and other types of body 

searches. 
(E) Consensual or nonconsensual searches 

of the persons or possessions (including vehi-
cles) of motorists or pedestrians. 

(F) Inspections and interviews of entrants 
into the United States that are more exten-
sive than those customarily carried out. 

(G) Immigration related workplace inves-
tigations. 

(H) Other types of law enforcement en-
counters compiled by the Federal Bureau of 
Investigations or the Bureau of Justice Sta-
tistics. 
SEC. ll2. POLICIES TO ELIMINATE RACIAL 

PROFILING BY FEDERAL LAW EN-
FORCEMENT. 

(a) IN GENERAL.—Federal law enforcement 
agencies shall— 

(1) maintain adequate policies and proce-
dures designed to eliminate racial profiling; 
and 

(2) cease existing practices that encourage 
racial profiling. 

(b) POLICIES AND PROCEDURES.—The poli-
cies and procedures maintained under sub-
section (a)(1) shall include— 

(1) a prohibition on racial profiling; 
(2) independent procedures for receiving, 

investigating, and responding meaningfully 
to complaints alleging racial profiling by 
law enforcement agents of the agency; 

(3) procedures to discipline law enforce-
ment agents who engage in racial profiling; 
and 

(4) such other policies or procedures that 
the Attorney General, in consultation with 
the Secretary of Homeland Security, deter-
mines necessary to eliminate racial 
profiling. 

(c) INTENT.—Nothing in this title is in-
tended to impede the ability of Federal law 
enforcement to protect the country and its 
people from any threat, be it foreign or do-
mestic. 
SEC. ll03. REPORTS ON RACIAL PROFILING IN 

THE UNITED STATES. 
(a) ANNUAL REPORT.—Not later than 2 

years after the date of enactment of this 
Act, and each year thereafter, the Attorney 
General, in consultation with the Secretary 
of Homeland Security, shall submit to Con-
gress a report on efforts to combat racial 
profiling in the United States. 

(b) CONTENTS.—Each report under sub-
section (a) shall include, for the 1-year pe-
riod ending on the date of such report— 

(1) the status of the adoption and imple-
mentation of policies and procedures by Fed-
eral law enforcement agencies pursuant to 
section ll02; and 

(2) a description of any other policies and 
procedures that the Attorney General, in 
consultation with the Secretary of Homeland 
Security, believes would facilitate the elimi-
nation of racial profiling, including best 
practices utilized by Federal, State, or local 
law enforcement agencies. 

SA 3867. Mr. LEVIN (for himself and 
Mr. COLEMAN) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 
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At the appropriate place, insert the fol-

lowing: 
SEC. ll. TERRORISM FINANCING. 

(a) REPORT ON TERRORIST FINANCING.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of the enactment of this Act, 
the President, acting through the Secretary 
of the Treasury, shall submit to Congress a 
report evaluating the current state of United 
States efforts to curtail the international fi-
nancing of terrorism. 

(2) CONTENTS.—The report required by 
paragraph (1) shall evaluate and make rec-
ommendations on— 

(A) the effectiveness and efficiency of cur-
rent United States governmental efforts and 
methods to detect, track, disrupt, and stop 
terrorist financing; 

(B) the relationship between terrorist fi-
nancing and money laundering, including 
how the laundering of proceeds related to il-
legal narcotics or foreign political corrup-
tion may contribute to terrorism or terrorist 
financing; 

(C) the nature, effectiveness, and efficiency 
of current efforts to coordinate intelligence 
and agency operations within the United 
States Government to detect, track, disrupt, 
and stop terrorist financing, including iden-
tifying who, if anyone, has primary responsi-
bility for developing priorities, assigning 
tasks to agencies, and monitoring the imple-
mentation of policy and operations; and 

(D) ways to improve the setting of prior-
ities and coordination of United States ef-
forts to detect, track, disrupt, and stop ter-
rorist financing, including recommendations 
for changes in executive branch organization 
or procedures, legislative reforms, or use of 
appropriated funds. 

(b) POSTEMPLOYMENT RESTRICTION FOR CER-
TAIN BANK AND THRIFT EXAMINERS.—Section 
10 of the Federal Deposit Insurance Act (12 
U.S.C. 1820) is amended by adding at the end 
the following: 

‘‘(k) ONE-YEAR RESTRICTIONS ON FEDERAL 
EXAMINERS OF FINANCIAL INSTITUTIONS.— 

‘‘(1) IN GENERAL.—In addition to other ap-
plicable restrictions set forth in title 18, 
United States Code, the penalties set forth in 
paragraph (6) of this subsection shall apply 
to any person who— 

‘‘(A) was an officer or employee (including 
any special Government employee) of a Fed-
eral banking agency or a Federal reserve 
bank; 

‘‘(B) served 2 or more months during the 
final 12 months of his or her employment 
with such agency or entity as the senior ex-
aminer (or a functionally equivalent posi-
tion) of a depository institution or deposi-
tory institution holding company with con-
tinuing, broad responsibility for the exam-
ination (or inspection) and supervision of 
that depository institution or depository in-
stitution holding company on behalf of the 
relevant agency or Federal reserve bank; and 

‘‘(C) within 1 year after the termination 
date of his or her service or employment 
with such agency or entity, knowingly ac-
cepts compensation as an employee, officer, 
director, or consultant from— 

‘‘(i) such depository institution, any depos-
itory institution holding company that con-
trols such depository institution, or any 
other company that controls such depository 
institution; or 

‘‘(ii) such depository institution holding 
company or any depository institution that 
is controlled by such depository institution 
holding company. 

‘‘(2) DEFINITIONS.—For purposes of this sub-
section— 

‘‘(A) the term ‘depository institution’ in-
cludes an uninsured branch or agency of a 
foreign bank, if such branch or agency is lo-
cated in any State; and 

‘‘(B) the term ‘depository institution hold-
ing company’ includes any foreign bank or 
company described in section 8(a) of the 
International Banking Act of 1978. 

‘‘(3) RULES OF CONSTRUCTION.—For purposes 
of this subsection, a foreign bank shall be 
deemed to control any branch or agency of 
the foreign bank, and a person shall be 
deemed to act as a consultant for a deposi-
tory institution, depository institution hold-
ing company, or other company, only if such 
person directly works on matters for, or on 
behalf of, such depository institution, depos-
itory institution holding company, or other 
company. 

‘‘(4) REGULATIONS.— 
‘‘(A) IN GENERAL.—Each Federal banking 

agency shall prescribe rules or regulations to 
administer and carry out this subsection, in-
cluding rules, regulations, or guidelines to 
define the scope of persons referred to in 
paragraph (1)(B). 

‘‘(B) CONSULTATION REQUIRED.—The Federal 
banking agencies shall consult with each 
other for the purpose of assuring that the 
rules and regulations issued by the agencies 
under subparagraph (A) are, to the extent 
possible, consistent and comparable and 
practicable, taking into account any dif-
ferences in the supervisory programs utilized 
by the agencies for the supervision of deposi-
tory institutions and depository institution 
holding companies. 

‘‘(5) WAIVER.— 
‘‘(A) AGENCY AUTHORITY.—A Federal bank-

ing agency may grant a waiver, on a case by 
case basis, of the restriction imposed by this 
subsection to any officer or employee (in-
cluding any special Government employee) 
of that agency, and the Board of Governors 
of the Federal Reserve System may grant a 
waiver of the restriction imposed by this 
subsection to any officer or employee of a 
Federal reserve bank, if the head of such 
agency certifies in writing that granting the 
waiver would not affect the integrity of the 
supervisory program of the relevant Federal 
banking agency. 

‘‘(B) DEFINITION.—For purposes of this 
paragraph, the head of an agency is— 

‘‘(i) the Comptroller of the Currency, in 
the case of the Office of the Comptroller of 
the Currency; 

‘‘(ii) the Chairman of the Board of Gov-
ernors of the Federal Reserve System, in the 
case of the Board of Governors of the Federal 
Reserve System; 

‘‘(iii) the Chairperson of the Board of Di-
rectors, in the case of the Corporation; and 

‘‘(iv) the Director of the Office of Thrift 
Supervision, in the case of the Office of 
Thrift Supervision. 

‘‘(6) PENALTIES.— 
‘‘(A) VIOLATORS SUBJECT TO INDUSTRY-WIDE 

PROHIBITION ORDER.—In addition to any other 
penalty that may apply, whenever a Federal 
banking agency determines that a person 
subject to paragraph (1) has violated para-
graph (1) by becoming associated, in the 
manner described in paragraph (1)(C), with a 
depository institution, depository institu-
tion holding company, or other company for 
which such agency serves as the appropriate 
Federal banking agency, the agency shall 
serve a written notice or order, in accord-
ance with and subject to the provisions of 
section 8(e)(4) for written notices or orders 
under paragraphs (1) or (2) of section 8(e), 
upon such person of the intention of the 
agency— 

‘‘(i) to remove such person from office or to 
prohibit such person from further participa-
tion in the conduct of the affairs of the de-
pository institution, depository institution 
holding company, or other company for a pe-
riod of up to 5 years; and 

‘‘(ii) to prohibit any further participation 
by such person, in any manner, in the con-

duct of the affairs of any insured depository 
institution for a period of up to 5 years. 

‘‘(B) SCOPE OF PROHIBITION ORDER.—Any 
person subject to an order issued under this 
subsection shall be subject to paragraphs (6) 
and (7) of section 8(e) in the same manner 
and to the same extent as a person subject to 
an order issued under such section. 

‘‘(C) ADDITIONAL CRIMINAL AND CIVIL PEN-
ALTIES.—In addition to the civil penalties 
provided for in this paragraph, any person 
who violates this subsection shall be pun-
ished as provided in section 216 of title 18, 
United States Code. 

‘‘(D) DEFINITIONS.—Solely for purposes of 
this paragraph, the ‘appropriate Federal 
banking agency’ for a company that is not a 
depository institution or depository institu-
tion holding company shall be the Federal 
banking agency on whose behalf the person 
described in paragraph (1) performed the 
functions described in paragraph (1)(B).’’. 

(c) POSTEMPLOYMENT RESTRICTION FOR CER-
TAIN CREDIT UNION EXAMINERS.—Section 206 
of the Federal Credit Union Act (12 U.S.C. 
1786) is amended by adding at the end the fol-
lowing: 

‘‘(w) ONE-YEAR RESTRICTIONS ON FEDERAL 
EXAMINERS OF INSURED CREDIT UNIONS.— 

‘‘(1) IN GENERAL.—In addition to other ap-
plicable restrictions set forth in title 18, 
United States Code, the penalties set forth in 
paragraph (5) of this subsection shall apply 
to any person who— 

‘‘(A) was an officer or employee (including 
any special Government employee) of the 
Administration; 

‘‘(B) served 2 or more months during the 
final 12 months of his or her employment 
with the Administration as the senior exam-
iner (or a functionally equivalent position) 
of an insured credit union with continuing, 
broad responsibility for the examination (or 
inspection) and supervision of that insured 
credit union on behalf of the Administration; 
and 

‘‘(C) within 1 year after the termination 
date of his or her service or employment 
with the Administration, knowingly accepts 
compensation as an employee, officer, direc-
tor, or consultant from such insured credit 
union. 

‘‘(2) RULE OF CONSTRUCTION.—For purposes 
of this subsection, a person shall be deemed 
to act as a consultant for an insured credit 
union only if such person directly works on 
matters for, or on behalf of, such insured 
credit union. 

‘‘(3) REGULATIONS.— 
‘‘(A) IN GENERAL.—The Board shall pre-

scribe rules or regulations to administer and 
carry out this subsection, including rules, 
regulations, or guidelines to define the scope 
of persons referred to in paragraph (1)(B). 

‘‘(B) CONSULTATION.—In prescribing rules 
or regulations under this paragraph, the 
Board shall, to the extent it deems nec-
essary, consult with the Federal banking 
agencies (as defined in section 3 of the Fed-
eral Deposit Insurance Act) on regulations 
issued by such agencies in carrying out sec-
tion 10(k) of the Federal Deposit Insurance 
Act. 

‘‘(4) WAIVER.— 
‘‘(A) AGENCY AUTHORITY.—The Board may 

grant a waiver, on a case by case basis, of the 
restriction imposed by this subsection to any 
officer or employee (including any special 
Government employee) of the Administra-
tion if the Chairman certifies in writing that 
granting the waiver would not affect the in-
tegrity of the supervisory program of the Ad-
ministration. 

‘‘(5) PENALTIES.— 
‘‘(A) VIOLATORS SUBJECT TO INDUSTRY-WIDE 

PROHIBITION ORDER.—In addition to any other 
penalty that may apply, whenever the Board 
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determines that a person subject to para-
graph (1) has violated paragraph (1) by be-
coming associated, in the manner described 
in paragraph (1)(C), with an insured credit 
union, the Board shall serve written notice, 
in accordance with and subject to the provi-
sions of subsection (g)(4) for written notices 
under paragraphs (1) or (2) of subsection (g), 
upon such person of the intention of the 
Board— 

‘‘(i) to remove such person from office or to 
prohibit such person from further participa-
tion in the conduct of the affairs of the in-
sured credit union for a period of up to 5 
years; and 

‘‘(ii) to prohibit any further participation 
by such person, in any manner, in the con-
duct of the affairs of any insured credit 
union for a period of up to 5 years. 

‘‘(B) SCOPE OF PROHIBITION ORDER.—Any 
person subject to an order issued under this 
subsection shall be subject to paragraphs (5) 
and (7) of subsection (g) in the same manner 
and to the same extent as a person subject to 
an order issued under subsection (g). 

‘‘(C) ADDITIONAL CRIMINAL AND CIVIL PEN-
ALTIES.—In addition to the civil penalties 
provided for in this paragraph, any person 
who violates this subsection shall be pun-
ished as provided in section 216 of title 18, 
United States Code.’’. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341, subsection (a) shall become effec-
tive on the date of enactment of this Act, 
and the amendments made by subsections (b) 
and (c) shall become effective at the end of 
the 12-month period beginning on the date of 
enactment of this Act, whether or not final 
regulations are issued in accordance with the 
amendments made by this section as of that 
date of enactment. 

SA 3868. Mr. SESSIONS submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

Beginning on page 52, strike line 21 and all 
that follows through page 56, line 8. 

Beginning on page 60, strike line 5 and all 
that follows though page 81, line 14. 

Beginning on page 153, strike line 5 and all 
that follows through page 170, line 8 and in-
sert the following: 
SEC. 211. BOARD ON SAFEGUARDING AMERICANS’ 

CIVIL LIBERTIES. 
(a) POLICY.—The United States Govern-

ment has a solemn obligation, and shall con-
tinue fully, to protect the legal rights of all 
Americans, including freedoms, civil lib-
erties, and information privacy guaranteed 
by Federal law, in the effective performance 
of national security and homeland security 
functions. 

(b) ESTABLISHMENT OF BOARD.—To advance 
the policy set out in subsection (a), there is 
established the President’s Board on Safe-
guarding Americans’ Civil Liberties (herein-
after referred to as the ‘‘Board’’). The Board 
shall be part of the Department of Justice 
for administrative purposes. 

(c)FUNCTIONS.—The Board shall— 
(1) advise the President on effective means 

to implement the policy set out in sub-
section (a); 

(2) keep the President informed of the im-
plementation of such policy; 

(3) periodically request reports from Fed-
eral departments and agencies relating to 
policies and procedures that ensure imple-
mentation of the policy set out in subsection 
(a); 

(4) recommend to the President policies, 
guidelines, and other administrative actions, 

technologies, and legislation, as necessary to 
implement the such policy; 

(5) at the request of the head of any Fed-
eral department or agency, unless the Chair 
of the Board, after consultation with the 
Vice Chair, declines the request, promptly 
review and provide advice on a policy or ac-
tion of that department or agency that im-
plicates the policy set out in subsection (a); 

(6) obtain information and advice relating 
to such policy from representatives of enti-
ties or individuals outside the executive 
branch of the Federal Government in a man-
ner that seeks their individual advice and 
does not involve collective judgment or con-
sensus advice or deliberation; 

(7) refer, consistent with section 535 of title 
28, United States Code, credible information 
pertaining to possible violations of law relat-
ing to the Policy by any Federal employee or 
official to the appropriate office for prompt 
investigation; 

(8) take steps to enhance cooperation and 
coordination among Federal departments 
and agencies in the implementation of the 
Policy, including but not limited to working 
with the Director of the Office of Manage-
ment and Budget and other officers of the 
United States to review and assist in the co-
ordination of guidelines and policies con-
cerning national security and homeland se-
curity efforts, such as information collection 
and sharing; and 

(9) undertake other efforts to protect the 
legal rights of all Americans, including free-
doms, civil liberties, and information pri-
vacy guaranteed by Federal law, as the 
President may direct; 

(d) ADVISORY COMMITTEES.—Upon the rec-
ommendation of the Board, the Attorney 
General or the Secretary of Homeland Secu-
rity may establish one or more committees 
that include individuals from outside the ex-
ecutive branch of the Federal Government, 
in accordance with applicable law, to advise 
the Board on specific issues relating to the 
policy set out in subsection (a). Any such 
committee shall carry out its functions sepa-
rately from the Board. 

(e) MEMBERSHIP AND OPERATION.—The 
Board shall consist exclusively of the fol-
lowing: 

(1) the Deputy Attorney General, who shall 
serve as Chair; 

(2) the Under Secretary for Border and 
Transportation Security, Department of 
Homeland Security, who shall serve as Vice 
Chair; 

(3) the Assistant Attorney General, Civil 
Rights Division; 

(4) the Assistant Attorney General, Office 
of Legal Policy; 

(5) the Counsel for Intelligence Policy, De-
partment of Justice; 

(6) the Chair of the Privacy Council, Fed-
eral Bureau of Investigation; 

(7) the Assistant Secretary for Information 
Analysis, Department of Homeland Security; 

(8) the Assistant Secretary, Policy, Direc-
torate of Border and Transportation Secu-
rity, Department of Homeland Security; 

(9) the Officer for Civil Rights and Civil 
Liberties, Department of Homeland Secu-
rity; 

(10) the Privacy Officer, Department of 
Homeland Security; 

(11) the Under Secretary for Enforcement, 
Department of the Treasury; 

(12) the Assistant Secretary (Terrorist Fi-
nancing), Department of the Treasury; 

(13) the General Counsel, Office of Manage-
ment and Budget; 

(14) the Deputy Director of Central Intel-
ligence for Community Management; 

(15) the General Counsel, Central Intel-
ligence Agency; 

(16) the General Counsel, National Security 
Agency; 

(17) the Under Secretary of Defense for In-
telligence; 

(18) the General Counsel of the Department 
of Defense; 

(19) the Legal Adviser, Department of 
State; 

(20) the Director, Terrorist Threat Integra-
tion Center; and 

(21) such other officers of the United States 
as the Deputy Attorney General may from 
time to time designate. 

(f) DELEGATION.—A member of the Board 
may designate, to perform the Board or 
Board subgroup functions of the member, 
any person who is part of such member’s de-
partment or agency and who is either an offi-
cer of the United States appointed by the 
President, or a member of the Senior Execu-
tive Service or the Senior Intelligence Serv-
ice. 

(g) ADMINISTRATIVE MATTERS.—The Chair, 
after consultation with the Vice Chair, shall 
convene and preside at meetings of the 
Board, determine its agenda, direct its work, 
and, as appropriate to deal with particular 
subject matters, establish and direct sub-
groups of the Board that shall consist exclu-
sively of members of the Board. The Chair 
may invite, in his discretion, officers or em-
ployees of other departments or agencies to 
participate in the work of the Board. The 
Chair shall convene the first meeting of the 
Board within 20 days after the date of the en-
actment of this Act and shall thereafter con-
vene meetings of the Board at such times as 
the Chair, after consultation with the Vice 
Chair, deems appropriate. The Deputy Attor-
ney General shall designate an official of the 
Department of Justice to serve as the Execu-
tive Director of the Board. 

(h) COOPERATION.—To the extent permitted 
by law, all Federal departments and agencies 
shall cooperate with the Board and provide 
the Board with such information, support, 
and assistance as the Board, through the 
Chair, may request. 

(i) ADMINISTRATION.— Consistent with ap-
plicable law and subject to the availability 
of appropriations, the Department of Justice 
shall provide the funding and administrative 
support for the Board necessary to imple-
ment this section. 

(j) GENERAL PROVISIONS.— 
(1) RELATIONSHIP TO OTHER AUTHORITY.— 

The provisions of this section shall not be 
construed to impair or otherwise affect the 
authorities of any department, agency, in-
strumentality, officer, or employee of the 
United States under applicable law, includ-
ing the functions of the Director of the Of-
fice of Management and Budget relating to 
budget, administrative, or legislative pro-
posals. 

(2) RELATIONSHIP TO OTHER LAWS.—The pro-
visions of this section shall be implemented 
in a manner consistent with applicable laws 
and Executive Orders concerning protection 
of information, including those for the pro-
tection of intelligence sources and methods, 
law enforcement information, and classified 
national security information, and the Pri-
vacy Act of 1974 (5 U.S.C. 552a). 

(3) INTERNAL MANAGEMENT.—The provisions 
of this section are intended only to improve 
the internal management of the Federal 
Government and is not intended to, and do 
not, create any right or benefit, substantive 
or procedural, enforceable at law or in eq-
uity, by a party against the United States, 
or any of its departments, agencies, instru-
mentalities, entities, officers, employees, or 
agents, or any other person. 

SA 3869. Mr. SESSIONS submitted an 
amendment intended to be proposed by 
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him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

Beginning on page 52, strike line 21 and all 
that follows through page 56, line 8. 

Beginning on page 60, strike line 5 and all 
that follows though page 81, line 14. 

Beginning on page 153, strike line 3 and all 
that follows through page 170, line 8. 

SA 3870. Mr. SESSIONS submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. PERMANENT INFORMATION SHARING. 

Section 224 of the USA PATRIOT ACT 
(Public Law 107–56) is amended by— 

(1) striking ‘‘203(a), 203(c)’’ and inserting 
‘‘203’’; and 

(2) inserting ‘‘218,’’ after ‘‘216,’’. 

SA 3871. Mr. SESSIONS (for himself, 
Mr. CORNYN, Mr. MILLER, and Mr. EN-
SIGN) submitted an amendment in-
tended to be proposed by him to the 
bill S. 2845, to reform the intelligence 
community and the intelligence and 
intelligence-related activities of the 
United States Government, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

On page 213, after line 12, add the fol-
lowing: 
TITLE IV—IMMIGRATION ENFORCEMENT 

SEC. 401. FEDERAL AFFIRMATION OF STATE AND 
LOCAL ASSISTANCE IN ENFORCE-
MENT OF FEDERAL IMMIGRATION 
LAWS. 

(a) IN GENERAL.—Notwithstanding any 
other provision of law and reaffirming the 
existing inherent authority of States, law 
enforcement personnel of a State or a polit-
ical subdivision of a State have the inherent 
authority of a sovereign entity to inves-
tigate, apprehend, arrest, detain, or transfer 
to Federal custody aliens in the United 
States (including the transportation of such 
aliens across State lines to detention cen-
ters), in the course of carrying out their rou-
tine duties for the purpose of assisting in the 
enforcement of the immigration laws of the 
United States. 

(b) CONSTRUCTION.—Nothing in this section 
shall be construed to require law enforce-
ment officers of a State or political subdivi-
sion of a State to— 

(1) report the identity of victims of, or wit-
nesses to, a criminal offense to the Secretary 
of Homeland Security; or 

(2) arrest such victims or witnesses for im-
migration violations. 
SEC. 402. LISTING OF IMMIGRATION VIOLATORS 

IN THE NATIONAL CRIME INFORMA-
TION CENTER DATABASE. 

(a) PROVISION OF INFORMATION TO NCIC.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of enactment of this Act, and 
continually thereafter, the Under Secretary 
for Border and Transportation Security of 
the Department of Homeland Security shall 
provide the National Crime Information Cen-
ter of the Department of Justice with such 
information as the Under Secretary may 
have on— 

(A) all aliens against whom a final order of 
removal has been issued; 

(B) all aliens who have signed a voluntary 
departure agreement; and 

(C) all aliens whose visas have been re-
voked. 

(2) CIRCUMSTANCES.—The information de-
scribed in paragraph (1) shall be provided to 
the National Crime Information Center re-
gardless of whether— 

(A) the alien received notice of a final 
order of removal; or 

(B) the alien has already been removed. 
(b) INCLUSION OF INFORMATION IN NCIC 

DATABASE.—Section 534(a) of title 28, United 
States Code, is amended— 

(1) in paragraph (3), by striking ‘‘and’’ at 
the end; 

(2) by redesignating paragraph (4) as para-
graph (5); and 

(3) by inserting after paragraph (3) the fol-
lowing: 

‘‘(4) acquire, collect, classify, and preserve 
records of violations of the immigration laws 
of the United States; and’’. 

(c) PERMISSION TO DEPART VOLUNTARILY.— 
Section 240B(a)(2)(A) of the Immigration and 
Nationality Act (8 U.S.C. 1229c(a)(2)(A)) is 
amended by striking ‘‘120’’ and inserting 
‘‘30’’. 
SEC. 403. FEDERAL CUSTODY OF ILLEGAL ALIENS 

APPREHENDED BY STATE OR LOCAL 
LAW ENFORCEMENT. 

(a) IN GENERAL.—Section 241 of the Immi-
gration and Nationality Act (8 U.S.C. 1231) is 
amended by adding at the end the following: 

‘‘(j) CUSTODY OF ILLEGAL ALIENS.— 
‘‘(1) IN GENERAL.—If the chief executive of-

ficer of a State or, if appropriate, a political 
subdivision of the State, exercising author-
ity with respect to the apprehension of an il-
legal alien submits a request to the Sec-
retary of Homeland Security that the alien 
be taken into Federal custody, the Secretary 
of Homeland Security— 

‘‘(A) shall— 
‘‘(i) not later than 48 hours after the con-

clusion of the State charging process or dis-
missal process, or if no State charging or dis-
missal process is required, not later than 48 
hours after the illegal alien is apprehended, 
take the illegal alien into the custody of the 
Federal Government and incarcerate the 
alien; or 

‘‘(ii) request that the relevant State or 
local law enforcement agency temporarily 
incarcerate or transport the illegal alien for 
transfer to Federal custody; and 

‘‘(B) shall designate at least 1 Federal, 
State, or local prison or jail, or a private 
contracted prison or detention facility, with-
in each State as the central facility for that 
State to transfer custody of the criminal or 
illegal alien to the Secretary of Homeland 
Security. 

‘‘(2) REIMBURSEMENT.— 
‘‘(A) IN GENERAL.—The Department of 

Homeland Security shall reimburse States 
and political subdivisions for all reasonable 
expenses, as determined by the Secretary of 
Homeland Security, incurred by a State or 
political subdivision in the incarceration and 
transportation of an illegal alien as de-
scribed in subparagraphs (A) and (B) of para-
graph (1). 

‘‘(B) COST COMPUTATION.—Compensation 
provided for costs incurred under subpara-
graphs (A) and (B) of paragraph (1) shall be 
the sum of— 

‘‘(i)(I) the average cost of incarceration of 
a prisoner per day in the relevant State, as 
determined by the chief executive officer of 
a State, or, as appropriate, a political sub-
division of the State; multiplied by 

‘‘(II) the number of days that the alien was 
in the custody of the State or political sub-
division; and 

‘‘(ii) the cost of transporting the criminal 
or illegal alien— 

‘‘(I) from the point of apprehension to the 
place of detention; and 

‘‘(II) if the place of detention and place of 
custody are different, to the custody transfer 
point. 

‘‘(3) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated such 
sums as may be necessary to carry out para-
graph (2).’’. 

SA 3872. Mr. SESSIONS (for himself 
and Mr. ENSIGN) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. BIOMETRIC STANDARDS FOR PASS-

PORTS. 
(a) FINDINGS.—Congress finds the fol-

lowing: 
(1) The 9/11 Commission Report made clear 

that the incapacity to establish the authen-
ticity of United States passports through a 
biometric identifier is a major gap in home-
land security when it stated, ‘‘Americans 
should not be exempt from carrying biomet-
ric passports or otherwise enabling their 
identities to be securely verified when they 
enter the United States; nor should Cana-
dians or Mexicans’’. 

(2) The Enhanced Border Security and Visa 
Entry Reform Act of 2002 requires Visa Waiv-
er Program countries to conform to a bio-
metric standard negotiated through the 
International Civil Aviation Organization, 
rather than requiring a specific type of bio-
metric identifier. The standard agreed upon 
by the international community is facial 
recognition, consisting of a picture with a 
computer chip embedded in the passport to 
verify the picture. 

(3) Facial recognition biometric tech-
nology remains inferior to fingerprint bio-
metric technology for the purpose of one-to- 
many matches and is not consistent with the 
biometric information that the United 
States collects from visa applicants through 
its visa issuance process. Consequently, indi-
viduals from Visa Waiver Program countries 
who do not go through visa applications and 
interviews at the point of origin are admit-
ted into the United States with only a facial 
biometric identifier contained in their pass-
port. 

(4) In order to be eligible for the Visa Waiv-
er Program, Visa Waiver Program countries 
should issue visas and passports that con-
form with the same biometric standard as 
travel documents issued by the United 
States. 

(5) Because the United Sates must set an 
example in the establishment of an inter-
national travel document biometric identi-
fication standard, and must ensure that 
United States issued passports are not used 
by non-United States citizens to fraudu-
lently gain entrance into the United States, 
the United States should not only comply 
with the standards set by the International 
Civil Aviation Organization, but should in-
clude fingerprints as a second additional bio-
metric identifier on the passports it issues to 
its citizens. 

(b) FINGERPRINTS ON UNITED STATES PASS-
PORTS.— 

(1) IN GENERAL.—The Secretary of State 
shall ensure that each passport issued by the 
United States after the effective date of this 
subsection— 

(A) contains the index fingerprints of the 
person to whom such passport was issued; 
and 
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(B) complies with the additional biometric 

standard established by the International 
Civil Aviation Organization. 

(2) AUTHORIZATION OF APPROPRIATIONS.— 
(A) IN GENERAL.—There are authorized to 

be appropriated a total of $1,000,000,000 for 
fiscal years 2005 and 2006 to carry out the 
provisions of paragraph (1). 

(B) AVAILABILITY.—Any amounts appro-
priated pursuant to subparagraph (A) shall 
remain available until expended. 

(3) EFFECTIVE DATE.—This subsection shall 
take effect on the date which is 1 year after 
the date of enactment of this Act. 

(c) BIOMETRIC STANDARD FOR PASSPORTS 
ISSUED BY VISA WAIVER PROGRAM COUN-
TRIES.— 

(1) IN GENERAL.—Section 217 of the Immi-
gration and Nationality Act (8 U.S.C. 1187) is 
amended— 

(A) in subsection (a)(3)(A), by striking 
‘‘satisfies the internationally accepted 
standard for machine readability.’’ and in-
serting the following: 

‘‘(i) satisfies the internationally accepted 
standard for machine readability; and 

‘‘(ii) contains fingerprint biometric identi-
fiers of the alien.’’; and 

(B) in subsection (c)(2)(B)(i), by striking 
‘‘satisfy the internationally accepted stand-
ard for machine readability.’’ and inserting 
the following: 

‘‘(i) satisfy the internationally accepted 
standard for machine readability; and 

‘‘(ii) contain fingerprint biometric identi-
fiers of such citizens.’’. 

(2) EFFECTIVE DATE.—The amendments 
made by paragraph (1) shall take effect on 
the date which is 1 year after the date on 
which the Secretary of State begins to issue 
passports in accordance with subsection 
(b)(1). 

SA 3873. Mr. SESSIONS submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of the bill, insert the following: 
SEC. ll. RAILROAD CARRIERS AND MASS 

TRANSPORTATION PROTECTION ACT 
OF 2004. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘Railroad Carriers and Mass 
Transportation Protection Act of 2004’’. 

(b) IN GENERAL.—Chapter 97 of title 18, 
United States Code, is amended by striking 
sections 1992 through 1993 and inserting the 
following: 
‘‘§ 1992. Terrorist attacks and other violence 

against railroad carriers, passenger vessels, 
and against mass transportation systems 
on land, on water, or through the air 
‘‘(a) GENERAL PROHIBITIONS.—Whoever, in a 

circumstance described in subsection (c), 
knowingly— 

‘‘(1) wrecks, derails, sets fire to, or disables 
railroad on-track equipment, a passenger 
vessel, or a mass transportation vehicle; 

‘‘(2) with intent to endanger the safety of 
any passenger or employee of a railroad car-
rier, passenger vessel, or mass transpor-
tation provider, or with a reckless disregard 
for the safety of human life, and without pre-
viously obtaining the permission of the rail-
road carrier, mass transportation provider, 
or owner of the passenger vessel— 

‘‘(A) places any biological agent or toxin, 
destructive substance, or destructive device 
in, upon, or near railroad on-track equip-
ment, a passenger vessel, or a mass transpor-
tation vehicle; or 

‘‘(B) releases a hazardous material or a bio-
logical agent or toxin on or near the prop-

erty of a railroad carrier, owner of a pas-
senger vessel, or mass transportation pro-
vider; 

‘‘(3) sets fire to, undermines, makes un-
workable, unusable, or hazardous to work on 
or use, or places any biological agent or 
toxin, destructive substance, or destructive 
device in, upon, or near any— 

‘‘(A) tunnel, bridge, viaduct, trestle, track, 
electromagnetic guideway, signal, station, 
depot, warehouse, terminal, or any other 
way, structure, property, or appurtenance 
used in the operation of, or in support of the 
operation of, a railroad carrier, without pre-
viously obtaining the permission of the rail-
road carrier, and with intent to, or knowing 
or having reason to know such activity 
would likely, derail, disable, or wreck rail-
road on-track equipment; 

‘‘(B) garage, terminal, structure, track, 
electromagnetic guideway, supply, or facil-
ity used in the operation of, or in support of 
the operation of, a mass transportation vehi-
cle, without previously obtaining the permis-
sion of the mass transportation provider, and 
with intent to, or knowing or having reason 
to know such activity would likely, derail, 
disable, or wreck a mass transportation vehi-
cle used, operated, or employed by a mass 
transportation provider; or 

‘‘(C) structure, supply, or facility used in 
the operation of, or in the support of the op-
eration of, a passenger vessel, without pre-
viously obtaining the permission of the 
owner of the passenger vessel, and with in-
tent to, or knowing or having reason to 
know that such activity would likely disable 
or wreck a passenger vessel; 

‘‘(4) removes an appurtenance from, dam-
ages, or otherwise impairs the operation of a 
railroad signal system or mass transpor-
tation signal or dispatching system, includ-
ing a train control system, centralized dis-
patching system, or highway-railroad grade 
crossing warning signal, without authoriza-
tion from the rail carrier or mass transpor-
tation provider; 

‘‘(5) with intent to endanger the safety of 
any passenger or employee of a railroad car-
rier, owner of a passenger vessel, or mass 
transportation provider or with a reckless 
disregard for the safety of human life, inter-
feres with, disables, or incapacitates any dis-
patcher, driver, captain, locomotive engi-
neer, railroad conductor, or other person 
while the person is employed in dispatching, 
operating, or maintaining railroad on-track 
equipment, a passenger vessel, or a mass 
transportation vehicle; 

‘‘(6) engages in conduct, including the use 
of a dangerous weapon, with the intent to 
cause death or serious bodily injury to any 
person who is on the property of a railroad 
carrier, owner of a passenger vessel, or mass 
transportation provider that is used for rail-
road or mass transportation purposes; 

‘‘(7) conveys false information, knowing 
the information to be false, concerning an 
attempt or alleged attempt that was made, 
is being made, or is to be made, to engage in 
a violation of this subsection; or 

‘‘(8) attempts, threatens, or conspires to 
engage in any violation of any of paragraphs 
(1) through (7); 

shall be fined under this title or imprisoned 
not more than 20 years, or both. 

‘‘(b) AGGRAVATED OFFENSE.—Whoever com-
mits an offense under subsection (a) in a cir-
cumstance in which— 

‘‘(1) the railroad on-track equipment, pas-
senger vessel, or mass transportation vehicle 
was carrying a passenger or employee at the 
time of the offense; 

‘‘(2) the railroad on-track equipment, pas-
senger vessel, or mass transportation vehicle 
was carrying high-level radioactive waste or 
spent nuclear fuel at the time of the offense; 

‘‘(3) the railroad on-track equipment, pas-
senger vessel, or mass transportation vehicle 
was carrying a hazardous material at the 
time of the offense that— 

‘‘(A) was required to be placarded under 
subpart F of part 172 of title 49, Code of Fed-
eral Regulations; and 

‘‘(B) is identified as class number 3, 4, 5, 
6.1, or 8 and packing group I or packing 
group II, or class number 1, 2, or 7 under the 
hazardous materials table of section 172.101 
of title 49, Code of Federal Regulations; or 

‘‘(4) the offense results in the death of any 
person; 
shall be fined under this title or imprisoned 
for any term of years or life, or both. In the 
case of a violation described in paragraph (2), 
the term of imprisonment shall be not less 
than 30 years; and, in the case of a violation 
described in paragraph (4), the offender shall 
be fined under this title and imprisoned for 
life and be subject to the death penalty. 

‘‘(c) CRIMES AGAINST PUBLIC SAFETY OFFI-
CER.—Whoever commits an offense under 
subsection (a) that results in death or seri-
ous bodily injury to a public safety officer 
while the public safety officer was engaged 
in the performance of official duties, or on 
account of the public safety officer’s per-
formance of official duties, shall be impris-
oned for a term of not less than 20 years and, 
if death results, shall be imprisoned for life 
and be subject to the death penalty. 

‘‘(d) CIRCUMSTANCES REQUIRED FOR OF-
FENSE.—A circumstance referred to in sub-
section (a) is any of the following: 

‘‘(1) Any of the conduct required for the of-
fense is, or, in the case of an attempt, threat, 
or conspiracy to engage in conduct, the con-
duct required for the completed offense 
would be, engaged in, on, against, or affect-
ing a mass transportation provider, owner of 
a passenger vessel, or railroad carrier en-
gaged in or affecting interstate or foreign 
commerce. 

‘‘(2) Any person travels or communicates 
across a State line in order to commit the of-
fense, or transports materials across a State 
line in aid of the commission of the offense. 

‘‘(e) NONAPPLICABILITY.—Subsection (a) 
does not apply to the conduct with respect to 
a destructive substance or destructive device 
that is also classified under chapter 51 of 
title 49 as a hazardous material in commerce 
if the conduct— 

‘‘(1) complies with chapter 51 of title 49 and 
regulations, exemptions, approvals, and or-
ders issued under that chapter, or 

‘‘(2) constitutes a violation, other than a 
criminal violation, of chapter 51 of title 49 or 
a regulation or order issued under that chap-
ter. 

‘‘(f) DEFINITIONS.—In this section— 
‘‘(1) the term ‘biological agent’ has the 

meaning given to that term in section 178(1); 
‘‘(2) the term ‘dangerous weapon’ means a 

weapon, device, instrument, material, or 
substance, animate or inanimate, that is 
used for, or is readily capable of, causing 
death or serious bodily injury, including a 
pocket knife with a blade of less than 21⁄2 
inches in length and a box cutter; 

‘‘(3) the term ‘destructive device’ has the 
meaning given to that term in section 
921(a)(4); 

‘‘(4) the term ‘destructive substance’ 
means an explosive substance, flammable 
material, infernal machine, or other chem-
ical, mechanical, or radioactive device or 
material, or matter of a combustible, con-
taminative, corrosive, or explosive nature, 
except that the term ‘radioactive device’ 
does not include any radioactive device or 
material used solely for medical, industrial, 
research, or other peaceful purposes; 

‘‘(5) the term ‘hazardous material’ has the 
meaning given to that term in chapter 51 of 
title 49; 
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‘‘(6) the term ‘high-level radioactive waste’ 

has the meaning given to that term in sec-
tion 2(12) of the Nuclear Waste Policy Act of 
1982 (42 U.S.C. 10101(12)); 

‘‘(7) the term ‘mass transportation’ has the 
meaning given to that term in section 
5302(a)(7) of title 49, except that the term in-
cludes school bus, charter, and sightseeing 
transportation; 

‘‘(8) the term ‘on-track equipment’ means 
a carriage or other contrivance that runs on 
rails or electromagnetic guideways; 

‘‘(9) the term ‘public safety officer’ has the 
meaning given such term in section 1204 of 
the Omnibus Crime Control and Safe Streets 
Act of 1968 (42 U.S.C. 3796b); 

‘‘(10) the term ‘railroad on-track equip-
ment’ means a train, locomotive, tender, 
motor unit, freight or passenger car, or other 
on-track equipment used, operated, or em-
ployed by a railroad carrier; 

‘‘(11) the term ‘railroad’ has the meaning 
given to that term in chapter 201 of title 49; 

‘‘(12) the term ‘railroad carrier’ has the 
meaning given to that term in chapter 201 of 
title 49; 

‘‘(13) the term ‘serious bodily injury’ has 
the meaning given to that term in section 
1365; 

‘‘(14) the term ‘spent nuclear fuel’ has the 
meaning given to that term in section 2(23) 
of the Nuclear Waste Policy Act of 1982 (42 
U.S.C. 10101(23)); 

‘‘(15) the term ‘State’ has the meaning 
given to that term in section 2266; 

‘‘(16) the term ‘toxin’ has the meaning 
given to that term in section 178(2); 

‘‘(17) the term ‘vehicle’ means any carriage 
or other contrivance used, or capable of 
being used, as a means of transportation on 
land, on water, or through the air; and 

‘‘(18) the term ‘passenger vessel’ has the 
meaning given that term in section 2101(22) 
of title 46, United States Code, and includes 
a small passenger vessel, as that term is de-
fined under section 2101(35) of that title.’’. 

(c) CONFORMING AMENDMENTS.— 
(1) TABLE OF SECTIONS.—The table of sec-

tions at the beginning of chapter 97 of title 
18, United States Code, is amended— 

(A) by striking ‘‘RAILROADS’’ in the chap-
ter heading and inserting ‘‘RAILROAD CAR-
RIERS AND MASS TRANSPORTATION SYS-
TEMS ON LAND, ON WATER, OR THROUGH 
THE AIR’’; 

(B) by striking the items relating to sec-
tions 1992 and 1993; and 

(C) by inserting after the item relating to 
section 1991 the following: 
‘‘1992. Terrorist attacks and other violence 

against railroad carriers and 
against mass transportation 
systems on land, on water, or 
through the air.’’. 

(2) TABLE OF CHAPTERS.—The table of chap-
ters at the beginning of part I of title 18, 
United States Code, is amended by striking 
the item relating to chapter 97 and inserting 
the following: 
‘‘97. Railroad carriers and mass trans-

portation systems on land, on 
water, or through the air ............. 1991’’. 

(3) CONFORMING AMENDMENTS.—Title 18, 
United States Code, is amended— 

(A) in section 2332b(g)(5)(B)(i), by striking 
‘‘1992 (relating to wrecking trains), 1993 (re-
lating to terrorist attacks and other acts of 
violence against mass transportation sys-
tems),’’ and inserting ‘‘1992 (relating to ter-
rorist attacks and other acts of violence 
against railroad carriers and against mass 
transportation systems on land, on water, or 
through the air),’’; 

(B) in section 2339A, by striking ‘‘1993,’’; 
and 

(C) in section 2516(1)(c) by striking ‘‘1992 
(relating to wrecking trains),’’ and inserting 

‘‘1992 (relating to terrorist attacks and other 
acts of violence against railroad carriers and 
against mass transportation systems on 
land, on water, or through the air),’’. 

SA 3874. Mr. WARNER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 211, after line 22, add the fol-
lowing: 
SEC. 337. RETENTION OF CURRENT PROGRAMS, 

PROJECTS, AND ACTIVITIES WITHIN 
JOINT MILITARY INTELLIGENCE 
PROGRAM AND TACTICAL INTEL-
LIGENCE AND RELATED ACTIVITIES 
PROGRAMS PENDING REVIEW. 

(a) RETENTION WITHIN CURRENT PRO-
GRAMS.—Notwithstanding any other provi-
sion of law, all programs, projects, and ac-
tivities contained within the Joint Military 
Intelligence Program and the Tactical Intel-
ligence and Related Activities program as of 
the date of the enactment of this Act shall 
remain within such programs until a thor-
ough review of such programs is completed. 

(b) REMOVAL FROM CURRENT PROGRAMS.—A 
program, project, or activity referred to in 
subsection (a) may be removed from the 
Joint Military Intelligence Program or the 
Tactical Intelligence and Related Activities 
programs only if agreed to by the National 
Intelligence Director and the Secretary of 
Defense. 

SA 3875. Mr. WARNER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 6, strike line 24 and all that fol-
lows through page 7, line 2, and insert the 
following: 

(ii) includes all programs, projects, and ac-
tivities of the National Foreign Intelligence 
Program as of the date of the enactment of 
this Act, including the Central Intelligence 
Agency, the 

SA 3876. Mr. WARNER (for himself, 
Mr. STEVENS, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 213, insert after line 8, the fol-
lowing: 
SEC. 352. PRESERVATION OF AUTHORITY AND AC-

COUNTABILITY. 
Nothing in this Act, or the amendments 

made by this Act, shall be construed to im-
pair and otherwise affect the authority of— 

(1) the Director of the Office of Manage-
ment and Budget; or 

(2) the principal officers of the executive 
departments as heads of their respective de-
partments, including, but not limited to— 

(A) the authority of the Secretary of State 
under section 199 of the Revised Statutes (22 
U.S.C. 2651) and the State Department Basic 
Authorities Act; 

(B) the authority of the Secretary of En-
ergy under title II of the Department of En-
ergy Organization Act (42 U.S.C. 7131); 

(C) the authority of the Secretary of 
Homeland Security under section 102(a) of 
the Homeland Security Act of 2002 (6 U.S.C. 
112(a)); 

(D) the authority of the Secretary of De-
fense under sections 113(b) and 162(b) of title 
10, United States Code; 

(E) the authority of the Secretary of the 
Treasury under section 301(b) of title 31, 
United States Code; 

(F) the authority of the Attorney General 
under section 503 of title 28, United States 
Code; and 

(G) the authority of the heads of executive 
departments under section 301 of title 5, 
United States Code. 

On page 213, line 9, strike ‘‘352.’’ and insert 
‘‘353.’’. 

SA 3877. Mr. WARNER (for himself, 
Mr. STEVENS, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 40, strike line 18 and all that fol-
lows through page 41, line 4, and insert the 
following: 

(b) CONCURRENCE OF NID IN CERTAIN AP-
POINTMENTS RECOMMENDED BY SECRETARY OF 
DEFENSE.—(1) In the event of a vacancy in a 
position referred to in paragraph (2), the Sec-
retary of Defense shall obtain the concur-
rence of the National Intelligence Director 
before recommending to the President an in-
dividual for nomination to fill such vacancy. 
If the Director does not concur in the rec-
ommendation, the Secretary may make the 
recommendation to the President without 
the concurrence of the Director, but shall in-
clude in the recommendation a statement 
that the Director does not concur in the rec-
ommendation. 

On page 41, line 12, strike ‘‘CONCURRENCE 
OF’’ and insert ‘‘CONSULTATION WITH’’. 

On page 41, beginning on line 15, strike 
‘‘obtain the concurrence of’’ and insert ‘‘con-
sult with’’. 

SA 3878. Mr. WARNER (for himself, 
Mr. STEVENS, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 7, line 21, insert after ‘‘Program’’ 
the following: ‘‘(other than the Directorate 
for Intelligence (J2) of the Joint Staff)’’. 

SA 3879. Mr. WARNER (for himself, 
Mr. STEVENS, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 8, between lines 6 and 7, insert the 
following: 

(8) The term ‘‘personal’’, except as oth-
erwise expressly provided, means civilian 
personnel of the United States Government. 
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SA 3880. Mr. WARNER (for himself, 

Mr. STEVENS, and Mr. INOUYE) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 15, line 5, strike ‘‘consultation’’ 
and insert ‘‘coordination’’. 

SA 3881. Mr. KYL submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of the bill, insert the following: 
TITLE ll—SCOTT CAMPBELL, STEPH-

ANIE ROPER, WENDY PRESTON, LOARNA 
GILLIS, AND NILA LYNNE CRIME VIC-
TIMS’ RIGHTS ACT 

SEC. ll01. SHORT TITLE. 
This title may be cited as the ‘‘Scott 

Campbell, Stephanie Roper, Wendy Preston, 
Louarna Gillis, and Nila Lynn Crime Vic-
tims’ Rights Act’’. 
SEC. ll02. CRIME VICTIMS’ RIGHTS. 

(a) AMENDMENT TO TITLE 18.—Part II of 
title 18, United States Code, is amended by 
adding at the end the following: 

‘‘CHAPTER 237—CRIME VICTIMS’ RIGHTS 
‘‘Sec. 
‘‘3771. Crime victims’ rights. 
‘‘§ 3771. Crime victims’ rights 

‘‘(a) RIGHTS OF CRIME VICTIMS.—A crime 
victim has the following rights: 

‘‘(1) The right to be reasonably protected 
from the accused. 

‘‘(2) The right to reasonable, accurate, and 
timely notice of any public proceeding in-
volving the crime or of any release or escape 
of the accused. 

‘‘(3) The right not to be excluded from any 
such public proceeding. 

‘‘(4) The right to be reasonably heard at 
any public proceeding involving release, 
plea, or sentencing. 

‘‘(5) The right to confer with the attorney 
for the Government in the case. 

‘‘(6) The right to full and timely restitu-
tion as provided in law. 

‘‘(7) The right to proceedings free from un-
reasonable delay. 

‘‘(8) The right to be treated with fairness 
and with respect for the victim’s dignity and 
privacy. 

‘‘(b) RIGHTS AFFORDED.—In any court pro-
ceeding involving an offense against a crime 
victim, the court shall ensure that the crime 
victim is afforded the rights described in 
subsection (a). The reasons for any decision 
denying relief under this chapter shall be 
clearly stated on the record. 

‘‘(c) BEST EFFORTS TO ACCORD RIGHTS.— 
‘‘(1) GOVERNMENT.—Officers and employees 

of the Department of Justice and other de-
partments and agencies of the United States 
engaged in the detection, investigation, or 
prosecution of crime shall make their best 
efforts to see that crime victims are notified 
of, and accorded, the rights described in sub-
section (a). 

‘‘(2) CONFLICT.—In the event of any mate-
rial conflict of interest between the pros-
ecutor and the crime victim, the prosecutor 
shall advise the crime victim of the conflict 
and take reasonable steps to direct the crime 
victim to the appropriate legal referral, legal 
assistance, or legal aid agency. 

‘‘(3) NOTICE.—Notice of release otherwise 
required pursuant to this chapter shall not 
be given if such notice may endanger the 
safety of any person. 

‘‘(d) ENFORCEMENT AND LIMITATIONS.— 
‘‘(1) RIGHTS.—The crime victim, the crime 

victim’s lawful representative, and the attor-
ney for the Government may assert the 
rights established in this chapter. A person 
accused of the crime may not obtain any 
form of relief under this chapter. 

‘‘(2) MULTIPLE CRIME VICTIMS.—In a case 
where the court finds that the number of 
crime victims makes it impracticable to ac-
cord all of the crime victims the rights con-
tained in this chapter, the court shall fash-
ion a procedure to give effect to this chapter. 

‘‘(3) WRIT OF MANDAMUS.—If a Federal 
court denies any right of a crime victim 
under this chapter or under the Federal 
Rules of Criminal Procedure, the Govern-
ment or the crime victim may apply for a 
writ of mandamus to the appropriate court 
of appeals. The court of appeals shall take up 
and decide such application forthwith and 
shall order such relief as may be necessary 
to protect the crime victim’s ability to exer-
cise the rights. 

‘‘(4) ERROR.—In any appeal in a criminal 
case, the Government may assert as error 
the district court’s denial of any crime vic-
tim’s right in the proceeding to which the 
appeal relates. 

‘‘(5) NEW TRIAL.—In no case shall a failure 
to afford a right under this chapter provide 
grounds for a new trial. 

‘‘(6) NO CAUSE OF ACTION.—Nothing in this 
chapter shall be construed to authorize a 
cause of action for damages. 

‘‘(e) CRIME VICTIM.—In this chapter, the 
term ‘crime victim’ means a person directly 
and proximately harmed as a result of the 
commission of an offense listed in 
2332b(g)(5)(B) of this title. 

‘‘(f) PROCEDURES TO PROMOTE COMPLI-
ANCE.— 

‘‘(1) REGULATIONS.—Not later than 1 year 
after the date of enactment of this chapter, 
the Attorney General of the United States 
shall promulgate regulations to enforce the 
rights of crime victims and to ensure compli-
ance by responsible officials with the obliga-
tions described in law respecting crime vic-
tims. 

‘‘(2) CONTENTS.—The regulations promul-
gated under paragraph (1) shall— 

‘‘(A) establish an administrative authority 
within the Department of Justice to receive 
and investigate complaints relating to the 
provision or violation of the rights of a 
crime victim; 

‘‘(B) require a course of training for em-
ployees and offices of the Department of Jus-
tice that fail to comply with provisions of 
Federal law pertaining to the treatment of 
crime victims, and otherwise assist such em-
ployees and offices in responding more effec-
tively to the needs of crime victims; 

‘‘(C) contain disciplinary sanctions, includ-
ing suspension or termination from employ-
ment, for employees of the Department of 
Justice who willfully or wantonly fail to 
comply with provisions of Federal law per-
taining to the treatment of crime victims; 
and 

‘‘(D) provide that the Attorney General, or 
the designee of the Attorney General, shall 
be the final arbiter of the complaint, and 
that there shall be no judicial review of the 
final decision of the Attorney General by a 
complainant.’’. 

(b) TABLE OF CHAPTERS.—The table of 
chapters for part II of title 18, United States 
Code, is amended by inserting at the end the 
following: 

‘‘237. Crime victims’ rights ................. 3771’’. 

SEC. ll03. INCREASED RESOURCES FOR EN-
FORCEMENT OF CRIME VICTIMS’ 
RIGHTS. 

(a) CRIME VICTIMS LEGAL ASSISTANCE 
GRANTS.—The Victims of Crime Act of 1984 
(42 U.S.C. 10601 et seq.) is amended by insert-
ing after section 1404C the following: 
‘‘SEC. 1404D. CRIME VICTIMS LEGAL ASSISTANCE 

GRANTS. 
‘‘(a) IN GENERAL.—The Director may make 

grants as provided in section 1404(c)(1)(A) to 
State, tribal, and local prosecutors’ offices, 
law enforcement agencies, courts, jails, and 
correctional institutions, and to qualified 
public and private entities, to develop, estab-
lish, and maintain programs for the enforce-
ment of crime victims’ rights as provided in 
law. 

‘‘(b) FALSE CLAIMS ACT.—Notwithstanding 
any other provision of law, amounts col-
lected pursuant to sections 3729 through 3731 
of title 31, United States Code (commonly 
known as the ‘False Claims Act’), may be 
used for grants under this section, subject to 
appropriation.’’. 

(b) AUTHORIZATION OF APPROPRIATIONS.—In 
addition to funds made available under sec-
tion 1402(d) of the Victims of Crime Act of 
1984, there are authorized to be appropriated 
to carry out this Act— 

(1) $2,000,000 for fiscal year 2005 and 
$5,000,000 for each of fiscal years 2006, 2007, 
2008, and 2009 to United States Attorneys Of-
fices for Victim/Witnesses Assistance Pro-
grams; 

(2) $2,000,000 for fiscal year 2005 and 
$5,000,000 in each of the fiscal years 2006, 2007, 
2008, and 2009, to the Office for Victims of 
Crime of the Department of Justice for en-
hancement of the Victim Notification Sys-
tem; 

(3) $300,000 in fiscal year 2005 and $500,000 
for each of the fiscal years 2006, 2007, 2008, 
and 2009, to the Office for Victims of Crime 
of the Department of Justice for staff to ad-
minister the appropriation for the support of 
the National Crime Victim Law Institute or 
other organizations as designated under 
paragraph (4); 

(4) $7,000,000 for fiscal year 2005 and 
$11,000,000 for each of the fiscal years 2006, 
2007, 2008, and 2009, to the Office for Victims 
of Crime of the Department of Justice, for 
the support of— 

(A) the National Crime Victim Law Insti-
tute and the establishment and operation of 
the Institute’s programs to provide counsel 
for victims in criminal cases for the enforce-
ment of crime victims’ rights in Federal ju-
risdictions, and in States and tribal govern-
ments that have laws substantially equiva-
lent to the provisions of chapter 237 of title 
18, United States Code; or 

(B) other organizations substantially simi-
lar to that organization as determined by 
the Director of the Office for Victims of 
Crime. 

(c) INCREASED RESOURCES TO DEVELOP 
STATE-OF-THE-ART SYSTEMS FOR NOTIFYING 
CRIME VICTIMS OF IMPORTANT DATES AND DE-
VELOPMENTS.—The Victims of Crime Act of 
1984 (42 U.S.C. 10601 et seq.) is amended by in-
serting after section 1404D the following: 
‘‘SEC. 1404E. CRIME VICTIMS NOTIFICATION 

GRANTS. 
‘‘(a) IN GENERAL.—The Director may make 

grants as provided in section 1404(c)(1)(A) to 
State, tribal, and local prosecutors’ offices, 
law enforcement agencies, courts, jails, and 
correctional institutions, and to qualified 
public or private entities, to develop and im-
plement state-of-the-art systems for noti-
fying victims of crime of important dates 
and developments relating to the criminal 
proceedings at issue in a timely and efficient 
manner, provided that the jurisdiction has 
laws substantially equivalent to the provi-
sions of chapter 237 of title 18, United States 
Code. 
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‘‘(b) INTEGRATION OF SYSTEMS.—Systems 

developed and implemented under this sec-
tion may be integrated with existing case 
management systems operated by the recipi-
ent of the grant. 

‘‘(c) AUTHORIZATION OF APPROPRIATIONS.— 
In addition to funds made available under 
section 1402(d), there are authorized to be ap-
propriated to carry out this section— 

‘‘(1) $5,000,000 for fiscal year 2005; and 
‘‘(2) $5,000,000 for each of the fiscal years 

2006, 2007, 2008, and 2009. 
‘‘(d) FALSE CLAIMS ACT.—Notwithstanding 

any other provision of law, amounts col-
lected pursuant to sections 3729 through 3731 
of title 31, United States Code (commonly 
known as the ‘False Claims Act’), may be 
used for grants under this section, subject to 
appropriation.’’. 
SEC. ll04. REPORTS. 

(a) ADMINISTRATIVE OFFICE OF THE UNITED 
STATES COURTS.—Not later than 1 year after 
the date of enactment of this Act and annu-
ally thereafter, the Administrative Office of 
the United States Courts, for each Federal 
court, shall report to Congress the number of 
times that a right established in chapter 237 
of title 18, United States Code, is asserted in 
a criminal case and the relief requested is 
denied and, with respect to each such denial, 
the reason for such denial, as well as the 
number of times a mandamus action is 
brought pursuant to chapter 237 of title 18, 
and the result reached. 

(b) GENERAL ACCOUNTING OFFICE.— 
(1) STUDY.—The Comptroller General shall 

conduct a study that evaluates the effect and 
efficacy of the implementation of the amend-
ments made by this Act on the treatment of 
crime victims in the Federal system. 

(2) REPORT.—Not later than 3 years after 
the date of enactment of this Act, the Comp-
troller General shall prepare and submit to 
the appropriate committees a report con-
taining the results of the study conducted 
under paragraph (1). 

SA 3882. Mr. STEVENS submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 60, strike line 5 and all that fol-
lows through page 77, line 18, and insert the 
following: 
SEC. 141. INSPECTOR GENERAL OF THE NA-

TIONAL INTELLIGENCE AUTHORITY. 
(a) OFFICE OF INSPECTOR GENERAL OF NA-

TIONAL INTELLIGENCE AUTHORITY.—There is 
within the National Intelligence Authority 
an Office of the Inspector General of the Na-
tional Intelligence Authority. 

(b) PURPOSE.—The purpose of the Office of 
the Inspector General of the National Intel-
ligence Authority is to— 

(1) create an objective and effective office, 
appropriately accountable to Congress, to 
initiate and conduct independently inves-
tigations, inspections, and audits relating 
to— 

(A) the programs and operations of the Na-
tional Intelligence Authority; 

(B) the relationships among the elements 
of the intelligence community within the 
National Intelligence Program; and 

(C) the relationships between the elements 
of the intelligence community within the 
National Intelligence Program and the other 
elements of the intelligence community; 

(2) recommend policies designed— 
(A) to promote economy, efficiency, and ef-

fectiveness in the administration of such 
programs and operations, and in such rela-
tionships; and 

(B) to prevent and detect fraud and abuse 
in such programs, operations, and relation-
ships; 

(3) provide a means for keeping the Na-
tional Intelligence Director fully and cur-
rently informed about— 

(A) problems and deficiencies relating to 
the administration of such programs and op-
erations, and to such relationships; and 

(B) the necessity for, and the progress of, 
corrective actions; and 

(4) in the manner prescribed by this sec-
tion, ensure that the congressional intel-
ligence committees are kept similarly in-
formed of— 

(A) significant problems and deficiencies 
relating to the administration of such pro-
grams and operations, and to such relation-
ships; and 

(B) the necessity for, and the progress of, 
corrective actions. 

(c) INSPECTOR GENERAL OF NATIONAL INTEL-
LIGENCE AUTHORITY.—(1) There is an Inspec-
tor General of the National Intelligence Au-
thority, who shall be the head of the Office 
of the Inspector General of the National In-
telligence Authority, who shall be appointed 
by the President, by and with the advice and 
consent of the Senate. 

(2) Any individual nominated for appoint-
ment as Inspector General of the National 
Intelligence Authority shall have significant 
prior experience in the fields of intelligence 
and national security. 

(d) DUTIES AND RESPONSIBILITIES.—(1) The 
Inspector General of the National Intel-
ligence Authority shall have the duties and 
responsibilities set forth in applicable provi-
sions of the Inspector General Act of 1978 (5 
U.S.C. App.). 

(2) In addition to the duties and respon-
sibilities provided for in paragraph (1), the 
Inspector General shall— 

(1) provide policy direction for, and plan, 
conduct, supervise, and coordinate independ-
ently, the investigations, inspections, and 
audits relating to the programs and oper-
ations of the National Intelligence Author-
ity, the relationships among the elements of 
the intelligence community within the Na-
tional Intelligence Program, and the rela-
tionships between the elements of the intel-
ligence community within the National In-
telligence Program and the other elements 
of the intelligence community to ensure 
they are conducted efficiently and in accord-
ance with applicable law and regulations; 

(2) keep the National Intelligence Director 
fully and currently informed concerning vio-
lations of law and regulations, violations of 
civil liberties and privacy, and fraud and 
other serious problems, abuses, and defi-
ciencies that may occur in such programs 
and operations, and in such relationships, 
and to report the progress made in imple-
menting corrective action; 

(3) take due regard for the protection of in-
telligence sources and methods in the prepa-
ration of all reports issued by the Inspector 
General, and, to the extent consistent with 
the purpose and objective of such reports, 
take such measures as may be appropriate to 
minimize the disclosure of intelligence 
sources and methods described in such re-
ports; and 

(4) in the execution of the duties and re-
sponsibilities under this section, comply 
with generally accepted government audit-
ing standards. 

(e) AMENDMENTS TO INSPECTOR GENERAL 
ACT OF 1978.—(1) The Inspector General Act 
of 1978 (5 U.S.C. App.) is amended— 

(A) by redesignating section 8J as section 
8K; and 

(B) by inserting after section 8I the fol-
lowing new section: 

‘‘SPECIAL PROVISIONS CONCERNING THE 
NATIONAL INTELLIGENCE AUTHORITY 

‘‘SEC. 8J. (a) Notwithstanding the last 2 
sentences of section 3(a), the Inspector Gen-
eral of the National Intelligence Authority 
shall be under the authority, direction, and 
control of the National Intelligence Director 
with respect to audits or investigations, or 
the issuance of subpoenas, which require ac-
cess to information concerning intelligence 
or counterintelligence matters the disclo-
sure of which would constitute a serious 
threat to national security. With respect to 
such information, the Director may prohibit 
the Inspector General from initiating, car-
rying out, or completing any investigation, 
inspection, or audit if the Director deter-
mines that such prohibition is necessary to 
preserve the vital national security interests 
of the United States. 

‘‘(b) If the National Intelligence Director 
exercises the authority under subsection (a), 
the Director shall submit to the congres-
sional intelligence committees an appro-
priately classified statement of the reasons 
for the exercise of such authority within 
seven days. 

‘‘(c) The National Intelligence Director 
shall advise the Inspector General of the Na-
tional Intelligence Authority at the time a 
report under subsection (a) is submitted, 
and, to the extent consistent with the pro-
tection of intelligence sources and methods, 
provide the Inspector General with a copy of 
such report. 

‘‘(d) The Inspector General of the National 
Intelligence Authority may submit to the 
congressional intelligence committees any 
comments on a report of which the Inspector 
General has notice under subsection (c) that 
the Inspector General considers appropriate. 

‘‘(e) In this section, the term ‘congres-
sional intelligence committees’ means— 

‘‘(1) the Select Committee on Intelligence 
of the Senate; and 

‘‘(2) the Permanent Select Committee on 
Intelligence of the House of Representa-
tives.’’. 

(2) Section 8H(a)(1)(A) of that Act is 
amended by inserting ‘‘National Intelligence 
Authority,’’ before ‘‘Defense Intelligence 
Agency’’. 

(3) Section 11 of that Act is amended— 
(1) in paragraph (1), by inserting ‘‘the Na-

tional Intelligence Director;’’ after ‘‘the Of-
fice of Personnel Management;’’; and 

(2) in paragraph (2), by inserting ‘‘the Na-
tional Intelligence Authority,’’ after ‘‘the 
Office of Personnel Management,’’. 

SA 3883. Mr. SESSIONS submitted an 
amendment intended to be proposed to 
amendment SA 3705 by Ms. COLLINS (for 
herself, Mr. CARPER, and Mr. 
LIEBERMAN) to the bill S. 2845, to re-
form the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 10, strike line 20 and all that fol-
lows through page 11, line 7, and insert the 
following: 

‘‘(d) TRAINING AND EXERCISES OFFICE WITH-
IN THE OFFICE OF STATE AND LOCAL GOVERN-
MENT COORDINATION AND PREPAREDNESS.— 

‘‘(1) IN GENERAL.—The Secretary shall cre-
ate within the Office for State and Local 
Government Coordination and Preparedness 
an internal office that shall be the proponent 
for all national domestic preparedness, 
training, education, and exercises within the 
Office for Domestic Preparedness. 

‘‘(2) OFFICE HEAD.—The Secretary shall se-
lect an individual with recognized expertise 
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in first-responder training and exercises to 
head the office, and such person shall report 
directly to the Director of the Office for 
State and Local Government Coordination 
and Preparedness.’’. 

SA 3884. Mr. SESSIONS submitted an 
amendment intended to be proposed to 
amendment SA 3705 proposed by Ms. 
COLLINS (for herself, Mr. CARPER, and 
Mr. LIEBERMAN) to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 10, line 17, strike the semicolon 
and all that follows through page 11, line 7, 
and insert a period. 

SA 3885. Mr. BIDEN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, insert the following new title: 
TITLE IV—INTERNATIONAL 
BROADCASTING ACTIVITIES 

SEC. 401. SHORT TITLE. 
This title may be cited as the ‘‘Initiative 

911 Act’’. 
SEC. 402. FINDINGS. 

Congress makes the following findings: 
(1) Open communication of information 

and ideas among peoples of the world con-
tributes to international peace and stability, 
and that the promotion of such communica-
tion is important to the national security of 
the United States. 

(2) The United States needs to improve its 
communication of information and ideas to 
people in foreign countries, particularly in 
countries with significant Muslim popu-
lations. 

(3) A significant expansion of United 
States international broadcasting would pro-
vide a cost-effective means of improving 
communication with countries with signifi-
cant Muslim populations by providing news, 
information, and analysis, as well as cultural 
programming, through both radio and tele-
vision broadcasts. 

(4) The report of the National Commission 
on Terrorist Attacks Upon the United States 
stated that, ‘‘Recognizing that Arab and 
Muslim audiences rely on satellite television 
and radio, the government has begun some 
promising initiatives in television and radio 
broadcasting to the Arab world, Iran, and Af-
ghanistan. These efforts are beginning to 
reach large audiences. The Broadcasting 
Board of Governors has asked for much larg-
er resources. It should get them.’’. 
SEC. 403. SPECIAL AUTHORITY FOR SURGE CA-

PACITY. 
The United States International Broad-

casting Act of 1994 (22 U.S.C. 6201 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 316. SPECIAL AUTHORITY FOR SURGE CA-

PACITY. 
‘‘(a) EMERGENCY AUTHORITY.— 
‘‘(1) IN GENERAL.—Whenever the President 

determines it to be important to the na-
tional interests of the United States and so 
certifies to the appropriate congressional 
committees, the President, on such terms 
and conditions as the President may deter-
mine, is authorized to direct any depart-
ment, agency, or other entity of the United 

States to furnish the Broadcasting Board of 
Governors with such assistance as may be 
necessary to provide international broad-
casting activities of the United States with a 
surge capacity to support United States for-
eign policy objectives during a crisis abroad. 

‘‘(2) SUPERSEDES EXISTING LAW.—The au-
thority of paragraph (1) supersedes any other 
provision of law. 

‘‘(3) SURGE CAPACITY DEFINED.—In this sub-
section, the term ‘surge capacity’ means the 
financial and technical resources necessary 
to carry out broadcasting activities in a geo-
graphical area during a crisis. 

‘‘(b) AUTHORIZATION OF APPROPRIATIONS.— 
‘‘(1) IN GENERAL.—Effective October 1, 2004, 

there are authorized to be appropriated to 
the President such amounts as may be nec-
essary for the President to carry out this 
section, except that no such amount may be 
appropriated which, when added to amounts 
previously appropriated for such purpose but 
not yet obligated, would cause such amounts 
to exceed $25,000,000. 

‘‘(2) AVAILABILITY OF FUNDS.—Amounts ap-
propriated pursuant to the authorization of 
appropriations in this subsection are author-
ized to remain available until expended. 

‘‘(3) DESIGNATION OF APPROPRIATIONS.— 
Amounts appropriated pursuant to the au-
thorization of appropriations in this sub-
section may be referred to as the ‘United 
States International Broadcasting Surge Ca-
pacity Fund’.’’. 
SEC. 404. REPORT. 

In each annual report submitted under sec-
tion 305(a)(9) of the United States Inter-
national Broadcasting Act of 1994 (22 U.S.C. 
6204(a)(9)) after the date of enactment of this 
title, the Broadcasting Board of Governors 
shall give special attention to reporting on 
the activities carried out under this title. 
SEC. 405. AUTHORIZATION OF APPROPRIATIONS. 

(a) IN GENERAL.—In addition to amounts 
otherwise available for such purposes, the 
following amounts are authorized to be ap-
propriated to carry out United States Gov-
ernment broadcasting activities under the 
United States Information and Educational 
Exchange Act of 1948 (22 U.S.C. 1431 et seq.), 
the United States International Broad-
casting Act of 1994 (22 U.S.C. 6201 et seq.), the 
Foreign Affairs Reform and Restructuring 
Act of 1998 (as enacted in division of G of the 
Omnibus Consolidated and Emergency Sup-
plemental Appropriations Act, 1999; Public 
Law 107–277), and this title, and to carry out 
other authorities in law consistent with such 
purposes: 

(1) INTERNATIONAL BROADCASTING OPER-
ATIONS.—For ‘‘International Broadcasting 
Operations’’, $497,000,000 for the fiscal year 
2005. 

(2) BROADCASTING CAPITAL IMPROVEMENTS.— 
For ‘‘Broadcasting Capital Improvements’’, 
$70,000,000 for the fiscal year 2005. 

(b) AVAILABILITY OF FUNDS.—Amounts ap-
propriated pursuant to the authorization of 
appropriations in this section are authorized 
to remain available until expended. 
SEC. 406. EFFECTIVE DATE. 

Notwithstanding section 341 or any other 
provision of this Act, this title shall become 
effective on the date of enactment of this 
Act. 

SA 3886. Mr. FEINGOLD submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

SEC. ll. TERRORIST SCREENING CENTER. 
(a) CRITERIA FOR WATCHLIST.—The Sec-

retary of Homeland Security, in consultation 
with the Director of the Federal Bureau of 
Investigation, shall define and report to Con-
gress the criteria for placing individuals on 
the Terrorist Screening Center consolidated 
screening watch list, including reliability 
thresholds, minimum standards for identi-
fying information, specific designations of 
the certainty and level of threat the indi-
vidual poses, and specific instructions about 
the consequences that apply to the indi-
vidual if located. To the greatest extent con-
sistent with the protection of classified in-
formation and applicable law, the report 
shall be in unclassified form and available to 
the public, with a classified annex where nec-
essary. 

(b) SAFEGUARDS AGAINST ERRONEOUS LIST-
INGS.—The Secretary of Homeland Security, 
in consultation with the Director of the Fed-
eral Bureau of Investigation, shall establish 
a process for individuals to challenge ‘‘Auto-
matic Selectee’’ or ‘‘No Fly’’ designations on 
the consolidated screening watch list and 
have their names removed from such lists, if 
erroneously present. 

(c) REPORT.—Not later than 180 days after 
the date of enactment of this Act, the Pri-
vacy and Civil Liberties Oversight Board 
shall submit a report assessing the impact of 
the ‘‘No Fly’’ and ‘‘Automatic Selectee’’ lists 
on privacy and civil liberties to the Com-
mittee on the Judiciary, the Committee on 
Governmental Affairs, and the Committee on 
Commerce, Science, and Transportation of 
the Senate, and the Committee on the Judi-
ciary, the Committee on Government Re-
form, and the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives. The report shall include any 
recommendations for practices, procedures, 
regulations, or legislation to eliminate or 
minimize adverse effects of such lists on pri-
vacy, discrimination, due process and other 
civil liberties, as well as the implications of 
applying those lists to other modes of trans-
portation. The Comptroller General of the 
United States shall cooperate with the Pri-
vacy and Civil Liberties Board in the prepa-
ration of the report. To the greatest extent 
consistent with the protection of classified 
information and applicable law, the report 
shall be in unclassified form and available to 
the public, with a classified annex where nec-
essary. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall become effective on the 
date of enactment of this Act. 

SA 3887. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bil1 S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. AMENDMENTS TO FISA. 

(a) TREATMENT OF NON-UNITED STATES PER-
SONS WHO ENGAGE IN INTERNATIONAL TER-
RORISM WITHOUT AFFILIATION WITH INTER-
NATIONAL TERRORIST GROUPS.— 

(1) IN GENERAL.—Section 101(b)(1) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801(b)(1)) is amended by adding at 
the end the following new subparagraph: 

‘‘(C) engages in international terrorism or 
activities in preparation therefor; or’’. 

(2) SUNSET.—The amendment made by 
paragraph (1) shall expire on the date that is 
5 years after the date of enactment of this 
section. 



CONGRESSIONAL RECORD — SENATES10126 September 30, 2004 
(b) ADDITIONAL ANNUAL REPORTING RE-

QUIREMENTS UNDER THE FOREIGN INTEL-
LIGENCE SURVEILLANCE ACT OF 1978.— 

(1) ADDITIONAL REPORTING REQUIREMENTS.— 
The Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801 et seq.) is amended— 

(A) by redesignating— 
(i) title VI as title VII; and 
(ii) section 601 as section 701; and 
(B) by inserting after title V the following 

new title VI: 

‘‘TITLE VI—REPORTING REQUIREMENT 

‘‘ANNUAL REPORT OF THE ATTORNEY GENERAL 

‘‘SEC. 601. (a) In addition to the reports re-
quired by sections 107, 108, 306, 406, and 502 in 
April each year, the Attorney General shall 
submit to the appropriate committees of 
Congress each year a report setting forth 
with respect to the one-year period ending 
on the date of such report— 

‘‘(1) the aggregate number of non-United 
States persons targeted for orders issued 
under this Act, including a break-down of 
those targeted for— 

‘‘(A) electronic surveillance under section 
105; 

‘‘(B) physical searches under section 304; 
‘‘(C) pen registers under section 402; and 
‘‘(D) access to records under section 501; 
‘‘(2) the number of individuals covered by 

an order issued under this Act who were de-
termined pursuant to activities authorized 
by this Act to have acted wholly alone in the 
activities covered by such order; 

‘‘(3) the number of times that the Attorney 
General has authorized that information ob-
tained under this Act may be used in a 
criminal proceeding or any information de-
rived therefrom may be used in a criminal 
proceeding; and 

‘‘(4) in a manner consistent with the pro-
tection of the national security of the United 
States— 

‘‘(A) the portions of the documents and ap-
plications filed with the courts established 
under section 103 that include significant 
construction or interpretation of the provi-
sions of this Act, not including the facts of 
any particular matter, which may be re-
dacted; 

‘‘(B) the portions of the opinions and or-
ders of the courts established under section 
103 that include significant construction or 
interpretation of the provisions of this Act, 
not including the facts of any particular 
matter, which may be redacted. 

‘‘(b) The first report under this section 
shall be submitted not later than six months 
after the date of the enactment of this Act. 
Subsequent reports under this section shall 
be submitted annually thereafter. 

‘‘(c) In this section, the term ‘appropriate 
committees of Congress’ means— 

‘‘(1) the Select Committee on Intelligence 
and the Committee on the Judiciary of the 
Senate; and 

‘‘(2) the Permanent Select Committee on 
Intelligence and the Committee on the Judi-
ciary of the House of Representatives.’’. 

(2) CLERICAL AMENDMENT.—The table of 
contents for that Act is amended by striking 
the items relating to title VI and inserting 
the following new items: 

‘‘TITLE VI—REPORTING REQUIREMENT 

‘‘Sec. 601. Annual report of the Attorney 
General. 

‘‘TITLE VII—EFFECTIVE DATE 

‘‘Sec. 701. Effective date.’’. 

SA 3888. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-

ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. U.S. HOMELAND SECURITY SIGNAL 

CORPS. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘U.S. Homeland Security Signal 
Act of 2004’’. 

(b) HOMELAND SECURITY SIGNAL CORPS.— 
(1) IN GENERAL.—Title V of the Homeland 

Security Act of 2002 (6 U.S.C. 311 et seq.) is 
amended by adding at the end the following: 
‘‘SEC. 510. HOMELAND SECURITY SIGNAL CORPS. 

‘‘(a) ESTABLISHMENT.—There is established, 
within the Directorate of Emergency Pre-
paredness and Response, a Homeland Secu-
rity Signal Corps (referred to in this section 
as the ‘Signal Corps’). 

‘‘(b) PERSONNEL.—The Signal Corps shall 
be comprised of specially trained police offi-
cers, firefighters, emergency medical techni-
cians, and other emergency personnel. 

‘‘(c) RESPONSIBILITIES.—The Signal Corps 
shall— 

‘‘(1) ensure that first responders can com-
municate with one another, mobile com-
mand centers, headquarters, and the public 
at disaster sites or in the event of a terrorist 
attack or a national crisis; 

‘‘(2) provide sufficient training and equip-
ment for fire, police, and medical units to 
enable those units to deal with all threats 
and contingencies in any environment; and 

‘‘(3) secure joint-use equipment, such as 
telecommunications trucks, that can access 
surviving telephone land lines to supplement 
communications access. 

‘‘(d) NATIONAL SIGNAL CORPS STANDARDS.— 
The Signal Corps shall establish a set of 
standard operating procedures, to be fol-
lowed by signal corps throughout the United 
States, that will ensure that first responders 
from each Federal, State, and local agency 
have the methods and means to commu-
nicate with, or substitute for, first respond-
ers from other agencies in the event of a 
multi-state terrorist attack or a national 
crisis. 

‘‘(e) DEMONSTRATION SIGNAL CORPS.— 
‘‘(1) IN GENERAL.—The Secretary shall es-

tablish demonstration signal corps in New 
York City, and in the District of Columbia, 
consisting of specially trained law enforce-
ment and other personnel. The New York 
City Signal Demonstration Corps shall con-
sist of personnel from the New York Police 
Department, the Fire Department of New 
York, the Port Authority of New York and 
New Jersey, and other appropriate Federal, 
State, regional, or local personnel. The Dis-
trict of Columbia Signal Corps shall consist 
of specially trained personnel from all appro-
priate Federal, State, regional, and local law 
enforcement personnel in Washington, D.C., 
including from the Metropolitan Police De-
partment. 

‘‘(2) RESPONSIBILITIES.—The demonstration 
signal corps established under this sub-
section shall— 

‘‘(A) ensure that ‘best of breed’ military 
communications technology is identified and 
secured for first responders; 

‘‘(B) ensure communications connectivity 
between the New York Police Department, 
the Fire Department of New York, and other 
appropriate Federal, State, regional, and 
local law enforcement personnel in the met-
ropolitan New York City area; 

‘‘(C) identify the means of communication 
that work best in New York’s tunnels, sky-
scrapers, and subways to maintain commu-
nications redundancy; 

‘‘(D) ensure communications connectivity 
between the Capitol Police, the Metropolitan 

Police Department, and other appropriate 
Federal, State, regional, and local law en-
forcement personnel in the metropolitan 
Washington, D.C. area; 

‘‘(E) identify the means of communication 
that work best in Washington, D.C.’s office 
buildings, tunnels, and subway system to 
maintain communications redundancy; and 

‘‘(F) serve as models for other major met-
ropolitan areas across the Nation. 

‘‘(3) TEAM CAPTAINS.—The mayor of New 
York City and the District of Columbia shall 
appoint team captains to command commu-
nications companies drawn from the per-
sonnel described in paragraph (1). 

‘‘(4) TECHNICAL ASSISTANCE.—The Signal 
Corps Headquarters, located in Fort Mon-
mouth, New Jersey, shall provide technical 
assistance to the New York City Demonstra-
tion Signal Corps. 

‘‘(f) REPORTING REQUIREMENT.—Not later 
than 1 year after the date of enactment of 
this section, and annually thereafter, the 
Secretary shall submit a report, to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives, which outlines the 
progress of the Signal Corps in the preceding 
year and describes any problems, issues, or 
other impediments to effective communica-
tion between first responders in the event of 
a terrorist attack or a national crisis. 

‘‘(g) AUTHORIZATION OF APPROPRIATIONS.— 
‘‘(1) DEMONSTRATION SIGNAL CORPS.—There 

are authorized to be appropriated $50,000,000 
for fiscal year 2005 to carry out subsection 
(e). 

‘‘(2) FISCAL YEARS 2006 THROUGH 2009.—There 
are authorized to be appropriated $100,000,000 
for each of the fiscal years 2006 through 
2008— 

‘‘(A) to create signal corps in high ter-
rorism threat areas throughout the United 
States; and 

‘‘(B) to carry out the mission of the Signal 
Corps to assist Federal, State, and local law 
enforcement agencies to effectively commu-
nicate with each other during a terrorism 
event or a national crisis.’’. 

(2) TECHNICAL AMENDMENT.—Section 1(b) of 
the Homeland Security Act of 2002 (Public 
Law 107–296) is amended by inserting after 
the item relating to section 509 the fol-
lowing: 

‘‘Sec. 510. Homeland Security Signal 
Corps.’’. 

SA 3889. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing new section: 

SEC. ll. COMMISSION ON THE UNITED STATES- 
SAUDI ARABIA RELATIONSHIP. 

(a) FINDINGS.—Congress makes the fol-
lowing findings: 

(1) Despite improvements in 
counterterrorism cooperation between the 
Governments of the United States and Saudi 
Arabia following the terrorist attacks in Ri-
yadh, Saudi Arabia on May 12, 2003, the rela-
tionship between the United States and 
Saudi Arabia continues to be problematic in 
regard to combating Islamic extremism. 

(2) The Government of Saudi Arabia has 
not always responded promptly and fully to 
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United States requests for assistance in the 
global war on Islamist terrorism. Examples 
of this lack of cooperation have included an 
unwillingness to provide the United States 
Government with access to individuals want-
ed for questioning in relation to terrorist 
acts and to assist in investigations of ter-
rorist activities. 

(3) The state religion of Saudi Arabia, a 
militant and exclusionary form of Islam 
known as Wahhabism, preaches violence 
against nonbelievers or infidels and serves as 
the religious basis for Osama Bin Laden and 
al Qaeda. Through support for madrassas, 
mosques, cultural centers, and other entities 
Saudi Arabia has actively supported the 
spread of this religious sect. 

(4) The Secretary of State designated 
Saudi Arabia a country of particular concern 
under section 402(b)(1)(A) of the Inter-
national Religious Freedom Act of 1998 (22 
U.S.C. 6442(b)(1)(A)) because the Government 
of Saudi Arabia has engaged in or tolerated 
systematic, ongoing, and egregious viola-
tions of religious freedom. 

(5) The Department of State’s Inter-
national Religious Freedom Report for 2004 
concluded that religious freedom does not 
exist in Saudi Arabia. 

(6) The Ambassador-at-large for Inter-
national Religious Freedom expressed con-
cern about Saudi Arabia’s export of religious 
extremism and intolerance to other coun-
tries where religious freedom for Muslims is 
respected. 

(7) Historically, the Government of Saudi 
Arabia has allowed financiers of terrorism to 
operate within its borders. 

(8) The Government of Saudi Arabia stated 
in February 2004 that it would establish a na-
tional commission to combat terrorist fi-
nancing within Saudi Arabia, however, it has 
not fulfilled that promise. 

(9) There have been no reports of the Gov-
ernment of Saudi Arabia pursuing the arrest, 
trial, or punishment of individuals who have 
provided financial support for terrorist ac-
tivities. The laws of Saudi Arabia to combat 
terrorist financing have not been fully im-
plemented. 

(b) COMMISSION ON THE UNITED STATES- 
SAUDI ARABIA RELATIONSHIP.— 

(1) ESTABLISHMENT.—There is established, 
within the legislative branch, the National 
Commission on the United States-Saudi Ara-
bia Relationship (in this section referred to 
as the ‘‘Commission’’). 

(2) PURPOSES.—The purposes of the Com-
mission are to investigate, evaluate, and re-
port on— 

(A) the current status and activities of dip-
lomatic relations between the Government 
of the United States and the Government of 
Saudi Arabia; 

(B) the degree of cooperation exhibited by 
the Government of Saudi Arabia toward the 
Government of the United States in relation 
to intelligence, security cooperation, and the 
fight against Islamist terrorism; 

(C) the status of the support provided by 
the Government of Saudi Arabia to promote 
the dissemination of Wahabbism; and 

(D) the efforts of the Government of Saudi 
Arabia to enact domestic measures to curtail 
terrorist financing. 

(3) AUTHORITY.—The Commission is author-
ized to carry out purposes described in para-
graph (2). 

(c) COMPOSITION OF COMMISSION.—The Com-
mission shall be composed of 10 members, as 
follows: 

(1) Two members appointed by the Presi-
dent, one of whom the President shall des-
ignate as the chairman of the Commission. 

(2) Two members appointed by the Speaker 
of the House of Representatives. 

(3) Two members appointed by the minor-
ity leader of the House of Representatives. 

(4) Two members appointed by the major-
ity leader of the Senate. 

(5) Two members appointed by the minor-
ity leader of the Senate. 

(d) REPORT.—Not later that 270 days after 
the date of the enactment of this Act, the 
Commission shall submit to the President 
and Congress a report on the relationship be-
tween the United States and Saudi Arabia. 
The report shall include the recommenda-
tions of the Commission to— 

(1) increase the transparency of diplomatic 
relations between the Government of the 
United States and the Government of Saudi 
Arabia; 

(2) improve cooperation between Govern-
ment of the United States and the Govern-
ment of Saudi Arabia in efforts to share in-
telligence information related to the war on 
terror; 

(3) curtail the support and dissemination of 
Wahabbism by the Government of Saudi Ara-
bia; 

(4) enhance the efforts of the Government 
of Saudi Arabia to combat terrorist financ-
ing; 

(5) create a foreign policy strategy for the 
United States to improve cooperation with 
the Government of Saudi Arabia in the war 
on terror, including any recommendations 
regarding the use of sanctions or other diplo-
matic measures; 

(6) curtail the support or toleration of vio-
lations of religious freedom by the Govern-
ment of Saudi Arabia; and 

(7) encourage the Government of Saudi 
Arabia to improve the human rights condi-
tions in Saudi Arabia that have been identi-
fied as poor by the Department of State. 

(e) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall take effect on the date of 
the enactment of this Act. 

SA 3890. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the end, add the following new title: 
TITLE IV—SECURITY OF TRUCKS 

TRANSPORTING HAZARDOUS MATERIALS 
SEC. 401. IMPROVEMENTS TO SECURITY OF HAZ-

ARDOUS MATERIALS TRANSPORTED 
BY TRUCK. 

(a) PLAN FOR IMPROVING SECURITY OF HAZ-
ARDOUS MATERIALS.— 

(1) IN GENERAL.—Not later than 1 year after 
the date of the enactment of this Act, the 
Secretary of Homeland Security shall de-
velop a plan for improving the security of 
hazardous materials transported by truck. 

(2) CONTENT.—The plan under paragraph (1) 
shall include— 

(A) a plan for tracking such hazardous ma-
terials; 

(B) a strategy for preventing hijackings of 
trucks carrying such materials; and 

(C) a proposed mechanism for recovering 
lost or stolen trucks carrying such mate-
rials. 

(b) INCREASED INSPECTION OF TRUCKS.— 
(1) IN GENERAL.—The Secretary of Home-

land Security shall require that the number 
of trucks entering the United States that are 
manually searched and screened in fiscal 
year 2005 is at least twice the number of 
trucks manually searched and screened in 
fiscal year 2004. 

(2) WAIT TIMES AT INSPECTIONS.—In car-
rying out this section, the Secretary shall 
ensure that the average wait time for trucks 
entering the United States does not increase. 

(c) BACKGROUND CHECKS.—Beginning not 
later than 3 years after the date of the enact-

ment of this Act, the Secretary of Homeland 
Security shall require background checks of 
all truck drivers with certifications to trans-
port hazardous materials. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall take effect on the date of 
enactment of this Act. 

SA 3891. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the end, add the following new title: 
TITLE IV—RAIL SECURITY 

SEC. 401. IMPROVEMENTS TO RAIL SECURITY. 
(a) PROTECTION OF PASSENGER AREAS IN 

RAIL STATIONS.—The Secretary of Homeland 
Security shall require that, not later than 2 
years after the date of the enactment of this 
Act, each of the 30 rail stations in the United 
States with the highest daily rate of pas-
senger traffic be equipped with a sufficient 
number of wall-mounted and ceiling-mount-
ed radiological, biological, chemical, and ex-
plosive detectors to provide coverage of the 
entire passenger area of such station. 

(b) USE OF THREAT DETECTORS REQUIRED ON 
CERTAIN TRAINS.—The Secretary of Home-
land Security shall require that, not later 
than 3 years after the date of the enactment 
of this Act, each train traveling through any 
of the 10 rail stations in the United States 
with the highest daily rate of passenger traf-
fic be equipped with a radiological, biologi-
cal, chemical, and explosive detector. 

(c) REPORT ON SAFETY OF PASSENGER RAIL 
TUNNELS.— 

(1) IN GENERAL.—Not later than 1 year after 
the date of the enactment of this Act, the 
Secretary of Transportation shall— 

(A) review the safety and security of all 
passenger rail tunnels, including in par-
ticular the access and egress points of such 
tunnels; and 

(B) submit to Congress a report on needs 
for improving the safety and security of pas-
senger rail tunnels. 

(2) CONTENT.—The report under paragraph 
(1) shall include recommendations regarding 
the funding necessary to eliminate security 
deficiencies at, and upgrade the safety of, 
passenger rail tunnels. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall take effect on the date of 
enactment of this Act. 

SA 3892. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the end, add the following new title: 
TITLE IV—STRENGTHENING BORDER 

SECURITY 
SEC. 401. TECHNOLOGY STANDARDS TO CONFIRM 

IDENTITY. 
Section 403(c)(1) of the USA PATRIOT ACT 

(8 U.S.C. 1379(1)) is amended to read as fol-
lows: 

‘‘(1) IN GENERAL.—The Attorney General, 
the Secretary of State, and the Secretary of 
Homeland Security jointly, through the Na-
tional Institute of Standards and Technology 
(NIST), and in consultation with the Sec-
retary of the Treasury and other Federal law 
enforcement and intelligence agencies that 
the Attorney General, Secretary of State, 
and the Secretary of Homeland Security 
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deem appropriate and in consultation with 
Congress, shall prior to October 26, 2005, de-
velop and certify a technology standard, in-
cluding appropriate biometric identifier 
standards for multiple immutable physical 
characteristics, such as fingerprints and eye 
retinas, that can be used to verify the iden-
tity of persons applying for a United States 
visa or such persons seeking to enter the 
United States pursuant to a visa for the pur-
poses of conducting background checks, con-
firming identity, and ensuring that a person 
has not received a visa under a different 
name.’’. 
SEC. 402. REQUIREMENTS FOR ENTRY AND EXIT 

DOCUMENTS. 
(a) IN GENERAL.—Paragraph (1) of section 

303(b) of the Enhanced Border Security and 
Visa Entry Reform Act of 2002 (8 U.S.C. 
1732(b)) is amended to read as follows: 

‘‘(1) IN GENERAL.—Not later than October 
25, 2005, the Attorney General, the Secretary 
of State, and the Secretary of Homeland Se-
curity shall issue to aliens only machine- 
readable, tamper-resistant visas and other 
travel and entry documents that use biomet-
ric identifiers for multiple immutable char-
acteristics, such as fingerprints and eye ret-
inas. The Attorney General, the Secretary of 
State, and the Secretary of Homeland Secu-
rity shall jointly establish biometric and 
document identification standards for mul-
tiple immutable physical characteristics, 
such as fingerprints and eye retinas, to be 
employed on such visas and other travel and 
entry documents.’’. 

(b) CONSULTATION REQUIREMENTS.—Such 
section is further amended— 

(1) in paragraph (2)(A), by striking ‘‘in con-
sultation with the Secretary of State’’ and 
inserting ‘‘in consultation with the Sec-
retary of State and the Secretary of Home-
land Security’’; and 

(2) in paragraph (2)(B) in the matter pre-
ceding clause (i), by striking ‘‘in consulta-
tion with the Secretary of State’’ and insert-
ing ‘‘in consultation with the Secretary of 
State and the Secretary of Homeland Secu-
rity’’. 

(c) USE OF READERS AND SCANNERS.—Para-
graph (2)(B) of such section, as amended by 
subsection (b), is further amended— 

(1) by redesignating clauses (i), (ii), and 
(iii) as (ii), (iii), and (iv), respectively; and 

(2) by inserting before clause (ii), as redes-
ignated by paragraph (1), the following: 

‘‘(i) can authenticate biometric identifiers 
of multiple immutable physical characteris-
tics, as such fingerprints and eye retinas;’’. 

(d) CERTIFICATION REQUIREMENTS.—Sub-
section (c) of such section is amended to read 
as follows: 

‘‘(1) IN GENERAL.—Not later than October 
26, 2005, the government of each country that 
is designated to participate in the visa waiv-
er program established under section 217 of 
the Immigration and Nationality Act (8 
U.S.C. 1187) shall certify, as a condition of 
designation or a continuation of that des-
ignation, that it has a program to issue to 
its nationals machine-readable passports 
that are tamper-resistant and incorporate bi-
ometric and authentication identifiers of 
multiple immutable physical characteristics, 
such as fingerprints and eye retina scans. 
This paragraph shall not be construed to re-
scind the requirement of subsections (a)(3) 
and (c)(2)(B)(i) of section 217 of the Immigra-
tion and Nationality Act.’’. 

SA 3893. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the end, add the following new title: 
TITLE IV—OTHER MATTERS 

SEC. 401. CARGO INSPECTION. 
(a) MANUAL INSPECTION.—Not later than 2 

years after the date of enactment of this 
Act, the Secretary of Homeland Security 
shall require that the number of containers 
manually inspected at ports in the United 
States is not less than 10 percent of the total 
number of containers off-loaded at such 
ports. 

(b) INSPECTION FOR NUCLEAR MATERIALS.— 
Not later than 2 years after the date of en-
actment of this Act, the Secretary of Home-
land Security shall require that the number 
of containers screened for nuclear or radio-
logical materials is not less than 100 percent 
of the total number of containers off-loaded 
at ports in the United States. 

(c) INSPECTION FOR CHEMICAL, BIOLOGICAL, 
AND EXPLOSIVE MATERIALS.—Not later than 4 
years after the date of enactment of this 
Act, the Secretary of Homeland Security 
shall require that the 10 ports in the United 
States that off-load the highest number of 
containers have the capability to screen not 
less than 10 percent of the total number of 
containers off-loaded at each such port for 
chemical, biological, and explosive mate-
rials. 

(d) REPORT.—Not later than 180 days after 
the date of enactment of this Act, the Sec-
retary of Homeland Security shall submit to 
Congress a report on port security tech-
nology. Such report shall include— 

(1) a description of the progress made in 
the research and development of port secu-
rity technologies; 

(2) a comprehensive schedule detailing the 
amount of time necessary to test and install 
appropriate port security technologies; and 

(3) the total amount of funds necessary to 
develop, produce, and install appropriate 
port security technologies. 

(e) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall take effect on the date of 
enactment of this Act. 

SA 3894. Mr. SCHUMER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. ENHANCING CYBERSECURITY. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘Department of Homeland Secu-
rity Cybersecurity Enhancement Act of 
2004’’. 

(b) ASSISTANT SECRETARY FOR 
CYBERSECURITY.— 

(1) IN GENERAL.—Subtitle A of title II of 
the Homeland Security Act of 2002 (6 U.S.C. 
121 et seq.) is amended by adding at the end 
the following: 
‘‘SEC. 203. ASSISTANT SECRETARY FOR 

CYBERSECURITY. 
‘‘(a) IN GENERAL.—There shall be in the Di-

rectorate for Information Analysis and Infra-
structure Protection a National 
Cybersecurity Office headed by an Assistant 
Secretary for Cybersecurity (in this section 
referred to as the ‘Assistant Secretary’), who 
shall assist the Secretary in promoting 
cybersecurity for the Nation. 

‘‘(b) GENERAL AUTHORITY.—The Assistant 
Secretary, subject to the direction and con-
trol of the Secretary, shall have primary au-
thority within the Department for all 
cybersecurity-related critical infrastructure 
protection programs of the Department, in-
cluding with respect to policy formulation 
and program management. 

‘‘(c) RESPONSIBILITIES.—The responsibil-
ities of the Assistant Secretary shall include 
the following: 

‘‘(1) To establish and manage— 
‘‘(A) a national cybersecurity response sys-

tem that includes the ability to— 
‘‘(i) analyze the effect of cybersecurity 

threat information on national critical in-
frastructure; and 

‘‘(ii) aid in the detection and warning of at-
tacks on, and in the restoration of, 
cybersecurity infrastructure in the after-
math of such attacks; 

‘‘(B) a national cybersecurity threat and 
vulnerability reduction program that identi-
fies cybersecurity vulnerabilities that would 
have a national effect on critical infrastruc-
ture, performs vulnerability assessments on 
information technologies, and coordinates 
the mitigation of such vulnerabilities; 

‘‘(C) a national cybersecurity awareness 
and training program that promotes 
cybersecurity awareness among the public 
and the private sectors and promotes 
cybersecurity training and education pro-
grams; 

‘‘(D) a government cybersecurity program 
to coordinate and consult with Federal, 
State, and local governments to enhance 
their cybersecurity programs; and 

‘‘(E) a national security and international 
cybersecurity cooperation program to help 
foster Federal efforts to enhance inter-
national cybersecurity awareness and co-
operation. 

‘‘(2) To coordinate with the private sector 
on the program under paragraph (1) as appro-
priate, and to promote cybersecurity infor-
mation sharing, vulnerability assessment, 
and threat warning regarding critical infra-
structure. 

‘‘(3) To coordinate with other directorates 
and offices within the Department on the 
cybersecurity aspects of their missions. 

‘‘(4) To coordinate with the Under Sec-
retary for Emergency Preparedness and Re-
sponse to ensure that the National Response 
Plan developed pursuant to section 502(6) of 
the Homeland Security Act of 2002 (6 U.S.C. 
312(6)) includes appropriate measures for the 
recovery of the cybersecurity elements of 
critical infrastructure. 

‘‘(5) To develop processes for information 
sharing with the private sector, consistent 
with section 214, that— 

‘‘(A) promote voluntary cybersecurity best 
practices, standards, and benchmarks that 
are responsive to rapid technology changes 
and to the security needs of critical infra-
structure; and 

‘‘(B) consider roles of Federal, State, local, 
and foreign governments and the private sec-
tor, including the insurance industry and 
auditors. 

‘‘(6) To coordinate with the Chief Informa-
tion Officer of the Department in estab-
lishing a secure information sharing archi-
tecture and information sharing processes, 
including with respect to the Department’s 
operation centers. 

‘‘(7) To consult with the Electronic Crimes 
Task Force of the United States Secret Serv-
ice on private sector outreach and informa-
tion activities. 

‘‘(8) To consult with the Office for Domes-
tic Preparedness to ensure that realistic 
cybersecurity scenarios are incorporated 
into tabletop and recovery exercises. 

‘‘(9) To consult and coordinate, as appro-
priate, with other Federal agencies on 
cybersecurity-related programs, policies, and 
operations. 

‘‘(10) To consult and coordinate within the 
Department and, where appropriate, with 
other relevant Federal agencies, on security 
of digital control systems, such as Super-
visory Control and Data Acquisition 
(SCADA) systems. 
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‘‘(d) AUTHORITY OVER THE NATIONAL COM-

MUNICATIONS SYSTEM.—The Assistant Sec-
retary shall have primary authority within 
the Department over the National Commu-
nications System.’’. 

(2) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of such Act is 
amended by adding at the end of the items 
relating to subtitle A of title II the fol-
lowing: 
‘‘203. Assistant Secretary for 

Cybersecurity.’’. 
(c) CYBERSECURITY DEFINED.—Section 2 of 

the Homeland Security Act of 2002 (6 U.S.C. 
101) is amended by adding at the end the fol-
lowing: 

‘‘(17)(A) The term ‘cybersecurity’ means 
the prevention of damage to, the protection 
of, and the restoration of computers, elec-
tronic communications systems, electronic 
communication services, wire communica-
tion, and electronic communication, includ-
ing information contained therein, to ensure 
its availability, integrity, authentication, 
confidentiality, and nonrepudiation. 

‘‘(B) In this paragraph— 
‘‘(i) each of the terms ‘damage’ and ‘com-

puter’ has the meaning that term has in sec-
tion 1030 of title 18, United States Code; and 

‘‘(ii) each of the terms ‘electronic commu-
nications system’, ‘electronic communica-
tion service’, ‘wire communication’, and 
‘electronic communication’ has the meaning 
that term has in section 2510 of title 18, 
United States Code.’’. 

SA 3895. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 9, line 10, insert ‘‘, the National 
Counterproliferation Center,’’ after ‘‘Cen-
ter’’. 

On page 14, beginning on line 14, strike 
‘‘and establish’’ and all that follows through 
line 16 and insert ‘‘manage and oversee the 
National Counterproliferation Center under 
section 144, and establish, manage, and over-
see national intelligence centers under sec-
tion 145;’’. 

On page 15, beginning on line 12, strike ‘‘to 
national intelligence centers under section 
144,’’ and insert ‘‘to the National 
Counterproliferation Center under section 
144, to national intelligence centers under 
section 145,’’. 

On page 94, strike line 5 and insert the fol-
lowing: 
SEC. 144. NATIONAL COUNTERPROLIFERATION 

CENTER. 
(a) NATIONAL COUNTERPROLIFERATION CEN-

TER.—(1) There is within the National Intel-
ligence Authority a National 
Counterproliferation Center. 

(2) The purpose of the Center is to develop, 
direct, and coordinate the efforts and activi-
ties of the United States Government to 
deter, prevent, halt, and rollback the pur-
suit, acquisition, development, and traf-
ficking of weapons of mass destruction, re-
lated materials and technologies, and their 
delivery systems to terrorists, terrorist or-
ganizations, other non-state actors of con-
cern, and state actors of concern. 

(b) DIRECTOR OF NATIONAL COUNTERPRO-
LIFERATION CENTER.—(1) There is a Director 
of the National Counterproliferation Center, 
who shall be the head of the National 
Counterproliferation Center, and who shall 
be appointed by the President, by and with 
the advice and consent of the Senate. 

(2) Any individual nominated for appoint-
ment as the Director of the National 
Counterproliferation Center shall have sig-
nificant expertise in matters relating to the 

national security of the United States and 
matters relating to the proliferation of 
weapons of mass destruction, their delivery 
systems, and related materials and tech-
nologies that threaten the national security 
of the United States, its interests, and allies. 

(3) The individual serving as the Director 
of the National Counterproliferation Center 
may not, while so serving, serve in any ca-
pacity in any other element of the intel-
ligence community, except to the extent 
that the individual serving as Director of the 
National Counterproliferation Center is 
doing so in an acting capacity. 

(c) SUPERVISION.—(1) The Director of the 
National Counterproliferation Center shall 
report to the National Intelligence Director 
on the budget, personnel, activities, and pro-
grams of the National Counterproliferation 
Center. 

(2) The Director of the National 
Counterproliferation Center shall report to 
the National Intelligence Director on the ac-
tivities of the Directorate of Intelligence of 
the National Counterproliferation Center 
under subsection (g). 

(3) The Director of the National 
Counterproliferation Center shall report to 
the President and the National Intelligence 
Director on the planning and progress of 
counterproliferation programs, operations, 
and activities. 

(d) PRIMARY MISSIONS.—The primary mis-
sions of the National Counterproliferation 
Center shall be as follows: 

(1) To develop and unify strategy for the 
counterproliferation efforts (including law 
enforcement, economic, diplomatic, intel-
ligence, and military efforts) of the United 
States Government. 

(2) To make recommendations to the Na-
tional Intelligence Director with regard to 
the collection and analysis requirements and 
priorities of the National Counterpro-
liferation Center. 

(3) To integrate counterproliferation intel-
ligence activities of the United States Gov-
ernment, both inside and outside the United 
States, and with other governments. 

(4) To develop multilateral and United 
States Government counterproliferation 
plans, which plans shall— 

(A) involve more than one department, 
agency, or element of the executive branch 
(unless otherwise directed by the President) 
of the United States Government; and 

(B) include the mission, objectives to be 
achieved, courses of action, parameters for 
such courses of action, coordination of agen-
cy operational activities, recommendations 
for operational plans, and assignment of na-
tional, departmental, or agency responsibil-
ities. 

(5) To ensure that the collection, analysis, 
and utilization of counterproliferation intel-
ligence, and the conduct of counterpro-
liferation operations, by the United States 
Government are informed by the analysis of 
all-source intelligence. 

(e) DUTIES AND RESPONSIBILITIES OF DIREC-
TOR OF NATIONAL COUNTERPROLIFERATION 
CENTER.—Notwithstanding any other provi-
sion of law, at the direction of the President, 
the National Security Council, and the Na-
tional Intelligence Director, the Director of 
the National Counterproliferation Center 
shall— 

(1) serve as the principal adviser to the 
President and the National Intelligence Di-
rector on intelligence and operations relat-
ing to counterproliferation; 

(2) provide unified strategic direction for 
the counterproliferation efforts of the United 
States Government and for the effective in-
tegration and deconfliction of counterpro-
liferation intelligence collection, analysis, 
and operations across agency boundaries, 
both inside and outside the United States, 
and with foreign governments; 

(3) advise the President and the National 
Intelligence Director on the extent to which 

the counterproliferation program rec-
ommendations and budget proposals of the 
departments, agencies, and elements of the 
United States Government conform to the 
policies and priorities established by the 
President and the National Security Council; 

(4) in accordance with subsection (f), con-
cur in, or advise the President on, the selec-
tions of personnel to head the nonmilitary 
operating entities of the United States Gov-
ernment with principal missions relating to 
counterproliferation; 

(5) serve as the principal representative of 
the United States Government to multilat-
eral and bilateral organizations, forums, 
events, and activities related to counterpro-
liferation; 

(6) advise the President and the National 
Intelligence Director on the science and 
technology research and development re-
quirements and priorities of the counterpro-
liferation programs and activities of the 
United States Government; and 

(7) perform such other duties as the Na-
tional Intelligence Director may prescribe or 
are prescribed by law; 

(f) ROLE OF DIRECTOR OF NATIONAL 
COUNTERPROLIFERATION CENTER IN CERTAIN 
APPOINTMENTS.—(1) In the event of a vacancy 
in the most senior position of such non-
military operating entities of the United 
States Government having principal mis-
sions relating to counterproliferation as the 
President may designate, the head of the de-
partment or agency having jurisdiction over 
the position shall obtain the concurrence of 
the Director of the National Counterpro-
liferation Center before appointing an indi-
vidual to fill the vacancy or recommending 
to the President an individual for nomina-
tion to fill the vacancy. If the Director does 
not concur in the recommendation, the head 
of the department or agency concerned may 
fill the vacancy or make the recommenda-
tion to the President (as the case may be) 
without the concurrence of the Director, but 
shall notify the President that the Director 
does not concur in the appointment or rec-
ommendation (as the case may be). 

(2) The President shall notify Congress of 
the designation of an operating entity of the 
United States Government under paragraph 
(1) not later than 30 days after the date of 
such designation. 

(g) DIRECTORATE OF INTELLIGENCE.—(1) The 
Director of the National Counterpro-
liferation Center shall establish and main-
tain within the National 
Counterproliferation Center a Directorate of 
Intelligence. 

(2) The Directorate shall have primary re-
sponsibility within the United States Gov-
ernment for the collection and analysis of in-
formation regarding proliferators (including 
individuals, entities, organizations, compa-
nies, and states) and their networks, from all 
sources of intelligence, whether collected in-
side or outside the United States, or by for-
eign governments. 

(3) The Directorate shall— 
(A) be the principal repository within the 

United States Government for all-source in-
formation on suspected proliferators, their 
networks, their activities, and their capa-
bilities; 

(B) propose intelligence collection and 
analysis requirements and priorities for ac-
tion by elements of the intelligence commu-
nity inside and outside the United States, 
and by friendly foreign governments; 

(C) have primary responsibility within the 
United States Government for net assess-
ments and warnings about weapons of mass 
destruction proliferation threats, which as-
sessments and warnings shall be based on a 
comparison of the intentions and capabili-
ties of proliferators with assessed national 
vulnerabilities and countermeasures; 
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(D) conduct through a separate, inde-

pendent office independent analyses (com-
monly referred to as ‘‘red teaming’’) of intel-
ligence collected and analyzed with respect 
to proliferation; and 

(E) perform such other duties and func-
tions as the Director of the National 
Counterproliferation Center may prescribe. 

(h) DIRECTORATE OF PLANNING.—(1) The Di-
rector of the National Counterproliferation 
Center shall establish and maintain within 
the National Counterproliferation Center a 
Directorate of Planning. 

(2) The Directorate shall have primary re-
sponsibility for developing counterpro-
liferation plans, as described in subsection 
(d)(3). 

(3) The Directorate shall— 
(A) provide guidance, and develop strategy 

and interagency plans, to counter prolifera-
tion activities based on policy objectives and 
priorities established by the National Secu-
rity Council; 

(B) develop plans under subparagraph (A) 
utilizing input from personnel in other de-
partments, agencies, and elements of the 
United States Government who have exper-
tise in the priorities, functions, assets, pro-
grams, capabilities, and operations of such 
departments, agencies, and elements with re-
spect to counterproliferation; 

(C) assign responsibilities for counterpro-
liferation operations to the departments and 
agencies of the United States Government 
(including the Department of Defense, the 
Department of State, the Central Intel-
ligence Agency, the Federal Bureau of Inves-
tigation, the Department of Homeland Secu-
rity, and other departments and agencies of 
the United States Government), consistent 
with the authorities of such departments and 
agencies; 

(D) monitor the implementation of oper-
ations assigned under subparagraph (C) and 
update interagency plans for such operations 
as necessary; 

(E) report to the President and the Na-
tional Intelligence Director on the perform-
ance of the departments, agencies, and ele-
ments of the United States with the plans 
developed under subparagraph (A); and 

(F) perform such other duties and func-
tions as the Director of the National 
Counterproliferation Center may prescribe. 

(4) The Directorate may not direct the exe-
cution of operations assigned under para-
graph (3). 

(i) STAFF.—(1) The National Intelligence 
Director may appoint deputy directors of the 
National Counterproliferation Center to 
oversee such portions of the operations of 
the Center as the National Intelligence Di-
rector considers appropriate. 

(2) To assist the Director of the National 
Counterproliferation Center in fulfilling the 
duties and responsibilities of the Director of 
the National Counterproliferation Center 
under this section, the National Intelligence 
Director shall employ in the National 
Counterproliferation Center a professional 
staff having an expertise in matters relating 
to such duties and responsibilities. 

(3) In providing for a professional staff for 
the National Counterproliferation Center 
under paragraph (2), the National Intel-
ligence Director may establish as positions 
in the excepted service such positions in the 
Center as the National Intelligence Director 
considers appropriate. 

(4) The National Intelligence Director shall 
ensure that the analytical staff of the Na-
tional Counterproliferation Center is com-
prised primarily of experts from elements in 
the intelligence community and from such 
other personnel in the United States Govern-
ment as the National Intelligence Director 
considers appropriate. 

(5)(A) In order to meet the requirements in 
paragraph (4), the National Intelligence Di-
rector shall, from time to time— 

(i) specify the transfers, assignments, and 
details of personnel funded within the Na-
tional Intelligence Program to the National 
Counterproliferation Center from any other 
non-Department of Defense element of the 
intelligence community that the National 
Intelligence Director considers appropriate; 
and 

(ii) in the case of personnel from a depart-
ment, agency, or element of the United 
States Government and not funded within 
the National Intelligence Program, request 
the transfer, assignment, or detail of such 
personnel from the department, agency, or 
other element concerned. 

(B)(i) The head of an element of the intel-
ligence community shall promptly effect any 
transfer, assignment, or detail of personnel 
specified by the National Intelligence Direc-
tor under subparagraph (A)(i). 

(ii) The head of a department, agency, or 
element of the United States Government re-
ceiving a request for transfer, assignment, or 
detail of personnel under subparagraph 
(A)(ii) shall, to the extent practicable, ap-
prove the request. 

(6) Personnel employed in or assigned or 
detailed to the National Counterpro-
liferation Center under this subsection shall 
be under the authority, direction, and con-
trol of the Director of the National 
Counterproliferation Center on all matters 
for which the Center has been assigned re-
sponsibility and for all matters related to 
the accomplishment of the missions of the 
Center. 

(7) Performance evaluations of personnel 
assigned or detailed to the National 
Counterproliferation Center under this sub-
section shall be undertaken by the super-
visors of such personnel at the Center. 

(8) The supervisors of the staff of the Na-
tional Counterproliferation Center may, 
with the approval of the National Intel-
ligence Director, reward the staff of the Cen-
ter for meritorious performance by the pro-
vision of such performance awards as the Na-
tional Intelligence Director shall prescribe. 

(9) The National Intelligence Director may 
delegate to the Director of the National 
Counterproliferation Center any responsi-
bility, power, or authority of the National 
Intelligence Director under paragraphs (1) 
through (8). 

(10) The National Intelligence Director 
shall ensure that the staff of the National 
Counterproliferation Center has access to all 
databases and information maintained by 
the elements of the intelligence community 
that are relevant to the duties of the Center. 

(j) SUPPORT AND COOPERATION OF OTHER 
AGENCIES.—(1) The elements of the intel-
ligence community and the other depart-
ments, agencies, and elements of the United 
States Government shall support, assist, and 
cooperate with the National Counterpro-
liferation Center in carrying out its missions 
under this section. 

(2) The support, assistance, and coopera-
tion of a department, agency, or element of 
the United States Government under this 
subsection shall include, but not be limited 
to— 

(A) the implementation of interagency 
plans for operations, whether foreign or do-
mestic, that are developed by the National 
Counterproliferation Center in a manner 
consistent with the laws and regulations of 
the United States and consistent with the 
limitation in subsection (h)(4); 

(B) cooperative work with the Director of 
the National Counterproliferation Center to 
ensure that ongoing operations of such de-
partment, agency, or element do not conflict 
with operations planned by the Center; 

(C) reports, upon request, to the Director 
of the National Counterproliferation Center 
on the performance of such department, 
agency, or element in implementing respon-
sibilities assigned to such department, agen-

cy, or element through joint operations 
plans; and 

(D) the provision to the analysts of the Na-
tional Counterproliferation Center elec-
tronic access in real time to information and 
intelligence collected by such department, 
agency, or element that is relevant to the 
missions of the Center. 

(3) In the event of a disagreement between 
the National Intelligence Director and the 
head of a department, agency, or element of 
the United States Government on a plan de-
veloped or responsibility assigned by the Na-
tional Counterproliferation Center under 
this subsection, the National Intelligence Di-
rector may either accede to the head of the 
department, agency, or element concerned or 
notify the President of the necessity of re-
solving the disagreement. 

(k) DEFINITIONS.—In this section: 
(1) The term ‘‘counterproliferation’’ 

means— 
(A) activities, programs and measures for 

interdicting (including deterring, pre-
venting, halting, and rolling back) the trans-
fer or transport (whether by air, land or sea) 
of weapons of mass destruction, their deliv-
ery systems, and related materials and tech-
nologies to and from states and non-state ac-
tors (especially terrorists and terrorist orga-
nizations) of proliferation concern; 

(B) enhanced law enforcement activities 
and cooperation to deter, prevent, halt, and 
rollback proliferation-related networks, ac-
tivities, organizations, and individuals, and 
bring those involved to justice; and 

(C) activities, programs, and measures for 
identifying, collecting, and analyzing infor-
mation and intelligence related to the trans-
fer or transport of weapons, systems, mate-
rials, and technologies as described in sub-
paragraph (A). 

(2) The term ‘‘states and non-state actors 
of proliferation concern’’ refers to countries 
or entities (including individuals, entities, 
organizations, companies, and networks) 
that should be subject to counterpro-
liferation activities because of their actions 
or intent to engage in proliferation 
through— 

(A) efforts to develop or acquire chemical, 
biological, or nuclear weapons and associ-
ated delivery systems; or 

(B) transfers (either selling, receiving, or 
facilitating) of weapons of mass destruction, 
their delivery systems, or related materials. 
SEC. 145. NATIONAL INTELLIGENCE CENTERS. 

On page 207, strike line 16 and insert the 
following: 
Center. 

‘‘Director of the National Counterpro-
liferation Center.’’. 

SA 3896. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 8, strike lines 3 and 4 and insert 
the following: 

(A) the Select Committee on Intelligence 
of the Senate; 

(B) the Permanent Select Committee on 
Intelligence of the House of Representatives; 

(C) the Speaker of the House of Represent-
atives and the Majority Leader and the Mi-
nority Leader of the House of Representa-
tives; and 

(D) the Majority Leader and the Minority 
Leader of the Senate. 

On page 172, beginning on line 24, strike 
‘‘the Select Committee on Intelligence of the 
Senate, the Permanent Select Committee on 
Intelligence of the House of Representa-
tives,’’ and insert ‘‘the committees and 
Members of Congress specified in subsection 
(c),’’. 
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On page 173, beginning on line 17, strike 

‘‘the Select Committee on Intelligence of the 
Senate, the Permanent Select Committee on 
Intelligence of the House of Representa-
tives,’’ and insert ‘‘the committees and 
Members of Congress specified in subsection 
(c),’’. 

On page 174, beginning on line 7, strike 
‘‘Representatives’’ and all that follows 
through line 13 and insert ‘‘Representatives, 
the Speaker of the House of Representatives 
and the Majority Leader and the Minority 
Leader of the House of Representatives, and 
the Majority Leader and the Minority Lead-
er of the Senate. Upon making a report cov-
ered by this paragraph— 

‘‘(A) the Chairman, Vice Chairman, or 
Ranking Member, as the case may be, of 
such a committee shall notify the other of 
the Chairman, Vice Chairman, or Ranking 
Member, as the case may be, of such com-
mittee of such request; 

‘‘(B) the Speaker of the House of Rep-
resentatives and the Majority Leader of the 
House of Representatives or the Minority 
Leader of the House of Representatives shall 
notify the other or others, as the case may 
be, of such request; and 

‘‘(C) the Majority Leader and Minority 
Leader of the Senate shall notify the other 
of such request. 

On page 174, between lines 22 and 23, insert 
the following: 

(c) COMMITTEES AND MEMBERS OF CON-
GRESS.—The committees and Members of 
Congress specified in this subsection are— 

(1) the Select Committee on Intelligence of 
the Senate; 

(2) the Permanent Select Committee on In-
telligence of the House of Representatives; 

(3) the Speaker of the House of Representa-
tives and the Majority Leader and the Mi-
nority Leader of the House of Representa-
tives; and 

(4) the Majority Leader and the Minority 
Leader of the Senate. 

On page 176, between lines 3 and 4, insert 
the following: 

(iii) the Speaker of the House of Represent-
atives and the Majority Leader and the Mi-
nority Leader of the House of Representa-
tives; 

(iv) the Majority Leader and the Minority 
Leader of the Senate; 

On page 176, line 4, strike ‘‘(ii)’’ and insert 
‘‘(v)’’. 

On page 176, line 7, strike ‘‘(iii)’’ and insert 
‘‘(vi)’’. 

On page 200, between lines 4 and 5, insert 
the following: 
SEC. 307. MODIFICATION OF DEFINITION OF CON-

GRESSIONAL INTELLIGENCE COM-
MITTEES UNDER NATIONAL SECU-
RITY ACT OF 1947. 

(a) IN GENERAL.—Paragraph (7) of section 3 
of the National Security Act of 1947 (50 
U.S.C. 401a) is amended to read as follows: 

‘‘(7) The term ‘congressional intelligence 
committees’ means— 

‘‘(A) the Select Committee on Intelligence 
of the Senate; 

‘‘(B) the Permanent Select Committee on 
Intelligence of the House of Representatives; 

‘‘(C) the Speaker of the House of Rep-
resentatives and the Majority Leader and 
the Minority Leader of the House of Rep-
resentatives; and 

‘‘(D) the Majority Leader and the Minority 
Leader of the Senate.’’. 

(b) FUNDING OF INTELLIGENCE ACTIVITIES.— 
Paragraph (2) of section 504(e) of that Act (50 
U.S.C. 414(e)) is amended to read as follows: 

‘‘(2) the term ‘appropriate congressional 
committees’ means— 

‘‘(A) the Select Committee on Intelligence 
and the Committee on Appropriations of the 
Senate; 

‘‘(B) the Permanent Select Committee on 
Intelligence and the Committee on Appro-
priations of the House of Representatives; 

‘‘(C) the Speaker of the House of Rep-
resentatives and the Majority Leader and 
the Minority Leader of the House of Rep-
resentatives; and 

‘‘(D) the Majority Leader and the Minority 
Leader of the Senate;’’. 

On page 200, line 5, strike ‘‘307.’’ and insert 
‘‘308.’’. 

On page 200, line 12, strike ‘‘308.’’ and in-
sert ‘‘309.’’. 

On page 200, line 19, strike ‘‘309.’’ and in-
sert ‘‘310.’’. 

On page 201, line 11, strike ‘‘310.’’ and in-
sert ‘‘311.’’. 

On page 203, line 9, strike ‘‘311.’’ and insert 
‘‘312.’’. 

On page 204, line 1, strike ‘‘312.’’ and insert 
‘‘313.’’. 

SA 3897. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 78, line 18, strike ‘‘and’’ at the end. 
On page 79, line 2, strike the period and in-

sert ‘‘; and’’. 
On page 79, between lines 2 and 3, insert 

the following: 
(4) monitor the effectiveness of measures 

taken to prevent and prohibit the involve-
ment by intelligence community personnel 
in policy matters, including the development 
or advancement of policy proposals, options, 
initiatives, or recommendations, or the of-
fering of views or commentary thereon. 

SA 3898. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 171, after line 21, add the fol-
lowing: 
SEC. 223. INDEPENDENCE OF POLICY FROM IN-

TELLIGENCE. 
(a) PROHIBITIONS ON PARTICIPATION OF IN-

TELLIGENCE COMMUNITY PERSONNEL IN POLICY 
MATTERS.—To further prevent the 
politicization of intelligence, covered offi-
cers and employees of the intelligence com-
munity shall not— 

(1) participate in policy matters, including 
the development of policy, debating of policy 
issues, offering and advancement of policy 
views and proposals, and voting in inter-
agency forums on policy issues; or 

(2) serve in a policy position in any branch 
of the United States Government, or in any 
position in which the person assigned to such 
position may be asked or required to partici-
pate in activities prohibited under paragraph 
(1). 

(b) IMPLEMENTATION OF PROHIBITIONS.—The 
National Intelligence Director, the National 
Intelligence Council, the Inspector General 
of the National Intelligence Authority, the 
Director of the National Counterterrorism 
Center, and the Directors of the national in-
telligence centers shall each take appro-
priate actions to ensure the strict adherence 
of covered officers and employees of the in-
telligence community to the prohibitions set 
forth in subsection (a). 

(c) ANNUAL REPORTS.—The National Intel-
ligence Director shall submit to the congres-

sional intelligence committees each year a 
report that sets forth— 

(1) a description of the actions taken dur-
ing the preceding year to ensure the strict 
adherence of covered officers and employees 
of the intelligence community to the prohi-
bitions set forth in subsection (a); and 

(2) an assessment of the effectiveness of 
such actions in ensuring the strict adherence 
of covered officers and employees of the in-
telligence community to such prohibitions. 

(d) COVERED OFFICERS AND EMPLOYEES OF 
THE INTELLIGENCE COMMUNITY DEFINED.—In 
this section, the term ‘‘covered officers and 
employees of the intelligence community’’ 
means any officer or employee of an element 
of the intelligence community, other than an 
officer serving in a position to which ap-
pointed by the President, by and with the ad-
vice and consent of the Senate. 

On page 172, line 1, strike ‘‘223.’’ and insert 
‘‘224.’’. 

On page 172, line 18, strike ‘‘224.’’ and in-
sert ‘‘225.’’. 

On page 174, line 23, strike ‘‘225.’’ and in-
sert ‘‘226.’’. 

SA 3899. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 153, between lines 2 and 3, insert 
the following: 
SEC. 207. JOINT PROCEDURES FOR OPER-

ATIONAL COORDINATION BETWEEN 
DEPARTMENT OF DEFENSE AND 
CENTRAL INTELLIGENCE AGENCY. 

(a) DEVELOPMENT OF PROCEDURES.—The Na-
tional Intelligence Director, in consultation 
with the Secretary of Defense and the Direc-
tor of the Central Intelligence Agency, shall 
develop joint procedures to be used by the 
Department of Defense and the Central Intel-
ligence Agency to improve the coordination 
and deconfliction of operations that involve 
elements of both the Armed Forces and the 
Central Intelligence Agency consistent with 
national security and the protection of 
human intelligence sources and methods. 
Those procedures shall, at a minimum, pro-
vide the following: 

(1) Methods by which the Director of the 
Central Intelligence Agency and the Sec-
retary of Defense can improve communica-
tion and coordination in the planning, execu-
tion, and sustainment of operations, includ-
ing, as a minimum— 

(A) information exchange between senior 
officials of the Central Intelligence Agency 
and senior officers and officials of the De-
partment of Defense when planning for such 
an operation commences by either organiza-
tion; and 

(B) exchange of information between the 
Secretary and the Director to ensure that 
senior operational officials in both the De-
partment of Defense and the Central Intel-
ligence Agency have knowledge of the exist-
ence of the ongoing operations of the other. 

(2) When appropriate, in cases where the 
Department of Defense and the Central Intel-
ligence Agency are conducting separate mis-
sions in the same geographical area, mutual 
agreement on the tactical and strategic ob-
jectives for the region and a clear delinea-
tion of operational responsibilities to pre-
vent conflict and duplication of effort. 

(b) IMPLEMENTATION REPORT.—Not later 
than 180 days after the date of the enactment 
of the Act, the National Intelligence Direc-
tor shall submit to the congressional defense 
committees (as defined in section 101 of title 
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10, United States Code) and the congres-
sional intelligence committees a report de-
scribing the procedures established pursuant 
to subsection (a) and the status of the imple-
mentation of those procedures. 
SEC. 208. SUPPORT OF MILITARY OPERATIONS TO 

COMBAT TERRORISM. 
(a) AUTHORITY.—The Secretary of Defense 

may expend up to $25,000,000 during any fis-
cal year to provide support to foreign forces, 
irregular forces, groups, or individuals en-
gaged in supporting or facilitating ongoing 
military operations by United States special 
operations forces to combat terrorism. 

(b) INTELLIGENCE ACTIVITIES.—This section 
does not constitute authority to conduct a 
covert action, as such term is defined in sec-
tion 503(e) of the National Security Act of 
1947 (50 U.S.C. 413b(e)). 

(c) ANNUAL REPORT.—Not later than 30 
days after the end of each fiscal year, the 
Secretary shall submit to the congressional 
defense committees a report on support pro-
vided under this section during such fiscal 
year. Each such report shall describe the 
support provided, including a statement of 
the recipient of the support and the amount 
obligated to provide the support. 

(d) FISCAL YEAR 2005 LIMITATION.—Support 
may be provided under subsection (a) during 
fiscal year 2005 only from funds made avail-
able for the Department of Defense for oper-
ations and maintenance for that fiscal year. 

(e) NOTICE TO CONGRESS.—The Secretary 
shall notify the congressional defense com-
mittees of each exercise of the authority in 
subsection (a) not later than 30 days after 
the exercise of such authority. 

(f) NOTICE TO CENTRAL INTELLIGENCE AGEN-
CY.—Before each exercise of the authority in 
subsection, or as soon thereafter as is prac-
ticable, the Secretary shall notify the Direc-
tor of the Central Intelligence Agency of 
such exercise of such authority. 

SA 3900. Mr. FRIST submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 213, after line 12, add the fol-
lowing: 

TITLE IV—COUNTERTERRORISM 
CAPABILITIES OF THE UNITED STATES 

SEC. 401. COMMISSION TO ASSESS THE OPER-
ATIONAL COUNTERTERRORISM CA-
PABILITIES OF THE UNITED STATES. 

(a) ESTABLISHMENT.—There is hereby es-
tablished a commission to be known as the 
‘‘Commission to Assess the Operational 
Counterterrorism Capabilities of the United 
States’’ (hereafter in this title referred to as 
the ‘‘Commission’’). 

(b) COMPOSITION.—The Commission shall be 
composed of 9 members appointed as follows: 

(1) The Speaker of the House of Represent-
atives shall appoint 2 members of the Com-
mission. 

(2) The majority leader of the Senate shall 
appoint 3 members of the Commission. 

(3) The minority leader of the House of 
Representatives shall appoint 2 members of 
the Commission. 

(4) The minority leader of the Senate shall 
appoint 2 members of the Commission. 

(c) QUALIFICATIONS.—Members of the Com-
mission shall be appointed from among 
United States citizens with knowledge and 
expertise in the military, paramilitary, cov-
ert, and clandestine aspects of 
counterterrorism operations. 

(d) CHAIRMAN AND VICE CHAIRMAN.—The 
members of the Commission shall select a 

Chairman and Vice Chairman of the Com-
mission from among the members of the 
Commission. 

(e) PERIOD OF APPOINTMENT; VACANCIES.— 
Members shall be appointed for the life of 
the Commission. Any vacancy in the Com-
mission shall be filled in the same manner as 
the original appointment. 

(f) SECURITY CLEARANCES.—All members of 
the Commission shall hold appropriate secu-
rity clearances. 

(g) INITIAL ORGANIZATION REQUIREMENTS.— 
(1) All appointments to the Commission shall 
be made not later than 45 days after the date 
of the enactment of this Act. 

(2) The Commission shall convene its first 
meeting not later than 30 days after the date 
as of which all members of the Commission 
have been appointed. 
SEC. 402. DUTIES. 

(a) IN GENERAL.—The Commission shall as-
sess the organization, structure, authorities, 
and capabilities of the operational 
counterterrorism capabilities of the Depart-
ment of Defense and the Central Intelligence 
Agency, including— 

(1) the capability of each of the Depart-
ment of Defense and the Central Intelligence 
Agency to deter, defend against, and defeat 
terrorists, terrorist organizations, and ter-
rorist activities, both independently and in a 
joint manner; and 

(2) the cooperation and coordination be-
tween the tactical, operational, and stra-
tegic counterterrorism elements and compo-
nents of the Department of Defense and the 
Central Intelligence Agency. 

(b) RECOMMENDATIONS.—(1) The Commis-
sion shall— 

(A) identify problems and impediments to 
the improved effectiveness of the Depart-
ment of Defense and the Central Intelligence 
Agency in combating terrorism, when work-
ing both independently and jointly; and 

(B) make such recommendations, including 
recommendations for legislative and admin-
istrative action, as the Commission con-
siders appropriate to address the problems 
and impediments identified under subpara-
graph (A) and to improve the effectiveness of 
each of the Department of Defense and the 
Central Intelligence Agency in combatting 
terrorism when working both independently 
and jointly. 

(2) The recommendations under paragraph 
(1)(B) shall include recommendations on 
modifications in funding, authorities, orga-
nization, training, doctrine, resources to im-
prove the independent and joint effectiveness 
of the operational elements and activities of 
the Department of Defense and of the Cen-
tral Intelligence Agency regarding 
counterterrorism. 

(c) REPORTS.—(1) Not later than 12 months 
after the date of the enactment of this Act, 
the Commission shall submit to Congress an 
interim report on the findings and conclu-
sions of the Commission as of the date of 
such report as a result of the assessment re-
quired by subsection (a). 

(2) Not later than 18 months after the date 
of the enactment of this Act, the Commis-
sion shall submit to Congress a final report 
containing a detailed statement of the find-
ings and conclusions of the Commission as a 
result of the assessment required by sub-
section (a), together with the recommenda-
tions of the Commission under subsection 
(b). 

(3) Each report under this subsection shall 
be submitted in unclassified form, but may 
include a classified annex. 
SEC. 403. POWERS. 

(a) HEARINGS.—The Commission or, at its 
direction, any panel or member of the Com-
mission, may, for the purpose of carrying out 
the provisions of this title, hold hearings, sit 

and act at times and places, take testimony, 
receive evidence, and administer oaths to 
the extent that the Commission or any panel 
or member considers advisable. 

(b) INFORMATION.—The Commission may 
secure directly from the Department of De-
fense, the Central Intelligence Agency, and 
any other department, agency, or element of 
the United States Government information 
that the Commission considers necessary to 
enable the Commission to carry out its re-
sponsibilities under this title. 

(c) COOPERATION OF GOVERNMENT OFFI-
CIALS.—For purposes of carrying out its du-
ties, the Commission shall receive the full 
and timely cooperation of the Secretary of 
Defense, the Director of the Central Intel-
ligence Agency, the National Intelligence Di-
rector, and any other official of the United 
States Government that the Commission 
considers appropriate. 
SEC. 404. PROCEDURES. 

(a) MEETINGS.—The Commission shall meet 
at the call of the Chairman. 

(b) QUORUM.—(1) Five members of the Com-
mission shall constitute a quorum other 
than for the purpose of holding hearings. 

(2) The Commission shall act by resolution 
agreed to by a majority of the members of 
the Commission. 

(c) COMMISSION.—The Commission may es-
tablish panels composed of less than full 
membership of the Commission for the pur-
pose of carrying out the duties of the Com-
mission. The actions of each such panel shall 
be subject to the review and control of the 
Commission. Any findings and determina-
tions made by such a panel shall not be con-
sidered the findings and determinations of 
the Commission unless approved by the Com-
mission. 

(d) AUTHORITY OF INDIVIDUALS TO ACT FOR 
COMMISSION.—Any member or agent of the 
Commission may, if authorized by the Com-
mission, take any action which the Commis-
sion is authorized to take under this title. 
SEC. 405. PERSONNEL MATTERS. 

(a) PAY OF MEMBERS.—Members of the 
Commission shall serve without pay by rea-
son of their work on the Commission. 

(b) TRAVEL EXPENSES.—The members of 
the Commission shall be allowed travel ex-
penses, including per diem in lieu of subsist-
ence, at rates authorized for employees of 
agencies under subchapter I of chapter 57 of 
title 5, United States Code, while away from 
their homes or regular places of business in 
the performance of services for the Commis-
sion. 

(c) STAFF.—(1) The Chairman of the Com-
mission may, without regard to the provi-
sions of title 5, United States Code, gov-
erning appointments in the competitive 
service, appoint a staff director and such ad-
ditional personnel as may be necessary to 
enable the Commission to perform its duties. 
The appointment of a staff director shall be 
subject to the approval of the Commission. 

(2) The Chairman of the Commission may 
fix the pay of the staff director and other 
personnel without regard to the provisions of 
chapter 51 and subchapter III of chapter 53 of 
title 5, United States Code, relating to clas-
sification of positions and General Schedule 
pay rates, except that the rate of pay fixed 
under this paragraph for the staff director 
may not exceed the rate payable for level V 
of the Executive Schedule under section 5316 
of such title and the rate of pay for other 
personnel may not exceed the maximum rate 
payable for grade GS–15 of the General 
Schedule. 

(d) DETAIL OF GOVERNMENT EMPLOYEES.— 
Upon request of the Chairman of the Com-
mission, the head of any department, agen-
cy, or element of the United States Govern-
ment may detail, on a nonreimbursable 
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basis, any personnel of such department, 
agency, or element to the Commission to as-
sist it in carrying out its duties. 

(e) PROCUREMENT OF TEMPORARY AND 
INTERMITTENT SERVICES.—The Chairman of 
the Commission may procure temporary and 
intermittent services under section 3109(b) of 
title 5, United States Code, at rates for indi-
viduals which do not exceed the daily equiva-
lent of the annual rate of basic pay payable 
for level V of the Executive Schedule under 
section 5316 of such title. 
SEC. 406. MISCELLANEOUS ADMINISTRATIVE 

PROVISIONS. 
(a) POSTAL AND PRINTING SERVICES.—The 

Commission may use the United States 
mails and obtain printing and binding serv-
ices in the same manner and under the same 
conditions as other departments and agen-
cies of the United States Government. 

(b) MISCELLANEOUS ADMINISTRATIVE AND 
SUPPORT SERVICES.—The Director of the Cen-
tral Intelligence Agency shall furnish the 
Commission, on a reimbursable basis, any 
administrative and support services re-
quested by the Commission. 
SEC. 407. FUNDING. 

(a) AVAILABILITY OF FUNDS.—Funds for the 
activities of the Commission shall be derived 
from amounts authorized to be appropriated 
for the Department of Defense for operation 
and maintenance for defense-wide activities 
for fiscal year 2005. 

(b) DISBURSAL.—Upon receipt of a written 
certification from the Chairman of the Com-
mission specifying the funds required for the 
activities of the Commission, the Secretary 
of Defense shall promptly disburse to the 
Commission, from amounts referred to in 
subsection (a), the funds required by the 
Commission as stated in such certification. 
SEC. 408. TERMINATION. 

The Commission shall terminate 60 days 
after the date of the submittal to Congress of 
its final report under section 402(c). 

SA 3901. Mr. HOLLINGS submitted 
an amendment intended to be proposed 
by him to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ———. DEADLINE FOR COMPLETION OF CER-

TAIN PLANS, REPORTS, AND ASSESS-
MENTS. 

(a) STRATEGIC PLAN REPORTS.—Within 90 
days after the date of enactment of this Act, 
the Secretary of Homeland Security shall 
transmit to the Congress— 

(1) a report on the status of the National 
Maritime Transportation Security Plan re-
quired by section 70103(a) of title 46, United 
States Code, which may be submitted in 
classified and redacted format; 

(2) a comprehensive program management 
plan that identifies specific tasks to be com-
pleted and deadlines for completion for the 
transportation security card program under 
section 70105 of title 46, United States Code 
that incorporates best practices for commu-
nicating, coordinating, and collaborating 
with the relevant stakeholders to resolve rel-
evant issues, such as background checks; 

(3) a report on the status of negotiations 
under section 103 of the Maritime Transpor-
tation Security Act of 2002 (46 U.S.C. 70111 
note); 

(4) the report required by section 107(b) of 
the Maritime Transportation Security Act of 
2002 (33 U.S.C. 1226 note); and 

(5) a report on the status of the develop-
ment of the system and program mandated 

by section 111 of the Maritime Transpor-
tation Security Act of 2002 (46 U.S.C. 70116 
note). 

(b) OTHER REPORTS.—Within 90 days after 
the date of enactment of this Act— 

(1) the Secretary of Homeland Security 
shall transmit to the Congress— 

(A) a report on the establishment of the 
National Maritime Security Advisory Com-
mittee appointed under section 70112 of title 
46, United States Code; and 

(B) a report on the status of the program 
established under section 70116 of title 46, 
United States Code, to evaluate and certify 
secure systems of international intermodal 
transportation; 

(2) the Secretary of Transportation shall 
transmit to the Congress the annual report 
required by section 905 of the International 
Maritime and Port Security Act (46 U.S.C. 
App. 1802) that includes information that 
should have been included in the last pre-
ceding annual report that was due under that 
section; and 

(3) the Commandant of the United States 
Coast Guard shall transmit to Congress the 
report required by section 110(b) of the Mari-
time Transportation Security Act of 2002 (46 
U.S.C. 70101 note). 

(d) EFFECTIVE DATE.—Notwithstanding any 
other provision of this Act, this section 
takes effect on the date of enactment of this 
Act. 

SA 3902. Mr. CARPER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, insert the following new title: 
TITLE IV—RAIL SECURITY 

SECTION 401. SHORT TITLE; TABLE OF CON-
TENTS. 

(a) SHORT TITLE.—This title may be cited 
as the ‘‘Rail Security Act of 2004’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this title is as follows: 
Sec. 401. Short title; table of contents. 
Sec. 402. Rail transportation security risk 

assessment. 
Sec. 403. Rail security. 
Sec. 404. Study of foreign rail transport se-

curity programs. 
Sec. 405. Passenger, baggage, and cargo 

screening. 
Sec. 406. Certain personnel limitations not 

to apply. 
Sec. 407. Fire and life-safety improvements. 
Sec. 408. Memorandum of agreement. 
Sec. 409. Amtrak plan to assist families of 

passengers involved in rail pas-
senger accidents. 

Sec. 410. Systemwide Amtrak security up-
grades. 

Sec. 411. Freight and passenger rail security 
upgrades. 

Sec. 412. Oversight and grant procedures. 
Sec. 413. Rail security research and develop-

ment. 
Sec. 414. Welded rail and tank car safety im-

provements. 
Sec. 415. Northern Border rail passenger re-

port. 
Sec. 416. Report regarding impact on secu-

rity of train travel in commu-
nities without grade separa-
tion. 

Sec. 417. Whistleblower protection program. 
SEC. 402. RAIL TRANSPORTATION SECURITY RISK 

ASSESSMENT. 
(a) IN GENERAL.— 
(1) VULNERABILITY ASSESSMENT.—The 

Under Secretary of Homeland Security for 

Border and Transportation Security, in con-
sultation with the Secretary of Transpor-
tation, shall complete a vulnerability assess-
ment of freight and passenger rail transpor-
tation (encompassing railroads, as that term 
is defined in section 20102(1) of title 49, 
United States Code). The assessment shall 
include— 

(A) identification and evaluation of crit-
ical assets and infrastructures; 

(B) identification of threats to those assets 
and infrastructures; 

(C) identification of vulnerabilities that 
are specific to the transportation of haz-
ardous materials via railroad; and 

(D) identification of security weaknesses 
in passenger and cargo security, transpor-
tation infrastructure, protection systems, 
procedural policies, communications sys-
tems, employee training, emergency re-
sponse planning, and any other area identi-
fied by the assessment. 

(2) EXISTING PRIVATE AND PUBLIC SECTOR 
EFFORTS.—The assessment shall take into ac-
count actions taken or planned by both pub-
lic and private entities to address identified 
security issues and assess the effective inte-
gration of such actions. 

(3) RECOMMENDATIONS.—Based on the as-
sessment conducted under paragraph (1), the 
Under Secretary, in consultation with the 
Secretary of Transportation, shall develop 
prioritized recommendations for improving 
rail security, including any recommenda-
tions the Under Secretary has for— 

(A) improving the security of rail tunnels, 
rail bridges, rail switching and car storage 
areas, other rail infrastructure and facilities, 
information systems, and other areas identi-
fied by the Under Secretary as posing signifi-
cant rail-related risks to public safety and 
the movement of interstate commerce, tak-
ing into account the impact that any pro-
posed security measure might have on the 
provision of rail service; 

(B) deploying equipment to detect explo-
sives and hazardous chemical, biological, and 
radioactive substances, and any appropriate 
countermeasures; 

(C) training employees in terrorism pre-
vention, passenger evacuation, and response 
activities; 

(D) conducting public outreach campaigns 
on passenger railroads; 

(E) deploying surveillance equipment; and 
(F) identifying the immediate and long- 

term costs of measures that may be required 
to address those risks. 

(4) PLANS.—The report required by sub-
section (c) shall include— 

(A) a plan, developed in consultation with 
the freight and intercity passenger railroads, 
and State and local governments, for the 
government to provide increased security 
support at high or severe threat levels of 
alert; and 

(B) a plan for coordinating rail security 
initiatives undertaken by the public and pri-
vate sectors. 

(b) CONSULTATION; USE OF EXISTING RE-
SOURCES.—In carrying out the assessment re-
quired by subsection (a), the Under Sec-
retary of Homeland Security for Border and 
Transportation Security shall consult with 
rail management, rail labor, owners or les-
sors of rail cars used to transport hazardous 
materials, first responders, shippers of haz-
ardous materials, public safety officials (in-
cluding those within other agencies and of-
fices within the Department of Homeland Se-
curity), and other relevant parties. 

(c) REPORT.— 
(1) CONTENTS.—Within 180 days after the 

date of enactment of this Act, the Under 
Secretary shall transmit to the Senate Com-
mittee on Commerce, Science, and Transpor-
tation and the House of Representatives 
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Committee on Transportation and Infra-
structure a report containing the assessment 
and prioritized recommendations required by 
subsection (a) and an estimate of the cost to 
implement such recommendations. 

(2) FORMAT.—The Under Secretary may 
submit the report in both classified and re-
dacted formats if the Under Secretary deter-
mines that such action is appropriate or nec-
essary. 

(d) 2-YEAR UPDATES.—The Under Sec-
retary, in consultation with the Secretary of 
Transportation, shall update the assessment 
and recommendations every 2 years and 
transmit a report, which may be submitted 
in both classified and redacted formats, to 
the Committees named in subsection (c)(1), 
containing the updated assessment and rec-
ommendations. 

(e) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security 
$5,000,000 for fiscal year 2005 for the purpose 
of carrying out this section. 
SEC. 403. RAIL SECURITY. 

(a) RAIL POLICE OFFICERS.—Section 28101 of 
title 49, United States Code, is amended by 
striking ‘‘the rail carrier’’ each place it ap-
pears and inserting ‘‘any rail carrier’’. 

(b) REVIEW OF RAIL REGULATIONS.—Within 
1 year after the date of enactment of this 
Act, the Secretary of Transportation, in con-
sultation with the Under Secretary of Home-
land Security for Border and Transportation 
Security, shall review existing rail regula-
tions of the Department of Transportation 
for the purpose of identifying areas in which 
those regulations need to be revised to im-
prove rail security. 
SEC. 404. STUDY OF FOREIGN RAIL TRANSPORT 

SECURITY PROGRAMS. 
(a) REQUIREMENT FOR STUDY.—Within one 

year after the date of enactment of the Rail 
Security Act of 2004, the Comptroller Gen-
eral shall complete a study of the rail pas-
senger transportation security programs 
that are carried out for rail transportation 
systems in Japan, member nations of the Eu-
ropean Union, and other foreign countries. 

(b) PURPOSE.—The purpose of the study 
shall be to identify effective rail transpor-
tation security measures that are in use in 
foreign rail transportation systems, includ-
ing innovative measures and screening pro-
cedures determined effective. 

(c) REPORT.—The Comptroller General 
shall submit a report on the results of the 
study to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure. The re-
port shall include the Comptroller General’s 
assessment regarding whether it is feasible 
to implement within the United States any 
of the same or similar security measures 
that are determined effective under the 
study. 
SEC. 405. PASSENGER, BAGGAGE, AND CARGO 

SCREENING. 
(a) REQUIREMENT FOR STUDY AND REPORT.— 

The Under Secretary of Homeland Security 
for Border and Transportation Security, in 
cooperation with the Secretary of Transpor-
tation, shall— 

(1) analyze the cost and feasibility of re-
quiring security screening for passengers, 
baggage, and cargo on passenger trains; and 

(2) report the results of the study, together 
with any recommendations that the Under 
Secretary may have for implementing a rail 
security screening program to the Senate 
Committee on Commerce, Science, and 
Transportation and the House of Representa-
tives Committee on Transportation and In-
frastructure within 1 year after the date of 
enactment of this Act. 

(b) PILOT PROGRAM.—As part of the study 
under subsection (a), the Under Secretary 
shall complete a pilot program of random se-
curity screening of passengers and baggage 
at 5 passenger rail stations served by Am-
trak selected by the Under Secretary. In con-
ducting the pilot program, the Under Sec-
retary shall— 

(1) test a wide range of explosives detection 
technologies, devices and methods; 

(2) require that intercity rail passengers 
produce government-issued photographic 
identification which matches the name on 
the passenger’s tickets prior to boarding 
trains; and 

(3) attempt to give preference to locations 
at the highest risk of terrorist attack and 
achieve a distribution of participating train 
stations in terms of geographic location, 
size, passenger volume, and whether the sta-
tion is used by commuter rail passengers as 
well as Amtrak passengers. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security to 
carry out this section $5,000,000 for fiscal 
year 2005. 
SEC. 406. CERTAIN PERSONNEL LIMITATIONS 

NOT TO APPLY. 
Any statutory limitation on the number of 

employees in the Transportation Security 
Administration of the Department of Trans-
portation, before or after its transfer to the 
Department of Homeland Security, does not 
apply to the extent that any such employees 
are responsible for implementing the provi-
sions of this Act. 
SEC. 407. FIRE AND LIFE-SAFETY IMPROVE-

MENTS. 
(a) LIFE-SAFETY NEEDS.—The Secretary of 

Transportation is authorized to make grants 
to Amtrak for the purpose of making fire 
and life-safety improvements to Amtrak 
tunnels on the Northeast Corridor in New 
York, NY, Baltimore, MD, and Washington, 
DC. 

(b) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary of Transportation for the pur-
poses of carrying out subsection (a) the fol-
lowing amounts: 

(1) For the 6 New York tunnels to provide 
ventilation, electrical, and fire safety tech-
nology upgrades, emergency communication 
and lighting systems, and emergency access 
and egress for passengers— 

(A) $100,000,000 for fiscal year 2005; 
(B) $100,000,000 for fiscal year 2006; 
(C) $100,000,000 for fiscal year 2007; 
(D) $100,000,000 for fiscal year 2008; and 
(E) $170,000,000 for fiscal year 2009. 
(2) For the Baltimore & Potomac tunnel 

and the Union tunnel, together, to provide 
adequate drainage, ventilation, communica-
tion, lighting, and passenger egress up-
grades— 

(A) $10,000,000 for fiscal year 2005; 
(B) $10,000,000 for fiscal year 2006; 
(C) $10,000,000 for fiscal year 2007; 
(D) $10,000,000 for fiscal year 2008; and 
(E) $17,000,000 for fiscal year 2009. 
(3) For the Washington, DC Union Station 

tunnels to improve ventilation, communica-
tion, lighting, and passenger egress up-
grades— 

(A) $8,000,000 for fiscal year 2005; 
(B) $8,000,000 for fiscal year 2006; 
(C) $8,000,000 for fiscal year 2007; 
(D) $8,000,000 for fiscal year 2008; and 
(E) $8,000,000 for fiscal year 2009. 
(c) INFRASTRUCTURE UPGRADES.—There are 

authorized to be appropriated to the Sec-
retary of Transportation for fiscal year 2005 
$3,000,000 for the preliminary design of op-
tions for a new tunnel on a different align-
ment to augment the capacity of the exist-
ing Baltimore tunnels. 

(d) AVAILABILITY OF APPROPRIATED 
FUNDS.—Amounts appropriated pursuant to 
this section shall remain available until ex-
pended. 

(e) PLANS REQUIRED.—The Secretary may 
not make amounts available to Amtrak for 
obligation or expenditure under subsection 
(a)— 

(1) until Amtrak has submitted to the Sec-
retary, and the Secretary has approved, an 
engineering and financial plan for such 
projects; and 

(2) unless, for each project funded pursuant 
to this section, the Secretary has approved a 
project management plan prepared by Am-
trak addressing appropriate project budget, 
construction schedule, recipient staff organi-
zation, document control and record keep-
ing, change order procedure, quality control 
and assurance, periodic plan updates, peri-
odic status reports, and such other matters 
the Secretary deems appropriate. 

(f) REVIEW OF PLANS.—The Secretary of 
Transportation shall complete the review of 
the plans required by paragraphs (1) and (2) 
of subsection (e) and approve or disapprove 
the plans within 45 days after the date on 
which each such plan is submitted by Am-
trak. If the Secretary determines that a plan 
is incomplete or deficient, the Secretary 
shall notify Amtrak of the incomplete items 
or deficiencies and Amtrak shall, within 30 
days after receiving the Secretary’s notifica-
tion, submit a modified plan for the Sec-
retary’s review. Within 15 days after receiv-
ing additional information on items pre-
viously included in the plan, and within 45 
days after receiving items newly included in 
a modified plan, the Secretary shall either 
approve the modified plan, or, if the Sec-
retary finds the plan is still incomplete or 
deficient, the Secretary shall identify in 
writing to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure the por-
tions of the plan the Secretary finds incom-
plete or deficient, approve all other portions 
of the plan, obligate the funds associated 
with those other portions, and execute an 
agreement with Amtrak within 15 days 
thereafter on a process for resolving the re-
maining portions of the plan. 

(g) FINANCIAL CONTRIBUTION FROM OTHER 
TUNNEL USERS.—The Secretary shall, taking 
into account the need for the timely comple-
tion of all portions of the tunnel projects de-
scribed in subsection (a)— 

(1) consider the extent to which rail car-
riers other than Amtrak use the tunnels; 

(2) consider the feasibility of seeking a fi-
nancial contribution from those other rail 
carriers toward the costs of the projects; and 

(3) obtain financial contributions or com-
mitments from such other rail carriers at 
levels reflecting the extent of their use of 
the tunnels, if feasible. 

SEC. 408. MEMORANDUM OF AGREEMENT. 

(a) MEMORANDUM OF AGREEMENT.—Within 
60 days after the date of enactment of this 
Act, the Secretary of Transportation and the 
Secretary of Homeland Security shall exe-
cute a memorandum of agreement governing 
the roles and responsibilities of the Depart-
ment of Transportation and the Department 
of Homeland Security, respectively, in ad-
dressing railroad transportation security 
matters, including the processes the depart-
ments will follow to promote communica-
tions, efficiency, and nonduplication of ef-
fort. 

(b) RAIL SAFETY REGULATIONS.—Section 
20103(a) of title 49, United States Code, is 
amended by striking ‘‘safety’’ the first place 
it appears, and inserting ‘‘safety, including 
security,’’. 
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SEC. 409. AMTRAK PLAN TO ASSIST FAMILIES OF 

PASSENGERS INVOLVED IN RAIL 
PASSENGER ACCIDENTS. 

(a) IN GENERAL.—Chapter 243 of title 49, 
United States Code, is amended by adding at 
the end the following: 

‘‘§ 24316. Plans to address needs of families of 
passengers involved in rail passenger acci-
dents 
‘‘(a) SUBMISSION OF PLAN.—Not later than 6 

months after the date of the enactment of 
the Rail Security Act of 2004, Amtrak shall 
submit to the Chairman of the National 
Transportation Safety Board and the Sec-
retary of Transportation a plan for address-
ing the needs of the families of passengers 
involved in any rail passenger accident in-
volving an Amtrak intercity train and re-
sulting in a loss of life. 

‘‘(b) CONTENTS OF PLANS.—The plan to be 
submitted by Amtrak under subsection (a) 
shall include, at a minimum, the following: 

‘‘(1) A process by which Amtrak will main-
tain and provide to the National Transpor-
tation Safety Board and the Secretary of 
Transportation, immediately upon request, a 
list (which is based on the best available in-
formation at the time of the request) of the 
names of the passengers aboard the train 
(whether or not such names have been 
verified), and will periodically update the 
list. The plan shall include a procedure, with 
respect to unreserved trains and passengers 
not holding reservations on other trains, for 
Amtrak to use reasonable efforts to ascer-
tain the number and names of passengers 
aboard a train involved in an accident. 

‘‘(2) A plan for creating and publicizing a 
reliable, toll-free telephone number within 4 
hours after such an accident occurs, and for 
providing staff, to handle calls from the fam-
ilies of the passengers. 

‘‘(3) A process for notifying the families of 
the passengers, before providing any public 
notice of the names of the passengers, by 
suitably trained individuals. 

‘‘(4) A process for providing the notice de-
scribed in paragraph (2) to the family of a 
passenger as soon as Amtrak has verified 
that the passenger was aboard the train 
(whether or not the names of all of the pas-
sengers have been verified). 

‘‘(5) A process by which the family of each 
passenger will be consulted about the dis-
position of all remains and personal effects 
of the passenger within Amtrak’s control; 
that any possession of the passenger within 
Amtrak’s control will be returned to the 
family unless the possession is needed for the 
accident investigation or any criminal inves-
tigation; and that any unclaimed possession 
of a passenger within Amtrak’s control will 
be retained by the rail passenger carrier for 
at least 18 months. 

‘‘(6) A process by which the treatment of 
the families of nonrevenue passengers will be 
the same as the treatment of the families of 
revenue passengers. 

‘‘(7) An assurance that Amtrak will pro-
vide adequate training to its employees and 
agents to meet the needs of survivors and 
family members following an accident. 

‘‘(c) USE OF INFORMATION.—The National 
Transportation Safety Board, the Secretary 
of Transportation, and Amtrak may not re-
lease to any person information on a list ob-
tained under subsection (b)(1) but may pro-
vide information on the list about a pas-
senger to the family of the passenger to the 
extent that the Board or Amtrak considers 
appropriate. 

‘‘(d) LIMITATION ON LIABILITY.—Amtrak 
shall not be liable for damages in any action 
brought in a Federal or State court arising 
out of the performance of Amtrak in pre-
paring or providing a passenger list, or in 
providing information concerning a train 

reservation, pursuant to a plan submitted by 
Amtrak under subsection (b), unless such li-
ability was caused by Amtrak’s conduct. 

‘‘(e) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this section may be con-
strued as limiting the actions that Amtrak 
may take, or the obligations that Amtrak 
may have, in providing assistance to the 
families of passengers involved in a rail pas-
senger accident. 

‘‘(f) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Secretary of Transportation for the use 
of Amtrak $500,000 for fiscal year 2005 to 
carry out this section. Amounts appro-
priated pursuant to this subsection shall re-
main available until expended.’’. 

(b) CONFORMING AMENDMENT.—The chapter 
analysis for chapter 243 of title 49, United 
States Code, is amended by adding at the end 
the following: 
‘‘24316. Plan to assist families of passengers 

involved in rail passenger acci-
dents.’’. 

SEC. 410. SYSTEMWIDE AMTRAK SECURITY UP-
GRADES. 

(a) IN GENERAL—Subject to subsection (c), 
the Under Secretary of Homeland Security 
for Border and Transportation Security is 
authorized to make grants, through the Sec-
retary of Transportation, to Amtrak— 

(1) to secure major tunnel access points 
and ensure tunnel integrity in New York, 
Baltimore, and Washington, DC; 

(2) to secure Amtrak trains; 
(3) to secure Amtrak stations; 
(4) to obtain a watch list identification 

system approved by the Under Secretary; 
(5) to obtain train tracking and interoper-

able communications systems that are co-
ordinated to the maximum extent possible; 

(6) to hire additional police and security 
officers, including canine units; and 

(7) to expand emergency preparedness ef-
forts. 

(b) CONDITIONS.—The Secretary of Trans-
portation may not disburse funds to Amtrak 
under subsection (a) unless the projects are 
contained in a systemwide security plan ap-
proved by the Under Secretary, in consulta-
tion with the Secretary of Transportation, 
and, for capital projects, meet the require-
ments of section 407(e)(2). The plan shall in-
clude appropriate measures to address secu-
rity awareness, emergency response, and pas-
senger evacuation training. 

(c) EQUITABLE GEOGRAPHIC ALLOCATION.— 
The Under Secretary shall ensure that, sub-
ject to meeting the highest security needs on 
Amtrak’s entire system, stations and facili-
ties located outside of the Northeast Cor-
ridor receive an equitable share of the secu-
rity funds authorized by this section. 

(d) AVAILABILITY OF FUNDS.—There are au-
thorized to be appropriated to the Under Sec-
retary of Homeland Security for Border and 
Transportation Security $63,500,000 for fiscal 
year 2005 for the purposes of carrying out 
this section. Amounts appropriated pursuant 
to this subsection shall remain available 
until expended. 
SEC. 411. FREIGHT AND PASSENGER RAIL SECU-

RITY UPGRADES. 
(a) SECURITY IMPROVEMENT GRANTS.—The 

Under Secretary of Homeland Security for 
Border and Transportation Security is au-
thorized to make grants to freight railroads, 
the Alaska Railroad, hazardous materials 
shippers, owners of rail cars used in the 
transportation of hazardous materials, uni-
versities, colleges and research centers, 
State and local governments (for passenger 
facilities and infrastructure not owned by 
Amtrak), and, through the Secretary of 
Transportation, to Amtrak, for full or par-
tial reimbursement of costs incurred in the 
conduct of activities to prevent or respond to 

acts of terrorism, sabotage, or other inter-
city passenger rail and freight rail security 
threats, including— 

(1) security and redundancy for critical 
communications, computer, and train con-
trol systems essential for secure rail oper-
ations; 

(2) accommodation of cargo or passenger 
screening equipment at the United States- 
Mexico border or the United States-Canada 
border; 

(3) the security of hazardous material 
transportation by rail; 

(4) secure intercity passenger rail stations, 
trains, and infrastructure; 

(5) structural modification or replacement 
of rail cars transporting high hazard mate-
rials to improve their resistance to acts of 
terrorism; 

(6) employee security awareness, prepared-
ness, passenger evacuation, and emergency 
response training; 

(7) public security awareness campaigns for 
passenger train operations; 

(8) the sharing of intelligence and informa-
tion about security threats; 

(9) to obtain train tracking and interoper-
able communications systems that are co-
ordinated to the maximum extent possible; 

(10) to hire additional police and security 
officers, including canine units; and 

(11) other improvements recommended by 
the report required by section 402, including 
infrastructure, facilities, and equipment up-
grades. 

(b) ACCOUNTABILITY.—The Under Secretary 
shall adopt necessary procedures, including 
audits, to ensure that grants made under 
this section are expended in accordance with 
the purposes of this Act and the priorities 
and other criteria developed by the Under 
Secretary. 

(c) EQUITABLE ALLOCATION.—The Under 
Secretary shall equitably distribute the 
funds authorized by this section, taking into 
account geographic location, and shall en-
courage non-Federal financial participation 
in awarding grants. With respect to grants 
for passenger rail security, the Under Sec-
retary shall also take into account passenger 
volume and whether a station is used by 
commuter rail passengers as well as inter-
city rail passengers. 

(d) CONDITIONS.—The Secretary of Trans-
portation may not disburse funds to Amtrak 
under subsection (a) unless Amtrak meets 
the conditions set forth in section 410(b) of 
this Act. 

(e) ALLOCATION BETWEEN RAILROADS AND 
OTHERS.—Unless as a result of the assess-
ment required by section 402 the Under Sec-
retary of Homeland Security for Border and 
Transportation Security determines that 
critical rail transportation security needs re-
quire reimbursement in greater amounts to 
any eligible entity, no grants under this sec-
tion may be made— 

(1) in excess of $65,000,000 to Amtrak; or 
(2) in excess of $100,000,000 for the purposes 

described in paragraphs (3) and (5) of sub-
section (a). 

(f) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security 
$350,000,000 for fiscal year 2005 to carry out 
the purposes of this section. Amounts appro-
priated pursuant to this subsection shall re-
main available until expended. 

(g) HIGH HAZARD MATERIALS DEFINED.—In 
this section, the term ‘‘high hazard mate-
rials’’ means poison inhalation hazard mate-
rials, Class 2.3 gases, Class 6.1 materials, and 
anhydrous ammonia. 
SEC. 412. OVERSIGHT AND GRANT PROCEDURES. 

(a) SECRETARIAL OVERSIGHT.—The Sec-
retary of Transportation may use up to 0.5 
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percent of amounts made available to Am-
trak for capital projects under the Rail Secu-
rity Act of 2004 to enter into contracts for 
the review of proposed capital projects and 
related program management plans and to 
oversee construction of such projects. 

(b) USE OF FUNDS.—The Secretary may use 
amounts available under subsection (a) of 
this subsection to make contracts for safety, 
procurement, management, and financial 
compliance reviews and audits of a recipient 
of amounts under subsection (a). 

(c) PROCEDURES FOR GRANT AWARD.—The 
Under Secretary shall prescribe procedures 
and schedules for the awarding of grants 
under this Act, including application and 
qualification procedures (including a re-
quirement that the applicant have a security 
plan), and a record of decision on applicant 
eligibility. The procedures shall include the 
execution of a grant agreement between the 
grant recipient and the Under Secretary. The 
Under Secretary shall issue a final rule es-
tablishing the procedures not later than 90 
days after the date of enactment of this Act. 
SEC. 413. RAIL SECURITY RESEARCH AND DEVEL-

OPMENT. 
(a) ESTABLISHMENT OF RESEARCH AND DE-

VELOPMENT PROGRAM.—The Under Secretary 
of Homeland Security for Border and Trans-
portation Security, in conjunction with the 
Secretary of Transportation, shall carry out 
a research and development program for the 
purpose of improving freight and intercity 
passenger rail security that may include re-
search and development projects to— 

(1) reduce the vulnerability of passenger 
trains, stations, and equipment to explosives 
and hazardous chemical, biological, and ra-
dioactive substances; 

(2) test new emergency response techniques 
and technologies; 

(3) develop improved freight technologies, 
including— 

(A) technologies for sealing rail cars; 
(B) automatic inspection of rail cars; 
(C) communication-based train controls; 

and 
(D) emergency response training; 
(4) test wayside detectors that can detect 

tampering with railroad equipment; 
(5) support enhanced security for the trans-

portation of hazardous materials by rail, in-
cluding— 

(A) technologies to detect a breach in a 
tank car and transmit information about the 
integrity of tank cars to the train crew; 

(B) research to improve tank car integrity, 
with a focus on tank cars that carry high 
hazard materials (as defined in section 411(g) 
of this Act; and 

(C) techniques to transfer hazardous mate-
rials from rail cars that are damaged or oth-
erwise represent an unreasonable risk to 
human life or public safety; and 

(6) other projects recommended in the re-
port required by section 402. 

(b) COORDINATION WITH OTHER RESEARCH 
INITIATIVES.—The Under Secretary of Home-
land Security for Border and Transportation 
Security shall ensure that the research and 
development program authorized by this sec-
tion is coordinated with other research and 
development initiatives at the Department 
and the Department of Transportation. The 
Under Secretary of Homeland Security for 
Border and Transportation Security shall 
carry out any research and development 
project authorized by this section through a 
reimbursable agreement with the Secretary 
of Transportation if the Secretary of Trans-
portation— 

(1) is already sponsoring a research and de-
velopment project in a similar area; or 

(2) has a unique facility or capability that 
would be useful in carrying out the project. 

(c) ACCOUNTABILITY.—The Under Secretary 
shall adopt necessary procedures, including 

audits, to ensure that grants made under 
this section are expended in accordance with 
the purposes of this Act and the priorities 
and other criteria developed by the Under 
Secretary. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the Under Secretary of Homeland Security 
for Border and Transportation Security 
$50,000,000 in each of fiscal years 2005 and 2006 
to carry out the purposes of this section. 
Amounts appropriated pursuant to this sub-
section shall remain available until ex-
pended. 
SEC. 414. WELDED RAIL AND TANK CAR SAFETY 

IMPROVEMENTS. 
(a) TRACK STANDARDS.—Within 90 days 

after the date of enactment of this Act, the 
Federal Railroad Administration shall— 

(1) require each track owner using contin-
uous welded rail track to include procedures 
(in its procedures filed with the Administra-
tion pursuant to section 213.119 of title 49, 
Code of Federal Regulations) to improve the 
identification of cracks in rail joint bars; 

(2) instruct Administration track inspec-
tors to obtain copies of the most recent con-
tinuous welded rail programs of each rail-
road within the inspectors’ areas of responsi-
bility and require that inspectors use those 
programs when conducting track inspec-
tions; and 

(3) establish a program to periodically re-
view continuous welded rail joint bar inspec-
tion data from railroads and Administration 
track inspectors and, whenever the Adminis-
tration determines that it is necessary or ap-
propriate, require railroads to increase the 
frequency or improve the methods of inspec-
tion of joint bars in continuous welded rail. 

(b) TANK CAR STANDARDS.—The Federal 
Railroad Administration shall— 

(1) within 1 year after the date of enact-
ment of this Act, validate the predictive 
model it is developing to quantify the rel-
evant dynamic forces acting on railroad tank 
cars under accident conditions; and 

(2) within 18 months after the date of en-
actment of this Act, initiate a rulemaking to 
develop and implement appropriate design 
standards for pressurized tank cars. 

(c) OLDER TANK CAR IMPACT RESISTANCE 
ANALYSIS AND REPORT.—Within 2 years after 
the date of enactment of this Act, the Fed-
eral Railroad Administration shall— 

(1) conduct a comprehensive analysis to de-
termine the impact resistance of the steels 
in the shells of pressure tank cars con-
structed before 1989; and 

(2) transmit a report to the Senate Com-
mittee on Commerce, Science, and Transpor-
tation and the House of Representatives 
Committee on Transportation and Infra-
structure with recommendations for meas-
ures to eliminate or mitigate the risk of cat-
astrophic failure. 
SEC. 415. NORTHERN BORDER RAIL PASSENGER 

REPORT. 
Within 180 days after the date of enact-

ment of this Act, the Under Secretary of 
Homeland Security for Border and Transpor-
tation Security, in consultation with the 
heads of other appropriate Federal depart-
ments and agencies and the National Rail-
road Passenger Corporation, shall transmit a 
report to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure that con-
tains— 

(1) a description of the current system for 
screening passengers and baggage on pas-
senger rail service between the United States 
and Canada; 

(2) an assessment of the current program 
to provide preclearance of airline passengers 
between the United States and Canada as 

outlined in ‘‘The Agreement on Air Trans-
port Preclearance between the Government 
of Canada and the Government of the United 
States of America’’, dated January 18, 2001; 

(3) an assessment of the current program 
to provide preclearance of freight railroad 
traffic between the United States and Can-
ada as outlined in the ‘‘Declaration of Prin-
ciple for the Improved Security of Rail Ship-
ments by Canadian National Railway and 
Canadian Pacific Railway from Canada to 
the United States’’, dated April 2, 2003; 

(4) information on progress by the Depart-
ment of Homeland Security and other Fed-
eral agencies towards finalizing a bilateral 
protocol with Canada that would provide for 
preclearance of passengers on trains oper-
ating between the United States and Canada; 

(5) a description of legislative, regulatory, 
budgetary, or policy barriers within the 
United States Government to providing pre- 
screened passenger lists for rail passengers 
travelling between the United States and 
Canada to the Department of Homeland Se-
curity; 

(6) a description of the position of the Gov-
ernment of Canada and relevant Canadian 
agencies with respect to preclearance of such 
passengers; and 

(7) a draft of any changes in existing Fed-
eral law necessary to provide for pre-screen-
ing of such passengers and providing pre- 
screened passenger lists to the Department 
of Homeland Security. 
SEC. 416. REPORT REGARDING IMPACT ON SECU-

RITY OF TRAIN TRAVEL IN COMMU-
NITIES WITHOUT GRADE SEPARA-
TION. 

(a) STUDY.—The Secretary of Homeland Se-
curity shall, in consultation with State and 
local government officials, conduct a study 
on the impact of blocked highway-railroad 
grade crossings on the ability of emergency 
responders, including ambulances and police, 
fire, and other emergency vehicles, to per-
form public safety and security duties in the 
event of a terrorist attack. 

(b) REPORT.—Not later than 1 year after 
the date of enactment of this Act, the Sec-
retary of Homeland Security shall submit a 
report to the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives and the Committee on Com-
merce, Science, and Transportation of the 
Senate on the findings of the study con-
ducted under subsection (a) and rec-
ommendations for reducing the impact of 
blocked crossings on emergency response. 
SEC. 417. WHISTLEBLOWER PROTECTION PRO-

GRAM. 

(a) IN GENERAL.—Subchapter A of chapter 
201 of title 49, United States Code, is amend-
ed by inserting after section 20115 the fol-
lowing: 

‘‘§ 20116. Whistleblower protection for rail se-
curity matters 
‘‘(a) DISCRIMINATION AGAINST EMPLOYEE.— 

No rail carrier engaged in interstate or for-
eign commerce may discharge a railroad em-
ployee or otherwise discriminate against a 
railroad employee because the employee (or 
any person acting pursuant to a request of 
the employee)— 

(1) provided, caused to be provided, or is 
about to provide or cause to be provided, to 
the employer or the Federal Government in-
formation relating to a perceived threat to 
security; or 

‘‘(2) provided, caused to be provided, or is 
about to provide or cause to be provided, tes-
timony before Congress or at any Federal or 
State proceeding regarding a perceived 
threat to security; or 

‘‘(3) refused to violate or assist in the vio-
lation of any law, rule or regulation related 
to rail security. 
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‘‘(b) DISPUTE RESOLUTION.—A dispute, 

grievance, or claim arising under this sec-
tion is subject to resolution under section 3 
of the Railway Labor Act (45 U.S.C. 153). In 
a proceeding by the National Railroad Ad-
justment Board, a division or delegate of the 
Board, or another board of adjustment estab-
lished under section 3 to resolve the dispute, 
grievance, or claim the proceeding shall be 
expedited and the dispute, grievance, or 
claim shall be resolved not later than 180 
days after it is filed. If the violation is a 
form of discrimination that does not involve 
discharge, suspension, or another action af-
fecting pay, and no other remedy is available 
under this subsection, the Board, division, 
delegate, or other board of adjustment may 
award the employee reasonable damages, in-
cluding punitive damages, of not more than 
$20,000. 

‘‘(c) PROCEDURAL REQUIREMENTS.—Except 
as provided in subsection (b), the procedure 
set forth in section 42121(b)(2)(B) of this title, 
including the burdens of proof, applies to any 
complaint brought under this section. 

‘‘(d) ELECTION OF REMEDIES.—An employee 
of a railroad carrier may not seek protection 
under both this section and another provi-
sion of law for the same allegedly unlawful 
act of the carrier. 

‘‘(e) DISCLOSURE OF IDENTITY.— 
‘‘(1) Except as provided in paragraph (2) of 

this subsection, or with the written consent 
of the employee, the Secretary of Transpor-
tation may not disclose the name of an em-
ployee of a railroad carrier who has provided 
information about an alleged violation of 
this section. 

‘‘(2) The Secretary shall disclose to the At-
torney General the name of an employee de-
scribed in paragraph (1) of this subsection if 
the matter is referred to the Attorney Gen-
eral for enforcement.’’. 

(b) CONFORMING AMENDMENT.—The chapter 
analysis for chapter 201 of title 49, United 
States Code, is amended by inserting after 
the item relating to section 20115 the fol-
lowing: 
‘‘20116. Whistleblower protection for rail se-

curity matters.’’. 

SA 3903. Mr. STEVENS (for himself, 
Mr. INOUYE, and Mr. WARNER) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 115, strike line 15 and all that fol-
lows through page 115, line 25. 

SA 3904. Mr. STEVENS (for himself 
and Mr. INOUYE) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

Strike all after the enacting clause, and in-
sert the following: 
SECTION 1. NATIONAL INTELLIGENCE DIRECTOR. 

(a) INDEPENDENT ESTABLISHMENT.—There is 
a National Intelligence Director who shall be 
appointed by the President, by and with the 
advice and consent of the Senate. 

(b) INDIVIDUALS ELIGIBLE FOR NOMINA-
TION.—Any individual nominated for ap-
pointment as National Intelligence Director 
shall have extensive national security exper-
tise. 

(c) PRINCIPAL DUTIES AND RESPONSIBIL-
ITIES.—The National Intelligence Director 
shall be the head of the National 
Counterterrorism Center and the coordinator 
of counterterrorism activities for programs 
and projects within the National Foreign In-
telligence Program. 

(d) SUPERVISION.—The National Intel-
ligence Director shall report to the National 
Security Advisor on— 

(1) the budget and programs of the Na-
tional Counterterrorism Center; 

(2) the activities of the Directorate of In-
telligence of the National Counterterrorism 
Center under subsection (e); 

(3) the planning and progress of joint 
counter-terrorism operations; and 

(4) the coordination of activities across the 
National Foreign Intelligence Program on 
Counterterrorism activities. 

(e) PRIMARY MISSIONS.—The primary mis-
sions of the National Counterterrorism Cen-
ter shall be as follows: 

(1) To develop and unify strategy for the 
civilian and military counterterrorism ef-
forts of the United States Government. 

(2) To integrate counterterrorism intel-
ligence activities of the United States Gov-
ernment, both inside and outside the United 
States. 

(3) To develop interagency 
counterterrorism plans, each of which 
shall— 

(A) involve more than one department, 
agency, or element of the executive branch 
(unless otherwise directed by the President); 
and 

(B) include the mission, objectives to be 
achieved, courses of action, parameters for 
such courses of action, coordination of agen-
cy strategic planning, recommendations for 
strategic planning, and assignment of de-
partmental or agency responsibilities. 

(4) To ensure that the collection of 
counterterrorism intelligence, and the con-
duct of counterterrorism operations, by the 
United States Government are informed by 
the analysis of all-source intelligence. 

(f) DUTIES AND RESPONSIBILITIES OF NA-
TIONAL INTELLIGENCE DIRECTOR.—Notwith-
standing any other provision of law, at the 
direction of the President and the National 
Security Council, the National Intelligence 
Director shall— 

(1) provide unified strategic direction for 
the civilian and military counterterrorism 
efforts of the United States Government and 
for the effective integration and 
deconfliction of counterterrorism intel-
ligence and operations across agency bound-
aries, both inside and outside the United 
States; 

(2) advise on the extent to which the 
counterterrorism program recommendations 
and budget proposals of the departments, 
agencies, and elements of the United States 
Government conform to the priorities estab-
lished by the President and the National Se-
curity Council; and 

(3) perform such other duties as the Presi-
dent or National Security Advisor may pre-
scribe or are prescribed by law. 

(g) ROLE OF DIRECTOR OF NATIONAL 
COUNTERTERRORISM CENTER IN CERTAIN AP-
POINTMENTS.—(1) In the event of a vacancy in 
a position referred to in paragraph (2), the 
head of the department or agency having ju-
risdiction over the position shall consult 
with the National Intelligence Director be-
fore appointing an individual to fill the va-
cancy or recommending to the President an 
individual for nomination to fill the va-
cancy. If the Director does not concur in the 
recommendation, the head of the department 
or agency concerned may fill the vacancy or 
make the recommendation to the President 
(as the case may be) without the concurrence 
of the Director, but shall notify the Presi-

dent that the Director does not concur in the 
appointment or recommendation (as the case 
may be). 

(2) Paragraph (1) applies to the following 
positions: 

(A) The Director of the Counterterrorist 
Center of the Central Intelligence Agency. 

(B) The Assistant Director of the Federal 
Bureau of Investigation in charge of the 
Counterterrorism Division. 

(C) The Coordinator for Counterterrorism 
of the Department of State. 

(h) DIRECTORATE OF INTELLIGENCE.—(1) The 
National Director of Intelligence shall estab-
lish and maintain within the National 
Counterterrorism Center a Directorate of In-
telligence. 

(2) The Directorate shall utilize the capa-
bilities of the Terrorist Threat Integration 
Center and such other capabilities as the he 
considers appropriate. 

(3) The Directorate shall have primary re-
sponsibility within the United States Gov-
ernment for analysis of terrorism and ter-
rorist organizations from all sources of intel-
ligence, whether collected inside or outside 
the United States. 

(4) The Directorate shall— 
(A) be the principal repository within the 

United States Government for all-source in-
formation on suspected terrorists, their or-
ganizations, and their capabilities; 

(B) propose intelligence collection require-
ments for action by elements of the intel-
ligence community inside and outside the 
United States; 

(C) have primary responsibility within the 
United States Government for net assess-
ments and warnings about terrorist threats, 
which assessments and warnings shall be 
based on a comparison of terrorist intentions 
and capabilities with assessed national 
vulnerabilities and countermeasures; and 

(D) perform such other duties and func-
tions as the Director of the National 
Counterterrorism Center may prescribe. 

(i) DIRECTORATE OF PLANNING.—(1) The Na-
tional Intelligence Director shall establish 
and maintain within the National 
Counterterrorism Center a Directorate of 
Planning. 

(2) The Directorate shall have primary re-
sponsibility for developing interagency 
counterterrorism plans described in sub-
section (e)(3). 

(3) The Directorate shall— 
(A) provide guidance, and develop strategy 

and interagency plans, to counter terrorist 
activities based on policy objectives and pri-
orities established by the National Security 
Council; 

(B) develop interagency plans under sub-
paragraph (A) utilizing information and rec-
ommendations obtained from personnel in 
other departments, agencies, and elements of 
the United States Government who have ex-
pertise in the priorities, functions, assets, 
programs, capabilities, and operations of 
such departments, agencies, and elements 
with respect to counterterrorism; 

(C) assign responsibilities for 
counterterrorism operations to the Depart-
ment of Defense, the Central Intelligence 
Agency, the Federal Bureau of Investigation, 
the Department of Homeland Security, and 
other departments and agencies of the 
United States Government, consistent with 
the authorities of such departments and 
agencies; 

(D) monitor the implementation of oper-
ations assigned under subparagraph (C) and 
update interagency plans for such operations 
as necessary; 

(E) report to the President and the Na-
tional Intelligence Director on the compli-
ance of the departments, agencies, and ele-
ments of the United States with the plans 
developed under subparagraph (A); and 
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(F) perform such other duties and func-

tions as the President or the National Secu-
rity Advisor may prescribe. 

(4) The Directorate may not direct the exe-
cution of operations assigned under para-
graph (3). 

(j) STAFF.—(1) The National Intelligence 
Director may appoint deputy directors of the 
National Counterterrorism Center to oversee 
such portions of the operations of the Center 
as the National Intelligence Director con-
siders appropriate. 

(2) To assist in fulfilling the duties and re-
sponsibilities under this section, the Na-
tional Intelligence Director shall employ in 
the National Counterterrorism Center a pro-
fessional staff having an expertise in matters 
relating to such duties and responsibilities. 

(3) In providing for a professional staff for 
the National Counterterrorism Center under 
paragraph (2), the National Intelligence Di-
rector may establish as positions in the ex-
cepted service such positions in the Center 
as the National Intelligence Director con-
siders appropriate. 

(4) The National Intelligence Director shall 
ensure that the analytical staff of the Na-
tional Counterterrorism Center is composed 
primarily of experts from elements in the in-
telligence community and from such other 
personnel in the United States Government 
as the National Intelligence Director con-
siders appropriate. 

(5)(A) In order to meet the requirements in 
paragraph (4), the National Intelligence Di-
rector shall, from time to time— 

(i) specify the transfers, assignments, and 
details of civilian personnel funded within 
the National Foreign Intelligence Program 
to the National Counterterrorism Center 
from any other element of the intelligence 
community that the National Intelligence 
Director considers appropriate; and 

(ii) in the case of civilian personnel from a 
department, agency, or element of the 
United States Government and not funded 
within the National Foreign Intelligence 
Program, request the transfer, assignment, 
or detail of such civilian personnel from the 
department, agency, or other element con-
cerned. 

(B) The head of an element of the intel-
ligence community shall promptly effectuate 
any transfer, assignment, or detail of civil-
ian personnel specified by the National Intel-
ligence Director under subparagraph (A)(i). 

(C) The head of a department, agency, or 
element of the United States Government re-
ceiving a request for transfer, assignment, or 
detail of civilian personnel under subpara-
graph (A)(ii) shall, to the extent practicable, 
approve the request. 

(6) Personnel employed in or assigned or 
detailed to the National Counterterrorism 
Center under this subsection shall be under 
the authority, direction, and control of the 
National Intelligence Director on all matters 
for which the Center has been assigned re-
sponsibility and for all matters related to 
the accomplishment of the missions of the 
Center. 

(7) Performance evaluations of personnel 
assigned or detailed to the National 
Counterterrorism Center under this sub-
section shall be undertaken by the super-
visors of such personnel at the Center. 

(8) The supervisors of the staff of the Na-
tional Counterterrorism Center may, with 
the approval of the National Intelligence Di-
rector, reward the staff of the Center for 
meritorious performance by the provision of 
such performance awards as the National In-
telligence Director shall prescribe. 

(9) The National Intelligence Director shall 
ensure that the staff of the National 
Counterterrorism Center has access to all 
databases maintained by the elements of the 
intelligence community that are relevant to 
the duties of the Center. 

(k) SUPPORT AND COOPERATION OF OTHER 
AGENCIES.—(1) The elements of the intel-
ligence community and the other depart-
ments, agencies, and elements of the United 
States Government shall support, assist, and 
cooperate with the National 
Counterterrorism Center in carrying out its 
missions under this section. 

(2) The support, assistance, and coopera-
tion of a department, agency, or element of 
the United States Government under this 
subsection shall include, but not be limited 
to— 

(A) the implementation of interagency 
plans for operations, whether foreign or do-
mestic, that are developed by the National 
Counterterrorism Center in a manner con-
sistent with the laws and regulations of the 
United States and consistent with the limi-
tation in subsection (i)(4); 

(B) cooperative work with the National In-
telligence Director of the National 
Counterterrorism Center to ensure that on-
going operations of such department, agen-
cy, or element do not conflict with joint op-
erations planned by the Center; 

(C) reports, upon request, to the National 
Intelligence Director on the progress of such 
department, agency, or element in imple-
menting responsibilities assigned to such de-
partment, agency, or element through joint 
operations plans; and 

(D) the provision to the analysts of the Na-
tional Counterterrorism Center of electronic 
access in real time to information and intel-
ligence collected by such department, agen-
cy, or element that is relevant to the mis-
sions of the Center. 

(3) In the event of a disagreement between 
the National Intelligence Director and the 
head of a department, agency, or element of 
the United States Government on a plan de-
veloped or responsibility assigned by the Na-
tional Counterterrorism Center under this 
subsection, the National Intelligence Direc-
tor may either accede to the head of the de-
partment, agency, or element concerned or 
notify the National Security Advisor of the 
necessity of resolving the disagreement. 
SEC. 2. NATIONAL INTELLIGENCE CENTERS. 

(a) NATIONAL INTELLIGENCE CENTERS.—(1) 
The National Intelligence Director may es-
tablish one or more centers, at the direction 
of the President and with the concurrence of 
the Congress to address intelligence prior-
ities established by the National Security 
Council. Each such center shall be known as 
a ‘‘national intelligence center’’. 

(2) Each national intelligence center shall 
be assigned an area of intelligence responsi-
bility. 

(3) National intelligence centers shall be 
established at the direction of the President, 
as prescribed by law, or upon the initiative 
of the National Intelligence Director. 

(b) ESTABLISHMENT OF CENTERS.—(1) In es-
tablishing a national intelligence center, the 
National Intelligence Director shall assign 
lead responsibility for administrative sup-
port for such center to an element of the in-
telligence community selected by the Direc-
tor for that purpose. 

(2) The Director shall determine the struc-
ture and size of each national intelligence 
center. 

(3) The Director shall notify Congress of 
the establishment of each national intel-
ligence center before the date of the estab-
lishment of such center. 

(c) DIRECTORS OF CENTERS.—(1) Each na-
tional intelligence center shall have as its 
head a Director who shall be appointed by 
the National Intelligence Director for that 
purpose. 

(2) The Director of a national intelligence 
center shall serve as the principal adviser to 
the National Intelligence Director on intel-

ligence matters with respect to the area of 
intelligence responsibility assigned to the 
center. 

(3) In carrying out duties under paragraph 
(2), the Director of a national intelligence 
center shall— 

(A) manage the operations of the center; 
(B) coordinate the provision of administra-

tion and support by the element of the intel-
ligence community with lead responsibility 
for the center under subsection (b)(1); 

(C) submit budget and personnel requests 
for the center to the National Intelligence 
Director; 

(D) seek such assistance from other depart-
ments, agencies, and elements of the United 
States Government as is needed to fulfill the 
mission of the center; and 

(E) advise the National Intelligence Direc-
tor of the information technology, personnel, 
and other requirements of the center for the 
performance of its mission. 

(4) The National Intelligence Director shall 
ensure that the Director of a national intel-
ligence center has sufficient authority, di-
rection, and control to effectively accom-
plish the mission of the center. 

(d) MISSION OF CENTERS.—Pursuant to the 
direction of the National Intelligence Direc-
tor, the Director of a national intelligence 
center shall, in the area of intelligence re-
sponsibility assigned to the center by the Di-
rector pursuant to intelligence priorities es-
tablished by the National Security Council— 

(1) have primary responsibility for pro-
viding all-source analysis of intelligence 
based upon foreign intelligence gathered 
both abroad and domestically; 

(2) have primary responsibility for identi-
fying and proposing to the National Intel-
ligence Director intelligence collection and 
analysis requirements; 

(3) have primary responsibility for net as-
sessments and warnings; 

(4) ensure that appropriate officials of the 
United States Government and other appro-
priate officials have access to a variety of in-
telligence assessments and analytical views; 
and 

(5) perform such other duties as the Na-
tional Intelligence Director shall specify. 

(e) INFORMATION SHARING.—(1) The Na-
tional Intelligence Director shall ensure that 
the Directors of the national intelligence 
centers and the other elements of the intel-
ligence community undertake appropriate 
sharing of intelligence analysis and plans for 
operations in order to facilitate the activi-
ties of the centers. 

(2) In order to facilitate information shar-
ing under paragraph (1), the Directors of the 
national intelligence centers shall report di-
rectly to the National Intelligence Director 
regarding their activities under this section. 

(f) STAFF.—(1) In providing for a profes-
sional staff for a national intelligence cen-
ter, the National Intelligence Director may 
establish as positions in the excepted service 
such positions in the center as the National 
Intelligence Director considers appropriate. 

(2)(A) The National Intelligence Director 
shall, from time to time— 

(i) specify the transfers, assignments, and 
details of civilian personnel funded within 
the National Foreign Intelligence Program 
to a national intelligence center from any 
other element of the intelligence community 
that the National Intelligence Director con-
siders appropriate; and 

(ii) in the case of civilian personnel from a 
department, agency, or element of the 
United States Government not funded within 
the National Foreign Intelligence Program, 
request the transfer, assignment, or detail of 
such civilian personnel from the department, 
agency, or other element concerned. 

(B)(i) The head of an element of the intel-
ligence community shall promptly effectuate 
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any transfer, assignment, or detail of civil-
ian personnel specified by the National Intel-
ligence Director under subparagraph (A)(i). 

(ii) The head of a department, agency, or 
element of the United States Government re-
ceiving a request for transfer, assignment, or 
detail of civilian personnel under subpara-
graph (A)(ii) shall, to the extent practicable, 
approve the request. 

(3) Civilian personnel employed in or as-
signed or detailed to a national intelligence 
center under this subsection shall be under 
the authority, direction, and control of the 
Director of the center on all matters for 
which the center has been assigned responsi-
bility and for all matters related to the ac-
complishment of the mission of the center. 

(4) Performance evaluations of personnel 
assigned or detailed to a national intel-
ligence center under this subsection shall be 
undertaken by the supervisors of such civil-
ian personnel at the center. 

(5) The supervisors of the staff of a na-
tional center may, with the approval of the 
National Intelligence Director, reward the 
staff of the center for meritorious perform-
ance by the provision of such performance 
awards as the National Intelligence Director 
shall prescribe. 

(6) The National Intelligence Director may 
delegate to the Director of a national intel-
ligence center any responsibility, power, or 
authority of the National Intelligence Direc-
tor under paragraphs (1) through (5). 

(7) The Director of a national intelligence 
center may recommend to the National In-
telligence Director the reassignment to the 
home element concerned of any personnel 
previously assigned or detailed to the center 
from another element of the intelligence 
community. 

(g) TERMINATION.—The National Intel-
ligence Director, in coordination with the 
President and Congress, may terminate a na-
tional intelligence center if it is determined 
that the center is no longer required to meet 
an intelligence priority established by the 
National Security Council. 
SEC. 3. TRANSFER OF TERRORIST THREAT INTE-

GRATION CENTER. 
The Terrorist Threat Integration Center is 

transferred to the National 
Counterterrorism Center. All functions and 
activities discharged by the Terrorist Threat 
Integration Center as of the date of the en-
actment of this Act are transferred to the 
National Counterterrorism Center. 
SEC. 4. FUTURE ACTIVITIES. 

The President shall submit to the Con-
gress, not later than 180 days after the date 
of the enactment of this Act, recommended 
legislation for further reforming the intel-
ligence community. The recommended legis-
lation may provide additional responsibil-
ities for the National Intelligence Director. 

SA 3905. Mr. LAUTENBERG sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE —MARITIME TRANSPORTATION 
SECURITY 

SEC. —01. SHORT TITLE; TABLE OF CONTENTS. 
(a) SHORT TITLE.—This title may be cited 

as the ‘‘Maritime Transportation Security 
Act of 2004’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this title is as follows: 

Sec. —01. Short title; table of contents 
Sec. —02. Enforcement; pier and wharf secu-

rity costs. 
Sec. —03. Security at foreign ports. 
Sec. —04. Federal and State commercial 

maritime transportation train-
ing. 

Sec. —05. Transportation worker back-
ground investigation programs. 

Sec. —06. Report on cruise ship security. 
Sec. —07. Maritime transportation security 

plan grants. 
Sec. —08. Report on design of maritime se-

curity grant programs. 
Sec. —09. Effective date. 
SEC. —02. ENFORCEMENT; PIER AND WHARF SE-

CURITY COSTS. 
(a) IN GENERAL.—Chapter 701 of title 46, 

United States Code, is amended— 
(1) by redesignating the second section 

70118 (relating to firearms, arrests, and sei-
zure of property), as added by section 801(a) 
of the Coast Guard and Maritime Transpor-
tation Act of 2004, as section 70119; 

(2) by redesignating the first section 70119 
(relating to enforcement by State and local 
officers), as added by section 801(a) of the 
Coast Guard and Maritime Transportation 
Act of 2004, as section 70120; 

(3) by redesignating the second section 
70119 (relating to civil penalty), as redesig-
nated by section 802(a)(1) of the Coast Guard 
and Maritime Transportation Act of 2004, as 
section 70123; and 

(4) by inserting after section 70120 the fol-
lowing: 
‘‘§ 70121. Enforcement by injunction or with-

holding of clearance 
‘‘(a) INJUNCTION.—The United States dis-

trict courts shall have jurisdiction to re-
strain violations of this chapter or of regula-
tions issued hereunder, for cause shown. 

‘‘(b) WITHHOLDING OF CLEARANCE.— 
‘‘(1) If any owner, agent, master, officer, or 

person in charge of a vessel is liable for a 
penalty or fine under section 70119, or if rea-
sonable cause exists to believe that the 
owner, agent, master, officer, or person in 
charge may be subject to a penalty under 
section 70119, the Secretary may, with re-
spect to such vessel, refuse or revoke any 
clearance required by section 4197 of the Re-
vised Statutes of the United States (46 U.S.C. 
App. 91). 

‘‘(2) Clearance refused or revoked under 
this subsection may be granted upon filing of 
a bond or other surety satisfactory to the 
Secretary. 
‘‘§ 70122. Security of piers and wharfs 

‘‘(a) IN GENERAL.—Notwithstanding any 
other provision of law, the Secretary shall 
require imported merchandise, excluding 
merchandise entered temporarily under 
bond, remaining on the wharf or pier onto 
which it was unladen for more than 7 cal-
endar days without entry being made to be 
removed from the wharf or pier and depos-
ited in the public stores, a general order 
warehouse, or a centralized examination sta-
tion where it shall be inspected for deter-
mination of contents, and thereafter a per-
mit for its delivery may be granted. 

‘‘(b) PENALTY.—The Secretary may impose 
an administrative penalty of $5,000 on the 
importer for each bill of lading for general 
order merchandise remaining on a wharf or 
pier in violation of subsection (a), except 
that no penalty shall be imposed if the viola-
tion was a result of force majeure.’’. 

(b) CONFORMING AMENDMENTS.— 
(1) The chapter analysis for chapter 701 of 

title 46, United States Code, is amended by 
striking the items following the item relat-
ing to section 70116 and inserting the fol-
lowing: 

‘‘70117. In rem liability for civil penalties 
and certain costs 

‘‘70118. Withholding of clearance 
‘‘70119. Firearms, arrests, and seizure of 

property 
‘‘70120. Enforcement by State and local 

officers 
‘‘70121. Enforcement by injunction or 

withholding of clearance 
‘‘70122. Security of piers and wharfs 
‘‘70123. Civil penalty’’. 

(2) Section 70117(a) of title 46, United 
States Code, is amended by striking ‘‘section 
70120’’ and inserting ‘‘section 70123’’. 

(3) Section 70118(a) of such title is amended 
by striking ‘‘under section 70120,’’ and insert-
ing ‘‘under that section,’’. 
SEC. —03. SECURITY AT FOREIGN PORTS. 

(a) IN GENERAL.—Section 70109 of title 46, 
United States Code, is amended— 

(1) by striking ‘‘The Secretary,’’ in sub-
section (b) and inserting ‘‘The Administrator 
of the Maritime Administration,’’; and 

(2) by adding at the end the following: 
‘‘(c) FOREIGN ASSISTANCE PROGRAMS.—The 

Administrator of the Maritime Administra-
tion, in coordination with the Secretary of 
State, shall identify foreign assistance pro-
grams that could facilitate implementation 
of port security antiterrorism measures in 
foreign countries. The Administrator and the 
Secretary shall establish a program to uti-
lize those programs that are capable of im-
plementing port security antiterrorism 
measures at ports in foreign countries that 
the Secretary finds, under section 70108, to 
lack effective antiterrorism measures.’’. 

(b) REPORT ON SECURITY AT PORTS IN THE 
CARIBBEAN BASIN.—Not later than 60 days 
after the date of enactment of this Act, the 
Secretary of Homeland Security shall sub-
mit to the Committee on Commerce, 
Science, and Transportation of the Senate 
and Committee on Transportation and Infra-
structure of the House of Representatives a 
report on the security of ports in the Carib-
bean Basin. The report shall include the fol-
lowing: 

(1) An assessment of the effectiveness of 
the measures employed to improve security 
at ports in the Caribbean Basin and rec-
ommendations for any additional measures 
to improve such security. 

(2) An estimate of the number of ports in 
the Caribbean Basin that will not be secured 
by July 2004, and an estimate of the financial 
impact in the United States of any action 
taken pursuant to section 70110 of title 46, 
United States Code, that affects trade be-
tween such ports and the United States. 

(3) An assessment of the additional re-
sources and program changes that are nec-
essary to maximize security at ports in the 
Caribbean Basin. 
SEC. —04. FEDERAL AND STATE COMMERCIAL 

MARITIME TRANSPORTATION TRAIN-
ING. 

Section 109 of the Maritime Transportation 
Security Act of 2002 (46 U.S.C. 70101 note) is 
amended— 

(1) by redesignating subsections (c) 
through (f) as subsections (d) through (g), re-
spectively; and 

(2) by inserting after subsection (b) the fol-
lowing: 

‘‘(c) FEDERAL AND STATE COMMERCIAL MAR-
ITIME TRANSPORTATION TRAINING.—The Sec-
retary of Transportation shall establish a 
curriculum, to be incorporated into the cur-
riculum developed under subsection (a)(1), to 
educate and instruct Federal and State offi-
cials on commercial maritime and inter-
modal transportation. The curriculum shall 
be designed to familiarize those officials 
with commercial maritime transportation in 
order to facilitate performance of their com-
mercial maritime and intermodal transpor-
tation security responsibilities. In devel-
oping the standards for the curriculum, the 
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Secretary shall consult with each agency in 
the Department of Homeland Security with 
maritime security responsibilities to deter-
mine areas of educational need. The Sec-
retary shall also coordinate with the Federal 
Law Enforcement Training Center in the de-
velopment of the curriculum and the provi-
sion of training opportunities for Federal 
and State law enforcement officials at appro-
priate law enforcement training facilities.’’. 
SEC. —05. TRANSPORTATION WORKER BACK-

GROUND INVESTIGATION PRO-
GRAMS. 

Within 120 days after the date of enact-
ment of this Act, the Secretary of Homeland 
Security, after consultation with the Sec-
retary of Transportation, shall transmit a 
report to the Senate Committee on Com-
merce, Science, and Transportation and the 
House of Representatives Committee on 
Transportation and Infrastructure— 

(1) making recommendations (including 
legislative recommendations, if appropriate 
or necessary) for harmonizing, combining, or 
coordinating requirements, procedures, and 
programs for conducting background checks 
under section 70105 of title 46, United States 
Code, section 5103a(c) of title 49, United 
States Code, section 44936 of title 49, United 
States Code, and other provisions of Federal 
law or regulations requiring background 
checks for individuals engaged in transpor-
tation or transportation-related activities; 

(2) setting forth a detailed timeline for im-
plementation of such harmonization, com-
bination, or coordination; 

(3) setting forth a plan with a detailed 
timeline for the implementation of the 
Transportation Worker Identification Cre-
dential in seaports; 

(4) making recommendations for a waiver 
and appeals process for issuing a transpor-
tation security card to an individual found 
otherwise ineligible for such a card under 
section 70105(c)(2) and (3) of title 46, United 
States Code, along with recommendations on 
the appropriate level of funding for such a 
process; and 

(5) making recommendations for how infor-
mation collected through the Transportation 
Worker Identification Credential program 
may be shared with port officials, terminal 
operators, and other officials responsible for 
maintaining access control while also pro-
tecting workers’ privacy. 
SEC. —06. REPORT ON CRUISE SHIP SECURITY. 

(a) IN GENERAL.—Not later than 120 days 
after the date of enactment of this Act, the 
Secretary of Homeland Security shall sub-
mit to the Senate Committee on Commerce, 
Science, and Transportation and the House 
of Representatives Committee on Transpor-
tation and Infrastructure a report on the se-
curity of ships and facilities used in the 
cruise line industry. 

(b) CONTENT.—The report required by sub-
section (a) shall include an assessment of se-
curity measures employed by the cruise line 
industry, including the following: 

(1) An assessment of the security of cruise 
ships that originate at ports in foreign coun-
tries. 

(2) An assessment of the security of ports 
utilized for cruise ship docking. 

(3) The costs incurred by the cruise line in-
dustry to carry out the measures required by 
the Maritime Transportation Security Act of 
2002 (Public Law 107–295; 116 Stat. 2064) and 
the amendments made by that Act. 

(4) The costs of employing canine units and 
hand-held explosive detection wands at 
ports, including the costs of screening pas-
sengers and baggage with such methods. 

(5) An assessment of security measures 
taken by the Secretary of Homeland Secu-
rity to increase the security of the cruise 
line industry and the costs incurred to carry 
out such security measures. 

(6) A description of the need for and the 
feasibility of deploying explosive detection 
systems and canine units at ports used by 
cruise ships and an assessment of the cost of 
such deployment. 

(7) A summary of the fees paid by pas-
sengers of cruise ships that are used for in-
spections and the feasibility of creating a 
dedicated passenger vessel security fund 
from such fees. 

(8) The recommendations of the Secretary, 
if any, for measures that should be carried 
out to improve security of cruise ships that 
originate at ports in foreign countries. 

(9) The recommendations of the Secretary, 
if any, on the deployment of further meas-
ures to improve the security of cruise ships, 
including explosive detection systems, ca-
nine units, and the use of technology to im-
prove baggage screening, and an assessment 
of the cost of implementing such measures. 
SEC. —07. MARITIME TRANSPORTATION SECU-

RITY PLAN GRANTS. 
Section 70107(a) of title 46, United States 

Code, is amended to read as follows: 
‘‘(a) IN GENERAL.—The Under Secretary of 

Homeland Security for Border and Transpor-
tation Security shall establish a grant pro-
gram for making a fair and equitable alloca-
tion of funds to implement Area Maritime 
Transportation Security Plans and to help 
fund compliance with Federal security plans 
among port authorities, facility operators, 
and State and local agencies required to pro-
vide security services. Grants shall be made 
on the basis of threat-based risk assess-
ments, consistent with the national strategy 
for transportation security, subject to re-
view and comment by the appropriate Fed-
eral Maritime Security Coordinators and the 
Maritime Administration. The grant pro-
gram shall take into account national eco-
nomic and strategic defense concerns and 
shall be coordinated with the Director of the 
Office of Domestic Preparedness to ensure 
that the grant process is consistent with 
other Department of Homeland Security 
grant programs.’’. 
SEC. —08. REPORT ON DESIGN OF MARITIME SE-

CURITY GRANT PROGRAMS. 
Within 90 days after the date of enactment 

of this Act, the Secretary of Homeland Secu-
rity shall transmit a report to the Senate 
Committee on Commerce, Science, and 
Transportation and the House of Representa-
tives Committee on Transportation and In-
frastructure on the design of maritime secu-
rity grant programs that includes rec-
ommendations on— 

(1) whether the grant programs should be 
discretionary or formula based and why; 

(2) requirements for ensuring that Federal 
funds will not be substituted for grantee 
funds; 

(3) targeting requirements to ensure that 
funding is directed in a manner that reflects 
a national, risk-based perspective on priority 
needs, the fiscal capacity of recipients to 
fund the improvements without grant funds, 
and an explicit analysis of the impact of 
minimum funding to small ports that could 
affect funding available for the most stra-
tegic or economically important ports; 

(4) matching requirements to ensure that 
Federal funds provide an incentive to grant-
ees for the investment of their own funds in 
the improvements financed in part by Fed-
eral funds; and 

(5) the need for multiple year funding to 
provide funds for multiple year grant agree-
ments. 
SEC. —09. EFFECTIVE DATE. 

Notwithstanding any other provision of 
this Act, this title takes effect on the date of 
enactment of this Act. 

SA 3906. Mr. McCAIN (for himself, 
Mr. LIEBERMAN, and Mr. BAYH) sub-

mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE ll—THE ROLE OF DIPLOMACY, 
FOREIGN AID, AND THE MILITARY IN 
THE WAR ON TERRORISM 

SEC. ll01. FINDINGS. 
Consistent with the report of the National 

Commission on Terrorist Attacks Upon the 
United States, Congress makes the following 
findings: 

(1) Long-term success in the war on ter-
rorism demands the use of all elements of 
national power, including diplomacy, mili-
tary action, intelligence, covert action, law 
enforcement, economic policy, foreign aid, 
public diplomacy, and homeland defense. 

(2) To win the war on terrorism, the United 
States must assign to economic and diplo-
matic capabilities the same strategic pri-
ority that is assigned to military capabili-
ties. 

(3) The legislative and executive branches 
of the Government of the United States must 
commit to robust, long-term investments in 
all of the tools necessary for the foreign pol-
icy of the United States to successfully ac-
complish the goals of the United States. 

(4) The investments referred to in para-
graph (3) will require increased funding to 
United States foreign affairs programs in 
general, and to priority areas as described in 
this title in particular. 
SEC. ll02. TERRORIST SANCTUARIES. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Complex terrorist operations require lo-
cations that provide such operations sanc-
tuary from interference by government or 
law enforcement personnel. 

(2) A terrorist sanctuary existed in Afghan-
istan before September 11, 2001. 

(3) The terrorist sanctuary in Afghanistan 
provided direct and indirect value to mem-
bers of al Qaeda who participated in the ter-
rorist attacks on the United States on Sep-
tember 11, 2001, and in other terrorist oper-
ations. 

(4) Terrorist organizations have fled to 
some of the least governed and most lawless 
places in the world to find sanctuary. 

(5) During the 21st century, terrorists are 
focusing on remote regions and failing states 
as locations to seek sanctuary. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States Government should 
identify and prioritize locations that are or 
that could be used as terrorist sanctuaries; 

(2) the United States Government should 
have a realistic strategy that includes the 
use of all elements of national power to keep 
possible terrorists from using a location as a 
sanctuary; and 

(3) the United States Government should 
reach out, listen to, and work with countries 
in bilateral and multilateral fora to prevent 
locations from becoming sanctuaries and to 
prevent terrorists from using locations as 
sanctuaries. 
SEC. ll03. ROLE OF PAKISTAN IN COUNTERING 

TERRORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 
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(1) The Government of Pakistan has a crit-

ical role to perform in the struggle against 
Islamist terrorism. 

(2) The endemic poverty, widespread cor-
ruption, and frequent ineffectiveness of gov-
ernment in Pakistan create opportunities for 
Islamist recruitment. 

(3) The poor quality of education in Paki-
stan is particularly worrying, as millions of 
families send their children to madrassahs, 
some of which have been used as incubators 
for violent extremism. 

(4) The vast unpoliced regions in Pakistan 
make the country attractive to extremists 
seeking refuge and recruits and also provide 
a base for operations against coalition forces 
in Afghanistan. 

(5) A stable Pakistan, with a moderate, re-
sponsible government that serves as a voice 
of tolerance in the Muslim world, is critical 
to stability in the region. 

(6) There is a widespread belief among the 
people of Pakistan that the United States 
has long treated them as allies of conven-
ience. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States should make a long- 
term commitment to fostering a stable and 
secure future in Pakistan, as long as its lead-
ers remain committed to combatting ex-
tremists and extremism, ending the pro-
liferation of weapons of mass destruction, se-
curing its borders, and gaining internal con-
trol of all its territory while pursuing poli-
cies that strengthen civil society, promote 
moderation and advance socio-economic 
progress; 

(2) Pakistan should make sincere efforts to 
transition to democracy, enhanced rule of 
law, and robust civil institutions, and United 
States policy toward Pakistan should pro-
mote such a transition; 

(3) the United States assistance to Paki-
stan should be maintained at the overall lev-
els requested by the President for fiscal year 
2005; 

(4) the United States should support the 
Government of Pakistan with a comprehen-
sive effort that extends from military aid to 
support for better education; 

(5) the United States Government should 
devote particular attention and resources to 
assisting in the improvement of the quality 
of education in Pakistan; and 

(6) the Government of Pakistan should de-
vote additional resources of such Govern-
ment to expanding and improving modern 
public education in Pakistan. 
SEC. ll04. AID TO AFGHANISTAN. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) The United States and its allies in the 
international community have made 
progress in promoting economic and polit-
ical reform within Afghanistan, including 
the establishment of a central government 
with a democratic constitution, a new cur-
rency, and a new army, the increase of per-
sonal freedom, and the elevation of the 
standard of living of many Afghans. 

(2) A number of significant obstacles must 
be overcome if Afghanistan is to become a 
secure and prosperous democracy, and such a 
transition depends in particular upon— 

(A) improving security throughout the 
country; 

(B) disarming and demobilizing militias; 
(C) curtailing the rule of the warlords; 
(D) promoting equitable economic develop-

ment; 
(E) protecting the human rights of the peo-

ple of Afghanistan; 
(F) holding elections for public office; and 
(G) ending the cultivation and trafficking 

of narcotics. 

(3) The United States and the international 
community must make a long-term commit-
ment to addressing the deteriorating secu-
rity situation in Afghanistan and the bur-
geoning narcotics trade, endemic poverty, 
and other serious problems in Afghanistan in 
order to prevent that country from relapsing 
into a sanctuary for international terrorism. 

(b) SENSE OF CONGRESS.— 
(1) ACTIONS FOR AFGHANISTAN.—It is the 

sense of Congress that the Government of 
the United States should take, with respect 
to Afghanistan, the following actions: 

(A) Working with other nations to obtain 
long-term security, political, and financial 
commitments and fulfillment of pledges to 
the Government of Afghanistan to accom-
plish the objectives of the Afghanistan Free-
dom Support Act of 2002 (22 U.S.C. 7501 et 
seq.), especially to ensure a secure, demo-
cratic, and prosperous Afghanistan that re-
spects the rights of its citizens and is free of 
international terrorist organizations. 

(B) Using the voice and vote of the United 
States in relevant international organiza-
tions, including the North Atlantic Treaty 
Organization and the United Nations Secu-
rity Council, to strengthen international 
commitments to assist the Government of 
Afghanistan in enhancing security, building 
national police and military forces, increas-
ing counter-narcotics efforts, and expanding 
infrastructure and public services through-
out the country. 

(C) Taking appropriate steps to increase 
the assistance provided under programs of 
the Department of State and the United 
States Agency for International Develop-
ment throughout Afghanistan and to in-
crease the number of personnel of those 
agencies in Afghanistan as necessary to sup-
port the increased assistance. 

(2) REVISION OF AFGHANISTAN FREEDOM SUP-
PORT ACT OF 2002.—It is the sense of Congress 
that Congress should, in consultation with 
the President, update and revise, as appro-
priate, the Afghanistan Freedom Support 
Act of 2002. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
(1) IN GENERAL.—There are authorized to be 

appropriated to the President for each of the 
fiscal years 2005 through 2009 such sums as 
may be necessary to provide assistance for 
Afghanistan, unless otherwise authorized by 
Congress, for the following purposes: 

(A) For development assistance under sec-
tions 103, 105, and 106 of the Foreign Assist-
ance Act of 1961 (22 U.S.C. 2151a, 2151c, and 
2151d). 

(B) For children’s health programs under 
the Child Survival and Health Program Fund 
under section 104 of the Foreign Assistance 
Act of 1961 (22 U.S.C. 2151b). 

(C) For economic assistance under the Eco-
nomic Support Fund under chapter 4 of part 
II of the Foreign Assistance Act of 1961 (22 
U.S.C. 2346 et seq.). 

(D) For international narcotics and law en-
forcement under section 481 of the Foreign 
Assistance Act of 1961 (22 U.S.C. 2291). 

(E) For nonproliferation, anti-terrorism, 
demining, and related programs. 

(F) For international military education 
and training under section 541 of the Foreign 
Assistance Act of 1961 (22 U.S.C. 2347). 

(G) For Foreign Military Financing Pro-
gram grants under section 23 of the Arms Ex-
port Control Act (22 U.S.C. 2763). 

(H) For peacekeeping operations under sec-
tion 551 of the Foreign Assistance Act of 1961 
(22 U.S.C. 2348). 

(2) CONDITIONS FOR ASSISTANCE.—Assistance 
provided by the President under this sub-
section— 

(A) shall be consistent with the Afghani-
stan Freedom Support Act of 2002; and 

(B) shall be provided with reference to the 
‘‘Securing Afghanistan’s Future’’ document 

published by the Government of Afghani-
stan. 

SEC. ll05. THE UNITED STATES-SAUDI ARABIA 
RELATIONSHIP. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Despite a long history of friendly rela-
tions with the United States, Saudi Arabia 
has been a problematic ally in combating 
Islamist extremism. 

(2) Cooperation between the Governments 
of the United States and Saudi Arabia has 
traditionally been carried out in private. 

(3) Counterterrorism cooperation between 
the Governments of the United States and 
Saudi Arabia has improved significantly 
since the terrorist bombing attacks in Ri-
yadh, Saudi Arabia, on May 12, 2003, espe-
cially cooperation to combat terror groups 
operating inside Saudi Arabia. 

(4) The Government of Saudi Arabia is now 
pursuing al Qaeda within Saudi Arabia and 
has begun to take some modest steps toward 
internal reform. 

(5) Nonetheless, the Government of Saudi 
Arabia has been at times unresponsive to 
United States requests for assistance in the 
global war on Islamist terrorism. 

(6) The Government of Saudi Arabia has 
not done all it can to prevent nationals of 
Saudi Arabia from funding and supporting 
extremist organizations in Saudi Arabia and 
other countries. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the problems in the relationship be-
tween the United States and Saudi Arabia 
must be confronted openly, and the opportu-
nities for cooperation between the countries 
must be pursued openly by those govern-
ments; 

(2) both governments must build a rela-
tionship that they can publicly defend and 
that is based on other national interests in 
addition to their national interests in oil; 

(3) this relationship should include a 
shared commitment to political and eco-
nomic reform in Saudi Arabia; 

(4) this relationship should also include a 
shared interest in greater tolerance and re-
spect for other cultures in Saudi Arabia and 
a commitment to fight the violent extrem-
ists who foment hatred in the Middle East; 
and 

(5) the Government of Saudi Arabia must 
do all it can to prevent nationals of Saudi 
Arabia from funding and supporting extrem-
ist organizations in Saudi Arabia and other 
countries. 

SEC. ll06. EFFORTS TO COMBAT ISLAMIST TER-
RORISM. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While support for the United States has 
plummeted in the Islamic world, many nega-
tive views are uninformed, at best, and, at 
worst, are informed by coarse stereotypes 
and caricatures. 

(2) Local newspapers in Islamic countries 
and influential broadcasters who reach Is-
lamic audiences through satellite television 
often reinforce the idea that the people and 
Government of the United States are anti- 
Muslim. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the Government of the United States 
should offer an example of moral leadership 
in the world that includes a commitment to 
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treat all people humanely, abide by the rule 
of law, and be generous to the people and 
governments of other countries; 

(2) the United States should cooperate with 
governments of Islamic countries to foster 
agreement on respect for human dignity and 
opportunity, and to offer a vision of a better 
future that includes stressing life over death, 
individual educational and economic oppor-
tunity, widespread political participation, 
contempt for indiscriminate violence, re-
spect for the rule of law, openness in dis-
cussing differences, and tolerance for oppos-
ing points of view; 

(3) the United States should encourage re-
form, freedom, democracy, and opportunity 
for Arabs and Muslims and promote modera-
tion in the Islamic world; and 

(4) the United States should work to defeat 
extremist ideology in the Islamic world by 
providing assistance to moderate Arabs and 
Muslims to combat extremist ideas. 
SEC. ll07. UNITED STATES POLICY TOWARD 

DICTATORSHIPS. 
(a) FINDING.—Consistent with the report of 

the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that short-term gains enjoyed by the United 
States through cooperation with repressive 
dictatorships have often been outweighed by 
long-term setbacks for the stature and inter-
ests of the United States. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) United States foreign policy should pro-
mote the value of life and the importance of 
individual educational and economic oppor-
tunity, encourage widespread political par-
ticipation, condemn indiscriminate violence, 
and promote respect for the rule of law, 
openness in discussing differences among 
people, and tolerance for opposing points of 
view; and 

(2) the United States Government must 
prevail upon the governments of all predomi-
nantly Muslim countries, including those 
that are friends and allies of the United 
States, to condemn indiscriminate violence, 
promote the value of life, respect and pro-
mote the principles of individual education 
and economic opportunity, encourage wide-
spread political participation, and promote 
the rule of law, openness in discussing dif-
ferences among people, and tolerance for op-
posing points of view. 
SEC. ll08. PROMOTION OF UNITED STATES VAL-

UES THROUGH BROADCAST MEDIA. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Although the United States has dem-
onstrated and promoted its values in defend-
ing Muslims against tyrants and criminals in 
Somalia, Bosnia, Kosovo, Afghanistan, and 
Iraq, this message is not always clearly pre-
sented and understood in the Islamic world. 

(2) If the United States does not act to vig-
orously define its message in the Islamic 
world, the image of the United States will be 
defined by Islamic extremists who seek to 
demonize the United States. 

(3) Recognizing that many Arab and Mus-
lim audiences rely on satellite television and 
radio, the United States Government has 
launched promising initiatives in television 
and radio broadcasting to the Arab world, 
Iran, and Afghanistan. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States must do more to de-
fend and promote its values and ideals to the 
broadest possible audience in the Islamic 
world; 

(2) United States efforts to defend and pro-
mote these values and ideals are beginning 
to ensure that accurate expressions of these 

values reach large audiences in the Islamic 
world and should be robustly supported; 

(3) the United States Government could 
and should do more to engage the Muslim 
world in the struggle of ideas; and 

(4) the United States Government should 
more intensively employ existing broadcast 
media in the Islamic world as part of this en-
gagement. 

(c) AUTHORIZATIONS OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the President for each of the fiscal years 2005 
through 2009 such sums as may be necessary 
to carry out United States Government 
broadcasting activities under the United 
States Information and Educational Ex-
change Act of 1948 (22 U.S.C. 1431 et seq.), the 
United States International Broadcasting 
Act of 1994 (22 U.S.C. 6201 et seq.), and the 
Foreign Affairs Reform and Restructuring 
Act of 1998 (22 U.S.C. 6501 et seq.), and to 
carry out other activities under this section 
consistent with the purposes of such Acts, 
unless otherwise authorized by Congress. 
SEC. ll09. EXPANSION OF UNITED STATES 

SCHOLARSHIP AND EXCHANGE PRO-
GRAMS IN THE ISLAMIC WORLD. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Exchange, scholarship, and library pro-
grams are effective ways for the United 
States Government to promote internation-
ally the values and ideals of the United 
States. 

(2) Exchange, scholarship, and library pro-
grams can expose young people from other 
countries to United States values and offer 
them knowledge and hope. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that the United States should ex-
pand its exchange, scholarship, and library 
programs, especially those that benefit peo-
ple in the Arab and Muslim worlds. 

(c) AUTHORITY TO EXPAND EDUCATIONAL 
AND CULTURAL EXCHANGES.—The President is 
authorized to substantially expand the ex-
change, scholarship, and library programs of 
the United States, especially such programs 
that benefit people in the Arab and Muslim 
worlds. 

(d) AVAILABILITY OF FUNDS.—Of the 
amounts authorized to be appropriated for 
educational and cultural exchange programs 
in each of the fiscal years 2005 through 2009, 
there is authorized to be made available to 
the Secretary of State such sums as may be 
necessary to carry out programs under this 
section, unless otherwise authorized by Con-
gress. 
SEC. ll10. INTERNATIONAL YOUTH OPPOR-

TUNITY FUND. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Education that teaches tolerance, the 
dignity and value of each individual, and re-
spect for different beliefs is a key element in 
any global strategy to eliminate Islamist 
terrorism. 

(2) Education in the Middle East about the 
world outside that region is weak. 

(3) The United Nations has rightly equated 
literacy with freedom. 

(4) The international community is moving 
toward setting a concrete goal of reducing by 
half the illiteracy rate in the Middle East by 
2010, through the implementation of edu-
cation programs targeting women and girls 
and programs for adult literacy, and by 
other means. 

(5) To be effective, efforts to improve edu-
cation in the Middle East must also in-
clude— 

(A) support for the provision of basic edu-
cation tools, such as textbooks that trans-

late more of the world’s knowledge into local 
languages and local libraries to house such 
materials; and 

(B) more vocational education in trades 
and business skills. 

(6) The Middle East can benefit from some 
of the same programs to bridge the digital 
divide that already have been developed for 
other regions of the world. 

(b) INTERNATIONAL YOUTH OPPORTUNITY 
FUND.— 

(1) ESTABLISHMENT.—The President shall 
establish an International Youth Oppor-
tunity Fund to provide financial assistance 
for the improvement of public education in 
the Middle East. 

(2) INTERNATIONAL PARTICIPATION.—The 
President shall seek the cooperation of the 
international community in establishing and 
generously supporting the Fund. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the President for the establishment of the 
International Youth Opportunity Fund, in 
addition to any amounts otherwise available 
for such purpose, such sums as may be nec-
essary for each of the fiscal years 2005 
through 2009, unless otherwise authorized by 
Congress. 

SEC. ll11. THE USE OF ECONOMIC POLICIES TO 
COMBAT TERRORISM. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While terrorism is not caused by pov-
erty, breeding grounds for terrorism are cre-
ated by backward economic policies and re-
pressive political regimes. 

(2) Policies that support economic develop-
ment and reform also have political implica-
tions, as economic and political liberties are 
often linked. 

(3) The United States is working toward 
creating a Middle East Free Trade Area by 
2013 and implementing a free trade agree-
ment with Bahrain, and free trade agree-
ments exist between the United States and 
Israel and the United States and Jordan. 

(4) Existing and proposed free trade agree-
ments between the United States and Is-
lamic countries are drawing interest from 
other countries in the Middle East region, 
and Islamic countries can become full par-
ticipants in the rules-based global trading 
system, as the United States considers low-
ering its barriers to trade with the poorest 
Arab countries. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) a comprehensive United States strategy 
to counter terrorism should include eco-
nomic policies that encourage development, 
open societies, and opportunities for people 
to improve the lives of their families and to 
enhance prospects for their children’s future; 

(2) one element of such a strategy should 
encompass the lowering of trade barriers 
with the poorest countries that have a sig-
nificant population of Arab or Muslim indi-
viduals; 

(3) another element of such a strategy 
should encompass United States efforts to 
promote economic reform in countries that 
have a significant population of Arab or 
Muslim individuals, including efforts to inte-
grate such countries into the global trading 
system; and 

(4) given the importance of the rule of law 
in promoting economic development and at-
tracting investment, the United States 
should devote an increased proportion of its 
assistance to countries in the Middle East to 
the promotion of the rule of law. 
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SEC. ll12. MIDDLE EAST PARTNERSHIP INITIA-

TIVE. 
(a) AUTHORIZATION OF APPROPRIATIONS.— 

There is authorized to be appropriated for 
each of the fiscal years 2005 through 2009 
such sums as may be necessary for the Mid-
dle East Partnership Initiative, unless other-
wise authorized by Congress. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that, given the importance of the 
rule of law and economic reform to develop-
ment in the Middle East, a significant por-
tion of the funds authorized to be appro-
priated under subsection (a) should be made 
available to promote the rule of law in the 
Middle East. 
SEC. ll13. COMPREHENSIVE COALITION STRAT-

EGY FOR FIGHTING TERRORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Almost every aspect of the 
counterterrorism strategy of the United 
States relies on international cooperation. 

(2) Since September 11, 2001, the number 
and scope of United States Government con-
tacts with foreign governments concerning 
counterterrorism have expanded signifi-
cantly, but such contacts have often been ad 
hoc and not integrated as a comprehensive 
and unified approach. 

(b) INTERNATIONAL CONTACT GROUP ON 
COUNTERTERRORISM.— 

(1) SENSE OF CONGRESS.—It is the sense of 
Congress that the President— 

(A) should seek to engage the leaders of 
the governments of other countries in a 
process of advancing beyond separate and 
uncoordinated national counterterrorism 
strategies to develop with those other gov-
ernments a comprehensive coalition strategy 
to fight Islamist terrorism; and 

(B) to that end, should seek to establish an 
international counterterrorism policy con-
tact group with the leaders of governments 
providing leadership in global 
counterterrorism efforts and governments of 
countries with sizable Muslim populations, 
to be used as a ready and flexible inter-
national means for discussing and coordi-
nating the development of important 
counterterrorism policies by the partici-
pating governments. 

(2) AUTHORITY.—The President is author-
ized to establish an international 
counterterrorism policy contact group with 
the leaders of governments referred to in 
paragraph (1) for purposes as follows: 

(A) To develop in common with such other 
countries important policies and a strategy 
that address the various components of 
international prosecution of the war on ter-
rorism, including policies and a strategy 
that address military issues, law enforce-
ment, the collection, analysis, and dissemi-
nation of intelligence, issues relating to 
interdiction of travel by terrorists, 
counterterrorism-related customs issues, fi-
nancial issues, and issues relating to ter-
rorist sanctuaries. 

(B) To address, to the extent (if any) that 
the President and leaders of other partici-
pating governments determine appropriate, 
such long-term issues as economic and polit-
ical reforms that can contribute to strength-
ening stability and security in the Middle 
East. 
SEC. ll14. TREATMENT OF FOREIGN PRIS-

ONERS. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Carrying out the global war on ter-
rorism requires the development of policies 
with respect to the detention and treatment 
of captured international terrorists that are 
adhered to by all coalition forces. 

(2) Article 3 of the Convention Relative to 
the Treatment of Prisoners of War, done at 
Geneva August 12, 1949 (6 UST 3316) was spe-
cifically designed for cases in which the 
usual rules of war do not apply, and the min-
imum standards of treatment pursuant to 
such Article are generally accepted through-
out the world as customary international 
law. 

(b) POLICY.—The policy of the United 
States is as follows: 

(1) It is the policy of the United States to 
treat all foreign persons captured, detained, 
interned or otherwise held in the custody of 
the United States (hereinafter ‘‘prisoners’’) 
humanely and in accordance with standards 
that the United States would consider legal 
if perpetrated by the enemy against an 
American prisoner. 

(2) It is the policy of the United States 
that all officials of the United States are 
bound both in wartime and in peacetime by 
the legal prohibition against torture, cruel, 
inhuman or degrading treatment. 

(3) If there is any doubt as to whether pris-
oners are entitled to the protections afforded 
by the Geneva Conventions, such prisoners 
shall enjoy the protections of the Geneva 
Conventions until such time as their status 
can be determined pursuant to the proce-
dures authorized by Army Regulation 190–8, 
Section 1–6. 

(4) It is the policy of the United States to 
expeditiously prosecute cases of terrorism or 
other criminal acts alleged to have been 
committed by prisoners in the custody of the 
United States Armed Forces at Guantanamo 
Bay, Cuba, in order to avoid the indefinite 
detention of prisoners, which is contrary to 
the legal principles and security interests of 
the United States. 

(c) REPORTING.—The Department of De-
fense shall submit to the appropriate con-
gressional committees: 

(1) A quarterly report providing the num-
ber of prisoners who were denied Prisoner of 
War (POW) status under the Geneva Conven-
tions and the basis for denying POW status 
to each such prisoner. 

(2) A report setting forth— 
(A) the proposed schedule for military 

commissions to be held at Guantanamo Bay, 
Cuba; and 

(B) the number of individuals currently 
held at Guantanamo Bay, Cuba, the number 
of such individuals who are unlikely to face 
a military commission in the next six 
months, and each reason for not bringing 
such individuals before a military commis-
sion. 

(3) All International Committee of the Red 
Cross reports, completed prior to the enact-
ment of this Act, concerning the treatment 
of prisoners in United States custody at 
Guantanamo Bay, Cuba, Iraq, and Afghani-
stan. Such ICRC reports should be provided, 
in classified form, not later than 15 days 
after enactment of this Act. 

(4) A report setting forth all prisoner inter-
rogation techniques approved by officials of 
the United States. 

(d) ANNUAL TRAINING REQUIREMENT.—The 
Department of Defense shall certify that all 
Federal employees and civilian contractors 
engaged in the handling or interrogating of 
prisoners have fulfilled an annual training 
requirement on the laws of war, the Geneva 
Conventions and the obligations of the 
United States under international humani-
tarian law. 

(e) PROHIBITION ON TORTURE OR CRUEL, IN-
HUMANE, OR DEGRADING TREATMENT OR PUN-
ISHMENT.— 

(1) IN GENERAL.—No prisoner shall be sub-
ject to torture or cruel, inhumane, or de-
grading treatment or punishment that is 
prohibited by the Constitution, laws, or trea-
ties of the United States. 

(2) RELATIONSHIP TO GENEVA CONVEN-
TIONS.—Nothing in this section shall affect 
the status of any person under the Geneva 
Conventions or whether any person is enti-
tled to the protections of the Geneva Con-
ventions. 

(f) RULES, REGULATIONS, AND GUIDELINES.— 
(1) REQUIREMENT.—Not later than 180 days 

after the date of the enactment of this Act, 
the Secretary and the Director shall pre-
scribe the rules, regulations, or guidelines 
necessary to ensure compliance with the pro-
hibition in subsection (e)(1) by all personnel 
of the United States Government and by any 
person providing services to the United 
States Government on a contract basis. 

(2) REPORT TO CONGRESS.—The Secretary 
and the Director shall submit to Congress 
the rules, regulations, or guidelines pre-
scribed under paragraph (1), and any modi-
fications to such rules, regulations, or guide-
lines— 

(A) not later than 30 days after the effec-
tive date of such rules, regulations, guide-
lines, or modifications; and 

(B) in a manner and form that will protect 
the national security interests of the United 
States. 

(g) REPORTS ON POSSIBLE VIOLATIONS.— 
(1) REQUIREMENT.—The Secretary and the 

Director shall each submit, on a timely basis 
and not less than twice each year, a report to 
Congress on the circumstances surrounding 
any investigation of a possible violation of 
the prohibition in subsection (e)(1) by United 
States Government personnel or by a person 
providing services to the United States Gov-
ernment on a contract basis. 

(2) FORM OF REPORT.—A report required 
under paragraph (1) shall be submitted in a 
manner and form that— 

(A) will protect the national security in-
terests of the United States; and 

(B) will not prejudice any prosecution of an 
individual involved in, or responsible for, a 
violation of the prohibition in subsection 
(e)(1). 

(h) REPORT ON A COALITION APPROACH TO-
WARD THE DETENTION AND HUMANE TREAT-
MENT OF CAPTURED TERRORISTS.—Not later 
than 180 days after the date of the enactment 
of this Act, the President shall submit to 
Congress a report describing the efforts of 
the United States Government to develop an 
approach toward the detention and humane 
treatment of captured international terror-
ists that will be adhered to by all countries 
that are members of the coalition against 
terrorism. 

(i) DEFINITIONS.—In this section: 
(1) CRUEL, INHUMANE, OR DEGRADING TREAT-

MENT OR PUNISHMENT.—The term ‘‘cruel, in-
humane, or degrading treatment or punish-
ment’’ means the cruel, unusual, and inhu-
mane treatment or punishment prohibited 
by the fifth amendment, eighth amendment, 
or fourteenth amendment to the Constitu-
tion. 

(2) DIRECTOR.—The term ‘‘Director’’ means 
the National Intelligence Director. 

(3) GENEVA CONVENTIONS.—The term ‘‘Gene-
va Conventions’’ means— 

(A) the Convention for the Amelioration of 
the Condition of the Wounded and Sick in 
Armed Forces in the Field, done at Geneva 
August 12, 1949 (6 UST 3114); 

(B) the Convention for the Amelioration of 
the Condition of the Wounded, Sick, and 
Shipwrecked Members of Armed Forces at 
Sea, done at Geneva August 12, 1949 (6 UST 
3217); 

(C) the Convention Relative to the Treat-
ment of Prisoners of War, done at Geneva 
August 12, 1949 (6 UST 3316); and 

(D) the Convention Relative to the Protec-
tion of Civilian Persons in Time of War, done 
at Geneva August 12, 1949 (6 UST 3516). 
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(4) SECRETARY.—The term ‘‘Secretary’’ 

means the Secretary of Defense. 
(5) TORTURE.—The term ‘‘torture’’ has the 

meaning given that term in section 2340 of 
title 18, United States Code. 
SEC. ll15. PROLIFERATION OF WEAPONS OF 

MASS DESTRUCTION. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Al Qaeda and other terror groups have 
tried to acquire or make weapons of mass de-
struction since 1994 or earlier. 

(2) The United States doubtless would be a 
prime target for use of any such weapon by 
al Qaeda. 

(3) Although the United States Govern-
ment has supported the Cooperative Threat 
Reduction, Global Threat Reduction Initia-
tive, and other nonproliferation assistance 
programs, nonproliferation experts continue 
to express deep concern about the adequacy 
of such efforts to secure weapons of mass de-
struction and related materials that still 
exist in Russia other countries of the former 
Soviet Union, and around the world. 

(4) The cost of increased investment in the 
prevention of proliferation of weapons of 
mass destruction and related materials is 
greatly outweighed by the potentially cata-
strophic cost to the United States of the use 
of such weapons by terrorists. 

(5) The Cooperative Threat Reduction, 
Global Threat Reduction Initiative, and 
other nonproliferation assistance programs 
are the United States primary method of 
preventing the proliferation of weapons of 
mass destruction and related materials from 
Russia and the states of the former Soviet 
Union, but require further expansion, im-
provement, and resources. 

(6) Better coordination is needed within 
the executive branch of government for the 
budget development, oversight, and imple-
mentation of the Cooperative Threat Reduc-
tion, Global Threat Reduction Initiative, and 
other nonproliferation assistance programs, 
and critical elements of such programs are 
operated by the Departments of Defense, En-
ergy, and State. 

(7) The effective implementation of the Co-
operative Threat Reduction, Global Threat 
Reduction Initiative, and other nonprolifera-
tion assistance programs in the countries of 
the former Soviet Union is hampered by Rus-
sian behavior and conditions on the provi-
sion of assistance under such programs that 
are unrelated to bilateral cooperation on 
weapons dismantlement. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) maximum effort to prevent the pro-
liferation of weapons of mass destruction 
and related materials, wherever such pro-
liferation may occur, is warranted; 

(2) the Cooperative Threat Reduction, 
Global Threat Reduction Initiative, and 
other nonproliferation assistance programs 
should be expanded, improved, accelerated, 
and better funded to address the global di-
mensions of the proliferation threat; and 

(3) the Proliferation Security Initiative is 
an important counterproliferation program 
that should be expanded to include addi-
tional partners. 

(c) COOPERATIVE THREAT REDUCTION, GLOB-
AL THREAT REDUCTION INITIATIVE, AND OTHER 
NONPROLIFERATION ASSISTANCE PROGRAMS.— 
In this section, the term ‘‘Cooperative 
Threat Reduction, Global Threat Reduction 
Initiative, and other nonproliferation assist-
ance programs’’ includes— 

(1) the programs specified in section 1501(b) 
of the National Defense Authorization Act 
for Fiscal Year 1997 (Public Law 104–201; 50 
U.S.C. 2362 note); 

(2) the activities for which appropriations 
are authorized by section 3101(a)(2) of the Na-
tional Defense Authorization Act for Fiscal 
Year 2004 (Public Law 108–136; 117 Stat. 1742); 

(3) the Department of State program of as-
sistance to science centers; 

(4) the Global Threat Reduction Initiative 
of the Department of Energy; and 

(5) a program of any agency of the Federal 
Government having the purpose of assisting 
any foreign government in preventing nu-
clear weapons, plutonium, highly enriched 
uranium, or other materials capable of sus-
taining an explosive nuclear chain reaction, 
or nuclear weapons technology from becom-
ing available to terrorist organizations. 

(d) STRATEGY AND PLAN.— 
(1) STRATEGY.—Not later than 180 days 

after the date of the enactment of this Act, 
the President shall submit to Congress— 

(A) a comprehensive strategy for expand-
ing and strengthening the Cooperative 
Threat Reduction, Global Threat Reduction 
Initiative, and other nonproliferation assist-
ance programs; and 

(B) an estimate of the funding necessary to 
execute such strategy. 

(2) PLAN.—The strategy required by para-
graph (1) shall include a plan for securing the 
nuclear weapons and related materials that 
are the most likely to be acquired or sought 
by, and susceptible to becoming available to, 
terrorist organizations, including— 

(A) a prioritized list of the most dangerous 
and vulnerable sites; 

(B) measurable milestones for improving 
United States nonproliferation assistance 
programs; 

(C) a schedule for achieving such mile-
stones; and 

(D) initial estimates of the resources nec-
essary to achieve such milestones under such 
schedule. 
SEC. ll16. FINANCING OF TERRORISM. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While efforts to designate and freeze the 
assets of terrorist financiers have been rel-
atively unsuccessful, efforts to target the 
relatively small number of al Qaeda finan-
cial facilitators have been valuable and suc-
cessful. 

(2) The death or capture of several impor-
tant financial facilitators has decreased the 
amount of money available to al Qaeda, and 
has made it more difficult for al Qaeda to 
raise and move money. 

(3) The capture of al Qaeda financial 
facilitators has provided a windfall of intel-
ligence that can be used to continue the 
cycle of disruption. 

(4) The United States Government has 
rightly recognized that information about 
terrorist money helps in understanding ter-
ror networks, searching them out, and dis-
rupting their operations. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) a critical weapon in the effort to stop 
terrorist financing should be the targeting of 
terrorist financial facilitators by intel-
ligence and law enforcement agencies; and 

(2) efforts to track terrorist financing must 
be paramount in United States counter-ter-
rorism efforts. 

(c) REPORT ON TERRORIST FINANCING.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of the enactment of this Act, 
the President shall submit to Congress a re-
port evaluating the effectiveness of United 
States efforts to curtail the international fi-
nancing of terrorism. 

(2) CONTENTS.—The report required by 
paragraph (1) shall evaluate and make rec-
ommendations on— 

(A) the effectiveness of efforts and methods 
to the identification and tracking of ter-
rorist financing; 

(B) ways to improve multinational and 
international governmental cooperation in 
this effort; 

(C) ways to improve the effectiveness of fi-
nancial institutions in this effort; 

(D) the adequacy of agency coordination, 
nationally and internationally, including 
international treaties and compacts, in this 
effort and ways to improve that coordina-
tion; and 

(E) recommendations for changes in law 
and additional resources required to improve 
this effort. 
SEC. ll17. REPORT TO CONGRESS. 

(a) REQUIREMENT FOR REPORT.—Not later 
than 180 days after the date of the enactment 
of this Act, the President shall submit to 
Congress a report on the activities of the 
Government of the United States to carry 
out the provisions of this title. 

(b) CONTENT.—The report required under 
this section shall include the following: 

(1) TERRORIST SANCTUARIES.—A description 
of the strategy of the United States to ad-
dress and, where possible, eliminate terrorist 
sanctuaries, including— 

(A) a description of actual and potential 
terrorist sanctuaries, together with an as-
sessment of the priorities of addressing and 
eliminating such sanctuaries; 

(B) an outline of strategies for disrupting 
or eliminating the security provided to ter-
rorists by such sanctuaries; 

(C) a description of efforts by the United 
States Government to work with other coun-
tries in bilateral and multilateral fora to ad-
dress or eliminate actual or potential ter-
rorist sanctuaries and disrupt or eliminate 
the security provided to terrorists by such 
sanctuaries; and 

(D) a description of long-term goals and ac-
tions designed to reduce the conditions that 
allow the formation of terrorist sanctuaries, 
such as supporting and strengthening host 
governments, reducing poverty, increasing 
economic development, strengthening civil 
society, securing borders, strengthening in-
ternal security forces, and disrupting logis-
tics and communications networks of ter-
rorist groups. 

(2) SUPPORT FOR PAKISTAN.—A description 
of the efforts of the United States Govern-
ment to support Pakistan and encourage 
moderation in that country, including— 

(A) an examination of the desirability of 
establishing a Pakistan Education Fund to 
direct resources toward improving the qual-
ity of secondary schools in Pakistan, and an 
examination of the efforts of the Govern-
ment of Pakistan to fund modern public edu-
cation; 

(B) recommendations on the funding nec-
essary to provide various levels of edu-
cational support; 

(C) an examination of the current composi-
tion and levels of United States military aid 
to Pakistan, together with any recommenda-
tions for changes in such levels and composi-
tion that the President considers appro-
priate; and 

(D) an examination of other major types of 
United States financial support to Pakistan, 
together with any recommendations for 
changes in the levels and composition of 
such support that the President considers 
appropriate. 

(3) SUPPORT FOR AFGHANISTAN.— 
(A) SPECIFIC OBJECTIVES.—A description of 

the strategy of the United States to provide 
aid to Afghanistan during the 5-year period 
beginning on the date of enactment of this 
Act, including a description of the resources 
necessary during the next 5 years to achieve 
specific objectives in Afghanistan in the fol-
lowing areas: 
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(i) Fostering economic development. 
(ii) Curtailing the cultivation of opium. 
(iii) Achieving internal security and sta-

bility. 
(iv) Eliminating terrorist sanctuaries. 
(v) Increasing governmental capabilities. 
(vi) Improving essential infrastructure and 

public services. 
(vii) Improving public health services. 
(viii) Establishing a broad-based edu-

cational system. 
(ix) Promoting democracy and the rule of 

law. 
(x) Building national police and military 

forces. 
(B) PROGRESS.—A description of— 
(i) the progress made toward achieving the 

objectives described in clauses (i) through (x) 
of subparagraph (A); and 

(ii) any shortfalls in meeting such objec-
tives and the resources needed to fully 
achieve such objectives. 

(4) COLLABORATION WITH SAUDI ARABIA.—A 
description of the strategy of the United 
States for expanding collaboration with the 
Government of Saudi Arabia on subjects of 
mutual interest and of importance to the 
United States, including a description of— 

(A) the utility of the President under-
taking a periodic, formal, and visible high- 
level dialogue between senior United States 
Government officials of cabinet level or 
higher rank and their counterparts in the 
Government of Saudi Arabia to address chal-
lenges in the relationship between the two 
governments and to identify areas and mech-
anisms for cooperation; 

(B) intelligence and security cooperation 
between the United States and Saudi Arabia 
in the fight against Islamist terrorism; 

(C) ways to advance Saudi Arabia’s con-
tribution to the Middle East peace process; 

(D) political and economic reform in Saudi 
Arabia and throughout the Middle East; 

(E) ways to promote greater tolerance and 
respect for cultural and religious diversity in 
Saudi Arabia and throughout the Middle 
East; and 

(F) ways to assist the Government of Saudi 
Arabia in preventing nationals of Saudi Ara-
bia from funding and supporting extremist 
groups in Saudi Arabia and other countries. 

(5) STRUGGLE OF IDEAS IN THE ISLAMIC 
WORLD.—A description of a cohesive, long- 
term strategy of the United States to help 
win the struggle of ideas in the Islamic 
world, including the following: 

(A) A description of specific goals related 
to winning this struggle of ideas. 

(B) A description of the range of tools 
available to the United States Government 
to accomplish such goals and the manner in 
which such tools will be employed. 

(C) A list of benchmarks for measuring 
success and a plan for linking resources to 
the accomplishment of such goals. 

(D) A description of any additional re-
sources that may be necessary to help win 
this struggle of ideas. 

(E) Any recommendations for the creation 
of, and United States participation in, inter-
national institutions for the promotion of 
democracy and economic diversification in 
the Islamic world, and intraregional trade in 
the Middle East. 

(F) An estimate of the level of United 
States financial assistance that would be 
sufficient to convince United States allies 
and people in the Islamic world that engag-
ing in the struggle of ideas in the Islamic 
world is a top priority of the United States 
and that the United States intends to make 
a substantial and sustained commitment to-
ward winning this struggle. 

(6) OUTREACH THROUGH BROADCAST MEDIA.— 
A description of a cohesive, long-term strat-
egy of the United States to expand its out-

reach to foreign Muslim audiences through 
broadcast media, including the following: 

(A) The initiatives of the Broadcasting 
Board of Governors with respect to outreach 
to foreign Muslim audiences. 

(B) An outline of recommended actions 
that the United States Government should 
take to more regularly and comprehensively 
present a United States point of view 
through indigenous broadcast media in coun-
tries with sizable Muslim populations, in-
cluding increasing appearances by United 
States Government officials, experts, and 
citizens. 

(C) An assessment of potential incentives 
for, and costs associated with, encouraging 
United States broadcasters to dub or subtitle 
into Arabic and other relevant languages 
their news and public affairs programs 
broadcast in the Muslim world in order to 
present those programs to a much broader 
Muslim audience than is currently reached. 

(D) Any recommendations the President 
may have for additional funding and legisla-
tion necessary to achieve the objectives of 
the strategy. 

(7) VISAS FOR PARTICIPANTS IN UNITED 
STATES PROGRAMS.—A description of— 

(A) any recommendations for expediting 
the issuance of visas to individuals who are 
entering the United States for the purpose of 
participating in a scholarship, exchange, or 
visitor program described in subsection (c) of 
section ll09 without compromising the se-
curity of the United States; and 

(B) a proposed schedule for implementing 
any recommendations described in subpara-
graph (A). 

(8) BASIC EDUCATION IN MUSLIM COUNTRIES.— 
A description of a strategy, that was devel-
oped after consultation with nongovern-
mental organizations and individuals in-
volved in education assistance programs in 
developing countries, to promote free uni-
versal basic education in the countries of the 
Middle East and in other countries with sig-
nificant Muslim populations designated by 
the President. The strategy shall include the 
following elements: 

(A) A description of the manner in which 
the resources of the United States and the 
international community shall be used to 
help achieve free universal basic education 
in such countries, including— 

(i) efforts of the United states to coordi-
nate an international effort; 

(ii) activities of the United States to lever-
age contributions from members of the 
Group of Eight or other donors; and 

(iii) assistance provided by the United 
States to leverage contributions from the 
private sector and civil society organiza-
tions. 

(B) A description of the efforts of the 
United States to coordinate with other do-
nors to reduce duplication and waste at the 
global and country levels and to ensure effi-
cient coordination among all relevant de-
partments and agencies of the Government 
of the United States. 

(C) A description of the strategy of the 
United States to assist efforts to overcome 
challenges to achieving free universal basic 
education in such countries, including strat-
egies to target hard to reach populations to 
promote education. 

(D) A listing of countries that the Presi-
dent determines are eligible for assistance 
under the International Youth Opportunity 
Fund described in section ll10 and related 
programs. 

(E) A description of the efforts of the 
United States to encourage countries in the 
Middle East and other countries with signifi-
cant Muslim populations designated by the 
President to develop and implement a na-
tional education plan. 

(F) A description of activities carried out 
as part of the International Youth Oppor-
tunity Fund to help close the digital divide 
and expand vocational and business skills in 
such countries. 

(G) An estimate of the funds needed to 
achieve free universal basic education by 
2015 in each country described in subpara-
graph (D), and an estimate of the amount 
that has been expended by the United States 
and by each such country during the pre-
vious fiscal year. 

(H) A description of the United States 
strategy for garnering programmatic and fi-
nancial support from countries in the Middle 
East and other countries with significant 
Muslim populations designated by the Presi-
dent, international organizations, and other 
countries that share the objectives of the 
International Youth and Opportunity Fund. 

(9) ECONOMIC REFORM.—A description of the 
efforts of the United States Government to 
encourage development and promote eco-
nomic reform in countries that have a sig-
nificant population of Arab or Muslim indi-
viduals, including a description of— 

(A) efforts to integrate countries with sig-
nificant populations of Arab or Muslim indi-
viduals into the global trading system; and 

(B) actions that the United States Govern-
ment, acting alone and in partnership with 
governments in the Middle East, can take to 
promote intraregional trade and the rule of 
law in the region. 

SEC. ll18. EFFECTIVE DATE. 

Notwithstanding section 341 or any other 
provision of this Act, this title shall take ef-
fect on the date of the enactment of this Act. 

SA 3907. Mr. REID (for Mr. LAUTEN-
BERG) submitted an amendment in-
tended to be proposed by Mr. REID to 
the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

SEC. ll. TERRORIST FINANCING. 

(a) CLARIFICATION OF CERTAIN ACTIONS 
UNDER IEEPA.—In any case in which the 
President takes action under the Inter-
national Emergency Economic Powers Act 
(50 U.S.C. 1701 et seq.) to prohibit a United 
States person from engaging in transactions 
with a foreign country, where a determina-
tion has been made by the Secretary of State 
that the government of that country has re-
peatedly provided support for acts of inter-
national terrorism, such action shall apply 
to any foreign subsidiaries or affiliate, in-
cluding any permanent foreign establish-
ment of that United States person, that is 
controlled in fact by that United States per-
son. 

(b) DEFINITIONS.—In this section: 
(1) CONTROLLED IN FACT.—The term ‘‘is con-

trolled in fact’’ includes— 
(A) in the case of a corporation, holds at 

least 50 percent (by vote or value) of the cap-
ital structure of the corporation; and 

(B) in the case of any other kind of legal 
entity, holds interests representing at least 
50 percent of the capital structure of the en-
tity. 

(2) UNITED STATES PERSON.—The term 
‘‘United States person’’ includes any United 
States citizen, permanent resident alien, en-
tity organized under the law of the United 
States (including foreign branches), wher-
ever located, or any other person in the 
United States. 
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(c) APPLICABILITY.— 
(1) IN GENERAL.—In any case in which the 

President has taken action under the Inter-
national Emergency Economic Powers Act 
and such action is in effect on the date of en-
actment of this Act, the provisions of sub-
section (a) shall not apply to a United States 
person (or other person) if such person di-
vests or terminates its business with the 
government or person identified by such ac-
tion within 100 days after the date of enact-
ment of this Act. 

(2) ACTIONS AFTER DATE OF ENACTMENT.—In 
any case in which the President takes action 
under the International Emergency Eco-
nomic Powers Act on or after the date of en-
actment of this Act, the provisions of sub-
section (a) shall not apply to a United States 
person (or other person) if such person di-
vests or terminates its business with the 
government or person identified by such ac-
tion within 90 days after the date of such ac-
tion. 
SEC. ll. NOTIFICATION OF CONGRESS OF TER-

MINATION OF INVESTIGATION BY 
OFFICE OF FOREIGN ASSETS CON-
TROL. 

(a) NOTIFICATION REQUIREMENT.—The Office 
of Federal Procurement Policy Act (41 U.S.C. 
403 et seq.) is amended by adding at the end 
the following new section: 
‘‘Sec. 42. Notification of Congress of termi-

nation of investigation by Of-
fice of Foreign Assets Con-
trol.’’. 

‘‘The Director of the Office of Foreign As-
sets Control shall notify Congress upon the 
termination of any investigation by the Of-
fice of Foreign Assets Control of the Depart-
ment of the Treasury if any sanction is im-
posed by the Director of such office as a re-
sult of the investigation.’’. 

SA 3908. Mr. REED (for himself, Mr. 
SARBANES, Mr. SCHUMER, Mrs. BOXER, 
and Mr. CORZINE) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 213, after line 12, add the fol-
lowing: 

TITLE IV—PUBLIC TRANSPORTATION 
TERRORISM PREVENTION 

SEC. 401. SHORT TITLE. 
This title may be cited as the ‘‘Public 

Transportation Terrorism Prevention Act of 
2004’’. 
SEC. 402. FINDINGS AND PURPOSE. 

(a) FINDINGS.—Congress finds that— 
(1) throughout the world, public transpor-

tation systems have been a primary target of 
terrorist attacks, causing countless death 
and injuries; 

(2) 6,000 public transportation agencies op-
erate in the United States; 

(3) 14,000,000 people in the United States 
ride public transportation each work day; 

(4) safe and secure public transportation 
systems are essential to the Nation’s econ-
omy and for significant national and inter-
national public events; 

(5) the Federal Transit Administration has 
invested $68,700,000,000 since 1992 for con-
struction and improvements to the Nation’s 
public transportation systems; 

(6) the Federal Government appropriately 
invested $11,000,000,000 in fiscal years 2002 
and 2003 to protect our Nation’s aviation sys-
tem and its 1,800,000 daily passengers; 

(7) the Federal Government invested 
$115,000,000 in fiscal years 2003 and 2004 to 

protect public transportation systems in the 
United States; 

(8) the Federal Government has invested 
$9.16 in aviation security improvements per 
passenger, but only $0.006 in public transpor-
tation security improvements per passenger; 

(9) the General Accounting Office, the Mi-
neta Institute for Surface Transportation 
Policy Studies, the American Public Trans-
portation Association, and other experts 
have reported an urgent need for significant 
investment in transit security improve-
ments; and 

(10) the Federal Government has a duty to 
deter and mitigate, to the greatest extent 
practicable, threats against the Nation’s 
public transportation systems. 
SEC. 403. MEMORANDUM OF UNDERSTANDING. 

(a) IN GENERAL.—Not later than 45 days 
after the date of enactment of this Act, the 
Secretary of Transportation shall enter into 
a memorandum of understanding with the 
Secretary of Homeland Security to define 
and clarify the respective public transpor-
tation security roles and responsibilities of 
the Department of Transportation and the 
Department of Homeland Security. 

(b) CONTENTS.—The memorandum of under-
standing described in subsection (a) shall— 

(1) establish a process to develop security 
standards for public transportation agencies; 

(2) establish funding priorities for grants 
from the Department of Homeland Security 
to public transportation agencies; 

(3) create a method of direct coordination 
with public transportation agencies on secu-
rity matters; 

(4) address any other issues determined to 
be appropriate by the Secretary of Transpor-
tation and the Secretary of Homeland Secu-
rity; and 

(5) include a formal and permanent mecha-
nism to ensure coordination and involve-
ment by the Department of Transportation, 
as appropriate, in public transportation se-
curity. 
SEC. 404. SECURITY ASSESSMENTS. 

(a) PUBLIC TRANSPORTATION SECURITY AS-
SESSMENTS.— 

(1) SUBMISSION.—Not later than 30 days 
after the date of enactment of this Act, the 
Federal Transit Administration of the De-
partment of Transportation shall submit all 
public transportation security assessments 
and all other relevant information to the De-
partment of Homeland Security. 

(2) REVIEW.—The Secretary of Homeland 
Security shall review and augment the secu-
rity assessments received under paragraph 
(1). 

(3) ALLOCATIONS.—The assessments de-
scribed in paragraph (1) shall be used as the 
basis for allocating grant funds under sec-
tion 405, unless the Secretary of Homeland 
Security determines that an adjustment is 
necessary to respond to an urgent threat or 
other significant factors, after notification 
to the Committee on Banking, Housing, and 
Urban Affairs of the Senate. 

(4) SECURITY IMPROVEMENT PRIORITIES.— 
The Secretary of Homeland Security shall 
establish security improvement priorities, in 
consultation with the management and em-
ployee representatives of each public trans-
portation system receiving an assessment 
that will be used by public transportation 
agencies for any funding provided under sec-
tion 405. 

(5) UPDATES.—The Secretary of Homeland 
Security shall annually update the assess-
ments referred to in this subsection and con-
duct assessments of all transit agencies con-
sidered to be at greatest risk of a terrorist 
attack. 

(b) USE OF ASSESSMENT INFORMATION.—The 
Secretary of Homeland Security shall use 
the information collected under subsection 
(a)— 

(1) to establish the process for developing 
security guidelines for public transportation 
security; 

(2) to design a security improvement strat-
egy that minimizes terrorist threats to pub-
lic transportation systems; and 

(3) to design a security improvement strat-
egy that maximizes the efforts of public 
transportation systems to mitigate damage 
from terrorist attacks. 

(c) BUS PUBLIC TRANSPORTATION SYS-
TEMS.—The Secretary of Homeland Security 
shall conduct assessments of local bus-only 
public transportation systems to determine 
the specific needs of this form of public 
transportation that are appropriate to the 
size and nature of the bus system. 

(d) RURAL PUBLIC TRANSPORTATION SYS-
TEMS.—The Secretary of Homeland Security 
shall conduct assessments of selected public 
transportation systems that receive funds 
under section 5311 of title 49, United States 
Code, to determine the specific needs of this 
form of public transportation that are appro-
priate to the size and nature of the system. 
SEC. 405. SECURITY ASSISTANCE GRANTS. 

(a) CAPITAL SECURITY ASSISTANCE PRO-
GRAM.— 

(1) IN GENERAL.—The Secretary of Home-
land Security shall award grants directly to 
public transportation agencies for allowable 
capital security improvements based on the 
priorities established under section 404(a)(4). 

(2) ALLOWABLE USE OF FUNDS.—Grants 
awarded under paragraph (1) may be used 
for— 

(A) tunnel protection systems; 
(B) perimeter protection systems; 
(C) redundant critical operations control 

systems; 
(D) chemical, biological, radiological, or 

explosive detection systems; 
(E) surveillance equipment; 
(F) communications equipment; 
(G) emergency response equipment; 
(H) fire suppression and decontamination 

equipment; 
(I) global positioning or automated vehicle 

locator type system equipment; 
(J) evacuation improvements; and 
(K) other capital security improvements. 
(b) OPERATIONAL SECURITY ASSISTANCE 

PROGRAM.— 
(1) IN GENERAL.—The Secretary of Home-

land Security shall award grants directly to 
public transportation agencies for allowable 
operational security improvements based on 
the priorities established under section 
404(a)(4). 

(2) ALLOWABLE USE OF FUNDS.—Grants 
awarded under paragraph (1) may be used 
for— 

(A) security training for transit employees, 
including bus and rail operators, mechanics, 
customer service, maintenance employees, 
transit police, and security personnel; 

(B) live or simulated drills; 
(C) public awareness campaigns for en-

hanced public transportation security; 
(D) canine patrols for chemical, biological, 

or explosives detection; 
(E) overtime reimbursement for enhanced 

security personnel during significant na-
tional and international public events, con-
sistent with the priorities established under 
section 404(a)(4); and 

(F) other appropriate security improve-
ments identified under section 404(a)(4), ex-
cluding routine, ongoing personnel costs. 

(c) CONGRESSIONAL NOTIFICATION.—Not 
later than 3 days before any grant is awarded 
under this section, the Secretary of Home-
land Security shall notify the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate of the intent to award such grant. 

(d) TRANSIT AGENCY RESPONSIBILITIES.— 
Each public transportation agency that re-
ceives a grant under this section shall— 
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(1) identify a security coordinator to co-

ordinate security improvements; 
(2) develop a comprehensive plan that dem-

onstrates the agency’s capacity for operating 
and maintaining the equipment purchased 
under this subsection; and 

(3) report annually to the Department of 
Homeland Security on the use of grant funds 
received under this section. 

(e) RETURN OF MISSPENT GRANT FUNDS.—If 
the Secretary of Homeland Security deter-
mines that a grantee used any portion of the 
grant funds received under this section for a 
purpose other than the allowable uses speci-
fied for that grant under this section, the 
grantee shall return any amount so used to 
the Treasury of the United States. 
SEC. 406. INTELLIGENCE SHARING. 

(a) INTELLIGENCE SHARING.—The Secretary 
of Homeland Security shall ensure that the 
Department of Transportation receives ap-
propriate and timely notification of all cred-
ible terrorist threats against public trans-
portation assets in the United States. 

(b) INFORMATION SHARING ANALYSIS CEN-
TER.— 

(1) ESTABLISHMENT.—The Department of 
Homeland Security shall fund the reasonable 
costs of the Information Sharing and Anal-
ysis Center for Public Transportation (re-
ferred to in this subsection as the ‘‘ISAC’’) 
established pursuant to Presidential Direc-
tive 63 to protect critical infrastructure. 

(2) PUBLIC TRANSPORTATION AGENCY PAR-
TICIPATION.—The Secretary of Homeland Se-
curity— 

(A) shall require those public transpor-
tation agencies that the Secretary deter-
mines to be at significant risk of terrorist 
attack to participate in the ISAC; 

(B) shall encourage all other public trans-
portation agencies to participate in the 
ISAC; and 

(C) shall not charge any public transpor-
tation agency a fee for participation in the 
ISAC. 
SEC. 407. RESEARCH, DEVELOPMENT, AND DEM-

ONSTRATION GRANTS. 
(a) GRANTS AUTHORIZED.—The Secretary of 

Homeland Security, in consultation with the 
Federal Transit Administration, shall award 
grants to public or private entities to con-
duct research into, and demonstration of, 
technologies and methods to reduce and 
deter terrorist threats or mitigate damages 
resulting from terrorist attacks against pub-
lic transportation systems. 

(b) USE OF FUNDS.—Grants awarded under 
subsection (a) may be used for— 

(1) researching chemical, biological, radio-
logical, or explosive detection systems that 
do not significantly impede passenger access; 

(2) researching imaging technologies; 
(3) conducting product evaluations and 

testing; and 
(4) researching other technologies or meth-

ods for reducing or deterring terrorist at-
tacks against public transportation systems, 
or mitigating damage from such attacks. 

(c) REPORTING REQUIREMENT.—Each entity 
that receives a grant under this section shall 
report annually to the Department of Home-
land Security on the use of grant funds re-
ceived under this section. 

(d) RETURN OF MISSPENT GRANT FUNDS.—If 
the Secretary of Homeland Security deter-
mines that a grantee used any portion of the 
grant funds received under this section for a 
purpose other than the allowable uses speci-
fied under subsection (b), the grantee shall 
return any amount so used to the Treasury 
of the United States. 
SEC. 408. REPORTING REQUIREMENTS. 

(a) ANNUAL REPORT TO CONGRESS.—Not 
later than March 31 of each year, the Sec-
retary of Homeland Security shall submit a 
report, which describes the implementation 

of sections 404 through 407, and the state of 
public transportation security in the United 
States, to— 

(1) the Committee on Banking, Housing, 
and Urban Affairs of the Senate; 

(2) the Committee on Governmental Af-
fairs of the Senate; and 

(3) the Committee on Appropriations of the 
Senate. 

(b) ANNUAL REPORT TO GOVERNORS.—Not 
later than March 31 of each year, the Sec-
retary of Homeland Security shall submit a 
report to the governor of each State in which 
a transit agency that has received a grant 
under this title is operating that specifies 
the amount of grant funds distributed to 
each such transit agency and the use of such 
grant funds. 
SEC. 409. AUTHORIZATION OF APPROPRIATIONS. 

(a) CAPITAL SECURITY ASSISTANCE PRO-
GRAM.—There are authorized to be appro-
priated $2,370,000,000 for fiscal year 2005 to 
carry out the provisions of section 405(a), 
which shall remain available until expended. 

(b) OPERATIONAL SECURITY ASSISTANCE 
PROGRAM.—There are authorized to be appro-
priated to carry out the provisions of section 
405(b)— 

(1) $534,000,000 for fiscal year 2005; 
(2) $333,000,000 for fiscal year 2006; and 
(3) $133,000,000 for fiscal year 2007. 
(c) INTELLIGENCE.—There are authorized to 

be appropriated such sums as may be nec-
essary to carry out the provisions of section 
406. 

(d) RESEARCH.—There are authorized to be 
appropriated $130,000,000 for fiscal year 2005 
to carry out the provisions of section 407, 
which shall remain available until expended. 
SEC. 410. EFFECTIVE DATE; SUNSET PROVISION. 

(a) EFFECTIVE DATE.—Notwithstanding sec-
tion 341, this title, and the amendments 
made by this title, shall take effect on the 
date of enactment of this Act. 

(b) SUNSET PROVISION.—This title is re-
pealed on October 1, 2007. 

SA 3909. Ms. SNOWE (for herself, Mr. 
ROBERTS, Ms. MIKULSKI, and Mrs. FEIN-
STEIN) submitted an amendment in-
tended to be proposed by her to the bill 
S. 2845, to reform the intelligence com-
munity and the intelligence and intel-
ligence-related activities of the United 
States Government, and for other pur-
poses; which was ordered to lie on the 
table; as follows: 

On page 60, line 20, strike ‘‘the relation-
ships among’’. 

On page 63, line 8, strike ‘‘the relationships 
among’’. 

On page 64, line 5, strike ‘‘and’’ at the end. 
On page 64, between lines 5 and 6, insert 

the following: 
(4) to evaluate the compliance of the Na-

tional Intelligence Authority and the Na-
tional Intelligence Program with any appli-
cable United States law or regulation, in-
cluding any applicable regulation, policy, or 
procedure issued under section 206, or with 
any regulation, policy, or procedure of the 
Director governing the sharing or dissemina-
tion of, or access to, intelligence informa-
tion or products; and 

On page 64, line 6, strike ‘‘(4)’’ and insert 
‘‘(5)’’. 

On page 65, strike lines 11 through 16 and 
insert the following: 

(2)(A) The Inspector General shall have ac-
cess to any employee, or any employee of a 
contractor, of any element of the intel-
ligence community whose testimony is need-
ed for the performance of the duties of the 
Inspector General. 

On page 66, beginning on line 1, strike ‘‘or 
contractor of the National Intelligence Au-

thority’’ and insert ‘, or any employee of a 
contractor, of any element of the intel-
ligence community’’. 

On page 66, line 4, strike ‘‘Director’’ and in-
sert ‘‘National Intelligence Director or other 
appropriate official of the intelligence com-
munity’’. 

On page 68, between lines 7 and 8, insert 
the following: 

(g) COORDINATION AMONG INSPECTORS GEN-
ERAL WITHIN NATIONAL INTELLIGENCE PRO-
GRAM.—(1) In the event of a matter within 
the jurisdiction of the Inspector General of 
the National Intelligence Authority that 
may be subject to an investigation, inspec-
tion, or audit by both the Inspector General 
of the National Intelligence Authority and 
an Inspector General, whether statutory or 
administrative, with oversight responsibility 
for an element or elements of the intel-
ligence community, the Inspector General of 
the National Intelligence Authority and such 
other Inspector or Inspectors General shall 
expeditiously resolve which Inspector Gen-
eral shall conduct such investigation, inspec-
tion, or audit. The Inspector General of the 
National Intelligence Authority shall make 
the final decision on the resolution of such 
jurisdiction. 

(2) The Inspector General conducting an in-
vestigation, inspection, or audit covered by 
paragraph (1) shall submit the results of such 
investigation, inspection, or audit to any 
other Inspector General with jurisdiction to 
conduct such investigation, inspection, or 
audit who did not conduct such investiga-
tion, inspection, or audit. 

(3) If an investigation, inspection, or audit 
covered by paragraph (1) is conducted by an 
Inspector General other than the Inspector 
General of the National Intelligence Author-
ity, the Inspector General of the National In-
telligence Authority may, upon completion 
of such investigation, inspection, or audit by 
such Inspector General, conduct a separate 
investigation, inspection, or audit of the 
matter concerned under this section. 

On page 68, line 8, strike ‘‘(g)’’ and insert 
‘‘(h)’’. 

On page 69, between lines 20 and 21, insert 
the following: 

(C) Each Inspector General of an element 
of the intelligence community shall comply 
fully with a request for information or as-
sistance from the Inspector General of the 
National Intelligence Authority. 

(D) The Inspector General of the National 
Intelligence Authority may, upon reasonable 
notice to the head of any element of the in-
telligence community, conduct, as author-
ized by this section, an investigation, inspec-
tion, or audit of such element and may enter 
into any place occupied by such element for 
purposes of the performance of the duties of 
the Inspector General. 

On page 69, line 21, strike ‘‘(h)’’ and insert 
‘‘(i)’’. 

On page 70, line 13, strike ‘‘Authority’’ and 
insert ‘‘Program’’. 

On page 71, line 1, strike ‘‘An assessment’’ 
and insert ‘‘In consultation with the Officer 
for Civil Rights and Civil Liberties of the Na-
tional Intelligence Authority and the Pri-
vacy Officer of the National Intelligence Au-
thority, an assessment’’. 

On page 71, beginning on line 16, strike 
‘‘Authority’’ and insert ‘‘Authority or the 
National Intelligence Program, or in the re-
lationships between the elements of the in-
telligence community within the National 
Intelligence Program and the other elements 
of the intelligence community,’’. 

On page 72, beginning on line 3, strike ‘‘a 
relationship between’’. 

On page 72, strike lines 19 through 25 and 
insert the following: 

(B) an investigation, inspection, review, or 
audit carried out by the Inspector General 
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focuses on any current or former official of 
the intelligence community who— 

(i) holds or held a position in an element of 
the intelligence community that is subject 
to appointment by the President, by and 
with the advice and consent of the Senate, 
including an appointment held on an acting 
basis; or 

(ii) holds or held a position in an element 
of the intelligence community, including a 
position held on an acting basis, that is ap-
pointed by the National Intelligence Direc-
tor; 

On page 73, strike line 24 and all that fol-
lows through page 74, line 5, and insert the 
following: 

(5)(A) An employee of an element of the in-
telligence community, an employee assigned 
or detailed to an element of the intelligence 
community, or an employee of a contractor 
of an element of the intelligence community 
who intends to report to Congress a com-
plaint or information with respect to an ur-
gent concern may report such a complaint or 
information to the Inspector General. 

On page 77, line 8, strike ‘‘the Authority’’ 
and insert ‘‘an element of the intelligence 
community’’. 

On page 77, between lines 11 and 12, insert 
the following: 

(j) CONSTRUCTION OF DUTIES REGARDING 
ELEMENTS OF INTELLIGENCE COMMUNITY.—Ex-
cept as resolved pursuant to subsection (g), 
the performance by the Inspector General of 
the National Intelligence Authority of any 
duty, responsibility, or function regarding 
an element of the intelligence community 
shall not be construed to modify or effect the 
duties and responsibilities of any other In-
spector General having duties or responsibil-
ities relating to such element. 

On page 77, line 12, strike ‘‘(i)’’ and insert 
‘‘(k)’’. 

SA 3910. Ms. SNOWE submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. REPORT ON INTERNATIONAL AIR 

CARGO THREATS. 
(a) REPORT.—Within 180 days after the date 

of enactment of this Act, the Secretary of 
Homeland Security, in coordination with the 
Secretary of Defense and the Administrator 
of the Federal Aviation Administration, 
shall submit a report to the Committee on 
Commerce, Science, and Transportation of 
the Senate and the Committee on Transpor-
tation and Infrastructure of the House of 
Representatives that contains the following: 

(1) A description of the current procedures 
in place to address the threat of an inbound 
all-cargo aircraft from outside the United 
States that intelligence sources indicate 
could carry explosive, incendiary, chemical, 
biological or nuclear devices. 

(2) An analysis of the potential for estab-
lishing secure facilities along established 
international aviation routes for the pur-
poses of diverting and securing aircraft de-
scribed in paragraph (1). 

(b) REPORT FORMAT.—The Secretary may 
submit all, or part, of the report required by 
this section in classified and redacted form if 
the Secretary determines that it is appro-
priate or necessary. 

SA 3911. Ms. SNOWE submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-

telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 210, between lines 22 and 23, insert 
the following: 
SEC. 336. NATIONAL INTELLIGENCE COUNCIL RE-

PORT ON METHODOLOGIES UTI-
LIZED FOR NATIONAL INTEL-
LIGENCE ESTIMATES. 

(a) REPORT.—Not later than 180 days after 
the date of the enactment of this Act, the 
National Intelligence Council shall submit 
to Congress a report that includes the fol-
lowing: 

(1) The methodologies utilized for the initi-
ation, drafting, publication, coordination, 
and dissemination of the results of National 
Intelligence Estimates (NIEs). 

(2) Such recommendations as the Council 
considers appropriate regarding improve-
ments of the methodologies utilized for Na-
tional Intelligence Estimates in order to en-
sure the timeliness of such Estimates and 
ensure that such Estimates address the na-
tional security and intelligence priorities 
and objectives of the President and the Na-
tional Intelligence Director. 

(b) FORM.—The report under subsection (a) 
shall be submitted in an unclassified form, 
but may include a classified annex. 

On page 210, line 23, strike ‘‘336.’’ and in-
sert ‘‘337.’’. 

SA 3912. Mr. SNOWE submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 210, between lines 22 and 23, insert 
the following: 
SEC. 336. NATIONAL INTELLIGENCE DIRECTOR 

REPORT ON NATIONAL 
COUNTERTERRORISM CENTER. 

(a) REPORT.—Not later than one year after 
the date of the establishment of the National 
Counterterrorism Center under section 143, 
the National Intelligence Director shall sub-
mit to Congress a report evaluating the ef-
fectiveness of the Center in achieving its pri-
mary missions under subsection (d) of that 
section. 

(b) ELEMENTS.—The report under sub-
section (a) shall include the following: 

(1) An assessment of the effectiveness of 
the National Counterterrorism Center in 
achieving its primary missions. 

(2) An assessment of the effectiveness of 
the authorities of the Center in contributing 
to the achievement of its primary missions, 
including authorities relating to personnel 
and staffing, funding, information sharing, 
and technology. 

(3) An assessment of the relationships be-
tween the Center and the other elements and 
components of the intelligence community. 

(4) An assessment of the extent to which 
the Center provides an appropriate model for 
the establishment of national intelligence 
centers under section 144. 

(c) FORM.—The report under subsection (a) 
shall be submitted in an unclassified form, 
but may include a classified annex. 

SA 3913. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 159, strike lines 19 through 25 and 
insert the following: 

‘‘(2) ENFORCEMENT OF SUBPOENA.—In the 
case of contumacy or failure to obey a sub-
poena issued under paragraph (1)(D), either 
the Board or the Attorney General of the 
United States may seek an order to require 
such person to produce the evidence required 
by such subpoena from the United States dis-
trict court for the judicial district in which 
the subpoenaed person resides, is served, or 
may be found.’’. 

SA 3914. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. PRIVACY AND PASSENGER IDENTIFICA-

TION VERIFICATION TECH-
NOLOGIES. 

(a) IN GENERAL.—The Secretary of Home-
land Security shall consult with the Privacy 
and Civil Liberties Oversight Board in the 
development of any program to use pas-
senger identification verification tech-
nologies. 

(b) REPORT REQUIREMENT.— 
(1) IN GENERAL.—Notwithstanding any 

other provision of law, no Federal program 
for passenger verification identification 
technologies shall begin until after the Sec-
retary of Homeland Security has submitted a 
report to Congress and to the Privacy and 
Civil Liberties Oversight Board about the 
program. 

(2) REPORT CONTENTS.—The report shall ad-
dress the privacy and civil liberty implica-
tions of the program, including the accuracy 
and reliability of the technologies used, and 
whether the program incorporates the nec-
essary architectural, operational, techno-
logical, and procedural safeguards to protect 
privacy and civil liberties. 

SA 3915. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. TERRORIST SCREENING CENTER. 

(a) CRITERIA FOR WATCH LIST.—The Sec-
retary of Homeland Security shall report to 
Congress the criteria for placing individuals 
on the Terrorist Screening Center consoli-
dated screening watch list, including min-
imum standards for reliability and accuracy 
of identifying information, the certainty and 
level of threat that the individual poses, and 
the consequences that apply to the person if 
located. To the greatest extent consistent 
with the protection of classified information 
and applicable law, the report shall be in un-
classified form and available to the public, 
with a classified annex where necessary. 

(b) SAFEGUARDS AGAINST ERRONEOUS LIST-
INGS.—The Secretary of Homeland Security 
shall establish a process for individuals to 
challenge ‘‘Automatic Selectee’’ or ‘‘No Fly’’ 
designations on the consolidated screening 
watch list and have their names removed 
from such lists, if erroneously present. 

(c) REPORT.—Not later than 180 days after 
the date of enactment of this Act, the Pri-
vacy and Civil Liberties Oversight Board 
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shall submit a report assessing the impact of 
the ‘‘No Fly’’ and ‘‘Automatic Selectee’’ lists 
on privacy and civil liberties to the Com-
mittee on the Judiciary, the Committee on 
Governmental Affairs, and the Committee on 
Commerce, Science and Transportation of 
the Senate, and the Committee on the Judi-
ciary, the Committee on Government Re-
form, and the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives. The report shall include any 
recommendations for practices, procedures, 
regulations, or legislation to eliminate or 
minimize adverse effects of such lists on pri-
vacy, discrimination, due process and other 
civil liberties, as well as the implications of 
applying those lists to other modes of trans-
portation. The Comptroller General of the 
United States shall cooperate with the Pri-
vacy and Civil Liberties Board in the prepa-
ration of the report. To the greatest extent 
consistent with the protection of classified 
information and applicable law, the report 
shall be in unclassified form and available to 
the public, with a classified annex where nec-
essary. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section shall become effective on the 
date of enactment of this Act. 

SA 3916. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 132, line 23, strike ‘‘and’’. 
On page 133, line 3, strike the period and 

insert ‘‘; and’’. 
On page 133, between lines 3 and 4, insert 

the following: 
(L) utilizing privacy-enhancing tech-

nologies that minimize the dissemination 
and disclosure of personally identifiable in-
formation. 

On page 153, between lines 2 and 3, insert 
the following: 

(o) LIMITATION ON FUNDS.—Notwith-
standing any other provision of this section, 
none of the funds provided pursuant to sub-
section (n) may be obligated for deployment 
or implementation of the Network under 
subsection (f) unless— 

(1) the guidelines and requirements under 
subsection (e) are submitted to Congress; and 

(2) the Privacy and Civil Liberties Over-
sight Board submits to Congress an assess-
ment of whether those guidelines and re-
quirements incorporate the necessary archi-
tectural, operational, technological, and pro-
cedural safeguards to protect privacy and 
civil liberties. 

SA 3917. Mr. LEAHY (for himself and 
Mr. GRASSLEY) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. FBI TRANSLATOR REPORTING RE-

QUIREMENT. 
Section 205(c) of Public Law 107-56 (28 

U.S.C. 532 note, 115 Stat. 282) is amended to 
read as follows: 

‘‘(c) REPORT.—Not later than 30 days after 
the date of enactment of the National Intel-
ligence Reform Act of 2004, and annually 

thereafter, the Attorney General of the 
United States shall submit a report to the 
Committee on the Judiciary of the Senate 
and the Committee on the Judiciary of the 
House of Representatives, that contains, 
with respect to each preceding 12-month pe-
riod— 

‘‘(1) the number of translators employed, 
or contracted for, by the Federal Bureau of 
Investigation or other components of the De-
partment of Justice; 

‘‘(2) any legal or practical impediments to 
using translators employed by other Federal, 
State, or local agencies on a full, part-time, 
or shared basis; 

‘‘(3) the needs of the Federal Bureau of In-
vestigation for the specific translation serv-
ices in certain languages, and recommenda-
tions for meeting those needs; 

‘‘(4) the status of any automated statis-
tical reporting system, including implemen-
tation and future viability; 

‘‘(5) the storage capabilities of the digital 
collection system or systems utilized; 

‘‘(6) a description of the establishment and 
compliance with audio retention policies 
that satisfy the investigative and intel-
ligence goals of the Federal Bureau of Inves-
tigation; 

‘‘(7) a description of the implementation of 
quality control procedures and mechanisms 
for monitoring compliance with quality con-
trol procedures; and 

‘‘(8) the current counterterrorism and 
counterintelligence audio backlog and rec-
ommendations for alleviating any backlog.’’. 

SA 3918. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. WHISTLEBLOWER PROTECTION. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘Congressional Right to Know 
Act’’. 

(b) FINDINGS.—Congress adopts herein spec-
ified findings of the National Commission on 
Terrorist Attacks Upon the United States 
(‘‘9–11 Commission’’) contained in the ‘‘9–11 
Commission Report’’ issued on July 22, 2004, 
and makes further findings as follows: 

(1) Prior to September 11, 2001, there were 
warnings of whistleblowers at the Federal 
Bureau of Investigation, and other national 
security professionals about security break-
downs in air security, border control and 
emergency planning. 

(2) Whistleblowers throughout the Execu-
tive branch who lawfully exercised the free-
dom to warn were subjected to retaliation 
without effective legal defense. 

(3) Safe communications channels that ef-
fectively protect the freedom to warn serve 
Congress’ right to know and are the lifeline 
for the Commission’s ‘‘most difficult and im-
portant’’ goal of ‘‘strengthening congres-
sional oversight to improve quality and ac-
countability’’. 

(4) Effectively protecting whistleblowers’ 
freedom to warn is the necessary foundation 
to implement and enforce 9–11 Commission 
reforms over entrenched institutional resist-
ance, so that the pattern of announced re-
forms not effecting the necessary institu-
tional and cultural changes does not happen 
again. 

(5) Whistleblowers lawfully exercising the 
freedom to warn personify the 9–11 Commis-
sion’s conclusion that the ‘‘choice between 
security and liberty is a false choice’’ be-

cause they use freedom to strengthen Amer-
ica’s security. 

(6) Whistleblowers exercising the freedom 
to warn are indispensable for ‘‘an enhanced 
system of checks and balances to protect the 
precious liberties that are vital to our way of 
life’’ by acting as sentinels who defend the 
principle that ‘‘if our liberties are curtailed, 
we lose the values that we are struggling to 
defend’’. 

(7) Effective whistleblower protection is a 
cornerstone principle necessary for the Com-
mission’s institutional goal that ‘‘[g]ood peo-
ple’’ should not have to ‘‘overcome bad 
structures’’. 

(8) Effectively protecting the individual 
employee’s freedom to warn is a prerequisite 
to strengthen national security by replacing 
the ‘‘need to know’’ culture of excessive 
agency compartmentalization with a ‘‘need 
to share’’ culture promoting a ‘‘duty to the 
information’’ and the American taxpayers. 

(9) Creating a safe channel to effectively 
exercise the freedom to warn implements the 
9–11 Commission’s goal for policies ‘‘that si-
multaneously empower and constrain offi-
cials, telling them clearly what is and what 
is not permitted’’. 

(10) Creating a safe channel to effectively 
exercise the freedom to warn of breaches in 
professional security standards serves the 9– 
11 Commission’s premise that professional 
expertise should have priority over institu-
tional concerns. 

(c) JURISDICTION.—This section shall apply 
to any Federal employee, including the Fed-
eral Bureau of Investigation, the Central In-
telligence Agency, the Defense Intelligence 
Agency, the National Imagery and Mapping 
Agency, the National Security Agency, the 
Department of Homeland Security, the 
Transportation Security Administration, or 
any other employee of the United States, as 
defined by section 2105 of title 5, United 
States Code, and to any employee or agent of 
an entity subject to liability under sections 
3729 et. seq. of title 5, United States Code, 
the False Claims Act. 

(d) PROHIBITED DISCRIMINATION.—No person 
covered by subsection (c) may be discharged, 
demoted, suspended, threatened, harassed, 
investigated other than any ministerial or 
nondiscretionary fact finding activities nec-
essary for the agency to perform its mission, 
or in any other manner discriminated 
against, including denial, suspension, rev-
ocation, or other determination relating to a 
security clearance or any other access deter-
mination because the person— 

(1) is about to or provides information, 
causes information to be provided, or other-
wise communicates with any Member of Con-
gress or any committee of Congress as pro-
vided by section 7211 of title 5, United States 
Code, the Lloyd LaFollette Act of 1912, in-
cluding disclosure of protected information 
under Public Law 105–272, the Intelligence 
Community Whistleblower Protection Act; 

(2)(A) is about to, or communicates or pro-
vides information whose disclosure is not 
specifically prohibited by law and if such in-
formation is not specifically required by Ex-
ecutive order to be kept secret in the inter-
est of national defense or the conduct of for-
eign affairs, cause such information to be 
communicated or provided, or otherwise as-
sists in any lawful investigation of other ac-
tion to carry out the government’s respon-
sibilities regarding any conduct which the 
person reasonably believes is evidence of any 
violation of any law, rule or regulation, 
gross waste, gross mismanagement, abuse of 
authority, or a substantial and specific dan-
ger to public health or safety when the infor-
mation or assistance is provided to or the in-
vestigation is conducted by— 

(i) the President or the President’s author-
ized representative; 
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(ii) a Federal regulatory or law enforce-

ment agency; 
(iii) any Member of Congress or any com-

mittee of Congress; or 
(iv) a witness, coworker, or person with su-

pervisory authority over the person (or such 
other person who has the authority to inves-
tigate, discover, or terminate misconduct); 
or 

(B) if communication of otherwise-covered 
information is specifically prohibited by law 
and if such information is required by Execu-
tive Order to be kept secret in the interest of 
national defense or the conduct of foreign af-
fairs, it may be communicated to Congress 
pursuant to paragraph (1), the Special Coun-
sel, the Inspector General of an agency, or 
another employee designated by the head of 
the agency to receive such disclosures; 

(3) is about to or files, causes to be filed, 
testify, participate in, or otherwise assist in 
a proceeding or action filed or about to be 
filed relating to a violation of any law, rule, 
or regulation, or take any other lawful ac-
tion to assist in carrying out the purposes of 
the law, rule, or regulation; 

(4) is about to or refuses to violate or as-
sist in the violation of any law, rule, or regu-
lation; 

(5) is about to or communicates or provides 
information protected by this subsection or 
cause such information to be provided or 
otherwise communicated, notwithstanding 
any nondisclosure policy, form, or agree-
ment, if such policy, form, or agreement does 
not contain the following statement, with an 
additional reference to this Act: ‘‘These pro-
visions are consistent with and do not super-
sede, conflict with, or otherwise alter the 
employee obligations, rights, or liabilities 
created by Executive order No. 12958, section 
7211 of title 5, United States Code, United 
States Code (governing disclosures to Con-
gress), section 1034 of title 10, United States 
Code (governing disclosure to Congress by 
members of the military), section 2302(b)(8) 
of title 5, United States Code (governing dis-
closures of illegality, waste, fraud, abuse, or 
public health or safety threats), the Intel-
ligence Identities Protection Act of 1982 (50 
U.S.C. 421 et seq.) (governing disclosures that 
could expose confidential Government 
agents), and the statutes which protect 
against disclosures that could compromise 
national security, including sections 641, 793, 
794, 798, and 952 of title 18, United States 
Code, and section 4(b) of the Subversive Ac-
tivities Control Act of 1950 (50 U.S.C. 783(b)). 
The definitions, requirements, obligations, 
rights, sanctions, and liabilities created by 
such Executive order and such statutory pro-
visions are incorporated into this agreement 
and are controlling.’’; 

(e) CLARIFICATION OF WHISTLEBLOWER 
RIGHTS FOR CRITICAL INFRASTRUCTURE INFOR-
MATION.—Section 214(c) of the Homeland Se-
curity Act of 2002 (Public Law 107–296) is 
amended by adding at the end the following: 
‘‘For purposes of this section a permissible 
use of independently obtained information 
includes the disclosure of such information 
under section 7211 of title 5, United States 
Code, and section 2302(b)(8) of title 5, United 
States Code and the provisions of this Act.’’. 

(f) PROTECTED ACTIVITIES.—Activities pro-
tected by this section is covered without re-
striction to time, place, form, motive, con-
text, policy or prior disclosure made to any 
person by an employee or applicant, includ-
ing a disclosure made in the ordinary course 
of an employee’s duties; 

(g) PRESUMPTIONS.—For purposes of this 
section, any presumption relating to the per-
formance of a duty by an employee who has 
authority to take, direct others to take, rec-
ommend, or approve any personnel action 
may be rebutted by substantial evidence. 

(h) DETERMINATIONS.—For purposes of sub-
section (d)(2), a determination as to whether 
an employee or applicant reasonably believes 
that they have provided or otherwise com-
municated information that evidences any 
violation of law, rule, regulation, gross mis-
management, a gross waste of funds, an 
abuse of authority, or a substantial and spe-
cific danger to public health or safety shall 
be made by determining whether a disin-
terested observer with knowledge of the es-
sential facts known to and readily ascertain-
able by the employee would reasonably con-
clude that the actions evidence such viola-
tions, mismanagement, waste, abuse, or dan-
ger. 

(i) ENFORCEMENT ACTION.— 
(1) IN GENERAL.—A person who alleges dis-

charge or other discrimination by any person 
in violation of this section may seek relief 
under this subsection, by— 

(A) filing a complaint with the Merit Sys-
tems Protection Board for a violation of sec-
tions 2302(b)(8), 2302(b)(9), or 2302(b)(11) of 
title 5, United States Code; or 

(B) if the Board has not issued a final deci-
sion within 180 days of the filing of the com-
plaint and there is no showing that such 
delay is due to the bad faith of the claimant, 
bringing an action at law or equity for de 
novo review in the appropriate district court 
of the United States, which shall have juris-
diction over such an action without regard 
to the amount in controversy. 

(2) PROCEDURE.— 
(A) BURDENS OF PROOF.—An action brought 

under this section shall be governed by the 
legal burdens of proof set forth in sections 
1214 and 1221 of title 5, United States Code. 

(B) STATUTE OF LIMITATIONS.—An action 
under paragraph (1) shall be commenced not 
later than 1 year after the date on which the 
violation occurs. 

(j) RIGHTS RETAINED BY PERSON.—Nothing 
in this section shall be deemed to diminish 
the rights, privileges, or remedies of any per-
son under any Federal or State law, or under 
any collective bargaining agreement. 

(k) REMEDIES.— 
(1) IN GENERAL.—A person prevailing in any 

action under subsection (i) shall be entitled 
to all relief necessary to make the person 
whole. 

(2) DAMAGES.—Relief for any action under 
paragraph (1) shall include— 

(A) reinstatement or transfer to the first 
available position for which the person is 
qualified with the same seniority status that 
the person would have had, but for the dis-
crimination; 

(B) the amount of any back pay, with in-
terest; and 

(C) compensation for any compensatory, 
consequential or special damages sustained 
as a result of the discrimination, including 
litigation costs, expert witness fees, and rea-
sonable attorney fees. 

SA 3919. Mr. LEAHY (for himself and 
Mr. GRASSLEY) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

Add at the end the following: 

TITLE IV—REFORM OF FEDERAL BUREAU 
OF INVESTIGATION 

SEC. 401. SHORT TITLE. 

This title may be cited as the ‘‘Federal Bu-
reau of Investigation Reform Act of 2004’’. 

Subtitle A—Whistleblower Protection 
SEC. 411. INCREASING PROTECTIONS FOR FBI 

WHISTLEBLOWERS. 
Section 2303 of title 5, United States Code, 

is amended to read as follows: 
‘‘§ 2303. Prohibited personnel practices in the 

Federal Bureau of Investigation 
‘‘(a) DEFINITION.—In this section, the term 

‘personnel action’ means any action de-
scribed in clauses (i) through (x) of section 
2302(a)(2)(A). 

‘‘(b) PROHIBITED PRACTICES.—Any em-
ployee of the Federal Bureau of Investiga-
tion who has the authority to take, direct 
others to take, recommend, or approve any 
personnel action, shall not, with respect to 
such authority, take or fail to take a per-
sonnel action with respect to any employee 
of the Bureau or because of— 

‘‘(1) any disclosure of information by the 
employee to the Attorney General (or an em-
ployee designated by the Attorney General 
for such purpose), a supervisor of the em-
ployee, the Inspector General for the Depart-
ment of Justice, or a Member of Congress 
that the employee reasonably believes evi-
dences— 

‘‘(A) a violation of any law, rule, or regula-
tion; or 

‘‘(B) mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safe-
ty; or 

‘‘(2) any disclosure of information by the 
employee to the Special Counsel of informa-
tion that the employee reasonably believes 
evidences— 

‘‘(A) a violation of any law, rule, or regula-
tion; or 

‘‘(B) mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safe-
ty, 

if such disclosure is not specifically prohib-
ited by law and if such information is not 
specifically required by Executive order to 
be kept secret in the interest of national de-
fense or the conduct of foreign affairs. 

‘‘(c) INDIVIDUAL RIGHT OF ACTION.—Chapter 
12 of this title shall apply to an employee of 
the Federal Bureau of Investigation who 
claims that a personnel action has been 
taken under this section against the em-
ployee as a reprisal for any disclosure of in-
formation described in subsection (b)(2). 

‘‘(d) REGULATIONS.—The Attorney General 
shall prescribe regulations to ensure that a 
personnel action under this section shall not 
be taken against an employee of the Federal 
Bureau of Investigation as a reprisal for any 
disclosure of information described in sub-
section (b)(1), and shall provide for the en-
forcement of such regulations in a manner 
consistent with applicable provisions of sec-
tions 1214 and 1221, and in accordance with 
the procedures set forth in sections 554 
through 557 and 701 through 706.’’. 

Subtitle B—FBI Security Career Program 
SEC. 421. SECURITY MANAGEMENT POLICIES. 

The Attorney General shall establish poli-
cies and procedures for the effective manage-
ment (including accession, education, train-
ing, and career development) of persons serv-
ing in security positions in the Federal Bu-
reau of Investigation. 
SEC. 422. DIRECTOR OF THE FEDERAL BUREAU 

OF INVESTIGATION. 
(a) IN GENERAL.—Subject to the authority, 

direction, and control of the Attorney Gen-
eral, the Director of the Federal Bureau of 
Investigation (referred to in this subtitle as 
the ‘‘Director’’) shall carry out all powers, 
functions, and duties of the Attorney Gen-
eral with respect to the security workforce 
in the Federal Bureau of Investigation. 

(b) POLICY IMPLEMENTATION.—The Director 
shall ensure that the policies of the Attorney 
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General established in accordance with this 
title are implemented throughout the Fed-
eral Bureau of Investigation at both the 
headquarters and field office levels. 
SEC. 423. DIRECTOR OF SECURITY. 

The Director shall appoint a Director of 
Security, or such other title as the Director 
may determine, to assist the Director in the 
performance of the duties of the Director 
under this title. 
SEC. 424. SECURITY CAREER PROGRAM BOARDS. 

(a) ESTABLISHMENT.—The Director acting 
through the Director of Security shall estab-
lish a security career program board to ad-
vise the Director in managing the hiring, 
training, education, and career development 
of personnel in the security workforce of the 
Federal Bureau of Investigation. 

(b) COMPOSITION OF BOARD.—The security 
career program board shall include— 

(1) the Director of Security (or a represent-
ative of the Director of Security); 

(2) the senior officials, as designated by the 
Director, with responsibility for personnel 
management; 

(3) the senior officials, as designated by the 
Director, with responsibility for information 
management; 

(4) the senior officials, as designated by the 
Director, with responsibility for training and 
career development in the various security 
disciplines; and 

(5) such other senior officials for the intel-
ligence community as the Director may des-
ignate. 

(c) CHAIRPERSON.—The Director of Security 
(or a representative of the Director of Secu-
rity) shall be the chairperson of the board. 

(d) SUBORDINATE BOARDS.—The Director of 
Security may establish a subordinate board 
structure to which functions of the security 
career program board may be delegated. 
SEC. 425. DESIGNATION OF SECURITY POSITIONS. 

(a) DESIGNATION.—The Director shall des-
ignate, by regulation, those positions in the 
Federal Bureau of Investigation that are se-
curity positions for purposes of this title. 

(b) REQUIRED POSITIONS.—In designating 
security positions under subsection (a), the 
Director shall include, at a minimum, all se-
curity-related positions in the areas of— 

(1) personnel security and access control; 
(2) information systems security and infor-

mation assurance; 
(3) physical security and technical surveil-

lance countermeasures; 
(4) operational, program, and industrial se-

curity; and 
(5) information security and classification 

management. 
SEC. 426. CAREER DEVELOPMENT. 

(a) CAREER PATHS.—The Director shall en-
sure that appropriate career paths for per-
sonnel who wish to pursue careers in secu-
rity are identified in terms of the education, 
training, experience, and assignments nec-
essary for career progression to the most 
senior security positions and shall make 
available published information on those ca-
reer paths. 

(b) LIMITATION ON PREFERENCE FOR SPECIAL 
AGENTS.— 

(1) IN GENERAL.—Except as provided in the 
policy established under paragraph (2), the 
Attorney General shall ensure that no re-
quirement or preference for a Special Agent 
of the Federal Bureau of Investigation (re-
ferred to in this subtitle as a ‘‘Special 
Agent’’) is used in the consideration of per-
sons for security positions. 

(2) POLICY.—The Attorney General shall es-
tablish a policy that permits a particular se-
curity position to be specified as available 
only to Special Agents, if a determination is 
made, under criteria specified in the policy, 
that a Special Agent— 

(A) is required for that position by law; 

(B) is essential for performance of the du-
ties of the position; or 

(C) is necessary for another compelling 
reason. 

(3) REPORT.—Not later than December 15 of 
each year, the Director shall submit to the 
Attorney General a report that lists— 

(A) each security position that is re-
stricted to Special Agents under the policy 
established under paragraph (2); and 

(B) the recommendation of the Director as 
to whether each restricted security position 
should remain restricted. 

(c) OPPORTUNITIES TO QUALIFY.—The Attor-
ney General shall ensure that all personnel, 
including Special Agents, are provided the 
opportunity to acquire the education, train-
ing, and experience necessary to qualify for 
senior security positions. 

(d) BEST QUALIFIED.—The Attorney Gen-
eral shall ensure that the policies estab-
lished under this title are designed to pro-
vide for the selection of the best qualified in-
dividual for a position, consistent with other 
applicable law. 

(e) ASSIGNMENTS POLICY.—The Attorney 
General shall establish a policy for assigning 
Special Agents to security positions that 
provides for a balance between— 

(1) the need for personnel to serve in career 
enhancing positions; and 

(2) the need for requiring service in each 
such position for sufficient time to provide 
the stability necessary to carry out effec-
tively the duties of the position and to allow 
for the establishment of responsibility and 
accountability for actions taken in the posi-
tion. 

(f) LENGTH OF ASSIGNMENT.—In imple-
menting the policy established under sub-
section (b)(2), the Director shall provide, as 
appropriate, for longer lengths of assign-
ments to security positions than assign-
ments to other positions. 

(g) PERFORMANCE APPRAISALS.—The Direc-
tor shall provide an opportunity for review 
and inclusion of any comments on any ap-
praisal of the performance of a person serv-
ing in a security position by a person serving 
in a security position in the same security 
career field. 

(h) BALANCED WORKFORCE POLICY.—In the 
development of security workforce policies 
under this Act with respect to any employ-
ees or applicants for employment, the Attor-
ney General shall, consistent with the merit 
system principles set out in paragraphs (1) 
and (2) of section 2301(b) of title 5, United 
States Code, take into consideration the 
need to maintain a balanced workforce in 
which women and members of racial and eth-
nic minority groups are appropriately rep-
resented in Government service. 
SEC. 427. GENERAL EDUCATION, TRAINING, AND 

EXPERIENCE REQUIREMENTS. 
(a) IN GENERAL.—The Director shall estab-

lish education, training, and experience re-
quirements for each security position, based 
on the level of complexity of duties carried 
out in the position. 

(b) QUALIFICATION REQUIREMENTS.—Before 
being assigned to a position as a program 
manager or deputy program manager of a 
significant security program, a person— 

(1) must have completed a security pro-
gram management course that is accredited 
by the Intelligence Community-Department 
of Defense Joint Security Training Consor-
tium or is determined to be comparable by 
the Director; and 

(2) must have not less than 6 years experi-
ence in security, of which not less than 2 
years were performed in a similar program 
office or organization. 
SEC. 428. EDUCATION AND TRAINING PROGRAMS. 

(a) IN GENERAL.—The Director, in consulta-
tion with the Director of Central Intel-

ligence and the Secretary of Defense, shall 
establish and implement education and 
training programs for persons serving in se-
curity positions in the Federal Bureau of In-
vestigation. 

(b) OTHER PROGRAMS.—The Director shall 
ensure that programs established under sub-
section (a) are established and implemented, 
to the maximum extent practicable, uni-
formly with the programs of the Intelligence 
Community and the Department of Defense. 

SEC. 429. OFFICE OF PERSONNEL MANAGEMENT 
APPROVAL. 

(a) IN GENERAL.—The Attorney General 
shall submit any requirement that is estab-
lished under section 427 to the Director of 
the Office of Personnel Management for ap-
proval. 

(b) FINAL APPROVAL.—If the Director does 
not disapprove the requirements established 
under section 427 within 30 days after the 
date on which the Director receives the re-
quirement, the requirement is deemed to be 
approved by the Director of the Office of Per-
sonnel Management. 

Subtitle C—FBI Counterintelligence 
Polygraph Program 

SEC. 431. DEFINITIONS. 

In this subtitle: 
(1) POLYGRAPH PROGRAM.—The term ‘‘poly-

graph program’’ means the counterintel-
ligence screening polygraph program estab-
lished under section 432. 

(2) POLYGRAPH REVIEW.—The term ‘‘Poly-
graph Review’’ means the review of the sci-
entific validity of the polygraph for counter-
intelligence screening purposes conducted by 
the Committee to Review the Scientific Evi-
dence on the Polygraph of the National 
Academy of Sciences. 

SEC. 432. ESTABLISHMENT OF PROGRAM. 

Not later than 6 months after the date of 
enactment of this Act, the Attorney General, 
in consultation with the Director of the Fed-
eral Bureau of Investigation and the Direc-
tor of Security of the Federal Bureau of In-
vestigation, shall establish a counterintel-
ligence screening polygraph program for the 
Federal Bureau of Investigation that con-
sists of periodic polygraph examinations of 
employees, or contractor employees of the 
Federal Bureau of Investigation who are in 
positions specified by the Director of the 
Federal Bureau of Investigation as excep-
tionally sensitive in order to minimize the 
potential for unauthorized release or disclo-
sure of exceptionally sensitive information. 

SEC. 433. REGULATIONS. 

(a) IN GENERAL.—The Attorney General 
shall prescribe regulations for the polygraph 
program in accordance with subchapter II of 
chapter 5 of title 5, United States Code (com-
monly referred to as the Administrative Pro-
cedures Act). 

(b) CONSIDERATIONS.—In prescribing regula-
tions under subsection (a), the Attorney 
General shall— 

(1) take into account the results of the 
Polygraph Review; and 

(2) include procedures for— 
(A) identifying and addressing false posi-

tive results of polygraph examinations; 
(B) ensuring that adverse personnel actions 

are not taken against an individual solely by 
reason of the physiological reaction of the 
individual to a question in a polygraph ex-
amination, unless— 

(i) reasonable efforts are first made inde-
pendently to determine through alternative 
means, the veracity of the response of the in-
dividual to the question; and 

(ii) the Director of the Federal Bureau of 
Investigation determines personally that the 
personnel action is justified; 
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(C) ensuring quality assurance and quality 

control in accordance with any guidance pro-
vided by the Department of Defense Poly-
graph Institute and the Director of Central 
Intelligence; and 

(D) allowing any employee or contractor 
who is the subject of a counterintelligence 
screening polygraph examination under the 
polygraph program, upon written request, to 
have prompt access to any unclassified re-
ports regarding an examination that relates 
to any adverse personnel action taken with 
respect to the individual. 
SEC. 434. REPORT ON FURTHER ENHANCEMENT 

OF FBI PERSONNEL SECURITY PRO-
GRAM. 

(a) IN GENERAL.—Not later than 9 months 
after the date of enactment of this Act, the 
Director of the Federal Bureau of Investiga-
tion shall submit to Congress a report set-
ting forth recommendations for any legisla-
tive action that the Director considers ap-
propriate in order to enhance the personnel 
security program of the Federal Bureau of 
Investigation. 

(b) POLYGRAPH REVIEW RESULTS.—Any rec-
ommendation under subsection (a) regarding 
the use of polygraphs shall take into account 
the results of the Polygraph Review. 

Subtitle D—Reports 
SEC. 441. REPORT ON LEGAL AUTHORITY FOR FBI 

PROGRAMS AND ACTIVITIES. 
(a) IN GENERAL.—Not later than 9 months 

after the date of enactment of this Act, the 
Attorney General shall submit to Congress a 
report describing the statutory and other 
legal authority for all programs and activi-
ties of the Federal Bureau of Investigation. 

(b) CONTENTS.—The report submitted under 
subsection (a) shall describe— 

(1) the titles within the United States Code 
and the statutes for which the Federal Bu-
reau of Investigation exercises investigative 
responsibility; 

(2) each program or activity of the Federal 
Bureau of Investigation that has express 
statutory authority and the statute which 
provides that authority; and 

(3) each program or activity of the Federal 
Bureau of Investigation that does not have 
express statutory authority, and the source 
of the legal authority for that program or 
activity. 

(c) RECOMMENDATIONS.—The report sub-
mitted under subsection (a) shall recommend 
whether— 

(1) the Federal Bureau of Investigation 
should continue to have investigative re-
sponsibility for each statute for which the 
Federal Bureau of Investigation currently 
has investigative responsibility; 

(2) the legal authority for any program or 
activity of the Federal Bureau of Investiga-
tion should be modified or repealed; 

(3) the Federal Bureau of Investigation 
should have express statutory authority for 
any program or activity of the Federal Bu-
reau of Investigation for which the Federal 
Bureau of Investigation does not currently 
have express statutory authority; and 

(4) the Federal Bureau of Investigation 
should— 

(A) have authority for any new program or 
activity; and 

(B) express statutory authority with re-
spect to any new programs or activities. 

Subtitle E—Ending the Double Standard 
SEC. 451. ALLOWING DISCIPLINARY SUSPEN-

SIONS OF MEMBERS OF THE SENIOR 
EXECUTIVE SERVICE FOR 14 DAYS 
OR LESS. 

Section 7542 of title 5, United States Code, 
is amended by striking ‘‘for more than 14 
days’’. 
SEC. 452. SUBMITTING OFFICE OF PROFES-

SIONAL RESPONSIBILITY REPORTS 
TO CONGRESSIONAL COMMITTEES. 

(a) IN GENERAL.—For each of the 5 years 
following the date of enactment of this Act, 

the Office of the Inspector General shall sub-
mit to the chairperson and ranking member 
of the Committees on the Judiciary of the 
Senate and the House of Representatives an 
annual report to be completed by the Federal 
Bureau of Investigation, Office of Profes-
sional Responsibility and provided to the In-
spector General, which sets forth— 

(1) basic information on each investigation 
completed by that Office; 

(2) the findings and recommendations of 
that Office for disciplinary action; and 

(3) what, if any, action was taken by the 
Director of the Federal Bureau of Investiga-
tion or the designee of the Director based on 
any such recommendation. 

(b) CONTENTS.—In addition to all matters 
already included in the annual report de-
scribed in subsection (a), the report shall 
also include an analysis of— 

(1) whether senior Federal Bureau of Inves-
tigation employees and lower level Federal 
Bureau of Investigation personnel are being 
disciplined and investigated similarly; and 

(2) whether any double standard is being 
employed to more senior employees with re-
spect to allegations of misconduct. 

Subtitle F—Enhancing Security at the 
Department of Justice 

SEC. 461. REPORT ON THE PROTECTION OF SECU-
RITY AND INFORMATION AT THE DE-
PARTMENT OF JUSTICE. 

Not later than 9 months after the date of 
enactment of this Act, the Attorney General 
shall submit to Congress a report on the 
manner in which the Security and Emer-
gency Planning Staff, the Office of Intel-
ligence Policy and Review, and the Chief In-
formation Officer of the Department of Jus-
tice plan to improve the protection of secu-
rity and information at the Department of 
Justice, including a plan to establish secure 
electronic communications between the Fed-
eral Bureau of Investigation and the Office of 
Intelligence Policy and Review for proc-
essing information related to the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.). 
SEC. 462. AUTHORIZATION FOR INCREASED RE-

SOURCES TO PROTECT SECURITY 
AND INFORMATION. 

There are authorized to be appropriated to 
the Department of Justice for the activities 
of the Security and Emergency Planning 
Staff to meet the increased demands to pro-
vide personnel, physical, information, tech-
nical, and litigation security for the Depart-
ment of Justice, to prepare for terrorist 
threats and other emergencies, and to review 
security compliance by components of the 
Department of Justice— 

(1) $13,000,000 for fiscal years 2004 and 2005; 
(2) $17,000,000 for fiscal year 2006; and 
(3) $22,000,000 for fiscal year 2007. 

SEC. 463. AUTHORIZATION FOR INCREASED RE-
SOURCES TO FULFILL NATIONAL SE-
CURITY MISSION OF THE DEPART-
MENT OF JUSTICE. 

There are authorized to be appropriated to 
the Department of Justice for the activities 
of the Office of Intelligence Policy and Re-
view to help meet the increased personnel 
demands to combat terrorism, process appli-
cations to the Foreign Intelligence Surveil-
lance Court, participate effectively in coun-
terespionage investigations, provide policy 
analysis and oversight on national security 
matters, and enhance secure computer and 
telecommunications facilities— 

(1) $7,000,000 for fiscal years 2004 and 2005; 
(2) $7,500,000 for fiscal year 2006; and 
(3) $8,000,000 for fiscal year 2007. 

SA 3920. Mr. LEAHY (for himself and 
Mr. GRASSLEY) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-

ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 177, after line 17, add the fol-
lowing: 
Subtitle D—Foreign Intelligence Surveillance 
SEC. 231. SHORT TITLE. 

This subtitle may be cited as the ‘‘Domes-
tic Surveillance Oversight Act of 2004’’. 
SEC. 232. IMPROVEMENTS TO FOREIGN INTEL-

LIGENCE SURVEILLANCE ACT OF 
1978. 

(a) RULES AND PROCEDURES FOR FISA 
COURTS.—Section 103 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1803) is amended by adding at the end the fol-
lowing new subsection: 

‘‘(e)(1) The courts established pursuant to 
subsections (a) and (b) may establish such 
rules and procedures, and take such actions, 
as are reasonably necessary to administer 
their responsibilities under this Act. 

‘‘(2) The rules and procedures established 
under paragraph (1), and any modifications 
of such rules and procedures, shall be re-
corded, and shall be transmitted to the fol-
lowing: 

‘‘(A) All of the judges on the court estab-
lished pursuant to subsection (a). 

‘‘(B) All of the judges on the court of re-
view established pursuant to subsection (b). 

‘‘(C) The Chief Justice of the United 
States. 

‘‘(D) The Committee on the Judiciary of 
the Senate. 

‘‘(E) The Select Committee on Intelligence 
of the Senate. 

‘‘(F) The Committee on the Judiciary of 
the House of Representatives. 

‘‘(G) The Permanent Select Committee on 
Intelligence of the House of Representa-
tives.’’. 

(b) REPORTING REQUIREMENTS.—(1) The 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.) is further amended— 

(A) by redesignating title VI as title VII, 
and section 601 as section 701, respectively; 
and 

(B) by inserting after title V the following 
new title: 

‘‘TITLE VI—PUBLIC REPORTING 
REQUIREMENT 

‘‘PUBLIC REPORT OF THE ATTORNEY GENERAL 
‘‘SEC. 601. In addition to the reports re-

quired by sections 107, 108, 306, 406, and 502, 
in April of each year, the Attorney General 
shall issue a public report setting forth with 
respect to the preceding calendar year— 

‘‘(1) the aggregate number of United States 
persons targeted for orders issued under this 
Act, including those targeted for— 

‘‘(A) electronic surveillance under section 
105; 

‘‘(B) physical searches under section 304; 
‘‘(C) pen registers under section 402; and 
‘‘(D) access to records under section 501; 
‘‘(2) the number of times that the Attorney 

General has authorized that information ob-
tained under such sections or any informa-
tion derived therefrom may be used in a 
criminal proceeding; 

‘‘(3) the number of times that a statement 
was completed pursuant to section 106(b), 
305(c), or 405(b) to accompany a disclosure of 
information acquired under this Act for law 
enforcement purposes; and 

‘‘(4) in a manner consistent with the pro-
tection of the national security of the United 
States— 

‘‘(A) the portions of the documents and ap-
plications filed with the courts established 
under section 103 that include significant 
construction or interpretation of the provi-
sions of this Act or any provision of the 
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United States Constitution, not including 
the facts of any particular matter, which 
may be redacted; 

‘‘(B) the portions of the opinions and or-
ders of the courts established under section 
103 that include significant construction or 
interpretation of the provisions of this Act 
or any provision of the United States Con-
stitution, not including the facts of any par-
ticular matter, which may be redacted; and 

‘‘(C) in the first report submitted under 
this section, the matters specified in sub-
paragraphs (A) and (B) for all documents and 
applications filed with the courts established 
under section 103, and all otherwise unpub-
lished opinions and orders of that court, for 
the 4 years before the preceding calendar 
year in addition to that year.’’. 

(2) The table of contents for that Act is 
amended by striking the items for title VI 
and inserting the following new items: 

‘‘TITLE VI—PUBLIC REPORTING 
REQUIREMENT 

‘‘Sec. 601. Public report of the Attorney 
General. 

‘‘TITLE VII—EFFECTIVE DATE 
‘‘Sec. 701. Effective date.’’. 
SEC. 233. ADDITIONAL IMPROVEMENTS OF CON-

GRESSIONAL OVERSIGHT OF SUR-
VEILLANCE ACTIVITIES. 

(a) TITLE 18, UNITED STATES CODE.—Sec-
tion 2709(e) of title 18, United States Code, is 
amended by adding at the end the following 
new sentence: ‘‘The information shall in-
clude a separate statement of all such re-
quests made of institutions operating as pub-
lic libraries or serving as libraries of sec-
ondary schools or institutions of higher edu-
cation.’’. 

(b) RIGHT TO FINANCIAL PRIVACY ACT OF 
1978.—Section 1114(a)(5)(C) of the Right to Fi-
nancial Privacy Act of 1978 (12 U.S.C. 
3414(a)(5)(C)) is amended to read as follows: 

‘‘(C)(i) On a semiannual basis the Attorney 
General shall fully inform the congressional 
intelligence committees, the Committee on 
the Judiciary of the House of Representa-
tives, and the Committee on the Judiciary of 
the Senate concerning all requests made pur-
suant to this paragraph. 

‘‘(ii) In the case of the semiannual reports 
required to be submitted under clause (i) to 
the congressional intelligence committees, 
the submittal dates for such reports shall be 
as provided in section 507 of the National Se-
curity Act of 1947. 

‘‘(iii) In this subparagraph, the term ‘con-
gressional intelligence committees’ has the 
meaning given that term in section 3 of the 
National Security Act of 1947 (50 U.S.C. 
401a).’’. 

(c) FAIR CREDIT REPORTING ACT.—Section 
625(h)(1) of the Fair Credit Reporting Act (15 
U.S.C. 1681u(h)(1)), as amended by section 
811(b)(8)(B) of the Intelligence Authorization 
Act for Fiscal Year 2003 (Public Law 107–306), 
is further amended— 

(1) by striking ‘‘and the Committee on 
Banking, Finance and Urban Affairs of the 
House of Representatives’’ and inserting ‘‘, 
the Committee on Financial Services, and 
the Committee on the Judiciary of the House 
of Representatives’’; and 

(2) by striking ‘‘and the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate’’ and inserting ‘‘, the Committee on 
Banking, Housing, and Urban Affairs, and 
the Committee on the Judiciary of the Sen-
ate’’. 

SA 3921. Mr. LEAHY submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 

and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. ANTHRAX VICTIMS FUND. 

(a) REFERENCES.—Except as otherwise ex-
pressly provided, wherever in this Act an 
amendment or repeal is expressed in terms of 
an amendment to, or repeal of, a section or 
other provision, the reference shall be con-
sidered a reference to the September 11th 
Victim Compensation Fund of 2001 (Public 
Law 107–42; 49 U.S.C. 40101 note). 

(b) COMPENSATION FOR VICTIMS OF TER-
RORIST ACTS.— 

(1) DEFINITIONS.—Section 402(6) is amended 
by inserting ‘‘or related to a terrorist-re-
lated laboratory-confirmed anthrax infection 
in the United States during the period begin-
ning on September 13, 2001, through Novem-
ber 30, 2001’’ before the period. 

(2) PURPOSE.—Section 403 is amended by in-
serting ‘‘or as a result of a terrorist-related 
laboratory-confirmed anthrax infection in 
the United States during the period begin-
ning on September 13, 2001, through Novem-
ber 30, 2001’’ before the period. 

(3) DETERMINATION OF ELIGIBILITY FOR COM-
PENSATION.— 

(A) CLAIM FORM CONTENTS.—Section 
405(a)(2)(B) is amended— 

(i) in clause (i), by inserting ‘‘or as a result 
of a terrorist-related laboratory-confirmed 
anthrax infection in the United States dur-
ing the period beginning on September 13, 
2001, through November 30, 2001’’ before the 
semicolon; 

(ii) in clause (ii), by inserting ‘‘or terrorist- 
related laboratory-confirmed anthrax infec-
tion’’ before the semicolon; and 

(iii) in clause (iii), by inserting ‘‘or ter-
rorist-related laboratory-confirmed anthrax 
infection’’ before the period. 

(B) LIMITATION.—Section 405(a)(3) is 
amended by striking ‘‘2 years’’ and inserting 
‘‘3 years’’. 

(C) COLLATERAL COMPENSATION.—Section 
405(b)(6) is amended by inserting ‘‘or as a re-
sult of a terrorist-related laboratory-con-
firmed anthrax infection in the United 
States during the period beginning on Sep-
tember 13, 2001, through November 30, 2001’’ 
before the period. 

(D) ELIGIBILITY.— 
(i) INDIVIDUALS.—Section 405(c)(2) is 

amended— 
(I) in subparagraph (B), by striking ‘‘or’’ 

after the semicolon; 
(II) in subparagraph (C)— 
(aa) by striking ‘‘or (B)’’ and inserting ‘‘, 

(B), or (C)’’; and 
(bb) striking ‘‘(C)’’ and inserting ‘‘(D)’’; 

and 
(III) by inserting after subparagraph (B) 

the following: 
‘‘(C) an individual who suffered physical 

harm or death as a result of a terrorist-re-
lated laboratory-confirmed anthrax infection 
in the United States during the period begin-
ning on September 13, 2001, through Novem-
ber 30, 2001; or ’’. 

(ii) REQUIREMENTS.—Section 405(c)(3) is 
amended— 

(I) in the heading for subparagraph (B) by 
inserting ‘‘RELATING TO SEPTEMBER 11TH TER-
RORIST ACTS’’ before the period; and 

(II) by adding at the end the following: 
‘‘(C) LIMITATION ON CIVIL ACTION RELATING 

TO OTHER TERRORIST ACTS.— 
‘‘(i) IN GENERAL.—Upon the submission of a 

claim under this title, the claimant waives 
the right to file a civil action (or to be a 
party to an action) in any Federal or State 
court for damages sustained as a result of a 
terrorist-related laboratory-confirmed an-
thrax infection in the United States during 
the period beginning on September 13, 2001, 

through November 30, 2001. The preceding 
sentence does not apply to a civil action to 
recover any collateral source obligation 
based on contract, or to a civil action 
against any person who is a knowing partici-
pant in any conspiracy to commit any ter-
rorist act. 

‘‘(ii) PENDING ACTIONS.—In the case of an 
individual who is a party to a civil action de-
scribed in clause (i), such individual may not 
submit a claim under this title unless such 
individual withdraws from such action by 
the date that is 90 days after the date on 
which regulations are promulgated under 
section 4 of the Anthrax Victims Fund Fair-
ness Act of 2003. 

‘‘(D) INDIVIDUALS WITH PRIOR COMPENSA-
TION.— 

‘‘(i) IN GENERAL.—Subject to clause (ii), an 
individual is not an eligible individual for 
purposes of this subsection if that individual, 
or the estate of that individual, has received 
any compensation from a civil action or set-
tlement based on tort related to a terrorist- 
related laboratory-confirmed anthrax infec-
tion in the United States during the period 
beginning on September 13, 2001, through No-
vember 30, 2001. 

‘‘(ii) EXCEPTION.—Clause (i) shall not apply 
to compensation received from a civil action 
against any person who is a knowing partici-
pant in any conspiracy to commit any ter-
rorist act.’’. 

(iii) INELIGIBILITY OF PARTICIPANTS AND 
CONSPIRATORS.—Section 405(c) is amended by 
adding at the end the following: 

‘‘(4) INELIGIBILITY OF PARTICIPANTS AND 
CONSPIRATORS.—An individual, or a rep-
resentative of that individual, shall not be 
eligible to receive compensation under this 
title if that individual is identified by the 
Attorney General to have been a participant 
or conspirator in a terrorist-related labora-
tory-confirmed anthrax infection in the 
United States during the period beginning on 
September 13, 2001, through November 30, 
2001.’’. 

(c) REGULATIONS.—Not later than 90 days 
after the date of enactment of this section, 
the Attorney General, in consultation with 
the Special Master, shall promulgate regula-
tions to carry out the amendments made by 
this section, including regulations with re-
spect to— 

(1) forms to be used in submitting claims 
under this Act; 

(2) the information to be included in such 
forms; 

(3) procedures for hearing and the presen-
tation of evidence; 

(4) procedures to assist an individual in fil-
ing and pursuing claims under this section; 
and 

(5) other matters determined appropriate 
by the Attorney General. 

SA 3922. Mr. DURBIN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE ll—SAFE ACT 
SEC. ll01. SHORT TITLE. 

This title may be cited as the ‘‘Security 
and Freedom Ensured Act of 2004’’ or the 
‘‘SAFE Act’’. 
SEC. ll02. LIMITATION ON ROVING WIRETAPS 

UNDER FOREIGN INTELLIGENCE 
SURVEILLANCE ACT OF 1978. 

Section 105(c) of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1805(c)) is 
amended— 
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(1) in paragraph (1), by striking subpara-

graphs (A) and (B) and inserting the fol-
lowing: 

‘‘(A)(i) the identity of the target of elec-
tronic surveillance, if known; or 

‘‘(ii) if the identity of the target is not 
known, a description of the target and the 
nature and location of the facilities and 
places at which the electronic surveillance 
will be directed; 

‘‘(B)(i) the nature and location of each of 
the facilities or places at which the elec-
tronic surveillance will be directed, if 
known; and 

‘‘(ii) if any of the facilities or places are 
unknown, the identity of the target;’’; and 

(2) in paragraph (2)— 
(A) by redesignating subparagraphs (B) 

through (D) as subparagraphs (C) through 
(E), respectively; and 

(B) by inserting after subparagraph (A), 
the following: 

‘‘(B) in cases where the facility or place at 
which the surveillance will be directed is not 
known at the time the order is issued, that 
the surveillance be conducted only when the 
presence of the target at a particular facility 
or place is ascertained by the person con-
ducting the surveillance;’’. 
SEC. ll03. LIMITATION ON AUTHORITY TO 

DELAY NOTICE OF SEARCH WAR-
RANTS. 

(a) IN GENERAL.—Section 3103a of title 18, 
United States Code, is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by striking ‘‘may have 

an adverse result (as defined in section 2705)’’ 
and inserting ‘‘will— 

‘‘(A) endanger the life or physical safety of 
an individual; 

‘‘(B) result in flight from prosecution; or 
‘‘(C) result in the destruction of, or tam-

pering with, the evidence sought under the 
warrant’’; and 

(B) in paragraph (3), by striking ‘‘within a 
reasonable period’’ and all that follows and 
inserting ‘‘not later than 7 days after the 
execution of the warrant, which period may 
be extended by the court for an additional 
period of not more than 7 days each time the 
court finds reasonable cause to believe, pur-
suant to a request by the Attorney General, 
the Deputy Attorney General, or an Asso-
ciate Attorney General, that notice of the 
execution of the warrant will— 

‘‘(A) endanger the life or physical safety of 
an individual; 

‘‘(B) result in flight from prosecution; or 
‘‘(C) result in the destruction of, or tam-

pering with, the evidence sought under the 
warrant.’’; and 

(2) by adding at the end the following: 
‘‘(c) REPORTS.— 
‘‘(1) IN GENERAL.—Every 6 months, the At-

torney General shall submit a report to Con-
gress summarizing, with respect to warrants 
under subsection (b), the requests made by 
the Department of Justice for delays of no-
tice and extensions of delays of notice during 
the previous 6-month period. 

‘‘(2) CONTENTS.—Each report submitted 
under paragraph (1) shall include, for the 
preceding 6-month period— 

‘‘(A) the number of requests for delays of 
notice with respect to warrants under sub-
section (b), categorized as granted, denied, or 
pending; and 

‘‘(B) for each request for delayed notice 
that was granted, the number of requests for 
extensions of the delay of notice, categorized 
as granted, denied, or pending. 

‘‘(3) PUBLIC AVAILABILITY.—The Attorney 
General shall make the report submitted 
under paragraph (1) available to the public.’’. 

(b) SUNSET PROVISION.— 
(1) IN GENERAL.—Subsections (b) and (c) of 

section 3103a of title 18, United States Code, 

shall cease to have effect on December 31, 
2005. 

(2) EXCEPTION.—With respect to any par-
ticular foreign intelligence investigation 
that began before the date on which the pro-
visions referred to in paragraph (1) cease to 
have effect, or with respect to any particular 
offense or potential offense that began or oc-
curred before the date on which the provi-
sions referred to in paragraph (1) cease to 
have effect, such provisions shall continue in 
effect. 
SEC. ll04. PRIVACY PROTECTIONS FOR LI-

BRARY, BOOKSELLER, AND OTHER 
PERSONAL RECORDS UNDER FOR-
EIGN INTELLIGENCE SURVEILLANCE 
ACT OF 1978. 

(a) APPLICATIONS FOR ORDERS.—Section 
501(b)(2) of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1861(b)(2)) is 
amended— 

(1) by striking ‘‘shall specify that the 
records’’ and inserting ‘‘shall specify that— 

‘‘(A) the records’’; and 
(2) by striking the period at the end and in-

serting the following: ‘‘; and 
‘‘(B) there are specific and articulable facts 

giving reason to believe that the person to 
whom the records pertain is a foreign power 
or an agent of a foreign power.’’. 

(b) ORDERS.—Section 501(c)(1) of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861(c)(1)) is amended by striking 
‘‘finds that’’ and all that follows and insert-
ing ‘‘finds that— 

‘‘(A) there are specific and articulable 
facts giving reason to believe that the person 
to whom the records pertain is a foreign 
power or an agent of a foreign power; and 

‘‘(B) the application meets the other re-
quirements of this section.’’. 

(c) OVERSIGHT OF REQUESTS FOR PRODUC-
TION OF RECORDS.—Section 502(a) of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1862) is amended to read as follows: 

‘‘(a) On a semiannual basis, the Attorney 
General shall, with respect to all requests for 
the production of tangible things under sec-
tion 501, fully inform— 

‘‘(1) the Select Committee on Intelligence 
of the Senate; 

‘‘(2) the Committee on the Judiciary of the 
Senate; 

‘‘(3) the Permanent Select Committee on 
Intelligence of the House of Representatives; 
and 

‘‘(4) the Committee on the Judiciary of the 
House of Representatives.’’. 
SEC. ll05. PRIVACY PROTECTIONS FOR COM-

PUTER USERS AT LIBRARIES UNDER 
NATIONAL SECURITY AUTHORITY. 

Section 2709 of title 18, United States Code, 
is amended— 

(1) in subsection (a)— 
(A) by striking ‘‘A wire’’ and inserting the 

following: 
‘‘(1) IN GENERAL.—A wire’’; and 
(B) by adding at the end the following: 
‘‘(2) EXCEPTION.—A library shall not be 

treated as a wire or electronic communica-
tion service provider for purposes of this sec-
tion.’’; and 

(2) by adding at the end the following: 
‘‘(f) DEFINED TERM.—In this section, the 

term ‘library’ means a library (as that term 
is defined in section 213(2) of the Library 
Services and Technology Act (20 U.S.C. 
9122(2)) whose services include access to the 
Internet, books, journals, magazines, news-
papers, or other similar forms of commu-
nication in print or digitally to patrons for 
their use, review, examination, or circula-
tion.’’. 
SEC. ll06. EXTENSION OF PATRIOT SUNSET 

PROVISION. 
Section 224(a) of the USA PATRIOT ACT 

(18 U.S.C. 2510 note) is amended— 
(1) by striking ‘‘213, 216, 219,’’; and 

(2) by inserting ‘‘and section 505’’ after ‘‘by 
those sections)’’. 

SA 3923. Mr. DURBIN (for himself, 
Mr. LEAHY, and Mr. SARBANES) sub-
mitted an amendment intended to be 
proposed by him to the bill S. 2845, to 
reform the intelligence community and 
the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 154, strike lines 1 through 3 and in-
sert the following: 

(1) analyze and review actions the execu-
tive branch takes to protect the Nation from 
terrorism, ensuring that the need for such 
actions is balanced with the need to protect 
privacy and civil liberties; and 

On page 155, line 6 strike beginning with 
‘‘has’’ through line 9 and insert the fol-
lowing: ‘‘has established— 

‘‘(i) that the need for the power is balanced 
with the need to protect privacy and civil 
liberties;’’. 

On page 166, strike lines 4 through 6 and in-
sert the following: ‘‘element has estab-
lished— 

‘‘(i) that the need for the power is balanced 
with the need to protect privacy and civil 
liberties;’’. 

SA 3924. Mr. ROBERTS (for himself 
and Mr. DEWINE) submitted an amend-
ment intended to be proposed by him 
to the bill S. 2845, to reform the intel-
ligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 124, after line 12, insert the fol-
lowing: 

(g) ENTERPRISE ARCHITECTURE.—(1) The Di-
rector of the Federal Bureau of Investigation 
shall— 

(A) maintain an up to date enterprise ar-
chitecture or computer needs blueprint; and 

(B) report annually to Congress on this en-
terprise architecture and whether the Fed-
eral Bureau of Investigation is complying 
with the architecture. 

(2) If the Director of the Federal Bureau of 
Investigation determines that the Federal 
Bureau of Investigation will not be able to 
comply with the architecture within any 3- 
month period— 

(A) the Director shall make an interim re-
port to Congress on why there was a failure 
to comply; and 

(B) if the reason is substantially related to 
resources, the Director shall submit with the 
interim notice a request for additional fund-
ing that would resolve the problem or a re-
quest to reprogram funds that would resolve 
the problem. 

SA 3925. Mr. KYL submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of the bill, insert the following: 
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TITLE ll—SOCIAL SECURITY 

PROTECTION 
SEC. ll01. AMENDMENTS TO THE SOCIAL SECU-

RITY ACT RELATING TO IDENTIFICA-
TION OF INDIVIDUALS. 

(a) ANTIFRAUD MEASURES FOR SOCIAL SECU-
RITY CARDS.—Section 205(c)(2)(G) of the So-
cial Security Act (42 U.S.C. 405(c)(2)(G)) is 
amended— 

(1) by inserting ‘‘(i)’’ after ‘‘(G)’’; 
(2) by striking ‘‘banknote paper’’ and in-

serting ‘‘durable plastic or similar mate-
rial’’; and 

(3) by adding at the end the following new 
clauses: 

‘‘(ii) Each Social security card issued 
under this subparagraph shall include an 
encrypted electronic identification strip 
which shall be unique to the individual to 
whom the card is issued and such biometric 
information as is determined by the Com-
missioner and the Secretary of Homeland Se-
curity to be necessary for identifying the 
person to whom to the card is issued. The 
Commissioner shall develop such electronic 
identification strip in consultation with the 
Secretary of Homeland Security, so as to en-
able employers to use such strip in accord-
ance with section ll03(b) of the National 
Intelligence Reform Act of 2004 to obtain ac-
cess to the Employment Eligibility Database 
established by such Secretary pursuant to 
section ll02 of such Act with respect to the 
individual to whom the card is issued. 

‘‘(iii) The Commissioner shall provide for 
the issuance (or reissuance) to each indi-
vidual who— 

‘‘(I) has been assigned a Social Security ac-
count number under subparagraph (B), 

‘‘(II) has attained the minimum age appli-
cable, in the jurisdiction in which such indi-
vidual engages in employment, for legally 
engaging in such employment, and 

‘‘(III) files application for such card under 
this clause in such form and manner as shall 
be prescribed by the Commissioner, 
a social security card which meets the pre-
ceding requirements of this subparagraph. 

‘‘(iv) The Commissioner shall maintain an 
ongoing effort to develop measures in rela-
tion to the social security card and the 
issuance thereof to preclude fraudulent use 
thereof.’’. 

(b) SHARING OF INFORMATION WITH THE SEC-
RETARY OF HOMELAND SECURITY.—Section 
205(c)(2) of such Act is amended by adding at 
the end the following new subparagraph: 

‘‘(I) Upon the issuance of a Social Security 
account number under subparagraph (B) to 
any individual or the issuance of a social se-
curity card under subparagraph (G) to any 
individual, the Commissioner of Social Secu-
rity shall transmit to the Secretary of 
Homeland Security such information re-
ceived by the Commissioner in the individ-
ual’s application for such number or such 
card as such Secretary determines necessary 
and appropriate for administration of the 
National Intelligence Reform Act of 2004.’’. 

(c) PROGRAM TO ENSURE VERACITY OF AP-
PLICATION INFORMATION.—The Commissioner 
of Social Security, in consultation with the 
Secretary of Homeland Security, shall de-
velop a program to ensure the accuracy and 
veracity of the information and evidence 
supplied to the Commissioner under section 
205(c)(2)(B)(ii) of the Social Security Act (42 
U.S.C. 405(c)(2)(B)(ii)) in connection with an 
application for a social security number. 

(d) EFFECTIVE DATES.—The amendment 
made by subsection (a) shall apply with re-
spect to social security cards issued after 2 
years after the date of the enactment of this 
Act. The amendment made by subsection (b) 
shall apply with respect to the issuance of 
Social Security account numbers and social 
security cards after 2 years after the date of 
the enactment of this Act. 

SEC. ll02. EMPLOYMENT ELIGIBILITY DATA-
BASE. 

(a) IN GENERAL.—The Secretary of Home-
land Security (hereinafter in this title re-
ferred to as ‘‘the Secretary’’) shall establish 
and maintain an Employment Eligibility 
Database. The Database shall include data 
comprised of the citizenship status of indi-
viduals and the work and residency eligi-
bility information (including expiration 
dates) with respect to individuals who are 
not citizens or nationals of the United States 
but are authorized to work in the United 
States. Such data shall include all such data 
maintained by the Department of Homeland 
Security as of the date of the establishment 
of such database and information obtained 
from the Commissioner of Social Security 
pursuant to section 205(c)(2)(I) of the Social 
Security Act. The Secretary shall maintain 
ongoing consultations with the Commis-
sioner to ensure efficient and effective oper-
ation of the Database. 

(b) INCORPORATION OF ONGOING PILOT PRO-
GRAMS.—To the extent that the Secretary de-
termines appropriate in furthering the pur-
poses of subsection (a), the Secretary may 
incorporate the information, processes, and 
procedures employed in connection with the 
Citizen Attestation Verification Pilot Pro-
gram and the Basic Pilot Program into the 
operation and maintenance of the Database 
under subsection (a). 

(c) CONFIDENTIALITY.—No officer or em-
ployee of the Department of Homeland Secu-
rity shall have access to any information 
contained in the Database for any purpose 
other than the establishment of a system of 
records necessary for the effective adminis-
tration of this title or for national security 
related purposes (as determined by the Com-
missioner of Social Security in consultation 
with the Secretary of State and the Sec-
retary of Homeland Security). The Secretary 
shall restrict access to such information to 
officers and employees of the United States 
whose duties or responsibilities require ac-
cess for the administration or enforcement 
of the provisions of this title or for national 
security related purposes (as determined 
under the preceding sentence). The Secretary 
shall provide such other safeguards as the 
Secretary determines to be necessary or ap-
propriate to protect the confidentiality of 
information contained in the Database. 

(d) DEADLINE FOR MEETING REQUIRE-
MENTS.—The Secretary shall complete the 
establishment of the Database and provide 
for the efficient and effective operation of 
the Database in accordance with this section 
not later than 2 years after the date of the 
enactment of this Act. 
SEC. ll03. REQUIREMENTS RELATING TO INDI-

VIDUALS COMMENCING WORK IN 
THE UNITED STATES. 

(a) REQUIREMENTS FOR EMPLOYEES.—No in-
dividual may commence employment with 
an employer in the United States unless such 
individual has— 

(1) obtained a social security card issued 
by the Commissioner of Social Security 
meeting the requirements of section 
205(c)(2)(G)(iii) of the Social Security Act, 
and 

(2) displayed such card to the employer 
pursuant to the employer’s request for pur-
poses of the verification required under sub-
section (b). 

(b) REQUIREMENTS FOR EMPLOYERS.— 
(1) IN GENERAL.—No employer may employ 

an individual in the United States in any ca-
pacity if, as soon as practical after such indi-
vidual has been hired, such individual has 
not been verified by the employer to have a 
social security card issued to such individual 
pursuant to section 205(c)(2)(G) of the Social 
Security Act and to be authorized to work in 
the United States in such capacity. Such 

verification shall be made in accordance 
with procedures prescribed by the Secretary 
for the purposes of ensuring against fraudu-
lent use of the card and accurate and prompt 
verification of the authorization of such in-
dividual to work in the United States in such 
capacity. 

(2) VERIFICATION PROCEDURES.—Such proce-
dures shall include use of a card-reader de-
vice approved by the Secretary that is capa-
ble of reading the electronic identification 
strip borne by the card and the biometric in-
formation included on the card so as to 
verify the identity of the card holder and the 
card holder’s authorization to work. 

(3) ACCESS TO DATABASE.—The Secretary 
shall ensure that— 

(A) by means of such procedures, the em-
ployer will have such access to the Employ-
ment Eligibility Database maintained by the 
Secretary so as to enable the employer to ob-
tain information, relating to the identifica-
tion, citizenship, residency, and work eligi-
bility of the individual seeking employment 
by the employer in any capacity, which is 
necessary to inform the employer as to 
whether the individual is authorized to work 
for the employer in the United States in 
such capacity, and 

(B) the procedures described in paragraph 
(2) impose a minimal financial burden on the 
employer. 

(c) EFFECTIVE DATE.—The requirements of 
this section shall apply with respect to the 
employment of any individual in any capac-
ity commencing after 2 years after the date 
of the enactment of this Act. 
SEC. ll04. ENFORCEMENT. 

(a) CIVIL PENALTIES.—The Secretary may 
assess a penalty, payable to the Secretary, 
against any employer who— 

(1) continues to employ an individual in 
the United States in any capacity who is 
known by the employer not to be authorized 
to work in the United States in such capac-
ity, or 

(2) fails to comply with the procedures pre-
scribed by the Secretary pursuant to section 
ll03 in connection with the employment of 
any individual. 
Such penalty shall not exceed $50,000 for 
each occurrence of a violation described in 
paragraph (1) or (2) with respect to the indi-
vidual, plus, in the event of the removal or 
deportation of such individual from the 
United States based on findings developed in 
connection with the assessment or collection 
of such penalty, the costs incurred by the 
Federal Government in connection with such 
removal or deportation. 

(b) ACTIONS BY THE SECRETARY.—If any per-
son is assessed under subsection (a) and fails 
to pay the assessment when due, or any per-
son otherwise fails to meet any requirement 
of this title, the Secretary may bring a civil 
action in any district court of the United 
States within the jurisdiction of which such 
person’s assets are located or in which such 
person resides or is found for the recovery of 
the amount of the assessment or for appro-
priate equitable relief to redress the viola-
tion or enforce the provisions of this section, 
and process may be served in any other dis-
trict. The district courts of the United 
States shall have jurisdiction over actions 
brought under this section by the Secretary 
without regard to the amount in con-
troversy. 

(c) CRIMINAL PENALTY.—Any person who— 
(1) continues to employ an individual in 

the United States in any capacity who such 
person knows not to be authorized to work in 
the United States in such capacity, or 

(2) hires for employment any individual in 
the United States and fails to comply with 
the procedures prescribed by the Secretary 
pursuant to section ll03(b) in connection 
with the hiring of such individual, 
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shall upon conviction be fined in accordance 
with title 18, United States Code, or impris-
oned for not more than 5 years, or both. 
SEC. ll05. AUTHORIZATIONS OF APPROPRIA-

TIONS. 
(a) DEPARTMENT OF HOMELAND SECURITY.— 

There are authorized to be appropriated to 
the Department of Homeland Security for 
each fiscal year beginning on or after Octo-
ber 1, 2004, such sums as are necessary to 
carry out the provisions of this title. 

(b) SOCIAL SECURITY ADMINISTRATION.— 
There are authorized to be appropriated to 
the Social Security Administration for each 
fiscal year beginning on or after October 1, 
2004, such sums as are necessary to carry out 
the amendments made by section ll01. 
SEC. ll06. INTEGRATION OF FINGERPRINTING 

DATABASES. 
The Secretary of Homeland Security and 

the Attorney General of the United States 
shall jointly undertake to integrate the bor-
der-patrol fingerprinting identification sys-
tem maintained by the Department of Home-
land Security with the fingerprint database 
maintained by the Federal Bureau of Inves-
tigation. The integration of databases pursu-
ant to this section shall be completed not 
later than 2 years after the date of the enact-
ment of this Act. 
SEC. ll07. USE OF CARD; RULE OF CONSTRUC-

TION. 
Nothing in this title or the amendments 

made by this title shall be construed to es-
tablish a national identification card, and it 
is the policy of the United States that the 
social security card shall not be used as a na-
tional identification card and shall only be 
used for verification of an individual’s em-
ployment status after an offer of employ-
ment has been made and for national secu-
rity related purposes of the United States (as 
determined by the Commissioner of Social 
Security in consultation with the Secretary 
of State and the Secretary of Homeland Se-
curity). 

SA 3926. Mr. KYL submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, add the following new title: 
TITLE IV—VISA REQUIREMENTS 

SEC. 401. FINDINGS. 
Congress makes the following findings: 
(1) Section 214 of the Immigration and Na-

tionality Act (8 U.S.C. 1184) governs the ad-
mission of nonimmigrants to the United 
States and sets forth the process for that ad-
mission. 

(2) Section 214(b) of the Immigration and 
Nationality Act places the burden of proof 
on a visa applicant to establish ‘‘to the satis-
faction of the consular officer, at the time of 
the application for a visa . . . that he is enti-
tled to a nonimmigrant status’’. 

(3) The report of the National Commission 
on Terrorist Attacks Upon the United States 
included a recommendation that the United 
States ‘‘combine terrorist travel intel-
ligence, operations, and law enforcement in 
a strategy to intercept terrorists . . . and con-
strain terrorist mobility’’. 

(4) Fifteen of the 19 individuals who par-
ticipated in the aircraft hijackings on Sep-
tember 11, 2001, were nationals of Saudi Ara-
bia who legally entered the United States 
after securing nonimmigrant visas despite 
the fact that they did not adequately meet 
the burden of proof required by section 214(b) 
of the Immigration and Nationality Act. 

(5) Prior to September 11, 2001, the Depart-
ment of State allowed consular officers to 

approve nonimmigrant visa applications 
that were incomplete, and without con-
ducting face-to-face interviews of many ap-
plicants. 

(6) Each of the 15 individuals from Saudi 
Arabia who participated in the aircraft hi-
jackings on September 11, 2001, filed a visa 
application that contained inaccuracies and 
omissions that should have prevented such 
individual from obtaining a visa. 

(7) Only one of the hijackers listed an ac-
tual address on his visa application. The 
other hijackers simply wrote answers such 
as ‘‘California’’, ‘‘New York’’, or ‘‘Hotel’’ 
when asked to provide a destination inside 
the United States on the visa application. 

(8) Only 3 of the individuals from Saudi 
Arabia who participated in the aircraft hi-
jackings on September 11, 2001, provided any 
information in the section of the visa appli-
cation that requests the name and address of 
an employer or school in the United States. 

(9) The 2002 General Accounting Office re-
port entitled ‘‘Border Security: Visa Process 
Should Be Strengthened as Antiterrorism 
Tool’’ outlined the written guidelines and 
practices of the Department of State related 
to visa issuance and stated that the Depart-
ment of State allowed for widespread discre-
tion among consular officers in adhering to 
the burden of proof requirements under sec-
tion 214(b) of the Immigration and Nation-
ality Act. 

(10) The General Accounting Office report 
further stated that the ‘‘Consular Best Prac-
tices Handbook’’ of the Department of State 
gave consular managers and staff the discre-
tion to ‘‘waive personal appearance and 
interviews for certain nonimmigrant visa ap-
plicants’’. 

(11) Only 2 of the 15 individuals from Saudi 
Arabia who participated in the aircraft hi-
jackings on September 11, 2001, were inter-
viewed by Department of State consular offi-
cers. 

(12) If the Department of State had re-
quired all consular officers to implement 
section 214(b) of the Immigration and Na-
tionality Act, conduct face-to-face inter-
views, and require that visa applications be 
completely and accurately filled out, those 
who participated in the aircraft hijackings 
on September 11, 2001, may have been denied 
nonimmigrant visas and the tragedy of Sep-
tember 11, 2001, could have been prevented. 
SEC. 402. IN PERSON INTERVIEWS OF VISA APPLI-

CANTS. 
(a) REQUIREMENT FOR INTERVIEWS.—Section 

222 of the Immigration and Nationality Act 
(8 U.S.C. 1202) is amended by adding at the 
end the following new subsection: 

‘‘(h) Notwithstanding any other provision 
of this Act, the Secretary of State shall re-
quire every alien applying for a non-
immigrant visa— 

‘‘(1) who is at least 12 years of age and not 
more than 65 years of age to submit to an in 
person interview with a consular officer un-
less the requirement for such interview is 
waived— 

‘‘(A) by a consular official and such alien is 
within that class of nonimmigrants enumer-
ated in section 101(a)(15)(A) or 101(a)(15)(G) 
or is granted a diplomatic visa on a diplo-
matic passport or on the equivalent thereof; 

‘‘(B) by a consular official and such alien is 
applying for a visa— 

‘‘(i) not more than 12 months after the date 
on which the alien’s prior visa expired; 

‘‘(ii) for the classification under section 
101(a)(15) for which such prior visa was 
issued; 

‘‘(iii) from the consular post located in the 
country in which the alien is a national; and 

‘‘(iv) the consular officer has no indication 
that the alien has not complied with the im-
migration laws and regulations of the United 
States; or 

‘‘(C) by the Secretary of State if the Sec-
retary determines that such waiver is— 

‘‘(i) in the national interest of the United 
States; or 

‘‘(ii) necessary as a result of unusual cir-
cumstances; and 

‘‘(2) notwithstanding paragraph (1), to sub-
mit to an in person interview with a con-
sular officer if such alien— 

‘‘(A) is not a national of the country in 
which the alien is applying for a visa; 

‘‘(B) was previously refused a visa, unless 
such refusal was overcome or a waiver of in-
eligibility has been obtained; 

‘‘(C) is listed in the Consular Lookout and 
Support System (or successor system at the 
Department of State); 

‘‘(D) may not obtain a visa until a security 
advisory opinion or other Department of 
State clearance is issued unless such alien 
is— 

‘‘(i) within that class of nonimmigrants 
enumerated in section 101(a)(15)(A) or 
101(a)(15)(G); and 

‘‘(ii) not a national of a country that is of-
ficially designated by the Secretary of State 
as a state sponsor of terrorism; or 

‘‘(E) is identified as a member of a group or 
sector that the Secretary of State deter-
mines— 

‘‘(i) poses a substantial risk of submitting 
inaccurate information in order to obtain a 
visa; 

‘‘(ii) has historically had visa applications 
denied at a rate that is higher than the aver-
age rate of such denials; or 

‘‘(iii) poses a security threat to the United 
States.’’. 

(b) CONDUCT DURING INTERVIEWS.—Section 
222 of the Immigration and Nationality Act 
(8 U.S.C. 1202), as amended by subsection (a), 
is further amended by adding at the end the 
following new subsection: 

‘‘(i) A consular officer who is conducting 
an in person interview with an alien apply-
ing for a visa or other documentation shall— 

‘‘(1) make every effort to conduct such 
interview fairly; 

‘‘(2) employ high professional standards 
during such interview; 

‘‘(3) use best interviewing techniques to 
elicit pertinent information to assess the 
alien’s qualifications, including techniques 
to identify any potential security concerns 
posed by the alien; 

‘‘(4) provide the alien with an adequate op-
portunity to present evidence establishing 
the accuracy of the information in the 
alien’s application; and 

‘‘(5) make a careful record of the interview 
to document the basis for the final action on 
the alien’s application, if appropriate.’’. 
SEC. 403. VISA APPLICATION REQUIREMENTS. 

Section 222(c) of the Immigration and Na-
tionality Act (8 U.S.C. 1202(c)) is amended by 
inserting ‘‘The alien shall provide complete 
and accurate information in response to any 
request for information contained in the ap-
plication.’’ after the second sentence. 
SEC. 404. EFFECTIVE DATE. 

Notwithstanding section 341 or any other 
provision of this Act, this title shall take ef-
fect 90 days after date of the enactment of 
this Act. 

SA 3927. Mr. INHOFE submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

Insert the following in the appropriate 
place: 
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TITLE ll—CHEMICAL FACILITIES 

SECURITY 
SEC. ll0. 1. SHORT TITLE. 

This title may be cited as the ‘‘Chemical 
Facilities Security Act of 2004’’. 
SEC. ll02. DEFINITIONS. 

In this title: 
(1) ALTERNATIVE APPROACHES.—The term 

‘‘alternative approaches’’ means ways of re-
ducing the threat of a terrorist release, as 
well as reducing the consequences of a ter-
rorist release from a chemical source, in-
cluding approaches that— 

(A) use smaller quantities of substances of 
concern; 

(B) replace a substance of concern with a 
less hazardous substance; or 

(C) use less hazardous processes. 
(2) CHEMICAL SOURCE.—The term ‘‘chemical 

source’’ means a non-Federal stationary 
source (as defined in section 112(r)(2) of the 
Clean Air Act (42 U.S.C. 7412(r)(2))) for 
which— 

(A) the owner or operator is required to 
complete a risk management plan in accord-
ance with section 112(r)(7)(B)(ii) of the Clean 
Air Act (42 U.S.C. 7412(r)(7)(B)(ii)); and 

(B) the Secretary is required to promulgate 
implementing regulations under section 
ll03(a) of this title. 

(3) CONSIDERATION.—The term ‘‘consider-
ation’’ includes— 

(A) an analysis of alternative approaches, 
including the benefits and risks of such ap-
proaches; 

(B) the potential of the alternative ap-
proaches to prevent or reduce the threat or 
consequences of a terrorist release; 

(C) the cost and technical feasibility of al-
ternative approaches; and 

(D) the effect of alternative approaches on 
product quality, product cost, and employee 
safety. 

(4) DEPARTMENT.—The term ‘‘Department’’ 
means the Department of Homeland Secu-
rity. 

(5) ENVIRONMENT.—The term ‘‘environ-
ment’’ has the meaning given the term in 
section 101 of the Comprehensive Environ-
mental Response, Compensation, and Liabil-
ity Act of 1980 (42 U.S.C. 9601). 

(6) OWNER OR OPERATOR.—The term ‘‘owner 
or operator’’ has the meaning given the term 
in section 112(a) of the Clean Air Act (42 
U.S.C. 7412(a)). 

(7) RELEASE.—The term ‘‘release’’ has the 
meaning given the term in section 101 of the 
Comprehensive Environmental Response, 
Compensation, and Liability Act of 1980 (42 
U.S.C. 9601). 

(8) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Homeland Security. 

(9) SECURITY MEASURE.— 
(A) IN GENERAL.—The term ‘‘security meas-

ure’’ means an action carried out to ensure 
or enhance the security of a chemical source. 

(B) INCLUSIONS.—The term ‘‘security meas-
ure’’, with respect to a chemical source, in-
cludes measures such as— 

(i) an employee training and background 
check; 

(ii) the limitation and prevention of access 
to controls of the chemical source; 

(iii) the protection of the perimeter of the 
chemical source; 

(iv) the installation and operation of intru-
sion detection sensors; 

(v) the implementation of measures to in-
crease computer or computer network secu-
rity; 

(vi) the implementation of other security- 
related measures to protect against or re-
duce the threat of— 

(I) a terrorist attack on the chemical 
source; or 

(II) the theft of a substance of concern for 
offsite release in furtherance of an act of ter-
rorism; 

(vii) the installation of measures and con-
trols to protect against or reduce the con-
sequences of a terrorist attack; and 

(viii) the conduct of any similar security- 
related activity, as determined by the Sec-
retary. 

(10) SUBSTANCE OF CONCERN.—The term 
‘‘substance of concern’’ means— 

(A) a chemical substance present at a 
chemical source in quantities equal to or ex-
ceeding the threshold quantities for the 
chemical substance, as defined in or estab-
lished under paragraphs (3) and (5) of section 
112(r) of the Clean Air Act (42 U.S.C. 7412(r)); 
and 

(B) such other chemical substance as the 
Secretary may designate under section 
ll03(g). 

(11) TERRORISM.—The term ‘‘terrorism’’ has 
the meaning given the term in section 2 of 
the Homeland Security Act of 2002 (6 U.S.C. 
101). 

(12) TERRORIST RELEASE.—The term ‘‘ter-
rorist release’’ means— 

(A) a release from a chemical source into 
the environment of a substance of concern 
that is caused by an act of terrorism; and 

(B) the theft of a substance of concern by 
a person for off-site release in furtherance of 
an act of terrorism. 
SEC. ll03. VULNERABILITY ASSESSMENTS AND 

SITE SECURITY PLANS. 
(a) REQUIREMENT.— 
(1) IN GENERAL.—Not later than 1 year after 

the date of enactment of this Act, the Sec-
retary shall promulgate regulations that re-
quire the owner or operator of each chemical 
source included on the list described in sub-
section (f)(1)— 

(A) to conduct an assessment of the vulner-
ability of the chemical source to a terrorist 
release, including identifying hazards that 
may result from a terrorist release; and 

(B) to prepare and implement a site secu-
rity plan that addresses the results of the 
vulnerability assessment. 

(2) CONTENTS OF SITE SECURITY PLAN.—A 
site security plan required under the regula-
tions promulgated under paragraph (1) or 
any other plan determined to be substan-
tially equivalent by the Secretary under sub-
section (c)— 

(A) shall include security measures to sig-
nificantly reduce the vulnerability of the 
chemical source covered by the plan to a ter-
rorist release; 

(B) shall describe, at a minimum, par-
ticular equipment, plans, and procedures 
that could be implemented or used by or at 
the chemical source in the event of a ter-
rorist release; and 

(C) shall include consideration and, where 
practicable in the judgment of the owner or 
operator of the chemical source, implemen-
tation of options to reduce the threat of a 
terrorist release through the use of alter-
native approaches. 

(3) PROMULGATION.—Not later than 1 year 
after the date of enactment of this Act, the 
Secretary shall promulgate regulations es-
tablishing procedures, protocols, regulations, 
and standards for vulnerability assessments 
and site security plans. 

(4) GUIDANCE TO SMALL ENTITIES.—Not later 
than 1 year after the date of enactment of 
this Act, the Secretary shall publish guid-
ance to assist small entities in complying 
with paragraph (2)(C). 

(5) THREAT INFORMATION.—To the max-
imum extent practicable under applicable 
authority and in the interests of national se-
curity, the Secretary shall provide to an 
owner or operator of a chemical source re-
quired to prepare a vulnerability assessment 
and site security plan threat information 
that is relevant to the chemical source. 

(6) COORDINATED ASSESSMENTS AND PLANS.— 
The regulations promulgated under para-

graphs (1) and (3) shall permit the develop-
ment and implementation of coordinated 
vulnerability assessments and site security 
plans in any case in which more than 1 
chemical source is operating at a single loca-
tion or at contiguous locations, including 
cases in which a chemical source is under the 
control of more than 1 owner or operator. 

(b) CERTIFICATION AND SUBMISSION.— 
(1) IN GENERAL.—Each owner or operator of 

a chemical source shall certify in writing to 
the Secretary that the owner or operator has 
completed a vulnerability assessment and 
has developed and implemented or is imple-
menting a site security plan in accordance 
with this title, including— 

(A) regulations promulgated under para-
graphs (1) and (3) of subsection (a); and 

(B) any applicable procedures, protocols, or 
standards endorsed or recognized by the Sec-
retary under subsection (c)(1). 

(2) SUBMISSION.—Not later than 18 months 
after the date of promulgation of regulations 
under paragraphs (1) and (3) of subsection (a), 
an owner or operator of a chemical source 
shall provide to the Secretary copies of the 
vulnerability assessment and site security 
plan of the chemical source for review. 

(3) OVERSIGHT.—The Secretary shall, at 
such times and places as the Secretary deter-
mines to be appropriate, conduct or require 
the conduct of vulnerability assessments and 
other activities (including third-party au-
dits) to ensure and evaluate compliance 
with— 

(A) this title (including regulations pro-
mulgated under paragraphs (1) and (3) of sub-
section (a)); and 

(B) other applicable procedures, protocols, 
or standards endorsed or recognized by the 
Secretary under subsection (c)(1). 

(4) SUBMISSION OF CHANGES.—The owner or 
operator of a chemical source shall— 

(A) provide to the Secretary a description 
of any significant change that is made to the 
vulnerability assessment or site security 
plan required for the chemical source under 
this section, not later than 90 days after the 
date the change is made; and 

(B) update the certification of the vulner-
ability assessment or site security plan. 

(c) SPECIFIED STANDARDS.— 
(1) EXISTING PROCEDURES, PROTOCOLS, AND 

STANDARDS.—Upon submission of a petition 
by any person to the Secretary, and after re-
ceipt by that person of a written response 
from the Secretary, any procedures, proto-
cols, and standards established by the Sec-
retary under regulations promulgated under 
subsection (a)(3) may— 

(A) endorse or recognize procedures, proto-
cols, regulations, and standards— 

(i) that are established by— 
(I) industry; 
(II) State or local authorities; or 
(III) other applicable law; and 
(ii) the requirements of which the Sec-

retary determines to be— 
(I) substantially equivalent to the require-

ments under subsections (a)(1), (a)(2), and 
(a)(3); and 

(II) in effect on or after the date of enact-
ment of this Act; and 

(B) require that a vulnerability assessment 
and site security plan address a particular 
threat or type of threat. 

(2) NOTIFICATION OF SUBSTANTIAL EQUIVA-
LENCY.—If the Secretary endorses or recog-
nizes existing procedures, protocols, regula-
tions, and standards described in paragraph 
(1)(A), the Secretary shall provide to the per-
son that submitted the petition a notice that 
the procedures, protocols, regulations, and 
standards are substantially equivalent to the 
requirements of paragraph (1) and para-
graphs (1) and (3) of subsection (a). 

(3) NO ACTION BY SECRETARY.—If the Sec-
retary does not endorse or recognize existing 
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procedures, protocols, and standards de-
scribed in paragraph (1)(A), the Secretary 
shall provide to each person that submitted 
a petition under paragraph (1) a written noti-
fication that includes a clear explanation of 
the reasons why the endorsement or recogni-
tion was not made. 

(d) PREPARATION OF ASSESSMENTS AND 
PLANS.—As of the date of endorsement or 
recognition by the Secretary of a particular 
procedure, protocol, or standard under sub-
section (c)(1)(A), any vulnerability assess-
ment or site security plan that is prepared 
by a chemical source before, on, or after the 
date of endorsement or recognition of, and in 
accordance with, that procedure, protocol, or 
standard, shall, for the purposes of sub-
section (b)(3) and section ll04, be judged by 
the Secretary against that procedure, pro-
tocol, or standard rather than the relevant 
regulations promulgated under subsection 
(c) and paragraphs (1) and (3) of subsection 
(a) (including such a vulnerability assess-
ment or site security plan prepared before, 
on, or after the date of enactment of this 
Act). 

(e) REGULATORY CRITERIA.—In exercising 
the authority under subsections (a) and (c) 
with respect to a chemical source, the Sec-
retary shall consider— 

(1) the likelihood that a chemical source 
will be the target of terrorism; 

(2) the nature and quantity of the sub-
stances of concern present at a chemical 
source; 

(3) the potential extent of death, injury, or 
serious adverse effects to human health or 
the environment that would result from a 
terrorist release; 

(4) the potential harm to critical infra-
structure and national security from a ter-
rorist release; 

(5) cost and technical feasibility; 
(6) scale of operations; and 
(7) such other security-related factors as 

the Secretary determines to be appropriate 
and necessary to protect the public health 
and welfare, critical infrastructure, and na-
tional security. 

(f) LIST OF CHEMICAL SOURCES.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of enactment of this Act, the 
Secretary shall develop a list of chemical 
sources in existence as of that date. 

(2) CONSIDERATIONS.—In developing the list 
under paragraph (1), the Secretary shall con-
sider the criteria specified in subsection (e). 

(3) FUTURE DETERMINATIONS.—Not later 
than 3 years after the date of promulgation 
of regulations under subsection (c) and para-
graphs (1) and (3) of subsection (a), and every 
3 years thereafter, the Secretary shall, after 
considering the criteria described in sub-
section (e)— 

(A) determine whether additional facilities 
(including, as of the date of the determina-
tion, facilities that are operational and fa-
cilities that will become operational in the 
future) shall be considered to be a chemical 
source under this title; 

(B) determine whether any chemical 
source identified on the most recent list 
under paragraph (1) no longer presents a risk 
sufficient to justify retention of classifica-
tion as a chemical source under this title; 
and 

(C) update the list as appropriate. 
(4) REGULATIONS.—The Secretary may 

make a determination under this subsection 
in regulations promulgated under paragraphs 
(1) and (3) of subsection (a). 

(g) DESIGNATION, EXEMPTION, AND ADJUST-
MENT OF THRESHOLD QUANTITIES OF SUB-
STANCES OF CONCERN.— 

(1) IN GENERAL.—The Secretary may, by 
regulation— 

(A) designate certain chemical substances 
in particular threshold quantities as sub-
stances of concerns under this title; 

(B) exempt certain chemical substances 
from designation as substances of concern 
under this title; and 

(C) adjust the threshold quantity of a 
chemical substance. 

(2) CONSIDERATIONS.—In designating or ex-
empting a chemical substance or adjusting 
the threshold quantity of a chemical sub-
stance under paragraph (1), the Secretary 
shall consider the potential extent of death, 
injury, or serious adverse effects to human 
health or the environment that would result 
from a terrorist release of the chemical sub-
stance. 

(3) REGULATIONS.—The Secretary may 
make a designation, exemption, or adjust-
ment under paragraph (1) in regulations pro-
mulgated under paragraphs (1) and (3) of sub-
section (a). 

(h) 5-YEAR REVIEW.—Not later than 5 years 
after the date of certification of a vulner-
ability assessment and a site security plan 
under subsection (b)(1), and not less often 
than every 5 years thereafter (or on such a 
schedule as the Secretary may establish by 
regulation), the owner or operator of the 
chemical source covered by the vulnerability 
assessment or site security plan shall— 

(1) review the adequacy of the vulner-
ability assessment and site security plan; 
and 

(2)(A) certify to the Secretary that the 
chemical source has completed the review 
and implemented any modifications to the 
site security plan; and 

(B) submit to the Secretary a description 
of any changes to the vulnerability assess-
ment or site security plan. 

(i) PROTECTION OF INFORMATION.— 
(1) DISCLOSURE EXEMPTION.—Except with 

respect to certifications specified in sub-
sections (b)(1)(A) and (h)(2)(A), vulnerability 
assessments and site security plans obtained 
in accordance with this title, and materials 
developed or produced exclusively in prepa-
ration of those documents (including infor-
mation shared with Federal, State, and local 
government entities under paragraphs (3) 
through (5)), shall be exempt from disclosure 
under— 

(A) section 552 of title 5, United States 
Code; or 

(B) any State or local law providing for 
public access to information. 

(2) NO EFFECT ON OTHER DISCLOSURE.—Noth-
ing in this title affects the handling, treat-
ment, or disclosure of information obtained 
from chemical sources under any other law. 

(3) DEVELOPMENT OF PROTOCOLS.— 
(A) IN GENERAL.—The Secretary, in con-

sultation with the Director of the Office of 
Management and Budget and appropriate 
Federal law enforcement and intelligence of-
ficials, and in a manner consistent with ex-
isting protections for sensitive or classified 
information, shall, by regulation, establish 
confidentiality protocols for maintenance 
and use of information that is obtained from 
owners or operators of chemical sources and 
provided to the Secretary under this title. 

(B) REQUIREMENTS FOR PROTOCOLS.—A pro-
tocol established under subparagraph (A) 
shall ensure that— 

(i) each copy of a vulnerability assessment 
or site security plan submitted to the Sec-
retary, all information contained in or de-
rived from that assessment or plan, and 
other information obtained under section 
ll06, is maintained in a secure location; 
and 

(ii) except as provided in paragraph (5)(B), 
or as necessary for judicial enforcement, ac-
cess to the copies of the vulnerability assess-
ments and site security plans submitted to 
the Secretary, and other information ob-

tained under section ll06, shall be limited 
to persons designated by the Secretary. 

(4) DISCLOSURE IN CIVIL PROCEEDINGS.—In 
any Federal or State civil or administrative 
proceeding in which a person seeks to com-
pel the disclosure or the submission as evi-
dence of sensitive information contained in a 
vulnerability assessment or security plan re-
quired by subsection (a) or (b) and is not oth-
erwise subject to disclosure under other pro-
visions of law— 

(A) the information sought may be sub-
mitted to the court under seal; and 

(B) the court, or any other person, shall 
not disclose the information to any person 
until the court, in consultation with the Sec-
retary, determines that the disclosure of the 
information does not pose a threat to public 
security or endanger the life or safety of any 
person. 

(5) PENALTIES FOR UNAUTHORIZED DISCLO-
SURE.— 

(A) IN GENERAL.—Except as provided in 
subparagraph (B), any individual referred to 
in paragraph (3)(B)(ii) who acquires any in-
formation described in paragraph (3)(A) (in-
cluding any reproduction of that information 
or any information derived from that infor-
mation), and who knowingly or recklessly 
discloses the information, shall— 

(i) be imprisoned not more than 1 year, 
fined in accordance with chapter 227 of title 
18, United States Code (applicable to class A 
misdemeanors), or both; and 

(ii) be removed from Federal office or em-
ployment. 

(B) EXCEPTIONS.— 
(i) IN GENERAL.—Subparagraph (A) shall 

not apply to a person described in that sub-
paragraph that discloses information de-
scribed in paragraph (3)(A)— 

(I) to an individual designated by the Sec-
retary under paragraph (3)(B)(ii); 

(II) for the purpose of section ll06; or 
(III) for use in any administrative or judi-

cial proceeding to impose a penalty for fail-
ure to comply with a requirement of this 
title. 

(ii) LAW ENFORCEMENT OFFICIALS AND FIRST 
RESPONDERS.—Notwithstanding subpara-
graph (A), an individual referred to in para-
graph (3)(B)(ii) who is an officer or employee 
of the United States may share with a State 
or local law enforcement or other official 
(including a first responder) the contents of 
a vulnerability assessment or site security 
plan, or other information described in that 
paragraph, to the extent disclosure is nec-
essary to carry out this title. 
SEC. ll04. ENFORCEMENT. 

(a) FAILURE TO COMPLY.—If an owner or op-
erator of a chemical source fails to certify or 
submit a vulnerability assessment or site se-
curity plan in accordance with this title, the 
Secretary may issue an order requiring the 
certification and submission of a vulner-
ability assessment or site security plan in 
accordance with section ll03(b). 

(b) DISAPPROVAL.—The Secretary may dis-
approve under subsection (a) a vulnerability 
assessment or site security plan submitted 
under section ll03(b) if the Secretary de-
termines that— 

(1) the vulnerability assessment or site se-
curity plan does not comply with regulations 
promulgated under paragraph (1) and (3) of 
subsection (a) or the procedure, protocol, or 
standard endorsed or recognized under sec-
tion ll03(c); or 

(2) the site security plan, or the implemen-
tation of the site security plan, is insuffi-
cient to address— 

(A) the results of a vulnerability assess-
ment of a chemical source; or 

(B) a threat of a terrorist release. 
(c) COMPLIANCE.—If the Secretary dis-

approves a vulnerability assessment or site 
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security plan of a chemical source under sub-
section (b), the Secretary shall— 

(1) provide the owner or operator of the 
chemical source a written notification of the 
determination that includes a clear expla-
nation of deficiencies in the vulnerability as-
sessment, site security plan, or implementa-
tion of the assessment or plan; 

(2) consult with the owner or operator of 
the chemical source to identify appropriate 
steps to achieve compliance; and 

(3) if, following that consultation, the 
owner or operator of the chemical source 
does not achieve compliance in accordance 
by such date as the Secretary determines to 
be appropriate under the circumstances, 
issue an order requiring the owner or oper-
ator to correct specified deficiencies. 

(d) EMERGENCY POWERS.— 
(1) DEFINITION OF EMERGENCY THREAT.—The 

term ‘‘emergency threat’’ means a threat of 
a terrorist act that could result in a terrorist 
release at a chemical source— 

(A) that is beyond the scope of the site se-
curity plan as implemented at the chemical 
source; 

(B) the likelihood of the immediate occur-
rence of which is high; 

(C) the consequences of which would be se-
vere; and 

(D) based on the factors described in sub-
paragraphs (A) through (C), would not be ap-
propriately and reasonably addressed, or ad-
dressed in a timely manner, by the Secretary 
under subsections (a) through (c). 

(2) INITIATION OF ACTION.— 
(A) IN GENERAL.—If the Secretary (in con-

sultation with State and local law enforce-
ment officials) determines that an emer-
gency threat exists, the Secretary may bring 
a civil action on behalf of the United States 
in United States district court to imme-
diately require each covered source poten-
tially subject to the emergency threat to 
take such actions as are necessary to re-
spond to the emergency threat. 

(B) NOTICE AND PARTICIPATION.—The Sec-
retary shall provide to each covered source 
that is the subject of a civil action under 
subparagraph (A)— 

(i) notice of any injunctive relief to compel 
compliance with this subsection that is 
being sought; and 

(ii) an opportunity to participate in any 
proceedings relating to the civil action. 

(3) EMERGENCY ORDERS.— 
(A) IN GENERAL.—If the Secretary deter-

mines that it is not practicable to ensure 
prompt action to protect public safety from 
an emergency threat by commencing a civil 
action under paragraph (2), the Secretary 
may issue such orders as are necessary to en-
sure public safety. 

(B) CONSULTATION.—Before issuing an order 
under subparagraph (A), the Secretary 
shall— 

(i) consult with State and local law en-
forcement officials; and 

(ii) attempt to confirm the accuracy of the 
information on which the action proposed to 
be taken is based. 

(C) EFFECTIVENESS OF ORDERS.— 
(i) IN GENERAL.—An order issued by the 

Secretary under this paragraph shall be ef-
fective for the 60-day period beginning on the 
date of issuance of the order unless the Sec-
retary files a civil action under paragraph (2) 
before the expiration of that period. 

(ii) EXTENSION OF EFFECTIVE PERIOD.—With 
respect to an order issued under this para-
graph, the Secretary may file a civil action 
before the end of the 60-day period described 
in clause (i) to extend the effective period of 
the order for— 

(I) 14 days; or 
(II) such longer period as the court in 

which the civil action is filed may authorize. 

(e) PROTECTION OF INFORMATION.—Any de-
termination of disapproval or order made or 
issued under this section shall be exempt 
from disclosure— 

(1) under section 552 of title 5, United 
States Code; 

(2) under any State or local law providing 
for public access to information; and 

(3) except as provided in section 
ll03(i)(4), in any Federal or State civil or 
administrative proceeding. 
SEC. ll05. INTERAGENCY TECHNICAL SUPPORT 

AND COOPERATION. 
The Secretary— 
(1) may request other Federal agencies to 

provide technical and analytical support 
(other than field work) in implementing this 
title; and 

(2) may provide reimbursement for such 
technical and analytical support received as 
the Secretary determines to be appropriate. 
SEC. ll06. RECORDKEEPING; SITE INSPEC-

TIONS; PRODUCTION OF INFORMA-
TION. 

(a) RECORDKEEPING.—The owner or oper-
ator of a chemical source that is required to 
prepare a vulnerability assessment or site se-
curity plan under section ll03(a) shall 
maintain a current copy of those documents. 

(b) RIGHT OF ENTRY.—In carrying out this 
title, the Secretary (or a designee), on pres-
entation of credentials, shall have a right of 
entry to, on, or through— 

(1) any premises of an owner or operator of 
a chemical source described in subsection 
(a); and 

(2) any premises on which any record re-
quired to be maintained under subsection (a) 
is located. 

(c) REQUESTS FOR RECORDS.—In carrying 
out this title, the Secretary (or a designee) 
may require the submission of, or, on presen-
tation of credentials, may at reasonable 
times seek access to and copy— 

(1) any records, reports, or other informa-
tion described in subsection (a); and 

(2) any other documentation necessary 
for— 

(A) review or analysis of a vulnerability as-
sessment or site security plan; or 

(B) implementation of a site security plan. 
(d) COMPLIANCE.—If the Secretary deter-

mines that an owner or operator of a chem-
ical source is not maintaining, producing, or 
permitting access to records as required by 
this section, the Secretary may issue an 
order requiring compliance with the relevant 
provisions of this section. 
SEC. ll0 7. PENALTIES. 

(a) JUDICIAL RELIEF.—Any owner or oper-
ator of a chemical source that violates or 
fails to comply with any order issued by the 
Secretary under this title or a site security 
plan submitted to the Secretary under this 
title (or, in the case of an exemption de-
scribed in section ll03(d), a procedure, pro-
tocol, or standard endorsed or recognized by 
the Secretary under section ll03(c)) may, 
in a civil action brought in United States 
district court, be subject, for each day on 
which the violation occurs or the failure to 
comply continues, to— 

(1) an order for injunctive relief; or 
(2) a civil penalty of not more than $50,000. 
(b) ADMINISTRATIVE PENALTIES.— 
(1) PENALTY ORDERS.—The Secretary may 

issue an administrative penalty of not more 
than $250,000 for failure to comply with an 
order issued by the Secretary under this 
title. 

(2) NOTICE AND HEARING.—Before issuing an 
order described in paragraph (1), the Sec-
retary shall provide to the person against 
which the penalty is to be assessed— 

(A) written notice of the proposed order; 
and 

(B) the opportunity to request, not later 
than 30 days after the date on which the per-

son receives the notice, a hearing on the pro-
posed order. 

(3) PROCEDURES.—The Secretary may pro-
mulgate regulations outlining the proce-
dures for administrative hearings and appro-
priate review, including necessary deadlines. 

(c) TREATMENT OF INFORMATION IN JUDICIAL 
PROCEEDINGS.—Information submitted or ob-
tained by the Secretary, information derived 
from that information, and information sub-
mitted by the Secretary under this title (ex-
cept under section ll011) shall be treated in 
any judicial or administrative action as if 
the information were classified material. 
SEC. ll08. PROVISION OF TRAINING. 

The Secretary may provide training to 
State and local officials and owners and op-
erators in furtherance of the purposes of this 
title. 
SEC. ll09. JUDICIAL REVIEW. 

(a) REGULATIONS.—Not later than 60 days 
after the date of promulgation of a regula-
tion under this title, any person may file a 
petition for judicial review relating to the 
regulation with— 

(1) the United States Court of Appeals for 
the District of Columbia; or 

(2) with the United States circuit court— 
(A) having jurisdiction over the State in 

which the person resides; or 
(B) for the circuit in which the principal 

place of business of the person is located. 
(b) FINAL AGENCY ACTIONS OR ORDERS.— 

Not later than 60 days after the date on 
which a covered source receives notice of an 
action or order of the Secretary under this 
title with respect to the chemical source, the 
chemical source may file a petition for judi-
cial review of the action or order with the 
United States district court for the district 
in which— 

(1) the chemical source is located; or 
(2) the owner or operator of the chemical 

source has a principal place of business. 
(c) STANDARD OF REVIEW.— 
(1) IN GENERAL.—On the filing of a petition 

under subsection (a) or (b), the court of juris-
diction shall review the regulation or other 
final action or order that is the subject of 
the petition in accordance with chapter 7 of 
title 5, United States Code. 

(2) BASIS.— 
(A) IN GENERAL.—Judicial review of a regu-

lation, or of a final agency action or order 
described in paragraph (1) that is based on an 
administrative hearing held on the record, 
shall be based on the record of the pro-
ceedings, comments, and other information 
that the Secretary considered in promul-
gating the regulation, taking the action, or 
issuing the order being reviewed. 

(B) OTHER ACTIONS AND ORDERS.—Judicial 
review of a final agency action or order de-
scribed in paragraph (1) that is not described 
in subparagraph (A) shall be based on any 
submissions to the Secretary relating to the 
action or order, and any other information, 
that the Secretary considered in taking the 
action or issuing the order. 
SEC. ll10. NO EFFECT ON REQUIREMENTS 

UNDER OTHER LAW. 
(a) IN GENERAL.—Except as provided in sec-

tion ll03(i), nothing in this title affects 
any duty or other requirement imposed 
under any other Federal or State law. 

(b) OTHER FEDERAL LAW.— 
(1) IN GENERAL.—Notwithstanding sub-

section (a), a chemical source that is re-
quired to prepare a facility vulnerability as-
sessment and implement a facility security 
plan under any another Federal law may pe-
tition the Secretary to be subject to the 
other Federal law in lieu of this title. 

(2) DETERMINATION OF SUBSTANTIAL EQUIVA-
LENCE.—If the Secretary determines that a 
Federal law covered by a petition submitted 
by a chemical source under paragraph (1) is 
substantially equivalent to this title— 
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(A) the Secretary may grant the petition; 

and 
(B) the chemical source shall be subject to 

the other Federal law in lieu of this title. 
SEC. ll11. AGRICULTURAL BUSINESS SECURITY 

GRANT PROGRAM. 
(a) DEFINITION OF ELIGIBLE ENTITY.—In this 

section, the term ‘‘eligible entity’’ means a 
retail or production agricultural business 
(including a business that is engaged in the 
production or processing of seafood) that em-
ploys not more than such number of individ-
uals at a chemical source included in the list 
described in section ll03(f)(1) as shall be 
determined by the Secretary, in consultation 
with the Administrator of the Small Busi-
ness Administration and the Secretary of 
Agriculture. 

(b) GRANTS.—The Secretary shall provide 
grants to an eligible entity that is a chem-
ical source included in the list described in 
section ll03(f)(1) selected under this sec-
tion to enable the eligible entity at the 
chemical source— 

(1) to improve security measures; and 
(2) to protect against or reduce the con-

sequence of a terrorist attack. 
(c) CRITERIA.—In establishing criteria for 

the selection of, or in otherwise selecting, el-
igible entities to receive a grant under this 
section, the Secretary shall— 

(1) consider on an individual, location-by- 
location basis, each applicant for a grant; 
and 

(2) require each eligible entity that re-
ceives a grant to use funds from the grant 
only for the purposes described in subsection 
(b) in accordance with guidance of the Sec-
retary. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated such 
sums as are necessary to carry out this sec-
tion. 

SA 3928. Mr. SESSIONS submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end add the following new title: 
TITLE IV—OTHER MATTERS 

SEC. 401. VISA REQUIREMENTS. 
Section 222 of the Immigration and Nation-

ality Act (22 U.S.C. 1202) is amended by add-
ing at the end the following new subsection: 

‘‘(h) Every alien applying for a non-
immigrant visa shall, prior to obtaining such 
visa, swear or affirm an oath stating that— 

‘‘(1) while in the United States, the alien 
shall, adhere to the laws and to the Constitu-
tion of the United States; 

‘‘(2) while in the United States, the alien 
will not attempt to develop information for 
the purpose of threatening the national secu-
rity of the United States or to bring harm to 
any citizen of the United States; 

‘‘(3) the alien is not associated with a ter-
rorist organization; 

‘‘(4) the alien has not and will not receive 
any funds or other support to visit the 
United States from a terrorist organization; 

‘‘(5) all documents submitted to support 
the alien’s application are valid and contain 
truthful information; 

‘‘(6) while in the United States, the alien 
will inform the appropriate authorities if the 
alien is approached or contacted by a mem-
ber of a terrorist organization; and 

‘‘(7) the alien understands that the alien’s 
visa shall be revoked and the alien shall be 
removed from the United States if the alien 
is found— 

‘‘(A) to have acted in a manner that is in-
consistent with this oath; or 

‘‘(B) provided fraudulent information in 
order to obtain a visa.’’. 

SA 3929. Mr. CORNYN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. RESTRICTION ON ISSUANCE OF MUL-

TIPLE REPLACEMENT SOCIAL SECU-
RITY CARDS. 

(a) IN GENERAL.—Section 205(c)(2)(G) of the 
Social Security Act (42 U.S.C. 405(c)(2)(G)) is 
amended by adding at the end the following: 
‘‘The Commissioner shall restrict the 
issuance of multiple replacement social secu-
rity cards to any individual to not more than 
3 per year and not more than 10 for the life 
of the individual, except in any case in which 
the Commissioner determines there is mini-
mal opportunity for fraud.’’. 

(b) RULEMAKING.—The Commissioner of So-
cial Security shall issue regulations to carry 
out the amendment made by subsection (a) 
not later than 1 year after the date of enact-
ment of this Act. 

(c) EFFECTIVE DATE.—Systems controls de-
veloped by the Commissioner of Social Secu-
rity pursuant to the amendment made by 
subsection (a) shall take effect upon the ear-
lier of— 

(1) the date of issuance of regulations 
under subsection (b); or 

(2) the end of the 1-year period beginning 
on the date of enactment of this Act. 

SA 3930. Mr. MCCONNELL (for him-
self and Mr. CORNYN) submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. FIRST RESPONDER CITIZEN VOLUN-

TEER PROTECTION ACT. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘First Responder Citizen Volun-
teer Protection Act’’. 

(b) IMPORTANCE OF VOLUNTEERS.—Section 
2(a) of the Volunteer Protection Act of 1997 
(42 U.S.C. 14501(a)) is amended— 

(1) in paragraph (6), by striking ‘‘and’’ 
after the semicolon; 

(2) by redesignating paragraph (7) as para-
graph (8); and 

(3) by inserting after paragraph (6) the fol-
lowing: 

‘‘(7) since the attacks of September 11, 
2001, the Federal Government has encour-
aged Americans to serve their country as cit-
izen volunteers for programs such as the Vol-
unteers in Police Service (VIPS), Medical 
Reserve Corps (MRC), Community Emer-
gency Response Team (CERT), Neighborhood 
Watch, and Fire Corps, which help increase 
our homeland security preparedness and re-
sponse, and which provide assistance to our 
fire, police, health, and medical personnel, 
and fellow citizens in the event of a natural 
or manmade disaster, terrorist attack, or act 
of war; and’’. 

(c) CITIZEN VOLUNTEER PROGRAM.—Section 
6 of the Volunteer Protection Act of 1997 (42 
U.S.C. 14505) is amended by adding at the end 
the following: 

‘‘(7) GOVERNMENTAL ENTITY.—The term 
‘government entity’ means for purposes of 
this Act— 

‘‘(A) Federal or State Government, includ-
ing any political subdivision or agency 
thereof; and 

‘‘(B) a federally-established or funded cit-
izen volunteer program, including those co-
ordinated by the USA Freedom Corps estab-
lished by Executive order 13254 (February 1, 
2002), and the program’s components and 
State and local affiliates. 

SA 3931. Mr. MCCONNELL (for him-
self, Mr. SANTORUM, and Mr. CORNYN) 
submitted an amendment intended to 
be proposed by him to the bill S. 2845, 
to reform the intelligence community 
and the intelligence and intelligence- 
related activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE ll. VOLUNTEER FIREFIGHTER 
ASSISTANCE 

SEC. ll01. SHORT TITLE. 
This title may be cited as the ‘‘Good Sa-

maritan Volunteer Firefighter Assistance 
Act of 2004’’. 
SEC. ll02. REMOVAL OF CIVIL LIABILITY BAR-

RIERS THAT DISCOURAGE THE DO-
NATION OF FIRE EQUIPMENT TO 
VOLUNTEER FIRE COMPANIES. 

(a) LIABILITY PROTECTION.—A person who 
donates fire control or fire rescue equipment 
to a volunteer fire company shall not be lia-
ble for civil damages under any State or Fed-
eral law for personal injuries, property dam-
age or loss, or death proximately caused by 
the equipment after the donation. 

(b) EXCEPTIONS.—Subsection (a) shall not 
apply to a person if— 

(1) the person’s act or omission proxi-
mately causing the injury, damage, loss, or 
death constitutes gross negligence or inten-
tional misconduct; or 

(2) the person is the manufacturer of the 
fire control or fire rescue equipment. 

(c) PREEMPTION.—This title preempts the 
laws of any State to the extent that such 
laws are inconsistent with this Act, except 
that this title shall not preempt any State 
law that provides additional protection from 
liability for a person who donates fire con-
trol or fire rescue equipment to a volunteer 
fire company. 

(d) DEFINITIONS.—In this section: 
(1) PERSON.—The term ‘‘person’’ includes 

any governmental or other entity. 
(2) FIRE CONTROL OR RESCUE EQUIPMENT.— 

The term ‘‘fire control or fire rescue equip-
ment’’ includes any fire vehicle, fire fighting 
tool, communications equipment, protective 
gear, fire hose, or breathing apparatus. 

(3) STATE.—The term ‘‘State’’ includes the 
several States of the United States, the Dis-
trict of Columbia, the Commonwealth of 
Puerto Rico, the Commonwealth of the 
Northern Mariana Islands, American Samoa, 
Guam, the Virgin Islands, any other terri-
tory or possession of the United States, and 
any political subdivision of any such State, 
territory, or possession. 

(4) VOLUNTEER FIRE COMPANY.—The term 
‘‘volunteer fire company’’ means an associa-
tion of individuals who provide fire protec-
tion and other emergency services, where at 
least 30 percent of the individuals receive lit-
tle or no compensation compared with an 
entry level full-time paid individual in that 
association or in the nearest such associa-
tion with an entry level full-time paid indi-
vidual. 

(e) EFFECTIVE DATE.—This title applies 
only to liability for injury, damage, loss, or 
death caused by equipment that, for pur-
poses of subsection (a), is donated on or after 
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the date that is 30 days after the date of en-
actment of this Act. 
SEC. 3. STATE-BY-STATE REVIEW OF DONATION 

OF FIREFIGHTER EQUIPMENT. 
(a) REVIEW.—The Attorney General of the 

United States shall conduct a State-by-State 
review of the donation of firefighter equip-
ment to volunteer firefighter companies dur-
ing the 5-year period ending on the date of 
enactment of this Act. 

(b) REPORT.— 
(1) IN GENERAL.—Not later than 6 months 

after the date of enactment of this Act, the 
Attorney General of the United States shall 
publish and submit to Congress a report on 
the results of the review conducted under 
subsection (a). 

(2) CONTENTS.—The report published and 
submitted under paragraph (1) shall include, 
for each State— 

(A) the most effective way to fund fire-
fighter companies; 

(B) whether first responder funding is suffi-
cient to respond to the Nation’s needs; and 

(C) the best method to ensure that the 
equipment donated to volunteer firefighter 
companies is in usable condition. 

SA 3932. Ms. SNOWE submitted an 
amendment intended to be proposed by 
her to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 153, between lines 2 and 3, insert 
the following: 
SEC. 207. ALTERNATIVE ANALYSES OF INTEL-

LIGENCE BY THE INTELLIGENCE 
COMMUNITY. 

(a) SENSE OF CONGRESS.—It is the sense of 
Congress that the National Intelligence Di-
rector should consider the advisability of es-
tablishing for each element of the intel-
ligence community an element, office, or 
component whose purpose is the alternative 
analysis (commonly referred to as a ‘‘red- 
team analysis’’) of the information and con-
clusions in the intelligence products of such 
element of the intelligence community. 

(b) REPORT.—(1) Not later than one year 
after the date of the enactment of this Act, 
the National Intelligence Director shall sub-
mit to Congress a report on the actions 
taken to establish for each element of the in-
telligence community an element, office, or 
component described in subsection (a). 

(2) The report shall be submitted in an un-
classified form, but may include a classified 
annex. 

SA 3933. Ms. CANTWELL (for herself, 
Mr. SESSIONS, Mr. SCHUMER, and Mr. 
KYL) submitted an amendment in-
tended to be proposed by her to the bill 
S. 2845, to reform the intelligence com-
munity and the intelligence and intel-
ligence-related activities of the United 
States Government, and for other pur-
poses; which was ordered to lie on the 
table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. BIOMETRIC STANDARD FOR VISA AP-

PLICATIONS. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘Biometric Visa Standard Dis-
tant Borders Act’’. 

(b) TECHNOLOGY STANDARD FOR VISA WAIV-
ER PARTICIPANTS.—Section 303(c) of the En-
hanced Border Security and Visa Entry Re-
form Act of 2002 (8 U.S.C. 1732(c)) is amended 
to read as follows: 

‘‘(c) TECHNOLOGY STANDARD FOR VISA WAIV-
ER PARTICIPANTS.— 

‘‘(1) IN GENERAL.—Not later than October 
26, 2005, the government of each country that 
is designated to participate in the visa waiv-
er program established under section 217 of 
the Immigration and Nationality Act (8 
U.S.C. 1187) shall certify, as a condition for 
designation or continuation of that designa-
tion, that the country has a program to issue 
to individuals seeking to enter that country 
pursuant to a visa issued by that country, a 
machine readable visa document that is tam-
per-resistant and incorporates biometric 
identification information that is verifiable 
at its port of entry, and compatible with the 
biometric identifiers collected by the United 
States Visitor and Immigrant Status Indi-
cator Technology Program (US-VISIT). 

‘‘(2) SAVINGS CLAUSE.—This subsection 
shall not be construed to rescind the require-
ment of section 217(a)(3) of the Immigration 
and Nationality Act (8 U.S.C. 1187(a)(3)).’’. 

SA 3934. Mr. GREGG submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 7, line 25, strike the period and in-
sert ‘‘; and’’. 

On page 7, after line 25, add the following: 
(C) does not refer to the Office of Intel-

ligence Policy and Review of the Department 
of Justice or to any program, project, or ac-
tivity of the Federal Bureau of Investigation 
that is not under the direct control of the 
Executive Assistant Director for Intelligence 
of the Federal Bureau of Investigation. 

On page 41, line 12, strike ‘‘CONCURRENCE 
OF’’ and insert ‘‘CONSULTATION WITH’’. 

On page 41, beginning on line 15, strike 
‘‘obtain the concurrence of’’ and insert ‘‘con-
sult with’’. 

On page 41, beginning on line 19, strike ‘‘If 
the Director’’ and all that follows through 
line 25. 

On page 42, strike line 10 and all that fol-
lows through line 25. 

On page 85, beginning on line 10, strike 
‘‘obtain the concurrence of’’ and insert ‘‘con-
sult with’’. 

On page 85, beginning on line 14, strike ‘‘If 
the Director’’ and all that follows through 
line 20. 

On page 120, beginning on line 17, strike ‘‘, 
subject to the direction and control of the 
President,’’. 

On page 121, line 13, strike ‘‘and analysts’’ 
and insert ‘‘, analysts, and related per-
sonnel’’. 

On page 121, line 17, strike ‘‘and analysts’’ 
and insert ‘‘, analysts, and related per-
sonnel’’. 

On page 121, line 19, strike ‘‘and analysts’’ 
and insert ‘‘, analysts, and related per-
sonnel’’. 

On page 123, beginning on line 8, strike ‘‘, 
in consultation with the Director of the Of-
fice of Management and Budget, modify the’’ 
and insert ‘‘establish a’’. 

On page 123, line 11, strike ‘‘in order to or-
ganize the budget according to’’ and insert 
‘‘to reflect’’. 

On page 123, strike line 4 through line 8. 

SA 3935. Mr. WARNER submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

‘‘(a) On page 209, after line 14, insert the 
following: 

‘‘(b) Not later than 180 days after the date 
of the enactment of this Act, the National 
Intelligence Director, in consultation with 
heads of departments containing elements of 
the intelligence community, shall submit to 
Congress an Implementation Plan for Intel-
ligence Community Reform. The Implemen-
tation Plan shall include the following: 

‘‘(1) A detailed plan for how the authorities 
set forth in Title I Section 113 of this Act for 
the National Intelligence Program Budget 
and resources will be implemented, including 
but not limited to (a) the process for devel-
opment of budgets, allocation of resources, 
transfer of personnel and reprogramming; (b) 
specific lines of authority and reporting that 
will be used in these processes; and (c) iden-
tification of potential obstacles or legal 
issues with implementation; 

‘‘(2) A detailed description of how the Na-
tional Intelligence Director and the National 
Intelligence Authority will interact with the 
Secretary of Defense and Department of De-
fense on intelligence issues. In particular 
this shall describe what elements of the DoD 
will be subject to the authority that this Act 
provides the National Intelligence Director, 
how that authority will be exercised, and 
how disagreements about the exercise of that 
authority will be resolved. In addition, this 
shall describe how the National Intelligence 
Director will assure that combat forces will 
continue to receive optimal intelligence sup-
port under the new structure established by 
this Act. 

‘‘(3) A detailed description of how the Na-
tional Intelligence Director and the National 
Intelligence Authority will interact with the 
Attorney General, the Director of the FBI, 
and the FBI on intelligence issues. In par-
ticular this shall describe what elements of 
the FBI will be subject to the authority that 
this Act provides the National Intelligence 
Director, how that authority will be exer-
cised, and how disagreements about the exer-
cise of that authority will be resolved. In ad-
dition, this shall describe how the authority 
that this Act provides the National Intel-
ligence Director will be exercised consistent 
with the responsibility of the Attorney Gen-
eral to oversee activities of the FBI. 

‘‘(4) A detailed description of precisely how 
the authorities and responsibilities of the 
new National Counterterrorism Center es-
tablished by this Act are being implemented, 
including mechanisms for merging domestic 
and foreign information and authorities for 
tasking or direction of intelligence collec-
tion and how those mechanisms protect the 
civil liberties of U.S. Persons. 

‘‘(5) A detailed description of steps the Na-
tional Intelligence Director will take to ad-
dress the quality and independence of anal-
ysis within the new structure established by 
this Act. 

‘‘(6) A detailed description of the roles of 
the National Intelligence Authority staff of-
ficers created in Title I Sections 124–131 of 
this Act and how those officers interact with 
each other and other government depart-
ments and agencies. 

‘‘The National Intelligence Director shall 
submit the Implementation Plan to the Con-
gress.’’. 

‘‘(b) Insert ‘‘(a)’’ before ‘‘Not later’’ in line 
7 of page 209. 

SA 3936. Mr. HATCH submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

On page 125, between lines 13 and 14, insert 
the following: 
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(c) ESTABLISHMENT OF SENIOR INTELLIGENCE 

SERVICE.— 
(1) IN GENERAL.—The Director of the Fed-

eral Bureau of Investigation, in consultation 
with the Director of the Office of Personnel 
Management, may— 

(A) establish a Senior Intelligence Service 
within the Federal Bureau of Investigation 
in order to meet the intelligence obligations 
of the Federal Bureau of Investigation; and 

(B) appoint individuals to positions in the 
Senior Intelligence Service. 

(2) REGULATIONS.—The Director of the Fed-
eral Bureau of Investigation shall prescribe 
regulations for purposes of paragraph (1), 
which regulations shall be consistent with 
personnel authorities and practices estab-
lished pursuant to section 3151 of title 5, 
United States Code. 

(d) ESTABLISHMENT OF INTELLIGENCE SEN-
IOR LEVEL POSITIONS.—The Director of the 
Federal Bureau of Investigation, in consulta-
tion with the Director of the Office of Per-
sonnel Management, may— 

(1) establish Intelligence Senior Level posi-
tions within the Federal Bureau of Investiga-
tion in order to meet the intelligence obliga-
tions of the Federal Bureau of Investigation, 
which positions may be classified to rates of 
pay payable for grades above grade GS–15 of 
the General Schedule; and 

(2) appoint individuals to such Intelligence 
Senior Level positions. 

On page 125, line 14, strike ‘‘(c)’’ and insert 
‘‘(e)’’. 

On page 126, line 5, strike ‘‘(d)’’ and insert 
‘‘(f)’’. 

SA 3937. Mr. HATCH submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, insert the following new title: 
TITLE IV—IMMIGRATION 

SEC. 401. JUDICIAL REVIEW OF ORDERS OF RE-
MOVAL. 

(a) IN GENERAL.—Section 242 of the Immi-
gration and Nationality Act (8 U.S.C. 1252) is 
amended— 

(1) in subsection (a)— 
(A) in paragraph (2)— 
(i) in subparagraphs (A), (B), and (C), by in-

serting ‘‘(statutory and nonstatutory), in-
cluding section 2241 of title 28, United States 
Code, or any other habeas corpus provision, 
and sections 1361 and 1651 of title 28, United 
States Code’’ after ‘‘Notwithstanding any 
other provision of law’’; and 

(ii) by adding at the end the following: 
‘‘(D) JUDICIAL REVIEW OF CERTAIN LEGAL 

CLAIMS.—Nothing in this paragraph shall be 
construed as precluding consideration by the 
circuit courts of appeals of constitutional 
claims or pure questions of law raised upon 
petitions for review filed in accordance with 
this section. Notwithstanding any other pro-
vision of law (statutory and nonstatutory), 
including section 2241 of title 28, United 
States Code, or, except as provided in sub-
section (e), any other habeas corpus provi-
sion, and sections 1361 and 1651 of title 28, 
United States Code, such petitions for review 
shall be the sole and exclusive means of rais-
ing any and all claims with respect to orders 
of removal entered or issued under any pro-
vision of this Act.’’; and 

(B) by adding at the end the following: 
‘‘(4) CLAIMS UNDER THE UNITED NATIONS 

CONVENTION.—Notwithstanding any other 
provision of law (statutory and nonstatu-
tory), including section 2241 of title 28, 
United States Code, or any other habeas cor-

pus provision, and sections 1361 and 1651 of 
title 28, United States Code, a petition for re-
view by the circuit courts of appeals filed in 
accordance with this section is the sole and 
exclusive means of judicial review of claims 
arising under the United Nations Convention 
Against Torture and Other Forms of Cruel, 
Inhuman, or Degrading Treatment or Pun-
ishment. 

‘‘(5) EXCLUSIVE MEANS OF REVIEW.—The ju-
dicial review specified in this subsection 
shall be the sole and exclusive means for re-
view by any court of an order of removal en-
tered or issued under any provision of this 
Act. For purposes of this title, in every pro-
vision that limits or eliminates judicial re-
view or jurisdiction to review, the terms ‘ju-
dicial review’ and ‘jurisdiction to review’ in-
clude habeas corpus review pursuant to sec-
tion 2241 of title 28, United States Code, or 
any other habeas corpus provision, sections 
1361 and 1651 of title 28, United States Code, 
and review pursuant to any other provision 
of law.’’; 

(2) in subsection (b)— 
(A) in paragraph (3)(B), by inserting ‘‘pur-

suant to subsection (f)’’ after ‘‘unless’’; and 
(B) in paragraph (9), by adding at the end 

the following: ‘‘Except as otherwise provided 
in this subsection, no court shall have juris-
diction, by habeas corpus under section 2241 
of title 28, United States Code, or any other 
habeas corpus provision, by section 1361 or 
1651 of title 28, United States Code, or by any 
other provision of law (statutory or non-
statutory), to hear any cause or claim sub-
ject to these consolidation provisions.’’; 

(3) in subsection (f)(2), by inserting ‘‘or 
stay, by temporary or permanent order, in-
cluding stays pending judicial review,’’ after 
‘‘no court shall enjoin’’; and 

(4) in subsection (g), by inserting ‘‘(statu-
tory and nonstatutory), including section 
2241 of title 28, United States Code, or any 
other habeas corpus provision, and sections 
1361 and 1651 of title 28, United States Code’’ 
after ‘‘notwithstanding any other provision 
of law’’. 

(b) APPLICABILITY.—The amendments made 
by subsection (a) shall apply only to an alien 
who has been convicted of an offense that is 
related to terrorism and that is described in 
section 2332b(g)(5)(B) of title 18, United 
States Code. 

(c) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
this section and the amendments made by 
this section shall take effect on the date of 
the enactment of this Act and shall apply to 
cases in which the final administrative re-
moval order was issued before, on, or after 
the date of enactment of this Act. 
SEC. 402. ADDITIONAL REMOVAL AUTHORITIES. 

(a) IN GENERAL.—Section 241(b) of the Im-
migration and Nationality Act (8 U.S.C. 
1231(b)) is amended— 

(1) in paragraph (1)— 
(A) in each of subparagraphs (A) and (B), 

by striking the period at the end and insert-
ing ‘‘unless, in the opinion of the Secretary 
of Homeland Security, removing the alien to 
such country would be prejudicial to the 
United States.’’; and 

(B) by amending subparagraph (C) to read 
as follows: 

‘‘(C) ALTERNATIVE COUNTRIES.—If the alien 
is not removed to a country designated in 
subparagraph (A) or (B), the Secretary of 
Homeland Security shall remove the alien 
to— 

‘‘(i) the country of which the alien is a cit-
izen, subject, or national, where the alien 
was born, or where the alien has a residence, 
unless the country physically prevents the 
alien from entering the country upon the 
alien’s removal there; or 

‘‘(ii) any country whose government will 
accept the alien into that country.’’; and 

(2) in paragraph (2)— 
(A) by striking ‘‘Attorney General’’ each 

place such term appears and inserting ‘‘Sec-
retary of Homeland Security’’; 

(B) by amending subparagraph (D) to read 
as follows: 

‘‘(D) ALTERNATIVE COUNTRIES.—If the alien 
is not removed to a country designated 
under subparagraph (A)(i), the Secretary of 
Homeland Security shall remove the alien to 
a country of which the alien is a subject, na-
tional, or citizen, where the alien was born, 
or where the alien has a residence, unless— 

‘‘(i) such country physically prevents the 
alien from entering the country upon the 
alien’s removal there; or 

‘‘(ii) in the opinion of the Secretary of 
Homeland Security, removing the alien to 
the country would be prejudicial to the 
United States.’’; and 

(C) by amending subparagraph (E)(vii) to 
read as follows: 

‘‘(vii) Any country whose government will 
accept the alien into that country.’’. 

(b) APPLICABILITY.—The amendments made 
by subsection (a) shall apply only to a case 
involving an alien who has been convicted of 
an offense that is related to terrorism and 
that is described in section 2332b(g)(5)(B) of 
title 18, United States Code. 

(c) EFFECTIVE DATE.—Notwithstanding sec-
tion 341 or any other provision of this Act, 
the amendments made by subsection (a) 
shall take effect on the date of the enact-
ment of this Act and shall apply to any de-
portation, exclusion, or removal on or after 
such date pursuant to any deportation, ex-
clusion, or removal order, regardless of 
whether such order is administratively final 
before, on, or after such date. 
SEC. 403. EFFECTIVE DATE. 

This title and the amendments made by 
this title shall take effect on the date of the 
enactment of this Act. 

SA 3938. Mr. HATCH (for himself and 
Mr. KYL) submitted an amendment in-
tended to be proposed by him to the 
bill S. 2845, to reform the intelligence 
community and the intelligence and 
intelligence-related activities of the 
United States Government, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. FEDERAL COLLATERAL REVIEW OF 

CONVICTIONS FOR KILLING PUBLIC 
SAFETY OFFICER. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘Public Safety Officers’ Defense 
Act’’. 

(b) SUBSTANTIVE LIMITS.—Section 2254 of 
title 28, United States Code, is amended by 
adding at the end the following: 

‘‘(j) CRIMES AGAINST PUBLIC SAFETY OFFI-
CER.— 

‘‘(1) DEFINITION OF PUBLIC SAFETY OFFI-
CER.—In this subsection, the term ‘public 
safety officer’ has the meaning given such 
term in section 1204 of the Omnibus Crime 
Control and Safe Streets Act of 1968 (42 
U.S.C. 3796b). 

‘‘(2) IN GENERAL.—A court, justice, or judge 
shall not have jurisdiction to consider any 
claim relating to the judgment or sentence 
in an application described under paragraph 
(3), unless the applicant shows that the 
claim qualifies for consideration on the 
grounds described in subsection (e)(2). Any 
such application that is presented to a court, 
justice, or judge other than a district court 
shall be transferred to the appropriate dis-
trict court for consideration or dismissal in 
conformity with this subsection, except that 
a court of appeals panel must authorize any 
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second or successive application in con-
formity with section 2244 prior to any con-
sideration by the district court. 

‘‘(3) APPLICATION OF SUBSECTION.—This sub-
section shall apply to an application for a 
writ of habeas corpus on behalf of a person in 
custody pursuant to the judgment of a State 
court for a crime that involved the killing of 
a public safety officer while the public safety 
officer was engaged in the performance of of-
ficial duties, or on account of the public safe-
ty officer’s performance of official duties.’’. 

(c) TIME LIMITS.—Section 2254(j) of title 28, 
United States Code, as added by subsection 
(b), is amended by adding at the end the fol-
lowing: 

‘‘(4) TIME LIMITS IN DISTRICT COURT.—For 
any application described under paragraph 
(3), in the district court the following shall 
apply: 

‘‘(A) Any motion by either party for an 
evidentiary hearing shall be filed and served 
not later than 90 days after the State files its 
answer or, if no timely answer is filed, the 
date on which such answer is due. 

‘‘(B) Any motion for an evidentiary hear-
ing shall be granted or denied not later than 
30 days after the date on which the party op-
posing such motion files a pleading in oppo-
sition to such motion or, if no timely plead-
ing in opposition is filed, the date on which 
such pleading in opposition is due. 

‘‘(C) Any evidentiary hearing shall be— 
‘‘(i) convened not less than 60 days after 

the order granting such hearing; and 
‘‘(ii) completed not more than 150 days 

after the order granting such hearing. 
‘‘(D) A district court shall enter a final 

order, granting or denying the application 
for a writ of habeas corpus, not later than 15 
months after the date on which the State 
files its answer or, if no timely answer is 
filed, the date on which such answer is due, 
or not later than 60 days after the case is 
submitted for decision, whichever is earlier. 

‘‘(E) If the district court fails to comply 
with the requirements of this paragraph, the 
State may petition the court of appeals for a 
writ of mandamus to enforce the require-
ments. The court of appeals shall grant or 
deny the petition for a writ of mandamus not 
later than 30 days after such petition is filed 
with the court. 

‘‘(5) TIME LIMITS IN COURT OF APPEALS.—For 
any application described under paragraph 
(3), in the court of appeals the following 
shall apply: 

‘‘(A) A timely filed notice of appeal from 
an order issuing a writ of habeas corpus shall 
operate as a stay of that order pending final 
disposition of the appeal. 

‘‘(B) The court of appeals shall decide the 
appeal from an order granting or denying a 
writ of habeas corpus— 

‘‘(i) not later than 120 days after the date 
on which the brief of the appellee is filed or, 
if no timely brief is filed, the date on which 
such brief is due; or 

‘‘(ii) if a cross-appeal is filed, not later 
than 120 days after the date on which the ap-
pellant files a brief in response to the issues 
presented by the cross-appeal or, if no timely 
brief is filed, the date on which such brief is 
due. 

‘‘(C)(i) Following a decision by a panel of 
the court of appeals under subparagraph (B), 
a petition for panel rehearing is not allowed, 
but rehearing by the court of appeals en banc 
may be requested. The court of appeals shall 
decide whether to grant a petition for re-
hearing en banc not later than 30 days after 
the date on which the petition is filed, unless 
a response is required, in which case the 
court shall decide whether to grant the peti-
tion not later than 30 days after the date on 
which the response is filed or, if no timely 
response is filed, the date on which the re-
sponse is due. 

‘‘(ii) If rehearing en banc is granted, the 
court of appeals shall make a final deter-
mination of the appeal not later than 120 
days after the date on which the order grant-
ing rehearing en banc is entered. 

‘‘(D) If the court of appeals fails to comply 
with the requirements of this paragraph, the 
State may petition the Supreme Court or a 
justice thereof for a writ of mandamus to en-
force the requirements. 

‘‘(6) APPLICATION OF TIME LIMITS.— 
‘‘(A) IN GENERAL.—The time limitations 

under paragraphs (4) and (5) shall apply to an 
initial application described under paragraph 
(3), any second or successive application de-
scribed under paragraph (3), and any redeter-
mination of an application described under 
paragraph (3) or related appeal following a 
remand by the court of appeals or the Su-
preme Court for further proceedings. 

‘‘(B) REMAND IN DISTRICT COURT.—In pro-
ceedings following remand in the district 
court, time limits running from the time the 
State files its answer under paragraph (4) 
shall run from the date the remand is or-
dered if further briefing is not required in 
the district court. If there is further briefing 
following remand in the district court, such 
time limits shall run from the date on which 
a responsive brief is filed or, if no timely re-
sponsive brief is filed, the date on which such 
brief is due. 

‘‘(C) REMAND IN COURT OF APPEALS.—In pro-
ceedings following remand in the court of ap-
peals, the time limit specified in paragraph 
(5)(B) shall run from the date the remand is 
ordered if further briefing is not required in 
the court of appeals. If there is further brief-
ing in the court of appeals, the time limit 
specified in paragraph (5)(B) shall run from 
the date on which a responsive brief is filed 
or, if no timely responsive brief is filed, from 
the date on which such brief is due. 

‘‘(7) FAILURE TO COMPLY.—The failure of a 
court to meet or comply with a time limita-
tion under this subsection shall not be a 
ground for granting relief from a judgment 
of conviction or sentence, nor shall the time 
limitations under this subsection be con-
strued to entitle a capital applicant to a stay 
of execution, to which the applicant would 
otherwise not be entitled, for the purpose of 
litigating any application or appeal.’’. 

(d) APPLICATION TO PENDING CASES.— 
(1) IN GENERAL.—The amendments made by 

this section shall apply to cases pending on 
or after the date of enactment of this Act. 

(2) TIME LIMITS.—In a case pending on the 
date of enactment of this Act, if the amend-
ments made by this section provide that a 
time limit runs from an event or time that 
has occurred prior to such date of enact-
ment, the time limit shall run instead from 
such date of enactment. 

SA 3939. Mr. HARKIN submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place in the bill, add: 
It is the Sense of the Senate that the 

United States should support and uphold the 
Convention Against Torture and Other 
Cruel, Inhuman, or Degrading Treatment or 
Punishment. 

SA 3940. Mr. HATCH submitted an 
amendment intended to be proposed by 
him to the bill S. 2845, to reform the in-
telligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 

and for other purposes; which was or-
dered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. PENALTIES FOR STOWAWAYS. 

Section 2199 of title 18, United States Code, 
is amended by striking ‘‘Shall be fined under 
this title or imprisoned not more than one 
year or both.’’ and inserting the following: 

‘‘Shall be fined under this title or impris-
oned not more than 5 years or both; 

‘‘If serious bodily injury occurs (as defined 
in section 1365 of this title, including any 
conduct that, if the conduct occurred in the 
special maritime and territorial jurisdiction 
of the United States, would violate section 
2241 or 2242 of this title) to any person other 
than a participant as a result of a violation 
of this section, be fined under this title or 
imprisoned not more than 20 years, or both; 
and 

‘‘If death to any person other than a par-
ticipant occurs as a result of a violation of 
this section, be fined under this title or im-
prisoned for any number of years up to life, 
or both.’’. 

SA 3941. Mr. GRAHAM of Florida 
submitted an amendment intended to 
be proposed by him to the bill S. 2845, 
to reform the intelligence community 
and the intelligence and intelligence- 
related activities of the United States 
Government, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

28 U.S.C. § 1605(A). A foreign state shall not 
be immune from the jurisdiction of courts of 
the United States or of the States in any 
case— 

2. * * * 
(7) not otherwise covered by paragraph (2), 

in which money damages are sought against 
a foreign state for personal injury or death, 
or damage to or loss of property, that was 
caused by an act of torture, extrajudicial 
killing, aircraft sabotage, hostage taking, or 
the provision of material support or re-
sources (as defined in section 2339A of title 
18) for such an act if such act or provision of 
material support is engaged in by an official, 
employee, or agent of such foreign state 
while acting within the scope of his or her 
office, employment, or agency, except that 
the court shall decline to hear a claim under 
this paragraph— 

(A) if the foreign state was not designated 
as a state sponsor of terrorism under section 
6(j) of the Export Administration Act of 1979 
(50 U.S.C. App. 2405(j)) or section 620A of the 
Foreign Assistance Act of 1961 (22 U.S.C. 
2371) at the time the act occurred, unless 
later so designated as a result of such act or 
the act is related to Case Number 
1:00CV03110(EGS) in the United States Dis-
trict Court for the District of Columbia or to 
the September 11, 2001 terrorist attacks 
against the World Trade Center, the Pen-
tagon and other targets in the United States; 
* * * 

18 U.S.C. § 2332f(e). As used in this section, 
the term— 

(2) ‘‘national of the United States’’ (i) has 
the meaning given that term in section 
101(a)(22) of the Immigration and Nationality 
Act (8 U.S.C. 1101(a)(22)) and (ii) means an or-
ganization which is incorporated or char-
tered or has its principal place of business in 
the United States; 

SA 3942. Mr. LIEBERMAN (for Mr. 
MCCAIN (for himself, and Mr. 
LIEBERMAN, and Mr. BAYH,) proposed an 
amendment to the bill S. 2845, to re-
form the intelligence community and 
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the intelligence and intelligence-re-
lated activities of the United States 
Government, and for other purposes; as 
follows: 

At the appropriate place, insert the fol-
lowing: 
TITLE ll—THE ROLE OF DIPLOMACY, 

FOREIGN AID, AND THE MILITARY IN 
THE WAR ON TERRORISM 

SEC. ll01. FINDINGS. 
Consistent with the report of the National 

Commission on Terrorist Attacks Upon the 
United States, Congress makes the following 
findings: 

(1) Long-term success in the war on ter-
rorism demands the use of all elements of 
national power, including diplomacy, mili-
tary action, intelligence, covert action, law 
enforcement, economic policy, foreign aid, 
public diplomacy, and homeland defense. 

(2) To win the war on terrorism, the United 
States must assign to economic and diplo-
matic capabilities the same strategic pri-
ority that is assigned to military capabili-
ties. 

(3) The legislative and executive branches 
of the Government of the United States must 
commit to robust, long-term investments in 
all of the tools necessary for the foreign pol-
icy of the United States to successfully ac-
complish the goals of the United States. 

(4) The investments referred to in para-
graph (3) will require increased funding to 
United States foreign affairs programs in 
general, and to priority areas as described in 
this title in particular. 
SEC. ll02. TERRORIST SANCTUARIES. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Complex terrorist operations require lo-
cations that provide such operations sanc-
tuary from interference by government or 
law enforcement personnel. 

(2) A terrorist sanctuary existed in Afghan-
istan before September 11, 2001. 

(3) The terrorist sanctuary in Afghanistan 
provided direct and indirect value to mem-
bers of al Qaeda who participated in the ter-
rorist attacks on the United States on Sep-
tember 11, 2001, and in other terrorist oper-
ations. 

(4) Terrorist organizations have fled to 
some of the least governed and most lawless 
places in the world to find sanctuary. 

(5) During the 21st century, terrorists are 
focusing on remote regions and failing states 
as locations to seek sanctuary. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States Government should 
identify and prioritize locations that are or 
that could be used as terrorist sanctuaries; 

(2) the United States Government should 
have a realistic strategy that includes the 
use of all elements of national power to keep 
possible terrorists from using a location as a 
sanctuary; and 

(3) the United States Government should 
reach out, listen to, and work with countries 
in bilateral and multilateral fora to prevent 
locations from becoming sanctuaries and to 
prevent terrorists from using locations as 
sanctuaries. 
SEC. ll03. ROLE OF PAKISTAN IN COUNTERING 

TERRORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) The Government of Pakistan has a crit-
ical role to perform in the struggle against 
Islamist terrorism. 

(2) The endemic poverty, widespread cor-
ruption, and frequent ineffectiveness of gov-

ernment in Pakistan create opportunities for 
Islamist recruitment. 

(3) The poor quality of education in Paki-
stan is particularly worrying, as millions of 
families send their children to madrassahs, 
some of which have been used as incubators 
for violent extremism. 

(4) The vast unpoliced regions in Pakistan 
make the country attractive to extremists 
seeking refuge and recruits and also provide 
a base for operations against coalition forces 
in Afghanistan. 

(5) A stable Pakistan, with a moderate, re-
sponsible government that serves as a voice 
of tolerance in the Muslim world, is critical 
to stability in the region. 

(6) There is a widespread belief among the 
people of Pakistan that the United States 
has long treated them as allies of conven-
ience. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States should make a long- 
term commitment to fostering a stable and 
secure future in Pakistan, as long as its lead-
ers remain committed to combatting ex-
tremists and extremism, ending the pro-
liferation of weapons of mass destruction, se-
curing its borders, and gaining internal con-
trol of all its territory while pursuing poli-
cies that strengthen civil society, promote 
moderation and advance socio-economic 
progress; 

(2) Pakistan should make sincere efforts to 
transition to democracy, enhanced rule of 
law, and robust civil institutions, and United 
States policy toward Pakistan should pro-
mote such a transition; 

(3) the United States assistance to Paki-
stan should be maintained at the overall lev-
els requested by the President for fiscal year 
2005; 

(4) the United States should support the 
Government of Pakistan with a comprehen-
sive effort that extends from military aid to 
support for better education; 

(5) the United States Government should 
devote particular attention and resources to 
assisting in the improvement of the quality 
of education in Pakistan; and 

(6) the Government of Pakistan should de-
vote additional resources of such Govern-
ment to expanding and improving modern 
public education in Pakistan. 
SEC. ll04. AID TO AFGHANISTAN. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) The United States and its allies in the 
international community have made 
progress in promoting economic and polit-
ical reform within Afghanistan, including 
the establishment of a central government 
with a democratic constitution, a new cur-
rency, and a new army, the increase of per-
sonal freedom, and the elevation of the 
standard of living of many Afghans. 

(2) A number of significant obstacles must 
be overcome if Afghanistan is to become a 
secure and prosperous democracy, and such a 
transition depends in particular upon— 

(A) improving security throughout the 
country; 

(B) disarming and demobilizing militias; 
(C) curtailing the rule of the warlords; 
(D) promoting equitable economic develop-

ment; 
(E) protecting the human rights of the peo-

ple of Afghanistan; 
(F) holding elections for public office; and 
(G) ending the cultivation and trafficking 

of narcotics. 
(3) The United States and the international 

community must make a long-term commit-
ment to addressing the deteriorating secu-
rity situation in Afghanistan and the bur-

geoning narcotics trade, endemic poverty, 
and other serious problems in Afghanistan in 
order to prevent that country from relapsing 
into a sanctuary for international terrorism. 

(b) SENSE OF CONGRESS.— 
(1) ACTIONS FOR AFGHANISTAN.—It is the 

sense of Congress that the Government of 
the United States should take, with respect 
to Afghanistan, the following actions: 

(A) Working with other nations to obtain 
long-term security, political, and financial 
commitments and fulfillment of pledges to 
the Government of Afghanistan to accom-
plish the objectives of the Afghanistan Free-
dom Support Act of 2002 (22 U.S.C. 7501 et 
seq.), especially to ensure a secure, demo-
cratic, and prosperous Afghanistan that re-
spects the rights of its citizens and is free of 
international terrorist organizations. 

(B) Using the voice and vote of the United 
States in relevant international organiza-
tions, including the North Atlantic Treaty 
Organization and the United Nations Secu-
rity Council, to strengthen international 
commitments to assist the Government of 
Afghanistan in enhancing security, building 
national police and military forces, increas-
ing counter-narcotics efforts, and expanding 
infrastructure and public services through-
out the country. 

(C) Taking appropriate steps to increase 
the assistance provided under programs of 
the Department of State and the United 
States Agency for International Develop-
ment throughout Afghanistan and to in-
crease the number of personnel of those 
agencies in Afghanistan as necessary to sup-
port the increased assistance. 

(2) REVISION OF AFGHANISTAN FREEDOM SUP-
PORT ACT OF 2002.—It is the sense of Congress 
that Congress should, in consultation with 
the President, update and revise, as appro-
priate, the Afghanistan Freedom Support 
Act of 2002. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
(1) IN GENERAL.—There are authorized to be 

appropriated to the President for each of the 
fiscal years 2005 through 2009 such sums as 
may be necessary to provide assistance for 
Afghanistan, unless otherwise authorized by 
Congress, for the following purposes: 

(A) For development assistance under sec-
tions 103, 105, and 106 of the Foreign Assist-
ance Act of 1961 (22 U.S.C. 2151a, 2151c, and 
2151d). 

(B) For children’s health programs under 
the Child Survival and Health Program Fund 
under section 104 of the Foreign Assistance 
Act of 1961 (22 U.S.C. 2151b). 

(C) For economic assistance under the Eco-
nomic Support Fund under chapter 4 of part 
II of the Foreign Assistance Act of 1961 (22 
U.S.C. 2346 et seq.). 

(D) For international narcotics and law en-
forcement under section 481 of the Foreign 
Assistance Act of 1961 (22 U.S.C. 2291). 

(E) For nonproliferation, anti-terrorism, 
demining, and related programs. 

(F) For international military education 
and training under section 541 of the Foreign 
Assistance Act of 1961 (22 U.S.C. 2347). 

(G) For Foreign Military Financing Pro-
gram grants under section 23 of the Arms Ex-
port Control Act (22 U.S.C. 2763). 

(H) For peacekeeping operations under sec-
tion 551 of the Foreign Assistance Act of 1961 
(22 U.S.C. 2348). 

(2) CONDITIONS FOR ASSISTANCE.—Assistance 
provided by the President under this sub-
section— 

(A) shall be consistent with the Afghani-
stan Freedom Support Act of 2002; and 

(B) shall be provided with reference to the 
‘‘Securing Afghanistan’s Future’’ document 
published by the Government of Afghani-
stan. 
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SEC. ll05. THE UNITED STATES-SAUDI ARABIA 

RELATIONSHIP. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Despite a long history of friendly rela-
tions with the United States, Saudi Arabia 
has been a problematic ally in combating 
Islamist extremism. 

(2) Cooperation between the Governments 
of the United States and Saudi Arabia has 
traditionally been carried out in private. 

(3) Counterterrorism cooperation between 
the Governments of the United States and 
Saudi Arabia has improved significantly 
since the terrorist bombing attacks in Ri-
yadh, Saudi Arabia, on May 12, 2003, espe-
cially cooperation to combat terror groups 
operating inside Saudi Arabia. 

(4) The Government of Saudi Arabia is now 
pursuing al Qaeda within Saudi Arabia and 
has begun to take some modest steps toward 
internal reform. 

(5) Nonetheless, the Government of Saudi 
Arabia has been at times unresponsive to 
United States requests for assistance in the 
global war on Islamist terrorism. 

(6) The Government of Saudi Arabia has 
not done all it can to prevent nationals of 
Saudi Arabia from funding and supporting 
extremist organizations in Saudi Arabia and 
other countries. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the problems in the relationship be-
tween the United States and Saudi Arabia 
must be confronted openly, and the opportu-
nities for cooperation between the countries 
must be pursued openly by those govern-
ments; 

(2) both governments must build a rela-
tionship that they can publicly defend and 
that is based on other national interests in 
addition to their national interests in oil; 

(3) this relationship should include a 
shared commitment to political and eco-
nomic reform in Saudi Arabia; 

(4) this relationship should also include a 
shared interest in greater tolerance and re-
spect for other cultures in Saudi Arabia and 
a commitment to fight the violent extrem-
ists who foment hatred in the Middle East; 
and 

(5) the Government of Saudi Arabia must 
do all it can to prevent nationals of Saudi 
Arabia from funding and supporting extrem-
ist organizations in Saudi Arabia and other 
countries. 
SEC. ll06. EFFORTS TO COMBAT ISLAMIST TER-

RORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While support for the United States has 
plummeted in the Islamic world, many nega-
tive views are uninformed, at best, and, at 
worst, are informed by coarse stereotypes 
and caricatures. 

(2) Local newspapers in Islamic countries 
and influential broadcasters who reach Is-
lamic audiences through satellite television 
often reinforce the idea that the people and 
Government of the United States are anti- 
Muslim. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the Government of the United States 
should offer an example of moral leadership 
in the world that includes a commitment to 
treat all people humanely, abide by the rule 
of law, and be generous to the people and 
governments of other countries; 

(2) the United States should cooperate with 
governments of Islamic countries to foster 
agreement on respect for human dignity and 
opportunity, and to offer a vision of a better 

future that includes stressing life over death, 
individual educational and economic oppor-
tunity, widespread political participation, 
contempt for indiscriminate violence, re-
spect for the rule of law, openness in dis-
cussing differences, and tolerance for oppos-
ing points of view; 

(3) the United States should encourage re-
form, freedom, democracy, and opportunity 
for Arabs and Muslims and promote modera-
tion in the Islamic world; and 

(4) the United States should work to defeat 
extremist ideology in the Islamic world by 
providing assistance to moderate Arabs and 
Muslims to combat extremist ideas. 
SEC. ll07. UNITED STATES POLICY TOWARD 

DICTATORSHIPS. 
(a) FINDING.—Consistent with the report of 

the National Commission on Terrorist At-
tacks Upon the United States, Congress finds 
that short-term gains enjoyed by the United 
States through cooperation with repressive 
dictatorships have often been outweighed by 
long-term setbacks for the stature and inter-
ests of the United States. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) United States foreign policy should pro-
mote the value of life and the importance of 
individual educational and economic oppor-
tunity, encourage widespread political par-
ticipation, condemn indiscriminate violence, 
and promote respect for the rule of law, 
openness in discussing differences among 
people, and tolerance for opposing points of 
view; and 

(2) the United States Government must 
prevail upon the governments of all predomi-
nantly Muslim countries, including those 
that are friends and allies of the United 
States, to condemn indiscriminate violence, 
promote the value of life, respect and pro-
mote the principles of individual education 
and economic opportunity, encourage wide-
spread political participation, and promote 
the rule of law, openness in discussing dif-
ferences among people, and tolerance for op-
posing points of view. 
SEC. ll08. PROMOTION OF UNITED STATES VAL-

UES THROUGH BROADCAST MEDIA. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Although the United States has dem-
onstrated and promoted its values in defend-
ing Muslims against tyrants and criminals in 
Somalia, Bosnia, Kosovo, Afghanistan, and 
Iraq, this message is not always clearly pre-
sented and understood in the Islamic world. 

(2) If the United States does not act to vig-
orously define its message in the Islamic 
world, the image of the United States will be 
defined by Islamic extremists who seek to 
demonize the United States. 

(3) Recognizing that many Arab and Mus-
lim audiences rely on satellite television and 
radio, the United States Government has 
launched promising initiatives in television 
and radio broadcasting to the Arab world, 
Iran, and Afghanistan. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) the United States must do more to de-
fend and promote its values and ideals to the 
broadest possible audience in the Islamic 
world; 

(2) United States efforts to defend and pro-
mote these values and ideals are beginning 
to ensure that accurate expressions of these 
values reach large audiences in the Islamic 
world and should be robustly supported; 

(3) the United States Government could 
and should do more to engage the Muslim 
world in the struggle of ideas; and 

(4) the United States Government should 
more intensively employ existing broadcast 

media in the Islamic world as part of this en-
gagement. 

(c) AUTHORIZATIONS OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the President for each of the fiscal years 2005 
through 2009 such sums as may be necessary 
to carry out United States Government 
broadcasting activities under the United 
States Information and Educational Ex-
change Act of 1948 (22 U.S.C. 1431 et seq.), the 
United States International Broadcasting 
Act of 1994 (22 U.S.C. 6201 et seq.), and the 
Foreign Affairs Reform and Restructuring 
Act of 1998 (22 U.S.C. 6501 et seq.), and to 
carry out other activities under this section 
consistent with the purposes of such Acts, 
unless otherwise authorized by Congress. 
SEC. ll09. EXPANSION OF UNITED STATES 

SCHOLARSHIP AND EXCHANGE PRO-
GRAMS IN THE ISLAMIC WORLD. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Exchange, scholarship, and library pro-
grams are effective ways for the United 
States Government to promote internation-
ally the values and ideals of the United 
States. 

(2) Exchange, scholarship, and library pro-
grams can expose young people from other 
countries to United States values and offer 
them knowledge and hope. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that the United States should ex-
pand its exchange, scholarship, and library 
programs, especially those that benefit peo-
ple in the Arab and Muslim worlds. 

(c) AUTHORITY TO EXPAND EDUCATIONAL 
AND CULTURAL EXCHANGES.—The President is 
authorized to substantially expand the ex-
change, scholarship, and library programs of 
the United States, especially such programs 
that benefit people in the Arab and Muslim 
worlds. 

(d) AVAILABILITY OF FUNDS.—Of the 
amounts authorized to be appropriated for 
educational and cultural exchange programs 
in each of the fiscal years 2005 through 2009, 
there is authorized to be made available to 
the Secretary of State such sums as may be 
necessary to carry out programs under this 
section, unless otherwise authorized by Con-
gress. 
SEC. ll10. INTERNATIONAL YOUTH OPPOR-

TUNITY FUND. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Education that teaches tolerance, the 
dignity and value of each individual, and re-
spect for different beliefs is a key element in 
any global strategy to eliminate Islamist 
terrorism. 

(2) Education in the Middle East about the 
world outside that region is weak. 

(3) The United Nations has rightly equated 
literacy with freedom. 

(4) The international community is moving 
toward setting a concrete goal of reducing by 
half the illiteracy rate in the Middle East by 
2010, through the implementation of edu-
cation programs targeting women and girls 
and programs for adult literacy, and by 
other means. 

(5) To be effective, efforts to improve edu-
cation in the Middle East must also in-
clude— 

(A) support for the provision of basic edu-
cation tools, such as textbooks that trans-
late more of the world’s knowledge into local 
languages and local libraries to house such 
materials; and 

(B) more vocational education in trades 
and business skills. 

(6) The Middle East can benefit from some 
of the same programs to bridge the digital 
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divide that already have been developed for 
other regions of the world. 

(b) INTERNATIONAL YOUTH OPPORTUNITY 
FUND.— 

(1) ESTABLISHMENT.—The President shall 
establish an International Youth Oppor-
tunity Fund to provide financial assistance 
for the improvement of public education in 
the Middle East. 

(2) INTERNATIONAL PARTICIPATION.—The 
President shall seek the cooperation of the 
international community in establishing and 
generously supporting the Fund. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the President for the establishment of the 
International Youth Opportunity Fund, in 
addition to any amounts otherwise available 
for such purpose, such sums as may be nec-
essary for each of the fiscal years 2005 
through 2009, unless otherwise authorized by 
Congress. 
SEC. ll11. THE USE OF ECONOMIC POLICIES TO 

COMBAT TERRORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While terrorism is not caused by pov-
erty, breeding grounds for terrorism are cre-
ated by backward economic policies and re-
pressive political regimes. 

(2) Policies that support economic develop-
ment and reform also have political implica-
tions, as economic and political liberties are 
often linked. 

(3) The United States is working toward 
creating a Middle East Free Trade Area by 
2013 and implementing a free trade agree-
ment with Bahrain, and free trade agree-
ments exist between the United States and 
Israel and the United States and Jordan. 

(4) Existing and proposed free trade agree-
ments between the United States and Is-
lamic countries are drawing interest from 
other countries in the Middle East region, 
and Islamic countries can become full par-
ticipants in the rules-based global trading 
system, as the United States considers low-
ering its barriers to trade with the poorest 
Arab countries. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) a comprehensive United States strategy 
to counter terrorism should include eco-
nomic policies that encourage development, 
open societies, and opportunities for people 
to improve the lives of their families and to 
enhance prospects for their children’s future; 

(2) one element of such a strategy should 
encompass the lowering of trade barriers 
with the poorest countries that have a sig-
nificant population of Arab or Muslim indi-
viduals; 

(3) another element of such a strategy 
should encompass United States efforts to 
promote economic reform in countries that 
have a significant population of Arab or 
Muslim individuals, including efforts to inte-
grate such countries into the global trading 
system; and 

(4) given the importance of the rule of law 
in promoting economic development and at-
tracting investment, the United States 
should devote an increased proportion of its 
assistance to countries in the Middle East to 
the promotion of the rule of law. 
SEC. ll12. MIDDLE EAST PARTNERSHIP INITIA-

TIVE. 
(a) AUTHORIZATION OF APPROPRIATIONS.— 

There is authorized to be appropriated for 
each of the fiscal years 2005 through 2009 
such sums as may be necessary for the Mid-
dle East Partnership Initiative, unless other-
wise authorized by Congress. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that, given the importance of the 

rule of law and economic reform to develop-
ment in the Middle East, a significant por-
tion of the funds authorized to be appro-
priated under subsection (a) should be made 
available to promote the rule of law in the 
Middle East. 
SEC. ll13. COMPREHENSIVE COALITION STRAT-

EGY FOR FIGHTING TERRORISM. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Almost every aspect of the 
counterterrorism strategy of the United 
States relies on international cooperation. 

(2) Since September 11, 2001, the number 
and scope of United States Government con-
tacts with foreign governments concerning 
counterterrorism have expanded signifi-
cantly, but such contacts have often been ad 
hoc and not integrated as a comprehensive 
and unified approach. 

(b) INTERNATIONAL CONTACT GROUP ON 
COUNTERTERRORISM.— 

(1) SENSE OF CONGRESS.—It is the sense of 
Congress that the President— 

(A) should seek to engage the leaders of 
the governments of other countries in a 
process of advancing beyond separate and 
uncoordinated national counterterrorism 
strategies to develop with those other gov-
ernments a comprehensive coalition strategy 
to fight Islamist terrorism; and 

(B) to that end, should seek to establish an 
international counterterrorism policy con-
tact group with the leaders of governments 
providing leadership in global 
counterterrorism efforts and governments of 
countries with sizable Muslim populations, 
to be used as a ready and flexible inter-
national means for discussing and coordi-
nating the development of important 
counterterrorism policies by the partici-
pating governments. 

(2) AUTHORITY.—The President is author-
ized to establish an international 
counterterrorism policy contact group with 
the leaders of governments referred to in 
paragraph (1) for purposes as follows: 

(A) To develop in common with such other 
countries important policies and a strategy 
that address the various components of 
international prosecution of the war on ter-
rorism, including policies and a strategy 
that address military issues, law enforce-
ment, the collection, analysis, and dissemi-
nation of intelligence, issues relating to 
interdiction of travel by terrorists, 
counterterrorism-related customs issues, fi-
nancial issues, and issues relating to ter-
rorist sanctuaries. 

(B) To address, to the extent (if any) that 
the President and leaders of other partici-
pating governments determine appropriate, 
such long-term issues as economic and polit-
ical reforms that can contribute to strength-
ening stability and security in the Middle 
East. 
SEC. ll14. TREATMENT OF FOREIGN PRIS-

ONERS. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) Carrying out the global war on ter-
rorism requires the development of policies 
with respect to the detention and treatment 
of captured international terrorists that are 
adhered to by all coalition forces. 

(2) Article 3 of the Convention Relative to 
the Treatment of Prisoners of War, done at 
Geneva August 12, 1949 (6 UST 3316) was spe-
cifically designed for cases in which the 
usual rules of war do not apply, and the min-
imum standards of treatment pursuant to 
such Article are generally accepted through-
out the world as customary international 
law. 

(b) POLICY.—The policy of the United 
States is as follows: 

(1) It is the policy of the United States to 
treat all foreign persons captured, detained, 
interned or otherwise held in the custody of 
the United States (hereinafter ‘‘prisoners’’) 
humanely and in accordance with standards 
that the United States would consider legal 
if perpetrated by the enemy against an 
American prisoner. 

(2) It is the policy of the United States 
that all officials of the United States are 
bound both in wartime and in peacetime by 
the legal prohibition against torture, cruel, 
inhuman or degrading treatment. 

(3) If there is any doubt as to whether pris-
oners are entitled to the protections afforded 
by the Geneva Conventions, such prisoners 
shall enjoy the protections of the Geneva 
Conventions until such time as their status 
can be determined pursuant to the proce-
dures authorized by Army Regulation 190–8, 
Section 1–6. 

(4) It is the policy of the United States to 
expeditiously prosecute cases of terrorism or 
other criminal acts alleged to have been 
committed by prisoners in the custody of the 
United States Armed Forces at Guantanamo 
Bay, Cuba, in order to avoid the indefinite 
detention of prisoners, which is contrary to 
the legal principles and security interests of 
the United States. 

(c) REPORTING.—The Department of De-
fense shall submit to the appropriate con-
gressional committees: 

(1) A quarterly report providing the num-
ber of prisoners who were denied Prisoner of 
War (POW) status under the Geneva Conven-
tions and the basis for denying POW status 
to each such prisoner. 

(2) A report setting forth— 
(A) the proposed schedule for military 

commissions to be held at Guantanamo Bay, 
Cuba; and 

(B) the number of individuals currently 
held at Guantanamo Bay, Cuba, the number 
of such individuals who are unlikely to face 
a military commission in the next six 
months, and each reason for not bringing 
such individuals before a military commis-
sion. 

(3) All International Committee of the Red 
Cross reports, completed prior to the enact-
ment of this Act, concerning the treatment 
of prisoners in United States custody at 
Guantanamo Bay, Cuba, Iraq, and Afghani-
stan. Such ICRC reports should be provided, 
in classified form, not later than 15 days 
after enactment of this Act. 

(4) A report setting forth all prisoner inter-
rogation techniques approved by officials of 
the United States. 

(d) ANNUAL TRAINING REQUIREMENT.—The 
Department of Defense shall certify that all 
Federal employees and civilian contractors 
engaged in the handling or interrogating of 
prisoners have fulfilled an annual training 
requirement on the laws of war, the Geneva 
Conventions and the obligations of the 
United States under international humani-
tarian law. 

(e) PROHIBITION ON TORTURE OR CRUEL, IN-
HUMANE, OR DEGRADING TREATMENT OR PUN-
ISHMENT.— 

(1) IN GENERAL.—No prisoner shall be sub-
ject to torture or cruel, inhumane, or de-
grading treatment or punishment that is 
prohibited by the Constitution, laws, or trea-
ties of the United States. 

(2) RELATIONSHIP TO GENEVA CONVEN-
TIONS.—Nothing in this section shall affect 
the status of any person under the Geneva 
Conventions or whether any person is enti-
tled to the protections of the Geneva Con-
ventions. 

(f) RULES, REGULATIONS, AND GUIDELINES.— 
(1) REQUIREMENT.—Not later than 180 days 

after the date of the enactment of this Act, 
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the Secretary and the Director shall pre-
scribe the rules, regulations, or guidelines 
necessary to ensure compliance with the pro-
hibition in subsection (e)(1) by all personnel 
of the United States Government and by any 
person providing services to the United 
States Government on a contract basis. 

(2) REPORT TO CONGRESS.—The Secretary 
and the Director shall submit to Congress 
the rules, regulations, or guidelines pre-
scribed under paragraph (1), and any modi-
fications to such rules, regulations, or guide-
lines— 

(A) not later than 30 days after the effec-
tive date of such rules, regulations, guide-
lines, or modifications; and 

(B) in a manner and form that will protect 
the national security interests of the United 
States. 

(g) REPORTS ON POSSIBLE VIOLATIONS.— 
(1) REQUIREMENT.—The Secretary and the 

Director shall each submit, on a timely basis 
and not less than twice each year, a report to 
Congress on the circumstances surrounding 
any investigation of a possible violation of 
the prohibition in subsection (e)(1) by United 
States Government personnel or by a person 
providing services to the United States Gov-
ernment on a contract basis. 

(2) FORM OF REPORT.—A report required 
under paragraph (1) shall be submitted in a 
manner and form that— 

(A) will protect the national security in-
terests of the United States; and 

(B) will not prejudice any prosecution of an 
individual involved in, or responsible for, a 
violation of the prohibition in subsection 
(e)(1). 

(h) REPORT ON A COALITION APPROACH TO-
WARD THE DETENTION AND HUMANE TREAT-
MENT OF CAPTURED TERRORISTS.—Not later 
than 180 days after the date of the enactment 
of this Act, the President shall submit to 
Congress a report describing the efforts of 
the United States Government to develop an 
approach toward the detention and humane 
treatment of captured international terror-
ists that will be adhered to by all countries 
that are members of the coalition against 
terrorism. 

(i) DEFINITIONS.—In this section: 
(1) CRUEL, INHUMANE, OR DEGRADING TREAT-

MENT OR PUNISHMENT.—The term ‘‘cruel, in-
humane, or degrading treatment or punish-
ment’’ means the cruel, unusual, and inhu-
mane treatment or punishment prohibited 
by the fifth amendment, eighth amendment, 
or fourteenth amendment to the Constitu-
tion. 

(2) DIRECTOR.—The term ‘‘Director’’ means 
the National Intelligence Director. 

(3) GENEVA CONVENTIONS.—The term ‘‘Gene-
va Conventions’’ means— 

(A) the Convention for the Amelioration of 
the Condition of the Wounded and Sick in 
Armed Forces in the Field, done at Geneva 
August 12, 1949 (6 UST 3114); 

(B) the Convention for the Amelioration of 
the Condition of the Wounded, Sick, and 
Shipwrecked Members of Armed Forces at 
Sea, done at Geneva August 12, 1949 (6 UST 
3217); 

(C) the Convention Relative to the Treat-
ment of Prisoners of War, done at Geneva 
August 12, 1949 (6 UST 3316); and 

(D) the Convention Relative to the Protec-
tion of Civilian Persons in Time of War, done 
at Geneva August 12, 1949 (6 UST 3516). 

(4) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Defense. 

(5) TORTURE.—The term ‘‘torture’’ has the 
meaning given that term in section 2340 of 
title 18, United States Code. 
SEC. ll15. PROLIFERATION OF WEAPONS OF 

MASS DESTRUCTION. 
(a) FINDINGS.—Consistent with the report 

of the National Commission on Terrorist At-

tacks Upon the United States, Congress 
makes the following findings: 

(1) Al Qaeda and other terror groups have 
tried to acquire or make weapons of mass de-
struction since 1994 or earlier. 

(2) The United States doubtless would be a 
prime target for use of any such weapon by 
al Qaeda. 

(3) Although the United States Govern-
ment has supported the Cooperative Threat 
Reduction, Global Threat Reduction Initia-
tive, and other nonproliferation assistance 
programs, nonproliferation experts continue 
to express deep concern about the adequacy 
of such efforts to secure weapons of mass de-
struction and related materials that still 
exist in Russia other countries of the former 
Soviet Union, and around the world. 

(4) The cost of increased investment in the 
prevention of proliferation of weapons of 
mass destruction and related materials is 
greatly outweighed by the potentially cata-
strophic cost to the United States of the use 
of such weapons by terrorists. 

(5) The Cooperative Threat Reduction, 
Global Threat Reduction Initiative, and 
other nonproliferation assistance programs 
are the United States primary method of 
preventing the proliferation of weapons of 
mass destruction and related materials from 
Russia and the states of the former Soviet 
Union, but require further expansion, im-
provement, and resources. 

(6) Better coordination is needed within 
the executive branch of government for the 
budget development, oversight, and imple-
mentation of the Cooperative Threat Reduc-
tion, Global Threat Reduction Initiative, and 
other nonproliferation assistance programs, 
and critical elements of such programs are 
operated by the Departments of Defense, En-
ergy, and State. 

(7) The effective implementation of the Co-
operative Threat Reduction, Global Threat 
Reduction Initiative, and other nonprolifera-
tion assistance programs in the countries of 
the former Soviet Union is hampered by Rus-
sian behavior and conditions on the provi-
sion of assistance under such programs that 
are unrelated to bilateral cooperation on 
weapons dismantlement. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) maximum effort to prevent the pro-
liferation of weapons of mass destruction 
and related materials, wherever such pro-
liferation may occur, is warranted; 

(2) the Cooperative Threat Reduction, 
Global Threat Reduction Initiative, and 
other nonproliferation assistance programs 
should be expanded, improved, accelerated, 
and better funded to address the global di-
mensions of the proliferation threat; and 

(3) the Proliferation Security Initiative is 
an important counterproliferation program 
that should be expanded to include addi-
tional partners. 

(c) COOPERATIVE THREAT REDUCTION, GLOB-
AL THREAT REDUCTION INITIATIVE, AND OTHER 
NONPROLIFERATION ASSISTANCE PROGRAMS.— 
In this section, the term ‘‘Cooperative 
Threat Reduction, Global Threat Reduction 
Initiative, and other nonproliferation assist-
ance programs’’ includes— 

(1) the programs specified in section 1501(b) 
of the National Defense Authorization Act 
for Fiscal Year 1997 (Public Law 104–201; 50 
U.S.C. 2362 note); 

(2) the activities for which appropriations 
are authorized by section 3101(a)(2) of the Na-
tional Defense Authorization Act for Fiscal 
Year 2004 (Public Law 108–136; 117 Stat. 1742); 

(3) the Department of State program of as-
sistance to science centers; 

(4) the Global Threat Reduction Initiative 
of the Department of Energy; and 

(5) a program of any agency of the Federal 
Government having the purpose of assisting 

any foreign government in preventing nu-
clear weapons, plutonium, highly enriched 
uranium, or other materials capable of sus-
taining an explosive nuclear chain reaction, 
or nuclear weapons technology from becom-
ing available to terrorist organizations. 

(d) STRATEGY AND PLAN.— 
(1) STRATEGY.—Not later than 180 days 

after the date of the enactment of this Act, 
the President shall submit to Congress— 

(A) a comprehensive strategy for expand-
ing and strengthening the Cooperative 
Threat Reduction, Global Threat Reduction 
Initiative, and other nonproliferation assist-
ance programs; and 

(B) an estimate of the funding necessary to 
execute such strategy. 

(2) PLAN.—The strategy required by para-
graph (1) shall include a plan for securing the 
nuclear weapons and related materials that 
are the most likely to be acquired or sought 
by, and susceptible to becoming available to, 
terrorist organizations, including— 

(A) a prioritized list of the most dangerous 
and vulnerable sites; 

(B) measurable milestones for improving 
United States nonproliferation assistance 
programs; 

(C) a schedule for achieving such mile-
stones; and 

(D) initial estimates of the resources nec-
essary to achieve such milestones under such 
schedule. 
SEC. ll16. FINANCING OF TERRORISM. 

(a) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) While efforts to designate and freeze the 
assets of terrorist financiers have been rel-
atively unsuccessful, efforts to target the 
relatively small number of al Qaeda finan-
cial facilitators have been valuable and suc-
cessful. 

(2) The death or capture of several impor-
tant financial facilitators has decreased the 
amount of money available to al Qaeda, and 
has made it more difficult for al Qaeda to 
raise and move money. 

(3) The capture of al Qaeda financial 
facilitators has provided a windfall of intel-
ligence that can be used to continue the 
cycle of disruption. 

(4) The United States Government has 
rightly recognized that information about 
terrorist money helps in understanding ter-
ror networks, searching them out, and dis-
rupting their operations. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) a critical weapon in the effort to stop 
terrorist financing should be the targeting of 
terrorist financial facilitators by intel-
ligence and law enforcement agencies; and 

(2) efforts to track terrorist financing must 
be paramount in United States counter-ter-
rorism efforts. 

(c) REPORT ON TERRORIST FINANCING.— 
(1) IN GENERAL.—Not later than 180 days 

after the date of the enactment of this Act, 
the President shall submit to Congress a re-
port evaluating the effectiveness of United 
States efforts to curtail the international fi-
nancing of terrorism. 

(2) CONTENTS.—The report required by 
paragraph (1) shall evaluate and make rec-
ommendations on— 

(A) the effectiveness of efforts and methods 
to the identification and tracking of ter-
rorist financing; 

(B) ways to improve multinational and 
international governmental cooperation in 
this effort; 

(C) ways to improve the effectiveness of fi-
nancial institutions in this effort; 

(D) the adequacy of agency coordination, 
nationally and internationally, including 
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international treaties and compacts, in this 
effort and ways to improve that coordina-
tion; and 

(E) recommendations for changes in law 
and additional resources required to improve 
this effort. 
SEC. ll17. REPORT TO CONGRESS. 

(a) REQUIREMENT FOR REPORT.—Not later 
than 180 days after the date of the enactment 
of this Act, the President shall submit to 
Congress a report on the activities of the 
Government of the United States to carry 
out the provisions of this title. 

(b) CONTENT.—The report required under 
this section shall include the following: 

(1) TERRORIST SANCTUARIES.—A description 
of the strategy of the United States to ad-
dress and, where possible, eliminate terrorist 
sanctuaries, including— 

(A) a description of actual and potential 
terrorist sanctuaries, together with an as-
sessment of the priorities of addressing and 
eliminating such sanctuaries; 

(B) an outline of strategies for disrupting 
or eliminating the security provided to ter-
rorists by such sanctuaries; 

(C) a description of efforts by the United 
States Government to work with other coun-
tries in bilateral and multilateral fora to ad-
dress or eliminate actual or potential ter-
rorist sanctuaries and disrupt or eliminate 
the security provided to terrorists by such 
sanctuaries; and 

(D) a description of long-term goals and ac-
tions designed to reduce the conditions that 
allow the formation of terrorist sanctuaries, 
such as supporting and strengthening host 
governments, reducing poverty, increasing 
economic development, strengthening civil 
society, securing borders, strengthening in-
ternal security forces, and disrupting logis-
tics and communications networks of ter-
rorist groups. 

(2) SUPPORT FOR PAKISTAN.—A description 
of the efforts of the United States Govern-
ment to support Pakistan and encourage 
moderation in that country, including— 

(A) an examination of the desirability of 
establishing a Pakistan Education Fund to 
direct resources toward improving the qual-
ity of secondary schools in Pakistan, and an 
examination of the efforts of the Govern-
ment of Pakistan to fund modern public edu-
cation; 

(B) recommendations on the funding nec-
essary to provide various levels of edu-
cational support; 

(C) an examination of the current composi-
tion and levels of United States military aid 
to Pakistan, together with any recommenda-
tions for changes in such levels and composi-
tion that the President considers appro-
priate; and 

(D) an examination of other major types of 
United States financial support to Pakistan, 
together with any recommendations for 
changes in the levels and composition of 
such support that the President considers 
appropriate. 

(3) SUPPORT FOR AFGHANISTAN.— 
(A) SPECIFIC OBJECTIVES.—A description of 

the strategy of the United States to provide 
aid to Afghanistan during the 5-year period 
beginning on the date of enactment of this 
Act, including a description of the resources 
necessary during the next 5 years to achieve 
specific objectives in Afghanistan in the fol-
lowing areas: 

(i) Fostering economic development. 
(ii) Curtailing the cultivation of opium. 
(iii) Achieving internal security and sta-

bility. 
(iv) Eliminating terrorist sanctuaries. 
(v) Increasing governmental capabilities. 
(vi) Improving essential infrastructure and 

public services. 
(vii) Improving public health services. 

(viii) Establishing a broad-based edu-
cational system. 

(ix) Promoting democracy and the rule of 
law. 

(x) Building national police and military 
forces. 

(B) PROGRESS.—A description of— 
(i) the progress made toward achieving the 

objectives described in clauses (i) through (x) 
of subparagraph (A); and 

(ii) any shortfalls in meeting such objec-
tives and the resources needed to fully 
achieve such objectives. 

(4) COLLABORATION WITH SAUDI ARABIA.—A 
description of the strategy of the United 
States for expanding collaboration with the 
Government of Saudi Arabia on subjects of 
mutual interest and of importance to the 
United States, including a description of— 

(A) the utility of the President under-
taking a periodic, formal, and visible high- 
level dialogue between senior United States 
Government officials of cabinet level or 
higher rank and their counterparts in the 
Government of Saudi Arabia to address chal-
lenges in the relationship between the two 
governments and to identify areas and mech-
anisms for cooperation; 

(B) intelligence and security cooperation 
between the United States and Saudi Arabia 
in the fight against Islamist terrorism; 

(C) ways to advance Saudi Arabia’s con-
tribution to the Middle East peace process; 

(D) political and economic reform in Saudi 
Arabia and throughout the Middle East; 

(E) ways to promote greater tolerance and 
respect for cultural and religious diversity in 
Saudi Arabia and throughout the Middle 
East; and 

(F) ways to assist the Government of Saudi 
Arabia in preventing nationals of Saudi Ara-
bia from funding and supporting extremist 
groups in Saudi Arabia and other countries. 

(5) STRUGGLE OF IDEAS IN THE ISLAMIC 
WORLD.—A description of a cohesive, long- 
term strategy of the United States to help 
win the struggle of ideas in the Islamic 
world, including the following: 

(A) A description of specific goals related 
to winning this struggle of ideas. 

(B) A description of the range of tools 
available to the United States Government 
to accomplish such goals and the manner in 
which such tools will be employed. 

(C) A list of benchmarks for measuring 
success and a plan for linking resources to 
the accomplishment of such goals. 

(D) A description of any additional re-
sources that may be necessary to help win 
this struggle of ideas. 

(E) Any recommendations for the creation 
of, and United States participation in, inter-
national institutions for the promotion of 
democracy and economic diversification in 
the Islamic world, and intraregional trade in 
the Middle East. 

(F) An estimate of the level of United 
States financial assistance that would be 
sufficient to convince United States allies 
and people in the Islamic world that engag-
ing in the struggle of ideas in the Islamic 
world is a top priority of the United States 
and that the United States intends to make 
a substantial and sustained commitment to-
ward winning this struggle. 

(6) OUTREACH THROUGH BROADCAST MEDIA.— 
A description of a cohesive, long-term strat-
egy of the United States to expand its out-
reach to foreign Muslim audiences through 
broadcast media, including the following: 

(A) The initiatives of the Broadcasting 
Board of Governors with respect to outreach 
to foreign Muslim audiences. 

(B) An outline of recommended actions 
that the United States Government should 
take to more regularly and comprehensively 
present a United States point of view 
through indigenous broadcast media in coun-

tries with sizable Muslim populations, in-
cluding increasing appearances by United 
States Government officials, experts, and 
citizens. 

(C) An assessment of potential incentives 
for, and costs associated with, encouraging 
United States broadcasters to dub or subtitle 
into Arabic and other relevant languages 
their news and public affairs programs 
broadcast in the Muslim world in order to 
present those programs to a much broader 
Muslim audience than is currently reached. 

(D) Any recommendations the President 
may have for additional funding and legisla-
tion necessary to achieve the objectives of 
the strategy. 

(7) VISAS FOR PARTICIPANTS IN UNITED 
STATES PROGRAMS.—A description of— 

(A) any recommendations for expediting 
the issuance of visas to individuals who are 
entering the United States for the purpose of 
participating in a scholarship, exchange, or 
visitor program described in subsection (c) of 
section ll09 without compromising the se-
curity of the United States; and 

(B) a proposed schedule for implementing 
any recommendations described in subpara-
graph (A). 

(8) BASIC EDUCATION IN MUSLIM COUNTRIES.— 
A description of a strategy, that was devel-
oped after consultation with nongovern-
mental organizations and individuals in-
volved in education assistance programs in 
developing countries, to promote free uni-
versal basic education in the countries of the 
Middle East and in other countries with sig-
nificant Muslim populations designated by 
the President. The strategy shall include the 
following elements: 

(A) A description of the manner in which 
the resources of the United States and the 
international community shall be used to 
help achieve free universal basic education 
in such countries, including— 

(i) efforts of the United states to coordi-
nate an international effort; 

(ii) activities of the United States to lever-
age contributions from members of the 
Group of Eight or other donors; and 

(iii) assistance provided by the United 
States to leverage contributions from the 
private sector and civil society organiza-
tions. 

(B) A description of the efforts of the 
United States to coordinate with other do-
nors to reduce duplication and waste at the 
global and country levels and to ensure effi-
cient coordination among all relevant de-
partments and agencies of the Government 
of the United States. 

(C) A description of the strategy of the 
United States to assist efforts to overcome 
challenges to achieving free universal basic 
education in such countries, including strat-
egies to target hard to reach populations to 
promote education. 

(D) A listing of countries that the Presi-
dent determines are eligible for assistance 
under the International Youth Opportunity 
Fund described in section ll10 and related 
programs. 

(E) A description of the efforts of the 
United States to encourage countries in the 
Middle East and other countries with signifi-
cant Muslim populations designated by the 
President to develop and implement a na-
tional education plan. 

(F) A description of activities carried out 
as part of the International Youth Oppor-
tunity Fund to help close the digital divide 
and expand vocational and business skills in 
such countries. 

(G) An estimate of the funds needed to 
achieve free universal basic education by 
2015 in each country described in subpara-
graph (D), and an estimate of the amount 
that has been expended by the United States 
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and by each such country during the pre-
vious fiscal year. 

(H) A description of the United States 
strategy for garnering programmatic and fi-
nancial support from countries in the Middle 
East and other countries with significant 
Muslim populations designated by the Presi-
dent, international organizations, and other 
countries that share the objectives of the 
International Youth and Opportunity Fund. 

(9) ECONOMIC REFORM.—A description of the 
efforts of the United States Government to 
encourage development and promote eco-
nomic reform in countries that have a sig-
nificant population of Arab or Muslim indi-
viduals, including a description of— 

(A) efforts to integrate countries with sig-
nificant populations of Arab or Muslim indi-
viduals into the global trading system; and 

(B) actions that the United States Govern-
ment, acting alone and in partnership with 
governments in the Middle East, can take to 
promote intraregional trade and the rule of 
law in the region. 
SEC. ll18. EFFECTIVE DATE. 

Notwithstanding section 341 or any other 
provision of this Act, this title shall take ef-
fect on the date of the enactment of this Act. 

SA 3943. Mr. INOFE (for Mr. GREGG 
(for himself, Mr. HARKIN, Mr. KENNEDY, 
Mr. ENZI, Mr. REED, Mr. DEWINE, Mrs. 
CLINTON, MR. ROBERTS, Mr. BINGAMAN, 
Mrs. MURRAY, Mr. DASCHLE, and Mr. 
DODD)) submitted an amendment in-
tended to be proposed by Mr. INHOFE to 
the bill H.R. 4278, to amend the Assist-
ive Technology Act of 1998 to support 
programs of grants to States to address 
the assistive technology needs of indi-
viduals with disabilities, and for other 
purposes; as follows: 

Strike all after the enacting clause and in-
sert the following: 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Assistive 
Technology Act of 2004’’. 
SEC. 2. AMENDMENT TO THE ASSISTIVE TECH-

NOLOGY ACT OF 1998. 
The Assistive Technology Act of 1998 (29 

U.S.C. 3001 et seq.) is amended to read as fol-
lows: 
‘‘SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

‘‘(a) SHORT TITLE.—This Act may be cited 
as the ‘Assistive Technology Act of 1998’. 

‘‘(b) TABLE OF CONTENTS.—The table of 
contents of this Act is as follows: 

‘‘Sec. 1. Short title; table of contents. 
‘‘Sec. 2. Findings and purposes.
‘‘Sec. 3. Definitions.
‘‘Sec. 4. State grants for assistive tech-

nology.
‘‘Sec. 5. State grants for protection and 

advocacy services related to as-
sistive technology.

‘‘Sec. 6. National activities. 
‘‘Sec. 7. Administrative provisions.
‘‘Sec. 8. Authorization of appropria-

tions.  
‘‘SEC. 2. FINDINGS AND PURPOSES. 

‘‘(a) FINDINGS.—Congress finds the fol-
lowing: 

‘‘(1) Over 54,000,000 individuals in the 
United States have disabilities, with almost 
half experiencing severe disabilities that af-
fect their ability to see, hear, communicate, 
reason, walk, or perform other basic life 
functions. 

‘‘(2) Disability is a natural part of the 
human experience and in no way diminishes 
the right of individuals to— 

‘‘(A) live independently; 
‘‘(B) enjoy self-determination and make 

choices; 
‘‘(C) benefit from an education; 

‘‘(D) pursue meaningful careers; and 
‘‘(E) enjoy full inclusion and integration in 

the economic, political, social, cultural, and 
educational mainstream of society in the 
United States. 

‘‘(3) Technology is one of the primary en-
gines for economic activity, education, and 
innovation in the Nation, and throughout 
the world. The commitment of the United 
States to the development and utilization of 
technology is one of the main factors under-
lying the strength and vibrancy of the econ-
omy of the United States. 

‘‘(4) As technology has come to play an in-
creasingly important role in the lives of all 
persons in the United States, in the conduct 
of business, in the functioning of govern-
ment, in the fostering of communication, in 
the conduct of commerce, and in the provi-
sion of education, its impact upon the lives 
of individuals with disabilities in the United 
States has been comparable to its impact 
upon the remainder of the citizens of the 
United States. Any development in main-
stream technology will have profound impli-
cations for individuals with disabilities in 
the United States. 

‘‘(5) Substantial progress has been made in 
the development of assistive technology de-
vices, including adaptations to existing de-
vices that facilitate activities of daily living 
that significantly benefit individuals with 
disabilities of all ages. These devices, includ-
ing adaptations, increase involvement in, 
and reduce expenditures associated with, 
programs and activities that facilitate com-
munication, ensure independent functioning, 
enable early childhood development, support 
educational achievement, provide and en-
hance employment options, and enable full 
participation in community living for indi-
viduals with disabilities. Access to such de-
vices can also reduce expenditures associated 
with early childhood intervention, edu-
cation, rehabilitation and training, health 
care, employment, residential living, inde-
pendent living, recreation opportunities, and 
other aspects of daily living. 

‘‘(6) Over the last 15 years, the Federal 
Government has invested in the development 
of comprehensive statewide programs of 
technology-related assistance, which have 
proven effective in assisting individuals with 
disabilities in accessing assistive technology 
devices and assistive technology services. 
This partnership between the Federal Gov-
ernment and the States provided an impor-
tant service to individuals with disabilities 
by strengthening the capacity of each State 
to assist individuals with disabilities of all 
ages meet their assistive technology needs. 

‘‘(7) Despite the success of the Federal- 
State partnership in providing access to as-
sistive technology devices and assistive tech-
nology services, there is a continued need to 
provide information about the availability of 
assistive technology, advances in improving 
accessibility and functionality of assistive 
technology, and appropriate methods to se-
cure and utilize assistive technology in order 
to maximize the independence and participa-
tion of individuals with disabilities in soci-
ety. 

‘‘(8) The combination of significant recent 
changes in Federal policy (including changes 
to section 508 of the Rehabilitation Act of 
1973 (29 U.S.C. 794d), accessibility provisions 
of the Help America Vote Act of 2002 (42 
U.S.C. 15301 et seq.), and the amendments 
made to the Elementary and Secondary Edu-
cation Act of 1965 (20 U.S.C. 6301 et seq.) by 
the No Child Left Behind Act of 2001) and the 
rapid and unending evolution of technology 
require a Federal-State investment in State 
assistive technology systems to continue to 
ensure that individuals with disabilities reap 
the benefits of the technological revolution 

and participate fully in life in their commu-
nities. 

‘‘(b) PURPOSES.—The purposes of this Act 
are— 

‘‘(1) to support State efforts to improve the 
provision of assistive technology to individ-
uals with disabilities through comprehensive 
statewide programs of technology-related as-
sistance, for individuals with disabilities of 
all ages, that are designed to— 

‘‘(A) increase the availability of, funding 
for, access to, provision of, and training 
about assistive technology devices and as-
sistive technology services; 

‘‘(B) increase the ability of individuals 
with disabilities of all ages to secure and 
maintain possession of assistive technology 
devices as such individuals make the transi-
tion between services offered by educational 
or human service agencies or between set-
tings of daily living (for example, between 
home and work); 

‘‘(C) increase the capacity of public agen-
cies and private entities to provide and pay 
for assistive technology devices and assistive 
technology services on a statewide basis for 
individuals with disabilities of all ages; 

‘‘(D) increase the involvement of individ-
uals with disabilities and, if appropriate, 
their family members, guardians, advocates, 
and authorized representatives, in decisions 
related to the provision of assistive tech-
nology devices and assistive technology serv-
ices; 

‘‘(E) increase and promote coordination 
among State agencies, between State and 
local agencies, among local agencies, and be-
tween State and local agencies and private 
entities (such as managed care providers), 
that are involved or are eligible to be in-
volved in carrying out activities under this 
Act; 

‘‘(F) increase the awareness and facilitate 
the change of laws, regulations, policies, 
practices, procedures, and organizational 
structures, that facilitate the availability or 
provision of assistive technology devices and 
assistive technology services; and 

‘‘(G) increase awareness and knowledge of 
the benefits of assistive technology devices 
and assistive technology services among tar-
geted individuals and entities and the gen-
eral population; and 

‘‘(2) to provide States with financial assist-
ance that supports programs designed to 
maximize the ability of individuals with dis-
abilities and their family members, guard-
ians, advocates, and authorized representa-
tives to obtain assistive technology devices 
and assistive technology services. 
‘‘SEC. 3. DEFINITIONS. 

‘‘In this Act: 
‘‘(1) ADULT SERVICE PROGRAM.—The term 

‘adult service program’ means a program 
that provides services to, or is otherwise sub-
stantially involved with the major life func-
tions of, individuals with disabilities. Such 
term includes— 

‘‘(A) a program providing residential, sup-
portive, or employment services, or employ-
ment-related services, to individuals with 
disabilities; 

‘‘(B) a program carried out by a center for 
independent living, such as a center de-
scribed in part C of title VII of the Rehabili-
tation Act of 1973 (29 U.S.C. 796f et seq.); 

‘‘(C) a program carried out by an employ-
ment support agency connected to adult vo-
cational rehabilitation, such as a one-stop 
partner, as defined in section 101 of the 
Workforce Investment Act of 1998 (29 U.S.C. 
2801); and 

‘‘(D) a program carried out by another or-
ganization or vender licensed or registered 
by the designated State agency, as defined in 
section 7 of the Rehabilitation Act of 1973 (29 
U.S.C. 705). 
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‘‘(2) AMERICAN INDIAN CONSORTIUM.—The 

term ‘American Indian consortium’ means 
an entity that is an American Indian Consor-
tium (as defined in section 102 of Develop-
mental Disabilities Assistance and Bill of 
Rights Act of 2000 (42 U.S.C. 15002)), and that 
is established to provide protection and ad-
vocacy services for purposes of receiving 
funding under subtitle C of title I of such Act 
(42 U.S.C. 15041 et seq.). 

‘‘(3) ASSISTIVE TECHNOLOGY.—The term ‘as-
sistive technology’ means technology de-
signed to be utilized in an assistive tech-
nology device or assistive technology serv-
ice. 

‘‘(4) ASSISTIVE TECHNOLOGY DEVICE.—The 
term ‘assistive technology device’ means any 
item, piece of equipment, or product system, 
whether acquired commercially, modified, or 
customized, that is used to increase, main-
tain, or improve functional capabilities of 
individuals with disabilities. 

‘‘(5) ASSISTIVE TECHNOLOGY SERVICE.—The 
term ‘assistive technology service’ means 
any service that directly assists an indi-
vidual with a disability in the selection, ac-
quisition, or use of an assistive technology 
device. Such term includes— 

‘‘(A) the evaluation of the assistive tech-
nology needs of an individual with a dis-
ability, including a functional evaluation of 
the impact of the provision of appropriate 
assistive technology and appropriate serv-
ices to the individual in the customary envi-
ronment of the individual; 

‘‘(B) a service consisting of purchasing, 
leasing, or otherwise providing for the acqui-
sition of assistive technology devices by in-
dividuals with disabilities; 

‘‘(C) a service consisting of selecting, de-
signing, fitting, customizing, adapting, ap-
plying, maintaining, repairing, replacing, or 
donating assistive technology devices; 

‘‘(D) coordination and use of necessary 
therapies, interventions, or services with as-
sistive technology devices, such as therapies, 
interventions, or services associated with 
education and rehabilitation plans and pro-
grams; 

‘‘(E) training or technical assistance for an 
individual with a disability or, where appro-
priate, the family members, guardians, advo-
cates, or authorized representatives of such 
an individual; 

‘‘(F) training or technical assistance for 
professionals (including individuals pro-
viding education and rehabilitation services 
and entities that manufacture or sell assist-
ive technology devices), employers, providers 
of employment and training services, or 
other individuals who provide services to, 
employ, or are otherwise substantially in-
volved in the major life functions of individ-
uals with disabilities; and 

‘‘(G) a service consisting of expanding the 
availability of access to technology, includ-
ing electronic and information technology, 
to individuals with disabilities. 

‘‘(6) CAPACITY BUILDING AND ADVOCACY AC-
TIVITIES.—The term ‘capacity building and 
advocacy activities’ means efforts that— 

‘‘(A) result in laws, regulations, policies, 
practices, procedures, or organizational 
structures that promote consumer-respon-
sive programs or entities; and 

‘‘(B) facilitate and increase access to, pro-
vision of, and funding for, assistive tech-
nology devices and assistive technology serv-
ices, in order to empower individuals with 
disabilities to achieve greater independence, 
productivity, and integration and inclusion 
within the community and the workforce. 

‘‘(7) COMPREHENSIVE STATEWIDE PROGRAM 
OF TECHNOLOGY-RELATED ASSISTANCE.—The 
term ‘comprehensive statewide program of 
technology-related assistance’ means a con-
sumer-responsive program of technology-re-
lated assistance for individuals with disabil-

ities, implemented by a State, and equally 
available to all individuals with disabilities 
residing in the State, regardless of their type 
of disability, age, income level, or location 
of residence in the State, or the type of as-
sistive technology device or assistive tech-
nology service required. 

‘‘(8) CONSUMER-RESPONSIVE.—The term 
‘consumer-responsive’— 

‘‘(A) with regard to policies, means that 
the policies are consistent with the prin-
ciples of— 

‘‘(i) respect for individual dignity, personal 
responsibility, self-determination, and pur-
suit of meaningful careers, based on in-
formed choice, of individuals with disabil-
ities; 

‘‘(ii) respect for the privacy, rights, and 
equal access (including the use of accessible 
formats) of such individuals; 

‘‘(iii) inclusion, integration, and full par-
ticipation of such individuals in society; 

‘‘(iv) support for the involvement in deci-
sions of a family member, a guardian, an ad-
vocate, or an authorized representative, if an 
individual with a disability requests, desires, 
or needs such involvement; and 

‘‘(v) support for individual and systems ad-
vocacy and community involvement; and 

‘‘(B) with respect to an entity, program, or 
activity, means that the entity, program, or 
activity— 

‘‘(i) is easily accessible to, and usable by, 
individuals with disabilities and, when ap-
propriate, their family members, guardians, 
advocates, or authorized representatives; 

‘‘(ii) responds to the needs of individuals 
with disabilities in a timely and appropriate 
manner; and 

‘‘(iii) facilitates the full and meaningful 
participation of individuals with disabilities 
(including individuals from underrepresented 
populations and rural populations) and their 
family members, guardians, advocates, and 
authorized representatives, in— 

‘‘(I) decisions relating to the provision of 
assistive technology devices and assistive 
technology services to such individuals; and 

‘‘(II) decisions related to the maintenance, 
improvement, and evaluation of the com-
prehensive statewide program of technology- 
related assistance, including decisions that 
affect capacity building and advocacy activi-
ties. 

‘‘(9) DISABILITY.—The term ‘disability’ 
means a condition of an individual that is 
considered to be a disability or handicap for 
the purposes of any Federal law other than 
this Act or for the purposes of the law of the 
State in which the individual resides. 

‘‘(10) INDIVIDUAL WITH A DISABILITY; INDIVID-
UALS WITH DISABILITIES.— 

‘‘(A) INDIVIDUAL WITH A DISABILITY.—The 
term ‘individual with a disability’ means any 
individual of any age, race, or ethnicity— 

‘‘(i) who has a disability; and 
‘‘(ii) who is or would be enabled by an as-

sistive technology device or an assistive 
technology service to minimize deterioration 
in functioning, to maintain a level of func-
tioning, or to achieve a greater level of func-
tioning in any major life activity. 

‘‘(B) INDIVIDUALS WITH DISABILITIES.—The 
term ‘individuals with disabilities’ means 
more than 1 individual with a disability. 

‘‘(11) INSTITUTION OF HIGHER EDUCATION.— 
The term ‘institution of higher education’ 
has the meaning given such term in section 
101(a) of the Higher Education Act of 1965 (20 
U.S.C. 1001(a)), and includes a community 
college receiving funding under the Tribally 
Controlled College or University Assistance 
Act of 1978 (25 U.S.C. 1801 et seq.). 

‘‘(12) PROTECTION AND ADVOCACY SERV-
ICES.—The term ‘protection and advocacy 
services’ means services that— 

‘‘(A) are described in subtitle C of title I of 
the Developmental Disabilities Assistance 

and Bill of Rights Act of 2000 (42 U.S.C. 15041 
et seq.), the Protection and Advocacy for In-
dividuals with Mental Illness Act (42 U.S.C. 
10801 et seq.), or section 509 of the Rehabili-
tation Act of 1973 (29 U.S.C. 794e); and 

‘‘(B) assist individuals with disabilities 
with respect to assistive technology devices 
and assistive technology services. 

‘‘(13) SECRETARY.—The term ‘Secretary’ 
means the Secretary of Education. 

‘‘(14) STATE.— 
‘‘(A) IN GENERAL.—Except as provided in 

subparagraph (B), the term ‘State’ means 
each of the 50 States of the United States, 
the District of Columbia, the Commonwealth 
of Puerto Rico, the United States Virgin Is-
lands, Guam, American Samoa, and the Com-
monwealth of the Northern Mariana Islands. 

‘‘(B) OUTLYING AREAS.—In section 4(b): 
‘‘(i) OUTLYING AREA.—The term ‘outlying 

area’ means the United States Virgin Is-
lands, Guam, American Samoa, and the Com-
monwealth of the Northern Mariana Islands. 

‘‘(ii) STATE.—The term ‘State’ does not in-
clude the United States Virgin Islands, 
Guam, American Samoa, and the Common-
wealth of the Northern Mariana Islands. 

‘‘(15) STATE ASSISTIVE TECHNOLOGY PRO-
GRAM.—The term ‘State assistive technology 
program’ means a program authorized under 
section 4. 

‘‘(16) TARGETED INDIVIDUALS AND ENTI-
TIES.—The term ‘targeted individuals and en-
tities’ means— 

‘‘(A) individuals with disabilities of all 
ages and their family members, guardians, 
advocates, and authorized representatives; 

‘‘(B) underrepresented populations, includ-
ing the aging workforce; 

‘‘(C) individuals who work for public or pri-
vate entities (including centers for inde-
pendent living described in part C of title VII 
of the Rehabilitation Act of 1973 (29 U.S.C. 
796f et seq.), insurers, or managed care pro-
viders) that have contact, or provide services 
to, with individuals with disabilities; 

‘‘(D) educators at all levels (including pro-
viders of early intervention services, elemen-
tary schools, secondary schools, community 
colleges, and vocational and other institu-
tions of higher education) and related serv-
ices personnel; 

‘‘(E) technology experts (including web de-
signers and procurement officials); 

‘‘(F) health, allied health, and rehabilita-
tion professionals and hospital employees 
(including discharge planners); 

‘‘(G) employers, especially small business 
employers, and providers of employment and 
training services; 

‘‘(H) entities that manufacture or sell as-
sistive technology devices; 

‘‘(I) entities that carry out community 
programs designed to develop essential com-
munity services in rural and urban areas; 
and 

‘‘(J) other appropriate individuals and en-
tities, as determined for a State by the 
State. 

‘‘(17) TECHNOLOGY-RELATED ASSISTANCE.— 
The term ‘technology-related assistance’ 
means assistance provided through capacity 
building and advocacy activities that accom-
plish the purposes described in section 2(b). 

‘‘(18) UNDERREPRESENTED POPULATION.— 
The term ‘underrepresented population’ 
means a population that is typically under-
represented in service provision, and in-
cludes populations such as persons who have 
low-incidence disabilities, persons who are 
minorities, poor persons, persons with lim-
ited English proficiency, older individuals, 
or persons from rural areas. 

‘‘(19) UNIVERSAL DESIGN.—The term ‘uni-
versal design’ means a concept or philosophy 
for designing and delivering products and 
services that are usable by people with the 
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widest possible range of functional capabili-
ties, which include products and services 
that are directly accessible (without requir-
ing assistive technologies) and products and 
services that are interoperable with assistive 
technologies. 
‘‘SEC. 4. STATE GRANTS FOR ASSISTIVE TECH-

NOLOGY. 

‘‘(a) GRANTS TO STATES.—The Secretary 
shall award grants under subsection (b) to 
States to maintain comprehensive statewide 
programs of technology-related assistance to 
support programs that are designed to maxi-
mize the ability of individuals with disabil-
ities across the human lifespan and across 
the wide array of disabilities, and their fam-
ily members, guardians, advocates, and au-
thorized representatives, to obtain assistive 
technology, and that are designed to in-
crease access to assistive technology. 

‘‘(b) AMOUNT OF FINANCIAL ASSISTANCE.— 
‘‘(1) IN GENERAL.—From funds made avail-

able to carry out this section, the Secretary 
shall award a grant to each eligible State 
and eligible outlying area from an allotment 
determined in accordance with paragraph (2). 

‘‘(2) CALCULATION OF STATE GRANTS.— 
‘‘(A) BASE YEAR.—Except as provided in 

subparagraphs (B) and (C), the Secretary 
shall allot to each State and outlying area 
for a fiscal year an amount that is not less 
than the amount the State or outlying area 
received under the grants provided under 
section 101 of this Act (as in effect on the 
day before the date of enactment of the As-
sistive Technology Act of 2004) for fiscal year 
2004. 

‘‘(B) RATABLE REDUCTION.— 
‘‘(i) IN GENERAL.—If funds made available 

to carry out this section for any fiscal year 
are insufficient to make the allotments re-
quired for each State and outlying area 
under subparagraph (A) for such fiscal year, 
the Secretary shall ratably reduce the allot-
ments for such fiscal year. 

‘‘(ii) ADDITIONAL FUNDS.—If, after the Sec-
retary makes the reductions described in 
clause (i), additional funds become available 
to carry out this section for the fiscal year, 
the Secretary shall ratably increase the al-
lotments, until the Secretary has allotted 
the entire base year amount. 

‘‘(C) HIGHER APPROPRIATION YEARS.—Except 
as provided in subparagraph (D), for a fiscal 
year for which the amount of funds made 
available to carry out this section is greater 
than the base year amount, the Secretary 
shall— 

‘‘(i) make the allotments described in sub-
paragraph (A); 

‘‘(ii) from a portion of the remainder of the 
funds after the Secretary makes the allot-
ments described in clause (i), the Secretary 
shall— 

‘‘(I) from 50 percent of the portion, allot to 
each State or outlying area an equal 
amount; and 

‘‘(II) from 50 percent of the portion, allot 
to each State or outlying area an amount 
that bears the same relationship to such 50 
percent as the population of the State or 
outlying area bears to the population of all 
States and outlying areas, 
until each State has received an allotment of 
not less than $410,000 and each outlying area 
has received an allotment of $125,000 under 
clause (i) and this clause; 

‘‘(iii) from the remainder of the funds after 
the Secretary makes the allotments de-
scribed in clause (ii), the Secretary shall— 

‘‘(I) from 80 percent of the remainder allot 
to each State an amount that bears the same 
relationship to such 80 percent as the popu-
lation of the State bears to the population of 
all States; and 

‘‘(II) from 20 percent of the remainder, 
allot to each State an equal amount. 

‘‘(D) SPECIAL RULE FOR FISCAL YEAR 2005.— 
Notwithstanding subparagraph (C), if the 
amount of funds made available to carry out 
this section for fiscal year 2005 is greater 
than the base year amount, the Secretary 
may award grants on a competitive basis for 
periods of 1 year to States or outlying areas 
in accordance with the requirements of title 
III of this Act (as in effect on the day before 
the date of enactment of the Assistive Tech-
nology Act of 2004) to develop, support, ex-
pand, or administer an alternative financing 
program. 

‘‘(E) BASE YEAR AMOUNT.—In this para-
graph, the term ‘base year amount’ means 
the total amount received by all States and 
outlying areas under the grants described in 
subparagraph (A) for fiscal year 2004. 

‘‘(c) LEAD AGENCY, IMPLEMENTING ENTITY, 
AND ADVISORY COUNCIL.— 

‘‘(1) LEAD AGENCY AND IMPLEMENTING ENTI-
TY.— 

‘‘(A) LEAD AGENCY.— 
‘‘(i) IN GENERAL.—The Governor of a State 

shall designate a public agency as a lead 
agency— 

‘‘(I) to control and administer the funds 
made available through the grant awarded to 
the State under this section; and 

‘‘(II) to submit the application described in 
subsection (d) on behalf of the State, to en-
sure conformance with Federal and State ac-
counting requirements. 

‘‘(ii) DUTIES.—The duties of the lead agen-
cy shall include— 

‘‘(I) preparing the application described in 
subsection (d) and carrying out State activi-
ties described in that application, including 
making programmatic and resource alloca-
tion decisions necessary to implement the 
comprehensive statewide program of tech-
nology-related assistance; 

‘‘(II) coordinating the activities of the 
comprehensive statewide program of tech-
nology-related assistance among public and 
private entities, including coordinating ef-
forts related to entering into interagency 
agreements, and maintaining and evaluating 
the program; and 

‘‘(III) coordinating efforts related to the 
active, timely, and meaningful participation 
by individuals with disabilities and their 
family members, guardians, advocates, or 
authorized representatives, and other appro-
priate individuals, with respect to activities 
carried out through the grant. 

‘‘(B) IMPLEMENTING ENTITY.—The Governor 
may designate an agency, office, or other en-
tity to carry out State activities under this 
section (referred to in this section as the 
‘implementing entity’), if such implementing 
entity is different from the lead agency. The 
implementing agency shall carry out respon-
sibilities under this Act through a sub-
contract or another administrative agree-
ment with the lead agency. 

‘‘(C) CHANGE IN AGENCY OR ENTITY.— 
‘‘(i) IN GENERAL.—On obtaining the ap-

proval of the Secretary, the Governor may 
redesignate the lead agency, or the imple-
menting entity, if the Governor shows to the 
Secretary good cause why the entity des-
ignated as the lead agency, or the imple-
menting entity, respectively, should not 
serve as that agency or entity, respectively. 
The Governor shall make the showing in the 
application described in subsection (d). 

‘‘(ii) CONSTRUCTION.—Nothing in this para-
graph shall be construed to require the Gov-
ernor of a State to change the lead agency or 
implementing entity of the State to an agen-
cy other than the lead agency or imple-
menting entity of such State as of the date 
of enactment of the Assistive Technology 
Act of 2004. 

‘‘(2) ADVISORY COUNCIL.— 
‘‘(A) IN GENERAL.—There shall be estab-

lished an advisory council to provide con-

sumer-responsive, consumer-driven advice to 
the State for, planning of, implementation 
of, and evaluation of the activities carried 
out through the grant, including setting the 
measurable goals described in subsection 
(d)(3). 

‘‘(B) COMPOSITION AND REPRESENTATION.— 
‘‘(i) COMPOSITION.—The advisory council 

shall be composed of— 
‘‘(I) individuals with disabilities that use 

assistive technology or the family members 
or guardians of the individuals; 

‘‘(II) a representative of the designated 
State agency, as defined in section 7 of the 
Rehabilitation Act of 1973 (29 U.S.C. 705) and 
the State agency for individuals who are 
blind (within the meaning of section 101 of 
that Act (29 U.S.C. 721)), if such agency is 
separate; 

‘‘(III) a representative of a State center for 
independent living described in part C of 
title VII of the Rehabilitation Act of 1973 (29 
U.S.C. 796f et seq.); 

‘‘(IV) a representative of the State work-
force investment board established under 
section 111 of the Workforce Investment Act 
of 1998 (29 U.S.C. 2821); 

‘‘(V) a representative of the State edu-
cational agency, as defined in section 9101 of 
the Elementary and Secondary Education 
Act of 1965 (20 U.S.C. 7801); and 

‘‘(VI) representatives of other State agen-
cies, public agencies, or private organiza-
tions, as determined by the State. 

‘‘(ii) MAJORITY.— 
‘‘(I) IN GENERAL.—A majority, not less than 

51 percent, of the members of the advisory 
council, shall be members appointed under 
clause (i)(I). 

‘‘(II) REPRESENTATIVES OF AGENCIES.— 
Members appointed under subclauses (II) 
through (VI) of clause (i) shall not count to-
ward the majority membership requirement 
established in subclause (I). 

‘‘(iii) REPRESENTATION.—The advisory 
council shall be geographically representa-
tive of the State and reflect the diversity of 
the State with respect to race, ethnicity, 
types of disabilities across the age span, and 
users of types of services that an individual 
with a disability may receive. 

‘‘(C) EXPENSES.—The members of the advi-
sory council shall receive no compensation 
for their service on the advisory council, but 
shall be reimbursed for reasonable and nec-
essary expenses actually incurred in the per-
formance of official duties for the advisory 
council. 

‘‘(D) PERIOD.—The members of the State 
advisory council shall be appointed not later 
than 120 days after the date of enactment of 
the Assistive Technology Act of 2004. 

‘‘(E) IMPACT ON EXISTING STATUTES, RULES, 
OR POLICIES.—Nothing in this paragraph shall 
be construed to affect State statutes, rules, 
or official policies relating to advisory bod-
ies for State assistive technology programs 
or require changes to governing bodies of in-
corporated agencies who carry out State as-
sistive technology programs. 

‘‘(d) APPLICATION.— 
‘‘(1) IN GENERAL.—Any State that desires 

to receive a grant under this section shall 
submit an application to the Secretary, at 
such time, in such manner, and containing 
such information as the Secretary may re-
quire. 

‘‘(2) LEAD AGENCY AND IMPLEMENTING ENTI-
TY.—The application shall contain informa-
tion identifying and describing the lead 
agency referred to in subsection (c)(1)(A). 
The application shall contain information 
identifying and describing the implementing 
entity referred to in subsection (c)(1)(B), if 
the Governor of the State designates such an 
entity. 

‘‘(3) MEASURABLE GOALS.—The application 
shall include— 
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‘‘(A) measurable goals, and a timeline for 

meeting the goals, that the State has set for 
addressing the assistive technology needs of 
individuals with disabilities in the State re-
lated to— 

‘‘(i) education, including goals involving 
the provision of assistive technology to indi-
viduals with disabilities who receive services 
under the Individuals with Disabilities Edu-
cation Act (20 U.S.C. 1400 et seq.); 

‘‘(ii) employment, including goals involv-
ing the State vocational rehabilitation pro-
gram carried out under title I of the Reha-
bilitation Act of 1973 (29 U.S.C. 720 et seq.); 

‘‘(iii) telecommunication and information 
technology; and 

‘‘(iv) community living; and 
‘‘(B) information describing how the State 

will quantifiably measure the goals to deter-
mine whether the goals have been achieved. 

‘‘(4) INVOLVEMENT OF PUBLIC AND PRIVATE 
ENTITIES.—The application shall describe 
how various public and private entities were 
involved in the development of the applica-
tion and will be involved in the implementa-
tion of the activities to be carried out 
through the grant, including— 

‘‘(A) in cases determined to be appropriate 
by the State, a description of the nature and 
extent of resources that will be committed 
by public and private collaborators to assist 
in accomplishing identified goals; and 

‘‘(B) a description of the mechanisms es-
tablished to ensure coordination of activities 
and collaboration between the implementing 
entity, if any, and the State. 

‘‘(5) IMPLEMENTATION.—The application 
shall include a description of— 

‘‘(A) how the State will implement each of 
the required activities described in sub-
section (e), except as provided in subsection 
(e)(6)(A); and 

‘‘(B) how the State will allocate and utilize 
grant funds to implement the activities, in-
cluding describing proposed budget alloca-
tions and planned procedures for tracking 
expenditures for activities described in para-
graphs (2) and (3) of subsection (e). 

‘‘(6) ASSURANCES.—The application shall 
include assurances that— 

‘‘(A) the State will annually collect data 
related to the required activities imple-
mented by the State under this section in 
order to prepare the progress reports re-
quired under subsection (f); 

‘‘(B) funds received through the grant— 
‘‘(i) will be expended in accordance with 

this section; and 
‘‘(ii) will be used to supplement, and not 

supplant, funds available from other sources 
for technology-related assistance, including 
the provision of assistive technology devices 
and assistive technology services; 

‘‘(C) the lead agency will control and ad-
minister the funds received through the 
grant; 

‘‘(D) the State will adopt such fiscal con-
trol and accounting procedures as may be 
necessary to ensure proper disbursement of 
and accounting for the funds received 
through the grant; 

‘‘(E) the physical facility of the lead agen-
cy and implementing entity, if any, meets 
the requirements of the Americans with Dis-
abilities Act of 1990 (42 U.S.C. 12101 et seq.) 
regarding accessibility for individuals with 
disabilities; 

‘‘(F) a public agency or an individual with 
a disability holds title to any property pur-
chased with funds received under the grant 
and administers that property; 

‘‘(G) activities carried out in the State 
that are authorized under this Act, and sup-
ported by Federal funds received under this 
Act, will comply with the standards estab-
lished by the Architectural and Transpor-
tation Barriers Compliance Board under sec-

tion 508 of the Rehabilitation Act of 1973 (20 
U.S.C. 794d); and 

‘‘(H) the State will— 
‘‘(i) prepare reports to the Secretary in 

such form and containing such information 
as the Secretary may require to carry out 
the Secretary’s functions under this Act; and 

‘‘(ii) keep such records and allow access to 
such records as the Secretary may require to 
ensure the correctness and verification of in-
formation provided to the Secretary under 
this subparagraph. 

‘‘(7) STATE SUPPORT.—The application shall 
include a description of the activities de-
scribed in paragraphs (2) and (3) of sub-
section (e) that the State will support with 
State funds. 

‘‘(e) USE OF FUNDS.— 
‘‘(1) IN GENERAL.— 
‘‘(A) REQUIRED ACTIVITIES.—Except as pro-

vided in subparagraph (B) and paragraph (6), 
any State that receives a grant under this 
section shall use a portion of the funds made 
available through the grant to carry out ac-
tivities described in paragraphs (2) and (3). 

‘‘(B) STATE OR NON-FEDERAL FINANCIAL SUP-
PORT.—A State shall not be required to use a 
portion of the funds made available through 
the grant to carry out the category of activi-
ties described in subparagraph (A), (B), (C), 
or (D) of paragraph (2) if, in that State— 

‘‘(i) financial support is provided from 
State or other non-Federal resources or enti-
ties for that category of activities; and 

‘‘(ii) the amount of the financial support is 
comparable to, or greater than, the amount 
of the portion of the funds made available 
through the grant that the State would have 
expended for that category of activities, in 
the absence of this subparagraph. 

‘‘(2) STATE-LEVEL ACTIVITIES.— 
‘‘(A) STATE FINANCING ACTIVITIES.—The 

State shall support State financing activi-
ties to increase access to, and funding for, 
assistive technology devices and assistive 
technology services (which shall not include 
direct payment for such a device or service 
for an individual with a disability but may 
include support and administration of a pro-
gram to provide such payment), including 
development of systems to provide and pay 
for such devices and services, for targeted in-
dividuals and entities described in section 
3(16)(A), including— 

‘‘(i) support for the development of sys-
tems for the purchase, lease, or other acqui-
sition of, or payment for, assistive tech-
nology devices and assistive technology serv-
ices; or 

‘‘(ii) support for the development of State- 
financed or privately financed alternative fi-
nancing systems of subsidies (which may in-
clude conducting an initial 1-year feasibility 
study of, improving, administering, oper-
ating, providing capital for, or collaborating 
with an entity with respect to, such a sys-
tem) for the provision of assistive tech-
nology devices, such as— 

‘‘(I) a low-interest loan fund; 
‘‘(II) an interest buy-down program; 
‘‘(III) a revolving loan fund; 
‘‘(IV) a loan guarantee or insurance pro-

gram; 
‘‘(V) a program providing for the purchase, 

lease, or other acquisition of assistive tech-
nology devices or assistive technology serv-
ices; or 

‘‘(VI) another mechanism that is approved 
by the Secretary. 

‘‘(B) DEVICE REUTILIZATION PROGRAMS.— 
The State shall directly, or in collaboration 
with public or private entities, carry out as-
sistive technology device reutilization pro-
grams that provide for the exchange, repair, 
recycling, or other reutilization of assistive 
technology devices, which may include redis-
tribution through device sales, loans, rent-
als, or donations. 

‘‘(C) DEVICE LOAN PROGRAMS.—The State 
shall directly, or in collaboration with pub-
lic or private entities, carry out device loan 
programs that provide short-term loans of 
assistive technology devices to individuals, 
employers, public agencies, or others seeking 
to meet the needs of targeted individuals and 
entities, including others seeking to comply 
with the Individuals with Disabilities Edu-
cation Act (20 U.S.C. 1400 et seq.), the Ameri-
cans with Disabilities Act of 1990 (42 U.S.C. 
12101 et seq.), and section 504 of the Rehabili-
tation Act of 1973 (29 U.S.C. 794). 

‘‘(D) DEVICE DEMONSTRATIONS.— 
‘‘(i) IN GENERAL.—The State shall directly, 

or in collaboration with public and private 
entities, such as one-stop partners, as de-
fined in section 101 of the Workforce Invest-
ment Act of 1998 (29 U.S.C. 2801), demonstrate 
a variety of assistive technology devices and 
assistive technology services (including as-
sisting individuals in making informed 
choices regarding, and providing experiences 
with, the devices and services), using per-
sonnel who are familiar with such devices 
and services and their applications. 

‘‘(ii) COMPREHENSIVE INFORMATION.—The 
State shall directly, or through referrals, 
provide to individuals, to the extent prac-
ticable, comprehensive information about 
State and local assistive technology venders, 
providers, and repair services. 

‘‘(3) STATE LEADERSHIP ACTIVITIES.— 
‘‘(A) IN GENERAL.—A State that receives a 

grant under this section shall use a portion 
of not more than 40 percent of the funds 
made available through the grant to carry 
out the activities described in subparagraph 
(B). From that portion, the State shall use 
at least 5 percent of the portion for activities 
described in subparagraph (B)(i)(III). 

‘‘(B) REQUIRED ACTIVITIES.— 
‘‘(i) TRAINING AND TECHNICAL ASSISTANCE.— 
‘‘(I) IN GENERAL.—The State shall directly, 

or provide support to public or private enti-
ties with demonstrated expertise in collabo-
rating with public or private agencies that 
serve individuals with disabilities, to develop 
and disseminate training materials, conduct 
training, and provide technical assistance, 
for individuals from local settings statewide, 
including representatives of State and local 
educational agencies, other State and local 
agencies, early intervention programs, adult 
service programs, hospitals and other health 
care facilities, institutions of higher edu-
cation, and businesses. 

‘‘(II) AUTHORIZED ACTIVITIES.—In carrying 
out activities under subclause (I), the State 
shall carry out activities that enhance the 
knowledge, skills, and competencies of indi-
viduals from local settings described in sub-
clause (I), which may include— 

‘‘(aa) general awareness training on the 
benefits of assistive technology and the Fed-
eral, State, and private funding sources 
available to assist targeted individuals and 
entities in acquiring assistive technology; 

‘‘(bb) skills-development training in as-
sessing the need for assistive technology de-
vices and assistive technology services; 

‘‘(cc) training to ensure the appropriate ap-
plication and use of assistive technology de-
vices, assistive technology services, and ac-
cessible technology for e-government func-
tions; 

‘‘(dd) training in the importance of mul-
tiple approaches to assessment and imple-
mentation necessary to meet the individual-
ized needs of individuals with disabilities; 
and 

‘‘(ee) technical training on integrating as-
sistive technology into the development and 
implementation of service plans, including 
any education, health, discharge, Olmstead, 
employment, or other plan required under 
Federal or State law. 
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‘‘(III) TRANSITION ASSISTANCE TO INDIVID-

UALS WITH DISABILITIES.—The State shall di-
rectly, or provide support to public or pri-
vate entities to, develop and disseminate 
training materials, conduct training, facili-
tate access to assistive technology, and pro-
vide technical assistance, to assist— 

‘‘(aa) students with disabilities, within the 
meaning of the Individuals with Disabilities 
Education Act (20 U.S.C. 1400 et seq.), that 
receive transition services; and 

‘‘(bb) adults who are individuals with dis-
abilities maintaining or transitioning to 
community living. 

‘‘(ii) PUBLIC-AWARENESS ACTIVITIES.— 
‘‘(I) IN GENERAL.—The State shall conduct 

public-awareness activities designed to pro-
vide information to targeted individuals and 
entities relating to the availability, benefits, 
appropriateness, and costs of assistive tech-
nology devices and assistive technology serv-
ices, including— 

‘‘(aa) the development of procedures for 
providing direct communication between 
providers of assistive technology and tar-
geted individuals and entities, which may in-
clude partnerships with entities in the state-
wide and local workforce investment sys-
tems established under the Workforce In-
vestment Act of 1998 (29 U.S.C. 2801 et seq.), 
State vocational rehabilitation centers, pub-
lic and private employers, or elementary and 
secondary public schools; 

‘‘(bb) the development and dissemination, 
to targeted individuals and entities, of infor-
mation about State efforts related to assist-
ive technology; and 

‘‘(cc) the distribution of materials to ap-
propriate public and private agencies that 
provide social, medical, educational, employ-
ment, and transportation services to individ-
uals with disabilities. 

‘‘(II) COLLABORATION.—The State shall col-
laborate with entities that receive awards 
under paragraphs (1) and (3) of section 6(b) to 
carry out public-awareness activities focus-
ing on infants, toddlers, children, transition- 
age youth, employment-age adults, seniors, 
and employers. 

‘‘(III) STATEWIDE INFORMATION AND REFER-
RAL SYSTEM.— 

‘‘(aa) IN GENERAL.—The State shall di-
rectly, or in collaboration with public or pri-
vate (such as nonprofit) entities, provide for 
the continuation and enhancement of a 
statewide information and referral system 
designed to meet the needs of targeted indi-
viduals and entities. 

‘‘(bb) CONTENT.—The system shall deliver 
information on assistive technology devices, 
assistive technology services (with specific 
data regarding provider availability within 
the State), and the availability of resources, 
including funding through public and private 
sources, to obtain assistive technology de-
vices and assistive technology services. The 
system shall also deliver information on the 
benefits of assistive technology devices and 
assistive technology services with respect to 
enhancing the capacity of individuals with 
disabilities of all ages to perform activities 
of daily living. 

‘‘(iii) COORDINATION AND COLLABORATION.— 
The State shall coordinate activities de-
scribed in paragraph (2) and this paragraph, 
among public and private entities that are 
responsible for policies, procedures, or fund-
ing for the provision of assistive technology 
devices and assistive technology services to 
individuals with disabilities, service pro-
viders, and others to improve access to as-
sistive technology devices and assistive tech-
nology services for individuals with disabil-
ities of all ages in the State. 

‘‘(4) INDIRECT COSTS.—Not more than 10 
percent of the funds made available through 
a grant to a State under this section may be 
used for indirect costs. 

‘‘(5) PROHIBITION.—Funds made available 
through a grant to a State under this section 
shall not be used for direct payment for an 
assistive technology device for an individual 
with a disability. 

‘‘(6) STATE FLEXIBILITY.— 
‘‘(A) IN GENERAL.—Notwithstanding para-

graph (1)(A) and subject to subparagraph (B), 
a State may use funds that the State re-
ceives under a grant awarded under this sec-
tion to carry out any 2 or more of the activi-
ties described in paragraph (2). 

‘‘(B) SPECIAL RULE.—Notwithstanding para-
graph (3)(A), any State that exercises its au-
thority under subparagraph (A)— 

‘‘(i) shall carry out each of the required ac-
tivities described in paragraph (3)(B); and 

‘‘(ii) shall use not more than 30 percent of 
the funds made available through the grant 
to carry out the activities described in para-
graph (3)(B). 

‘‘(f) ANNUAL PROGRESS REPORTS.— 
‘‘(1) DATA COLLECTION.—States shall par-

ticipate in data collection as required by 
law, including data collection required for 
preparation of the reports described in para-
graph (2). 

‘‘(2) REPORTS.— 
‘‘(A) IN GENERAL.—Each State shall prepare 

and submit to the Secretary an annual 
progress report on the activities funded 
under this Act, at such time, and in such 
manner, as the Secretary may require. 

‘‘(B) CONTENTS.—The report shall include 
data collected pursuant to this section. The 
report shall document, with respect to ac-
tivities carried out under this section in the 
State— 

‘‘(i) the type of State financing activities 
described in subsection (e)(2)(A) used by the 
State; 

‘‘(ii) the amount and type of assistance 
given to consumers of the State financing 
activities described in subsection (e)(2)(A) 
(who shall be classified by type of assistive 
technology device or assistive technology 
service financed through the State financing 
activities, and geographic distribution with-
in the State), including— 

‘‘(I) the number of applications for assist-
ance received; 

‘‘(II) the number of applications approved 
and rejected; 

‘‘(III) the default rate for the financing ac-
tivities; 

‘‘(IV) the range and average interest rate 
for the financing activities; 

‘‘(V) the range and average income of ap-
proved applicants for the financing activi-
ties; and 

‘‘(VI) the types and dollar amounts of as-
sistive technology financed; 

‘‘(iii) the number, type, and length of time 
of loans of assistive technology devices pro-
vided to individuals with disabilities, em-
ployers, public agencies, or public accom-
modations through the device loan program 
described in subsection (e)(2)(C), and an anal-
ysis of the individuals with disabilities who 
have benefited from the device loan program; 

‘‘(iv) the number, type, estimated value, 
and scope of assistive technology devices ex-
changed, repaired, recycled, or reutilized (in-
cluding redistributed through device sales, 
loans, rentals, or donations) through the de-
vice reutilization program described in sub-
section (e)(2)(B), and an analysis of the indi-
viduals with disabilities that have benefited 
from the device reutilization program; 

‘‘(v) the number and type of device dem-
onstrations and referrals provided under sub-
section (e)(2)(D), and an analysis of individ-
uals with disabilities who have benefited 
from the demonstrations and referrals; 

‘‘(vi)(I) the number and general character-
istics of individuals who participated in 
training under subsection (e)(3)(B)(i) (such as 
individuals with disabilities, parents, edu-

cators, employers, providers of employment 
services, health care workers, counselors, 
other service providers, or vendors) and the 
topics of such training; and 

‘‘(II) to the extent practicable, the geo-
graphic distribution of individuals who par-
ticipated in the training; 

‘‘(vii) the frequency of provision and na-
ture of technical assistance provided to 
State and local agencies and other entities; 

‘‘(viii) the number of individuals assisted 
through the public-awareness activities and 
statewide information and referral system 
described in subsection (e)(3)(B)(ii); 

‘‘(ix) the outcomes of any improvement 
initiatives carried out by the State as a re-
sult of activities funded under this section, 
including a description of any written poli-
cies, practices, and procedures that the State 
has developed and implemented regarding 
access to, provision of, and funding for, as-
sistive technology devices, and assistive 
technology services, in the contexts of edu-
cation, health care, employment, commu-
nity living, and information technology and 
telecommunications, including e-govern-
ment; 

‘‘(x) the source of leveraged funding or 
other contributed resources, including re-
sources provided through subcontracts or 
other collaborative resource-sharing agree-
ments, from and with public and private en-
tities to carry out State activities described 
in subsection (e)(3)(B)(iii), the number of in-
dividuals served with the contributed re-
sources for which information is not re-
ported under clauses (i) through (ix) or 
clause (xi) or (xii), and other outcomes ac-
complished as a result of such activities car-
ried out with the contributed resources; and 

‘‘(xi) the level of customer satisfaction 
with the services provided. 
‘‘SEC. 5. STATE GRANTS FOR PROTECTION AND 

ADVOCACY SERVICES RELATED TO 
ASSISTIVE TECHNOLOGY. 

‘‘(a) GRANTS.— 
‘‘(1) IN GENERAL.—The Secretary shall 

make grants under subsection (b) to protec-
tion and advocacy systems in each State for 
the purpose of enabling such systems to as-
sist in the acquisition, utilization, or main-
tenance of assistive technology devices or 
assistive technology services for individuals 
with disabilities. 

‘‘(2) GENERAL AUTHORITIES.—In providing 
such assistance, protection and advocacy 
systems shall have the same general authori-
ties as the systems are afforded under sub-
title C of title I of the Developmental Dis-
abilities Assistance and Bill of Rights Act of 
2000 (42 U.S.C. 15041 et seq.), as determined by 
the Secretary. 

‘‘(b) GRANTS.— 
‘‘(1) RESERVATION.—For each fiscal year, 

the Secretary shall reserve such sums as 
may be necessary to carry out paragraph (4). 

‘‘(2) POPULATION BASIS.—From the funds 
appropriated under section 8(b) for a fiscal 
year and remaining after the reservation re-
quired by paragraph (1) has been made, the 
Secretary shall make a grant to a protection 
and advocacy system within each State in an 
amount bearing the same ratio to the re-
maining funds as the population of the State 
bears to the population of all States. 

‘‘(3) MINIMUMS.—Subject to the availability 
of appropriations, the amount of a grant to a 
protection and advocacy system under para-
graph (2) for a fiscal year shall— 

‘‘(A) in the case of a protection and advo-
cacy system located in American Samoa, 
Guam, the United States Virgin Islands, or 
the Commonwealth of the Northern Mariana 
Islands, not be less than $30,000; and 

‘‘(B) in the case of a protection and advo-
cacy system located in a State not described 
in subparagraph (A), not be less than $50,000. 
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‘‘(4) PAYMENT TO THE SYSTEM SERVING THE 

AMERICAN INDIAN CONSORTIUM.— 
‘‘(A) IN GENERAL.—The Secretary shall 

make grants to the protection and advocacy 
system serving the American Indian Consor-
tium to provide services in accordance with 
this section. 

‘‘(B) AMOUNT OF GRANTS.—The amount of 
such grants shall be the same as the amount 
provided under paragraph (3)(A). 

‘‘(c) DIRECT PAYMENT.—Notwithstanding 
any other provision of law, the Secretary 
shall pay directly to any protection and ad-
vocacy system that complies with this sec-
tion, the total amount of the grant made for 
such system under this section, unless the 
system provides otherwise for payment of 
the grant amount. 

‘‘(d) CERTAIN STATES.— 
‘‘(1) GRANT TO LEAD AGENCY.—Notwith-

standing any other provision of this section, 
with respect to a State that, on November 12, 
1998, was described in section 102(f)(1) of the 
Technology-Related Assistance for Individ-
uals With Disabilities Act of 1988, the Sec-
retary shall pay the amount of the grant de-
scribed in subsection (a), and made under 
subsection (b), to the lead agency designated 
under section 4(c)(1) for the State. 

‘‘(2) DISTRIBUTION OF FUNDS.—A lead agen-
cy to which a grant amount is paid under 
paragraph (1) shall determine the manner in 
which funds made available through the 
grant will be allocated among the entities 
that were providing protection and advocacy 
services in that State on the date described 
in such paragraph, and shall distribute funds 
to such entities. In distributing such funds, 
the lead agency shall not establish any addi-
tional eligibility or procedural requirements 
for an entity in the State that supports pro-
tection and advocacy services through a pro-
tection and advocacy system. Such an entity 
shall comply with the same requirements 
(including reporting and enforcement re-
quirements) as any other entity that re-
ceives funding under this section. 

‘‘(3) APPLICATION OF PROVISIONS.—Except as 
provided in this subsection, the provisions of 
this section shall apply to the grant in the 
same manner, and to the same extent, as the 
provisions apply to a grant to a system. 

‘‘(e) CARRYOVER.—Any amount paid to an 
eligible system for a fiscal year under this 
section that remains unobligated at the end 
of such fiscal year shall remain available to 
such system for obligation during the subse-
quent fiscal year. Program income generated 
from such amount shall remain available for 
2 additional fiscal years after the year in 
which such amount was paid to an eligible 
system and may only be used to improve the 
awareness of individuals with disabilities 
about the accessibility of assistive tech-
nology and assist such individuals in the ac-
quisition, utilization, or maintenance of as-
sistive technology devices or assistive tech-
nology services. 

‘‘(f) REPORT TO SECRETARY.—An entity that 
receives a grant under this section shall an-
nually prepare and submit to the Secretary a 
report that contains such information as the 
Secretary may require, including docu-
mentation of the progress of the entity in— 

‘‘(1) conducting consumer-responsive ac-
tivities, including activities that will lead to 
increased access, for individuals with disabil-
ities, to funding for assistive technology de-
vices and assistive technology services; 

‘‘(2) engaging in informal advocacy to as-
sist in securing assistive technology devices 
and assistive technology services for individ-
uals with disabilities; 

‘‘(3) engaging in formal representation for 
individuals with disabilities to secure sys-
tems change, and in advocacy activities to 
secure assistive technology devices and as-
sistive technology services for individuals 
with disabilities; 

‘‘(4) developing and implementing strate-
gies to enhance the long-term abilities of in-
dividuals with disabilities and their family 
members, guardians, advocates, and author-
ized representatives to advocate the provi-
sion of assistive technology devices and as-
sistive technology services to which the indi-
viduals with disabilities are entitled under 
law other than this Act; 

‘‘(5) coordinating activities with protec-
tion and advocacy services funded through 
sources other than this Act, and coordi-
nating activities with the capacity building 
and advocacy activities carried out by the 
lead agency; and 

‘‘(6) effectively allocating funds made 
available under this section to improve the 
awareness of individuals with disabilities 
about the accessibility of assistive tech-
nology and assist such individuals in the ac-
quisition, utilization, or maintenance of as-
sistive technology devices or assistive tech-
nology services. 

‘‘(g) REPORTS AND UPDATES TO STATE AGEN-
CIES.—An entity that receives a grant under 
this section shall prepare and submit to the 
lead agency of the State designated under 
section 4(c)(1) the report described in sub-
section (f) and quarterly updates concerning 
the activities described in subsection (f). 

‘‘(h) COORDINATION.—On making a grant 
under this section to an entity in a State, 
the Secretary shall solicit and consider the 
opinions of the lead agency of the State with 
respect to efforts at coordination of activi-
ties, collaboration, and promoting outcomes 
between the lead agency and the entity that 
receives the grant under this section. 
‘‘SEC. 6. NATIONAL ACTIVITIES. 

‘‘(a) IN GENERAL.—In order to support ac-
tivities designed to improve the administra-
tion of this Act, the Secretary, under sub-
section (b)— 

‘‘(1) may award, on a competitive basis, 
grants, contracts, and cooperative agree-
ments to entities to support activities de-
scribed in paragraphs (1) and (2) of sub-
section (b); and 

‘‘(2) shall award, on a competitive basis, 
grants, contracts, and cooperative agree-
ments to entities to support activities de-
scribed in paragraphs (3), (4), and (5) of sub-
section (b). 

‘‘(b) AUTHORIZED ACTIVITIES.— 
‘‘(1) NATIONAL PUBLIC-AWARENESS TOOL-

KIT.— 
‘‘(A) NATIONAL PUBLIC-AWARENESS TOOL-

KIT.—The Secretary may award a 1-time 
grant, contract, or cooperative agreement to 
an eligible entity to support a training and 
technical assistance program that— 

‘‘(i) expands public-awareness efforts to 
reach targeted individuals and entities; 

‘‘(ii) contains appropriate accessible multi-
media materials to reach targeted individ-
uals and entities, for dissemination to State 
assistive technology programs; and 

‘‘(iii) in coordination with State assistive 
technology programs, provides meaningful 
and up-to-date information to targeted indi-
viduals and entities about the availability of 
assistive technology devices and assistive 
technology services. 

‘‘(B) ELIGIBLE ENTITY.—To be eligible to re-
ceive the grant, contract, or cooperative 
agreement, an entity shall develop a partner-
ship that— 

‘‘(i) shall consist of— 
‘‘(I) a lead agency or implementing entity 

for a State assistive technology program or 
an organization or association that rep-
resents implementing entities for State as-
sistive technology programs; 

‘‘(II) a private or public entity from the 
media industry; 

‘‘(III) a private entity from the assistive 
technology industry; and 

‘‘(IV) a private employer or an organiza-
tion or association that represents private 
employers; 

‘‘(ii) may include other entities determined 
by the Secretary to be necessary; and 

‘‘(iii) may include other entities deter-
mined by the applicant to be appropriate. 

‘‘(2) RESEARCH AND DEVELOPMENT.— 
‘‘(A) IN GENERAL.—The Secretary may 

award grants, contracts, or cooperative 
agreements to eligible entities to carry out 
research and development of assistive tech-
nology that consists of— 

‘‘(i) developing standards for reliability 
and accessibility of assistive technology, and 
standards for interoperability (including 
open standards) of assistive technology with 
information technology, telecommuni-
cations products, and other assistive tech-
nology; or 

‘‘(ii) developing assistive technology that 
benefits individuals with disabilities or de-
veloping technologies or practices that re-
sult in the adaptation, maintenance, serv-
icing, or improvement of assistive tech-
nology devices. 

‘‘(B) ELIGIBLE ENTITIES.—Entities eligible 
to receive a grant, contract, or cooperative 
agreement under this paragraph shall in-
clude— 

‘‘(i) providers of assistive technology serv-
ices and assistive technology devices; 

‘‘(ii) institutions of higher education, in-
cluding University Centers for Excellence in 
Developmental Disabilities Education, Re-
search, and Service authorized under subtitle 
D of title I of the Developmental Disabilities 
Assistance and Bill of Rights Act of 2000 (42 
U.S.C. 15061 et seq.), or such institutions of-
fering rehabilitation engineering programs, 
computer science programs, or information 
technology programs; 

‘‘(iii) manufacturers of assistive tech-
nology devices; and 

‘‘(iv) professionals, individuals, organiza-
tions, and agencies providing services or em-
ployment to individuals with disabilities. 

‘‘(C) COLLABORATION.—An entity that re-
ceives a grant, contract, or cooperative 
agreement under this paragraph shall, in de-
veloping and implementing the project car-
ried out through the grant, contract, or co-
operative agreement coordinate activities 
with the lead agency for the State assistive 
technology program (or a national organiza-
tion that represents such programs) and the 
State advisory council described in section 
4(c)(2) (or a national organization that rep-
resents such councils). 

‘‘(3) STATE TRAINING AND TECHNICAL ASSIST-
ANCE.— 

‘‘(A) TRAINING AND TECHNICAL ASSISTANCE 
EFFORTS.—The Secretary shall award a 
grant, contract, or cooperative agreement to 
an entity to support a training and technical 
assistance program that— 

‘‘(i) addresses State-specific information 
requests concerning assistive technology 
from entities funded under this Act and pub-
lic entities not funded under this Act, in-
cluding— 

‘‘(I) requests for information on effective 
approaches to Federal-State coordination of 
programs for individuals with disabilities, 
related to improving funding for or access to 
assistive technology devices and assistive 
technology services for individuals with dis-
abilities of all ages; 

‘‘(II) requests for state-of-the-art, or 
model, Federal, State, and local laws, regu-
lations, policies, practices, procedures, and 
organizational structures, that facilitate, 
and overcome barriers to, funding for, and 
access to, assistive technology devices and 
assistive technology services; 

‘‘(III) requests for information on effective 
approaches to developing, implementing, 
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evaluating, and sustaining activities de-
scribed in sections 4 and 5 and related to im-
proving funding for or access to assistive 
technology devices and assistive technology 
services for individuals with disabilities of 
all ages, and requests for assistance in devel-
oping corrective action plans; 

‘‘(IV) requests for examples of policies, 
practices, procedures, regulations, or judi-
cial decisions that have enhanced or may en-
hance access to funding for assistive tech-
nology devices and assistive technology serv-
ices for individuals with disabilities; 

‘‘(V) requests for information on effective 
approaches to the development of consumer- 
controlled systems that increase access to, 
funding for, and awareness of, assistive tech-
nology devices and assistive technology serv-
ices; and 

‘‘(VI) other requests for training and tech-
nical assistance from entities funded under 
this Act and public and private entities not 
funded under this Act; 

‘‘(ii) assists targeted individuals and enti-
ties by disseminating information about— 

‘‘(I) Federal, State, and local laws, regula-
tions, policies, practices, procedures, and or-
ganizational structures, that facilitate, and 
overcome barriers to, funding for, and access 
to, assistive technology devices and assistive 
technology services, to promote fuller inde-
pendence, productivity, and inclusion in so-
ciety for individuals with disabilities of all 
ages; and 

‘‘(II) technical assistance activities under-
taken under clause (i); 

‘‘(iii) provides State-specific, regional, and 
national training and technical assistance 
concerning assistive technology to entities 
funded under this Act, other entities funded 
under this Act, and public and private enti-
ties not funded under this Act, including— 

‘‘(I) annually providing a forum for ex-
changing information concerning, and pro-
moting program and policy improvements 
in, required activities of the State assistive 
technology programs; 

‘‘(II) facilitating onsite and electronic in-
formation sharing using state-of-the-art 
Internet technologies such as real-time on-
line discussions, multipoint video confer-
encing, and web-based audio/video broad-
casts, on emerging topics that affect State 
assistive technology programs; 

‘‘(III) convening experts from State assist-
ive technology programs to discuss and 
make recommendations with regard to na-
tional emerging issues of importance to indi-
viduals with assistive technology needs; 

‘‘(IV) sharing best practice and evidence- 
based practices among State assistive tech-
nology programs; 

‘‘(V) maintaining an accessible website 
that includes a link to State assistive tech-
nology programs, appropriate Federal de-
partments and agencies, and private associa-
tions and developing a national toll-free 
number that links callers from a State with 
the State assistive technology program in 
their State; 

‘‘(VI) developing or utilizing existing (as of 
the date of the award involved) model coop-
erative volume-purchasing mechanisms de-
signed to reduce the financial costs of pur-
chasing assistive technology for required and 
discretionary activities identified in section 
4, and reducing duplication of activities 
among State assistive technology programs; 
and 

‘‘(VII) providing access to experts in the 
areas of banking, microlending, and finance, 
for entities funded under this Act, through 
site visits, teleconferences, and other means, 
to ensure access to information for entities 
that are carrying out new programs or pro-
grams that are not making progress in 
achieving the objectives of the programs; 
and 

‘‘(iv) includes such other activities as the 
Secretary may require. 

‘‘(B) ELIGIBLE ENTITIES.—To be eligible to 
receive a grant, contract, or cooperative 
agreement under this paragraph, an entity 
shall have (directly or through grant or con-
tract)— 

‘‘(i) experience and expertise in admin-
istering programs, including developing, im-
plementing, and administering the required 
and discretionary activities described in sec-
tions 4 and 5, and providing technical assist-
ance; and 

‘‘(ii) documented experience in and knowl-
edge about banking, finance, and micro-
lending. 

‘‘(C) COLLABORATION.—In developing and 
providing training and technical assistance 
under this paragraph, including activities 
identified as priorities, a recipient of a 
grant, contract, or cooperative agreement 
under this paragraph shall collaborate with 
other organizations, in particular— 

‘‘(i) organizations representing individuals 
with disabilities; 

‘‘(ii) national organizations representing 
State assistive technology programs; 

‘‘(iii) organizations representing State offi-
cials and agencies engaged in the delivery of 
assistive technology; 

‘‘(iv) the data-collection and reporting pro-
viders described in paragraph (5); and 

‘‘(v) other providers of national programs 
or programs of national significance funded 
under this Act. 

‘‘(4) NATIONAL INFORMATION INTERNET SYS-
TEM.— 

‘‘(A) IN GENERAL.—The Secretary shall 
award a grant, contract, or cooperative 
agreement to an entity to renovate, update, 
and maintain the National Public Internet 
Site established under this Act (as in effect 
on the day before the date of enactment of 
the Assistive Technology Act of 2004). 

‘‘(B) FEATURES OF INTERNET SITE.—The Na-
tional Public Internet Site shall contain the 
following features: 

‘‘(i) AVAILABILITY OF INFORMATION AT ANY 
TIME.—The site shall be designed so that any 
member of the public may obtain informa-
tion posted on the site at any time. 

‘‘(ii) INNOVATIVE AUTOMATED INTELLIGENT 
AGENT.—The site shall be constructed with 
an innovative automated intelligent agent 
that is a diagnostic tool for assisting users 
in problem definition and the selection of ap-
propriate assistive technology devices and 
assistive technology services resources. 

‘‘(iii) RESOURCES.— 
‘‘(I) LIBRARY ON ASSISTIVE TECHNOLOGY.— 

The site shall include access to a comprehen-
sive working library on assistive technology 
for all environments, including home, work-
place, transportation, and other environ-
ments. 

‘‘(II) INFORMATION ON ACCOMMODATING INDI-
VIDUALS WITH DISABILITIES.—The site shall 
include access to evidence-based research 
and best practices concerning how assistive 
technology can be used to accommodate in-
dividuals with disabilities in the areas of 
education, employment, health care, com-
munity living, and telecommunications and 
information technology. 

‘‘(III) RESOURCES FOR A NUMBER OF DISABIL-
ITIES.—The site shall include resources relat-
ing to the largest possible number of disabil-
ities, including resources relating to low- 
level reading skills. 

‘‘(iv) LINKS TO PRIVATE-SECTOR RESOURCES 
AND INFORMATION.—To the extent feasible, 
the site shall be linked to relevant private- 
sector resources and information, under 
agreements developed between the recipient 
of the grant, contract, or cooperative agree-
ment and cooperating private-sector enti-
ties. 

‘‘(v) LINKS TO PUBLIC-SECTOR RESOURCES 
AND INFORMATION.—To the extent feasible, 
the site shall be linked to relevant public- 
sector resources and information, such as 
the Internet sites of the Office of Special 
Education and Rehabilitation Services of the 
Department of Education, the Office of Dis-
ability Employment Policy of the Depart-
ment of Labor, the Small Business Adminis-
tration, the Architectural and Transpor-
tation Barriers Compliance Board, the Tech-
nology Administration of the Department of 
Commerce, the Jobs Accommodation Net-
work funded by the Office of Disability Em-
ployment Policy of the Department of Labor, 
and other relevant sites. 

‘‘(vi) MINIMUM LIBRARY COMPONENTS.—At a 
minimum, the site shall maintain updated 
information on— 

‘‘(I) State assistive technology program 
demonstration sites where individuals may 
try out assistive technology devices; 

‘‘(II) State assistive technology program 
device loan program sites where individuals 
may borrow assistive technology devices; 

‘‘(III) State assistive technology program 
device reutilization program sites; 

‘‘(IV) alternative financing programs or 
State financing systems operated through, 
or independently of, State assistive tech-
nology programs, and other sources of fund-
ing for assistive technology devices; and 

‘‘(V) various programs, including programs 
with tax credits, available to employers for 
hiring or accommodating employees who are 
individuals with disabilities. 

‘‘(C) ELIGIBLE ENTITY.—To be eligible to re-
ceive a grant, contract, or cooperative agree-
ment under this paragraph, an entity shall 
be a nonprofit organization, for-profit orga-
nization, or institution of higher education, 
that— 

‘‘(i) emphasizes research and engineering; 
‘‘(ii) has a multidisciplinary research cen-

ter; and 
‘‘(iii) has demonstrated expertise in— 
‘‘(I) working with assistive technology and 

intelligent agent interactive information 
dissemination systems; 

‘‘(II) managing libraries of assistive tech-
nology and disability-related resources; 

‘‘(III) delivering to individuals with dis-
abilities education, information, and referral 
services, including technology-based cur-
riculum-development services for adults 
with low-level reading skills; 

‘‘(IV) developing cooperative partnerships 
with the private sector, particularly with 
private-sector computer software, hardware, 
and Internet services entities; and 

‘‘(V) developing and designing advanced 
Internet sites. 

‘‘(5) DATA-COLLECTION AND REPORTING AS-
SISTANCE.— 

‘‘(A) IN GENERAL.—The Secretary shall 
award grants, contracts, and cooperative 
agreements to entities to assist the entities 
in carrying out State assistive technology 
programs in developing and implementing ef-
fective data-collection and reporting sys-
tems that— 

‘‘(i) focus on quantitative and qualitative 
data elements; 

‘‘(ii) measure the outcomes of the required 
activities described in section 4 that are im-
plemented by the States and the progress of 
the States toward achieving the measurable 
goals described in section 4(d)(3); 

‘‘(iii) provide States with the necessary in-
formation required under this Act or by the 
Secretary for reports described in section 
4(f)(2); and 

‘‘(iv) help measure the accrued benefits of 
the activities to individuals who need assist-
ive technology. 

‘‘(B) ELIGIBLE ENTITIES.—To be eligible to 
receive a grant, contract, or cooperative 
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agreement under this paragraph, an entity 
shall have personnel with— 

‘‘(i) documented experience and expertise 
in administering State assistive technology 
programs; 

‘‘(ii) experience in collecting and analyzing 
data associated with implementing required 
and discretionary activities; 

‘‘(iii) expertise necessary to identify addi-
tional data elements needed to provide com-
prehensive reporting of State activities and 
outcomes; and 

‘‘(iv) experience in utilizing data to pro-
vide annual reports to State policymakers. 

‘‘(c) APPLICATION.—To be eligible to receive 
a grant, contract, or cooperative agreement 
under this section, an entity shall submit an 
application to the Secretary at such time, in 
such manner, and containing such informa-
tion as the Secretary may require. 

‘‘(d) INPUT.—With respect to the activities 
described in subsection (b) to be funded 
under this section, including the national 
and regionally based training and technical 
assistance efforts carried out through the ac-
tivities, in designing the activities the Sec-
retary shall consider, and in providing the 
activities providers shall include, input of 
the directors of comprehensive statewide 
programs of technology-related assistance, 
directors of alternative financing programs, 
and other individuals the Secretary deter-
mines to be appropriate, especially— 

‘‘(1) individuals with disabilities who use 
assistive technology and understand the bar-
riers to the acquisition of such technology 
and assistive technology services; 

‘‘(2) family members, guardians, advocates, 
and authorized representatives of such indi-
viduals; 

‘‘(3) individuals employed by protection 
and advocacy systems funded under section 
5; 

‘‘(4) relevant employees from Federal de-
partments and agencies, other than the De-
partment of Education; 

‘‘(5) representatives of businesses; and 
‘‘(6) venders and public and private re-

searchers and developers. 
‘‘SEC. 7. ADMINISTRATIVE PROVISIONS. 

‘‘(a) GENERAL ADMINISTRATION.— 
‘‘(1) IN GENERAL.—Notwithstanding any 

other provision of law, the Assistant Sec-
retary for Special Education and Rehabilita-
tive Services of the Department of Edu-
cation, acting through the Rehabilitation 
Services Administration, shall be responsible 
for the administration of this Act. 

‘‘(2) COLLABORATION.—The Assistant Sec-
retary for Special Education and Rehabilita-
tive Services shall consult with the Office of 
Special Education Programs, the Rehabilita-
tion Services Administration, and the Na-
tional Institute on Disability and Rehabili-
tation Research in the Office of Special Edu-
cation and Rehabilitative Services, and ap-
propriate Federal entities in the administra-
tion of this Act. 

‘‘(3) ADMINISTRATION.—In administering 
this Act, the Rehabilitation Services Admin-
istration shall ensure that programs funded 
under this Act will address the needs of indi-
viduals with disabilities of all ages, whether 
the individuals will use the assistive tech-
nology to obtain or maintain employment, 
to obtain education, or for other reasons. 

‘‘(4) ORDERLY TRANSITION.— 
‘‘(A) IN GENERAL.—The Secretary shall 

take such steps as the Secretary determines 
to be appropriate to provide for the orderly 
transition to, and implementation of, pro-
grams authorized by this Act, from programs 
authorized by the Assistive Technology Act 
of 1998, as in effect on the day before the date 
of enactment of the Assistive Technology 
Act of 2004. 

‘‘(B) CESSATION OF EFFECTIVENESS.—Sub-
paragraph (A) ceases to be effective on the 

date that is 6 months after the date of enact-
ment of the Assistive Technology Act of 2004. 

‘‘(b) REVIEW OF PARTICIPATING ENTITIES.— 
‘‘(1) IN GENERAL.—The Secretary shall as-

sess the extent to which entities that receive 
grants under this Act are complying with 
the applicable requirements of this Act and 
achieving measurable goals that are con-
sistent with the requirements of the grant 
programs under which the entities received 
the grants. 

‘‘(2) PROVISION OF INFORMATION.—To assist 
the Secretary in carrying out the respon-
sibilities of the Secretary under this section, 
the Secretary may require States to provide 
relevant information, including the informa-
tion required under subsection (d). 

‘‘(c) CORRECTIVE ACTION AND SANCTIONS.— 
‘‘(1) CORRECTIVE ACTION.—If the Secretary 

determines that an entity that receives a 
grant under this Act fails to substantially 
comply with the applicable requirements of 
this Act, or to make substantial progress to-
ward achieving the measurable goals de-
scribed in subsection (b)(1) with respect to 
the grant program, the Secretary shall assist 
the entity, through technical assistance 
funded under section 6 or other means, with-
in 90 days after such determination, to de-
velop a corrective action plan. 

‘‘(2) SANCTIONS.—If the entity fails to de-
velop and comply with a corrective action 
plan described in paragraph (1) during a fis-
cal year, the entity shall be subject to 1 of 
the following corrective actions selected by 
the Secretary: 

‘‘(A) Partial or complete termination of 
funding under the grant program, until the 
entity develops and complies with such a 
plan. 

‘‘(B) Ineligibility to participate in the 
grant program in the following year. 

‘‘(C) Reduction in the amount of funding 
that may be used for indirect costs under 
section 4 for the following year. 

‘‘(D) Required redesignation of the lead 
agency designated under section 4(c)(1) or an 
entity responsible for administering the 
grant program. 

‘‘(3) APPEALS PROCEDURES.—The Secretary 
shall establish appeals procedures for enti-
ties that are determined to be in noncompli-
ance with the applicable requirements of 
this Act, or have not made substantial 
progress toward achieving the measurable 
goals described in subsection (b)(1). 

‘‘(4) SECRETARIAL ACTION.—As part of the 
annual report required under subsection (d), 
the Secretary shall describe each such action 
taken under paragraph (1) or (2) and the out-
comes of each such action. 

‘‘(5) PUBLIC NOTIFICATION.—The Secretary 
shall notify the public, by posting on the 
Internet website of the Department of Edu-
cation, of each action taken by the Sec-
retary under paragraph (1) or (2). As a part of 
such notification, the Secretary shall de-
scribe each such action taken under para-
graph (1) or (2) and the outcomes of each 
such action. 

‘‘(d) ANNUAL REPORT TO CONGRESS.— 
‘‘(1) IN GENERAL.—Not later than December 

31 of each year, the Secretary shall prepare, 
and submit to the President and to the Com-
mittee on Education and the Workforce of 
the House of Representatives and the Com-
mittee on Health, Education, Labor, and 
Pensions of the Senate, a report on the ac-
tivities funded under this Act to improve the 
access of individuals with disabilities to as-
sistive technology devices and assistive tech-
nology services. 

‘‘(2) CONTENTS.—Such report shall in-
clude— 

‘‘(A) a compilation and summary of the in-
formation provided by the States in annual 
progress reports submitted under section 
4(f); and 

‘‘(B) a summary of the State applications 
described in section 4(d) and an analysis of 
the progress of the States in meeting the 
measurable goals established in State appli-
cations under section 4(d)(3). 

‘‘(e) CONSTRUCTION.—Nothing in this sec-
tion shall be construed to affect the enforce-
ment authority of the Secretary, another 
Federal officer, or a court under part D of 
the General Education Provisions Act (20 
U.S.C. 1234 et seq.) or other applicable law. 

‘‘(f) EFFECT ON OTHER ASSISTANCE.—This 
Act may not be construed as authorizing a 
Federal or State agency to reduce medical or 
other assistance available, or to alter eligi-
bility for a benefit or service, under any 
other Federal law. 

‘‘(g) RULE.—The Assistive Technology Act 
of 1998 (as in effect on the day before the 
date of enactment of the Assistive Tech-
nology Act of 2004) shall apply to funds ap-
propriated under the Assistive Technology 
Act of 1998 for fiscal year 2004. 
‘‘SEC. 8. AUTHORIZATION OF APPROPRIATIONS. 

‘‘(a) STATE GRANTS FOR ASSISTIVE TECH-
NOLOGY AND NATIONAL ACTIVITIES.— 

‘‘(1) IN GENERAL.—There are authorized to 
be appropriated to carry out sections 4 and 6 
such sums as may be necessary for each of 
fiscal years 2005 through 2010. 

‘‘(2) RESERVATION.— 
‘‘(A) DEFINITION.—In this paragraph, the 

term ‘higher appropriation year’ means a fis-
cal year for which the amount appropriated 
under paragraph (1) and made available to 
carry out section 4 is at least $665,000 greater 
than the amount that— 

‘‘(i) was appropriated under section 105 of 
this Act (as in effect on October 1, 2003) for 
fiscal year 2004; and 

‘‘(ii) was not reserved for grants under sec-
tion 102 or 104 of this Act (as in effect on 
such date) for fiscal year 2004. 

‘‘(B) AMOUNT RESERVED FOR NATIONAL AC-
TIVITIES.—Of the amount appropriated under 
paragraph (1) for a fiscal year— 

‘‘(i) not more than $1,235,000 may be re-
served to carry out section 6, except as pro-
vided in clause (ii); and 

‘‘(ii) for a higher appropriation year— 
‘‘(I) not more than $1,900,000 may be re-

served to carry out section 6; and 
‘‘(II) of the amount so reserved, the portion 

exceeding $1,235,000 shall be used to carry out 
paragraphs (1) and (2) of section 6(b). 

‘‘(b) STATE GRANTS FOR PROTECTION AND 
ADVOCACY SERVICES RELATED TO ASSISTIVE 
TECHNOLOGY.—There are authorized to be ap-
propriated to carry out section 5 $4,419,000 
for fiscal year 2005 and such sums as may be 
necessary for each of fiscal years 2006 
through 2010.’’. 
SEC. 3. CONFORMING AMENDMENTS. 

(a) DEVELOPMENTAL DISABILITIES ASSIST-
ANCE AND BILL OF RIGHTS ACT OF 2000.—The 
Developmental Disabilities Assistance and 
Bill of Rights Act of 2000 (42 U.S.C. 15001 et 
seq.) is amended— 

(1) in section 124(c)(3)(B), by striking ‘‘sec-
tion 101 or 102 of the Assistive Technology 
Act of 1998 (29 U.S.C. 3011, 3012)’’ and insert-
ing ‘‘section 4 or 5 of the Assistive Tech-
nology Act of 1998’’; 

(2) in section 125(c)(5)(G)(i), by striking 
‘‘section 101 or 102 of the Assistive Tech-
nology Act of 1998 (29 U.S.C. 3011, 3012)’’ and 
inserting ‘‘section 4 or 5 of the Assistive 
Technology Act of 1998’’; 

(3) in section 143(a)(2)(D)(ii), by striking 
‘‘section 101 or 102 of the Assistive Tech-
nology Act of 1998 (29 U.S.C. 3011, 3012)’’ and 
inserting ‘‘section 4 or 5 of the Assistive 
Technology Act of 1998’’; and 

(4) in section 154(a)(3)(E)(ii)(VI), by strik-
ing ‘‘section 101 or 102 of the Assistive Tech-
nology Act of 1998 (29 U.S.C. 3011, 3012)’’ and 
inserting ‘‘section 4 or 5 of the Assistive 
Technology Act of 1998’’. 
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(b) REHABILITATION ACT OF 1973.—The Re-

habilitation Act of 1973 (29 U.S.C. 701 et seq.) 
is amended— 

(1) in section 203, by striking subsection (e) 
and inserting the following: 

‘‘(e) In this section— 
‘‘(1) the terms ‘assistive technology’ and 

‘universal design’ have the meanings given 
the terms in section 3 of the Assistive Tech-
nology Act of 1998; and 

‘‘(2) the term ‘targeted individuals’ has the 
meaning given the term ‘targeted individ-
uals and entities’ in section 3 of the Assist-
ive Technology Act of 1998.’’; 

(2) in section 401(c)(2), by striking ‘‘tar-
geted individuals’’ and inserting ‘‘targeted 
individuals and entities’’; and 

(3) in section 502(d), by striking ‘‘targeted 
individuals’’ and inserting ‘‘targeted individ-
uals and entities’’. 

SA 3944. Mr. INHOFE (for Mr. LEAHY 
(for himself and Mr. HATCH) proposed 
an amendment to the bill H.R. 2714, to 
reauthorize the State Justice Institute; 
as follows: 

On page 3, after line 5, add the following: 
SEC. 4. LAW ENFORCEMENT ARMOR VESTS. 

Section 1001(a)(23) of title I of the Omnibus 
Crime Control and Safe Streets Act of 1968 
(42 U.S.C. 3793(a)(23)) is amended by striking 
‘‘2004’’ and inserting ‘‘2007’’. 

f 

AUTHORITY FOR COMMITTEES TO 
MEET 

COMMITTEE ON ENERGY AND NATURAL 
RESOURCES 

Ms. COLLINS. Mr. President, I ask 
unanimous consent that the Com-
mittee on Energy and Natural Re-
sources be authorized to meet during 
the session of the Senate on Thursday, 
September 30 at 10:30 a.m. to receive 
testimony regarding issues relating to 
low level radioactive waste. 

THE PRESIDING OFFICER. Without 
objection, it is so ordered. 

COMMITTEE ON THE JUDICIARY 
Ms. COLLINS. Mr. President, I ask 

unanimous consent that the Com-
mittee on the Judiciary be authorized 
to meet to continue its markup on 
Thursday, September 30, 2004 at 9:30 
a.m. in Dirksen Senate Office Building 
Room 226. 

Agenda 

I. Nominations 

Claude A. Allen, to be U.S. Circuit 
Judge for the Fourth Circuit; Susan B. 
Neilson, to be United States Circuit 
Judge for the Sixth Circuit; Micaela 
Alvarez, to be United States District 
Judge for the Southern District of 
Texas; Keith Starrett, to be United 
States District Judge for the Southern 
District of Mississippi; Christopher 
Boyko, to be United States District 
Judge for the Northern District of 
Ohio; Raymond L. Finch, to be Judge 
for the District Court of the Virgin Is-
lands for a term of ten years, re-
appointment; David E. Nahmias, to be 
United States Attorney for the North-
ern District of Georgia; Richard B. 
Roper, to be United States Attorney 
for the Northern District of Texas for 
the term of four years; Lisa Wood, to 
be United States Attorney for the 

Southern District of Georgia for the 
term of four years; Ricardo H. 
Hinojosa, to be Chair of the United 
States Sentencing Commission; Mi-
chael O’Neill, to be a Member of the 
United States Sentencing Commission; 
Ruben Castillo, to be a Member of the 
United States Sentencing Commission; 
Beryl Alaine Howell, to be a Member of 
the United States Sentencing Commis-
sion; and William Sanchez, to be Spe-
cial Counsel for Immigration-Related 
Unfair Employment Practice. 

II. Legislation 

S. 1635, L–1 Visa (Intracompany 
Transferee) Reform Act of 2003, 
Chambliss; 

S. 2396, Federal Courts Improvement 
Act of 2004, Hatch, Leahy, Chambliss, 
Durbin, Schumer; 

S. 2204, A bill to provide criminal 
penalties for false information and 
hoaxes relating to terrorism Act of 
2004, Hatch, Schumer, Cornyn, Fein-
stein, DeWine; 

S. 1860, A bill to reauthorize the Of-
fice of National Drug Control Policy 
Act of 2003, Hatch, Biden, Grassley; 

S. 2195, A bill to amend the Con-
trolled Substances Act to clarify the 
definition of anabolic steroids and to 
provide for research and education ac-
tivities relating to steroids and steroid 
precursors Act of 2004, Biden, Hatch, 
Grassely, Feinstein; 

S. 2560, A bill to amend chapter 5 of 
title 17, United States Code, relating to 
inducement of copyright infringement, 
and for other purposes Act of 2004, 
Hatch, Leahy, Graham; 

S.J. Res. 23, A joint resolution pro-
posing an amendment to the Constitu-
tion of the United States providing for 
the event that one-fourth of the mem-
bers of either the House of Representa-
tives or the Senate are killed or inca-
pacitated Act of 2003, Cornyn, 
Chambliss; 

S. 2373, A bill to modify the prohibi-
tion on recognition by United States 
courts of certain rights relating to cer-
tain marks, trade names, or commer-
cial names, Domenici, Graham, Ses-
sions; 

S. 1784, A bill to eliminate the safe- 
harbor exception for certain packaged 
pseudoephedrine products used in the 
manufacture of methamphetamine Act 
of 2003, Feinstein, Grassley, Kohl, 
Biden, Kyl, Schumer; 

S. ll, A bill to reauthorize the De-
partment of Justice, Hatch; 

H.R. 2391, To amend title 35, United 
States Code, to promote cooperative 
research involving universities, the 
public sector, and private enterprises 
Act of 2003, Smith–TX; 

S. 2760, A bill to limit and expedite 
Federal collateral review of convic-
tions for killing a public safety officer 
Act of 2004, Kyl, Hatch, Craig, Cornyn, 
Sessions, Chambliss; 

S. 115, Private Bill; A bill for the re-
lief of Richi James Lesley Act of 2004, 
Cochran; 

S. 2331, A bill for the relief of 
Fereshteh Sani Act of 2004, Allen; 

S. 1042, Private Bill; A bill for the re-
lief of Tchisou Tho Act of 2003, Cole-
man; 

S. 2314, A bill for the relief of Nabil 
Raja Dandan, Ketty Dandan, Souzi 
Dandan, Raja Nabil Dandan, and San-
dra Dandan Act of 2004, Durbin; 

S. 353, Private Bill; A bill for the re-
lief of Denes and Gyorgyi Fulop Act of 
2003, Feinstein; 

H.R. 867, Private Bill; For the relief 
of Durreshahwar Durreshahwar, Nida 
Hasan, Asna Hasan, Anum Hasan, and 
Iqra Hasan Act of 2003, Holt–NJ; 

S. 989, A bill to provide death and dis-
ability benefits for aerial firefighters 
who work on a contract basis for a pub-
lic agency and suffer death or dis-
ability in the line of duty, and for 
other purposes Act of 2003, Enzi, Reid; 

S. 1728, Terrorism Victim Compensa-
tion Equity Act of 2003, Specter, 
Leahy, Schumer; 

S. 549, A bill to amend the September 
11th Victim Compensation Fund of 2001 
(49 U.S.C. 40101 note; Public Law 107–42) 
to provide compensation for victims 
killed in the bombing of the World 
Trade Center in 1993, and for other pur-
poses Act of 2003, Schumer; 

S. 1740, Anthrax Victims Fund Fair-
ness Act of 2003, Leahy, Feingold; and 

S. Res. 424, A resolution designating 
October 2004 as ‘‘Protecting Older 
Americans From Fraud Month’’ Act of 
2004, Craig, DeWine, Feinstein, Kohl, 
Sessions, Hatch. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

COMMITTEE ON VETERANS’ AFFAIRS 

Ms. COLLINS. Mr. President, I ask 
unanimous consent that the Com-
mittee on Veterans’ Affairs be author-
ized to meet during the session of the 
Senate on Thursday, September 30, 
2004, to consider the nominations of 
Mary J. Schoelen and William A. 
Moorman to be Judges, U.S. Court of 
Appeals for Veterans’ Claims, and Rob-
ert Allen Pittman to be Assistant Sec-
retary of Human Resources and Admin-
istration, Department of Veterans Af-
fairs. The hearing will take place in 
room 418 of the Russell Senate Office 
Building at 2:00 p.m. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

SUBCOMMITTEE ON COMMUNICATIONS 

Ms. COLLINS. Mr. President, I ask 
unanimous consent that the Sub-
committee on Communications be au-
thorized to meet on September 30, 2004, 
at 2:30 pm. on ICANN Oversight/Secu-
rity of Internet Root Servers and the 
Domain Name System (DNS). 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

SUBCOMMITTEE ON FINANCIAL MANAGEMENT, 
THE BUDGET, AND INTERNATIONAL SECURITY 

Ms. COLLINS. Mr. President, I ask 
unanimous consent that the Com-
mittee on Governmental Affairs’ Sub-
committee on Financial Management, 
the Budget, and International Security 
be authorized to meet on Thursday, 
September 30, 2004 at 10:30 a.m. for a 
hearing entitled, ‘‘Oversight Hearing 
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